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FCC Warning
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1. Introduction

EPON is a point to multipoint communications protocol based on Gigabit Ethernet. It
allows a Gigabit Ethernet communications fiber to be shared by multiple end users using
a passive optical splitter. EPON communication takes place between an Optical Line
Terminal (OLT) and multiple Optical Network Units (ONUs). Using standard terminology,
downstream traffic flows from OLT to ONU, and upstream traffic flows from ONU to OLT.
A protocol called Multi Point Control Protocol (MPCP) is used to arbitrate the channel
between the ONU’s so that no collisions will occur on the common fiber.

With growing network services such as HDTV, IPTV, voice-over-IP (VoIP) and Multimedia
broadband applications, and the demand of broadband rises quickly. The present
Broadband environment has not already accorded with needing; however, Passive
Optical Network (PON) would be the most promising NGN (Next Generation Networking)
technology to fulfill the demand.

PLANET EPL-1000 is a GEPON Optical Line Terminal (OLT) which designed with one
GEPON port, one Gigabit TP / SFP Combo Interface and one management port. It is
easy installation and maintenance for GEPON deployment. Applications with PLANET
GEPON Optical Network Units (ONU) EPN series, PLANET EPL-1000 can provide highly
effective  GEPON solutions and convenient management for Broadband network.
PLANET GEPON technology provides the high bandwidth up to 1.25Gbps for both
upstream and downstream, up to 20km Long-Distance Coverage between equipment
nodes, Scalability and Flexibility for network deployment. It is a cost-effective access
technology with reliable and scalable network for Triple-play service applications.

With high split ratio at 1:32 and support the usage of PLANET ONUs, EPL-1000 can
minimize the investment cost for carriers. By using the advanced technology in the
telecommunication industry, the EPL-1000 will provide strong functionalities for Ethernet
features such as QoS, VLAN, Multicast, DBA (Dynamic Bandwidth Allocation), and
Access Control List. The EPL-1000 is an ideal solution for FTTx applications.



1.1 Product Features

¢ PON interface complies with IEEE 802.3ah

¢ Supports 1 x PON Port and 1 x Gigabit TP / SFP Combo Interface
¢ Up to 20Km Distance

¢ Upto 1.25Gbps Upstream and Downstream

¢ Dynamic bandwidth allocation (DBA) support
¢ Supports IEEE 802.1q VLAN

¢ Supports up to 4096 VLAN and 4K MAC Table
¢ Supports IEEE 802.1p QoS

¢ Point-to-multipoint network topology

¢ LED indicators for link status

¢ Enhanced IGMP features

¢ User-Friendly GUI Management

¢ One PON port supports maximum 32 ONUs

1.2 Package Contents

¢ EPL-1000 Unit x 1

¢ AC Power Cord x 1

¢ Quick Installation Guide x 1

¢ CD (Containing User’s Manual, QIG, Utility) x 1
o Console Cable x 1

¢ Rack-mounting x 2

¢ Screw Package x 1



1.3 Application

High Bandwidth, Long Distance and Cost-Effective FTTx Applications

The PLANET EPL-1000 delivers high-speed voice, data and video services to residential
and business subscribers. Through the PON technology, the EPL-1000 offers competitive
advantages including a long-term life expectancy of the fiber infrastructure, lower operating
costs through the reduction of “active” components, supporting up to 20km distance
between equipment nodes, Easy Installation and Maintenance, and most importantly,
providing much greater bandwidth. The PLANET EPL-1000 is the perfect solution for FTTx
applications with cost-effective, scalability and flexibility for network deployment.

GEPON Applications

The OLT device is deployed in the central office room. The ONU devices are connected to
the OLT device through an optical splitter, which forms a P2MP (Point-to-Multipoint)
topology, connect to the switches or the devices as computers, IP Phone, IP Surveillance
and IPTV for Triple Play Service.
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B FTTxis the main trend and final target for the development of optical communication. It
can provide the high speed bandwidth to users without traffic jam.

B GEPON technology is the most practical and feasible access solution for FTTx.

B OLT is setup in the central equipment room of a community, to connect to the
backbone networks of data, video and voice applications.

B ONU can be deployed at residential homes via passive optical distribute network that
spans up to 20km radius.

B ONU can be put in a building or an end user’s room. A user can choose to use the
whole ONU alone or just one port of ONU, which is bandwidth configurable and
isolated from the rest ports of the ONU.
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FTTB Application
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1.4 Outlook

Front Panel

The front panels of EPL-1000 are shown below.

JeLAner

sesesssssssnsene

EPL-1000
Front Panel LED Definition
LED Status Description
On The indicator will light when OLT is opened
PWR Off Checking the power or power supply adaptor, make sure power supply has
connected well
LNK/ACT On Light when equipment normally connect with 100Mbps ONU port
Glitter | Glitter when the port receive or transfer data
on Corresponding indicator is on when 100Mbps equipment connect with
100M relevant port
MGMT Off Be off when 100Mbps port does not joint equipment
DUPLEX On Be on when port is working base on full duplex mode
Off Be off when port is working base on half duplex mode
coL Glitter | Collision happens base on half duplex mode
Off Normal work status
T On Be on when the 1000Mbps port is transferring data
Off Be off when the 1000Mbps port has no data to transfer
RX On Be on when the 1000Mbps port is receiving data
Uplink Off Be off when the 1000Mbps port has no data to receive
1000 On Be on when 1000Mbps equipment connects with relevant port
Off Be off when 1000Mbps port does not joint relevant equipment
10/100 On Be on when 100Mbps equipment connects with relevant port
Off Be off when the port does not joint 100Mbps equipment
ALM1 Glitter | There will be one ONU or OLT alarm
Off Normal work status
ALM2 Glitter | There will be one ONU or OLT alarm
Off Normal work status
ALM3 Glitter | There will be one ONU or OLT alarm
Off Normal work status
Status . ,
ALM4 Glitter | There will be one ONU or OLT alarm
Off Normal work status
OPT Glitter | The link to the switch fiber port is failing
Off The link to the switch fiber port is normal
sYs Glitter | The link to the local 1000Mbps port is failing
Off The link to the local 1000Mbps port is normal
RESET ON when the system reset button is pushed
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Front Panel Port Definition

Port Port Description

PON Port The PON connector allows data. communication between the ONU and
the OLT through a single mode fiber.

Mini-GBIC Port Gigabit Ethernet SFP trunk ports.

10/100/1000M Port Gigabit Ethernet electrical trunk ports.

MGMT Port RJ-45 (10/100Base-TX) Port for GUI Utility Management.

Console Port RS-232 port for system configuration and maintenance. (9600, 8, N, 1)

RESET Reboot EPL-1000

Rear Panel

Rear Panel Port Definition

Port

Port Description

AC PWR

AC Power cord plug-in, 100 - 240V AC is allowed.

Power Switch

Power On / Off switch

-12-




1.5 Technical Specifications

Product GEPON OLT
Model EPL-1000
Hardware

Transmission speed

Downstream: 1.25 Gbps
Upstream: 1.25 Gbps

Optical specification

Transmitter Power: >= 2 dBm
Receiver Sensitivity: >= -26 dBm

Optical split ratio

Up to 1:32

Ports

Uplink Port 1 x Gigabit TP / SFP Combo Port ( SFP GbE + 10/100/1000Base-T )
PON Port 1 x PON Port

Console Port [RS-232 Serial Port (9600, 8, N, 1)

MGMT Port 1 x RJ-45 ( 10/100Base-TX)

LED Indicators

1 x Power LED
4 x MGMT LED
4 x Uplink Port LEDs
7 x Status LED

Software

EPON Features

- Compliant with IEEE 802.3ah

- 802.3ah Forward Error Correction support

- Operation Administration Management (OAM) protocol based on IEEE
802.3ah

- Dynamic Bandwidth Allocation (DBA) Support

Standard

IEEE 802.3ah
IEEE 802.3
IEEE 802.3u
IEEE 802.3x
IEEE 802.3z
IEEE 802.1d
IEEE 802.1p
IEEE 802.1q
IEEE 802.1x
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System Feature - MAC address learning and binding

- Service Level Agreement (SLA) support

- Unicast, broadcast and multicast traffic control

- 128-bit Advanced Encryption Standard (AES) encryption

- MAC Filtering

- Supports QoS based upon Port, IEEE802.1p, IPv4 Type of Service
(ToS) or Differentiated Services (Diff-Serv), IPv6 Traffic Class, 802.1Q
VLAN ID, Destination MAC address or Source MAC address

- Supports IGMP Proxy / Snooping

- Remote loop-back test

- Up to 256 Logical Link IDs (LLID)

- IPv4 and IPv6 support

- Up to 4096 VLAN support

- 4K MAC Addresses support

- 32 Queues (upstream / downstream)

Management - User-Friendly GUI Utility

- Local RS-232 CLI management

- Firmware and Configuration upgradeable via Utility
- Remote ONU Management

Environment Specification

Dimension (W x D x H) (432 x 207 x 43mm

Power 100 — 240V AC

Temperature Operating temperature: 0 ~ 50 Degree C
Storage temperature: -30 ~ 60 Degree C

Humidity Operating Humidity: 10 ~ 90% non-condensing
Storage Humidity: 5 ~ 95% non-condensing

Emission FCC, CE
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2. Installation

The followings are instructions for setting up PLANET EPL-1000. Refer to the illustration
and follow the simple steps below to quickly install your GEPON OLT.

2.1 Pre-Installation

This section provides the information users have to ware before installing the EPL-1000.
The information includes required installation tools, safety requirements, and electrostatic
discharge protection.

Tools and Test Equipment Requirements

To install and maintain the EPL-1000, you should have the tools and test equipment listed

in the %?1! ﬁj?ﬂ%ﬁﬁ‘*{é?’ﬁ ° .

Table 2-1 Required Installation Tools and Materials

Item Required Purpose

Anti-static wrist strap Protect the EPL-1000 system from electrostatic
discharge damage.

Hand tools Screw drivers for equipment removal and

replacement.

Wire cutter/stripper Prepare wires for electrical connections.

Safety Requirement
To prevent possible serious injury, do not apply power to the EPL-1000 system until you’'ve

completed all of the installation procedures and connected it to the external facilities. Be
cautious, when turning on/off the EPL-1000 system power.
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2.2 Hardware Installation

The PLANET EPL-1000 is a 1U high box-type GEPON OLT with rack-mountable enclosure.
It can be installed in a standard 19-inch rack by using the mounting brackets provided.
Mount the shelf on the rack using the large screws provided. The procedure to connect and
wire the system is as follows.

Installation Overview

The installation consists of the following procedures. Each procedure will be explained in
detail in the following sections:

Step 1: |[Mount the system into the desired location of a rack.

Step 2: |Connect to the AC power supply, and then check the voltage. Make sure the
power is proper for EPL-1000 and plug in the Power.

After executing the previous procedures, please check the cable connection robustness
and correctness before turning on the power supply.

Step 3: |Connect the network cable and optical to EPL-1000.

Step 4: |Connect Console cable to COM port of a computer for CLI management. Then
run the terminal program with the setting shown below: Please see more details
on Chapter 4.2.

Port: III.?DMI i oK
EBaud rate: I Qe00 B
Data: |B bit - Cancel

Pari'l',r Inon-e -
Stop: 1 bit - Help
Flows contral: Inunc d

Transmit delay

iﬂ msecichar iﬂ mseciine

Console Setting
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Step 1. Mounting the EPL-1000

The position and orientation of the brackets depends on the rack used for mounting. The
OLT can be front-mounted in a standard channel rack; and it can be shipped with the
mounting brackets installed in one of three mounting positions.

Mounting Bracket Orientation (Top View)

After the site requirements have been verified, the chassis may be installed at the specified
location. When mounting the chassis, practice good safety habits. Use two or more
people to secure the chassis. Relay rack mounting normally requires at least two people.

Step Action
1 Locate the chassis and obtain the appropriate chassis mounting hardware.
2 Determine and obtain the tools required for the chassis mounting hardware.

3 From the front of the relay rack, position the chassis in its relay rack mounting

location.
4 Using the appropriate rack mounting hardware, secure the chassis in its relay

location on both left and right side of mounting bracket.

@ e
» e
=] o
@ \\_\ @
| S
- _ lw ] -
@l [ &% T T~~_
ol T~o ® Ty
R .

&

‘ )

Mounting Bracket Position for Standard Mount
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Note — The chassis should be empty during the chassis mounting procedures.
Remove any unit in the chassis, and store them according to
static-sensitive device storage procedures.

Warning — Hazardous voltages may exist on the chassis. Always practice good
safety habits when wiring a live circuit or performing maintenance.

Step 2. Power Connections

AC Power Connection

Connect the AC power cord to the AC supply socket on the rear panel of the OLT, and plug

the cord into the external power source. The voltage must be 100 to 240V AC (£10%
tolerance).

AC PWR
100~240V

Warning — Ensure that all power sources to the chassis (power distribution
panel) are turned off during the connection.

-18 -



Step 3. Connecting the Uplink Interface

Uplink Connection

The system supports one Gigabit TP / SFP Combo (SFP GbE and 10/100/1000Base-T)
Interface. You can select the proper media for your applications.

Uplink Port
1 x Gigabit TP / SFP Combo Port ( SFP GbE and 10/100/1000Base-T )

JPLANET

Mini-GBIC (SFP) Interface

Prepare a proper SFP module and install it into the optical trunk port. Then you can connect
fiber optics cabling that uses LC connectors or SC connectors (with the use of an optional
SC-to-LC adapter) to the fiber optics connector on the uplink port.

Fiber optics cable with LC duplex connector

Connecting optical fiber to the trunk port

Warning — Never look directly at the transmitting ports of optical
interface that might be emitting laser, in order to prevent damage to the
eye from the laser radiation.
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RJ-45 Electrical Interface

The pin assignment of RJ-45 connector on the Uplink port is shown in the following figure
and table.

12345678

| 1,2 T/Rx+,T/Rx-

TN
4,5 T/Rx+,T/Rx-

7,8 T/Rx+,T/Rx-

Step 4. Connecting the PON Interface

PON Connection

The system supports one fixed PON port, the max. Split ratio is up to 1:32 per PON port.
Connect the single mode fiber to the Splitter or ONUs. The PON port provides the high
bandwidth up to 1.25Gbps for both upstream and downstream, up to 20km Long-Distance
Coverage between equipment nodes.

PON Port
Connect the single mode fiber to
Splitter or ONU

JPLANET
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Step 5. Connecting the Console and MGMT Port

You can use the Console Port and MGMT Port to manage the EPL-1000. The connection
figure is shown below; please follow next section to setup your system.

JPLANET

Console
Cahle

Workstation
192.168.1.100
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2.3 Software Installation

This section illustrates how to establish basic connectivity on the PON. After completing this
section the user will be able to transport packets across the system, and will be ready to
start advanced testing. The Software Setup consists of installing a Terminal utility to access
the Evaluation Kit CLIs and a sophisticated GUI to manage the system.

2.3.1 Console Port Command Line Interface

The EPL-1000 has a 10/100 Mb MGMT port in for the connection of a management GUI. It
also has Command Line Interface (CLI) access through a Console port on each board
(ONU and OLT). By connecting a straight-through serial cable to any board to a serial COM
port on a PC, the user can access each chip for low level diagnostics and debugging.
Although there are many commercial available Terminal Utilities such as MS Windows
HyperTerminal, Tera Term is used in this User’s manual as the Terminal Utility of choice.
Tera Term is recommended if you wish to perform firmware upgrades using the CLI. This
has been found to be the most reliable tool for downloading binary files to the ONU and OLT.
It can be downloaded for free from http://hp.vector.co.jp/authors/\VA002416/teraterm.html.
Please download and install on each PC being used to connect to EPL-1000. Once
installed, configure the Transmit settings as follows.

1) Setup the serial port by selecting “Serial Port” from the Tera Term “Setup” menu.

I Tera Term - COM1 VT Tera Term: Serial port setup x|
Fle Edt BN Conkral  Window  Help Port: COM1 -

Terminal, .. — (114

Iindo. .. Baud rate: 9600 ||

Forc... Data: 8 hit - Cancel

Kevboard... -l

Serial part... Parity: none hd

iSahes Stop: 1 hit - Help

ererd...

Flow control: none -
38w setup.., =1
Restore setup, .,
g Transmit delay
oadley nap. ’1_ msecichar 10 msecfline

Tera Term Serial Port Settings

2) Set up the Serial port with the settings shown in 0 and click OK.

-22.
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EPL-1000 GUI Personality Setup

The EPL-1000 supports a 10/100Mb Management interface for User-Friendly GUI
Management. Prior to installing the GUI, it may be necessary to modify the Host and
Management IP addresses configuration stored in the OLT personality flash. It can either be
left as the defaults or changed to suit your own network environment.

You can see what the current settings are by typing the following commands.

Commands shown below must be entered at the Tera Term command prompt for the
EPL-1000.

1) 3721/>pers [Enter]
2) 3721/pers/>show [Enter]

This will result in information about the state of the personality flash being displayed. The
items near the end of the prints are the current Management Interface Settings. Typically
the factory settings are:

Management interface settings:
Physical interface: ethernet
Management VLAN: 4095
Transport protocol: udp

Local IP config: static

Host IP config: static

Host IP: 192.168.1.100

Mgmt IP: 192.168.1.101
Netmask: 255.255.255.0

The Mgmt IP address refers to the IP address of the OLT 10/100Mb MGMT Port. The Host
IP address refers to the IP address of the PC which is running the GUI Utility. The default
settings are for both of these IP addresses to be statically assigned. The netmask should
be set to suit the class of the IP addresses. In addition to the 10/100Mb MGMT Port,
management can also be performed in-band. In this case the MGMT Port is not connected.
Instead the OLT is programmed for in-band management and the user sets the VID of the
VLAN used for management. The Transport protocol should always be set to UDP.

The following sections outline how to change the settings for each of the management
options.

MGMT Port — Static IP Addresses

If you are controlling the EPON system from a local PC connected directly to the
management port, these settings should suffice. Additionally if you have the OLT connected
to your network and you are using local addressing in the 192.168.1.x subnet, they will also

-23-



be appropriate. If on the other hand you wish to change them to match you local network,
you may do so as follows:

To change the IP Address assigned to the Host PC (this must match the Host PC IP
Address):

1) 3721/>pers [Enter]

2) 3721/pers/>hostip 192 168 1 100 [Enter]

To change the IP Address that is assigned to the OLT management port:
1) 3721/pers/>mgmtip 192 168 1 101 [Enter]

If you are not using Class C Addresses, you should also change the netmask to suit:
1) 3721/pers/>netmask 255 255 255 0 [Enter]

To make the new settings take effect you must reboot.

Prior to installing the GUI, you must set up your network adapter’s IP address to match the
setting found in the OLT’s personality flash (default = 192.168.1.100). Set the adapter’s IP
to match the value found in the personality flash for Host IP. Once the adaptor is set
appropriately, connect an Ethernet cable to the 10/100 Mb management port. In addition
you should also set the Management Port Parameters in the GUI's Utilities -> Settings
dialog. These should match the settings found in the CLI.

2.3.2 GUI Utility Installation

The Utility comes with sophisticated software Graphical User Interface (GUI). It is highly

intuitive and allows the user to control the EPON and set such things as SLAs, bridging and

VLAN modes, static table entries, and to perform firmware upgrades etc. It is found in the

Utility folder on the CD provided. To install and use the GUI, do the following:

1) Copy the contents of your CD to the PC you will be using as your EPON management
PC.

2) Locate the Utility folder and create a shortcut to the GUI Utility.exe file and place on your
desktop or somewhere suitable.

3) Once you have connected all of the hardware, followed the instructions in the Initial
Power Up section, set the personality flash to suit your management interface method
you can start the GUI. The default MGMT IP is 192.168.1.101 and the Host IP is
192.168.1.100. Please make sure that the IP of your management PC is 192.168.1.100.
Double click on the GUI Utility Icon in the Utility folder or at the shortcut. The GUI should
start and you should see a window similar to the one shown as below figure.
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E Teknovus EPON System [ZHEI[‘S_TI

File Hoskt  Ulities Help

@ OLT MAC-Ox00304F 210000 Part-Ox0
@ OMU MACOx00304F020000
@ Link MAC-0x00304F020000, LLID-Dx3701
@ Link MAC-0:00304F020007. LLID 022704
@ OMU MACOx00304F010000
@ Link MAC-0x00304F07 0000, LLID 023700
@ Link MAC-0x00:304F070001, LLID 023703

TEENOWVILIS

exec GetBlockedOnuz(tag=7] -
Raw bytes sent:
(00 45 00 o7 00 00
TK.3721> Replied: Type B9 [GetBlockedlnuz] Tag ¥ - OF
TE.3721> Raw butes received:
0o 45 0o 07 Q0 02 a0 oo

@ \‘_:!..J Connected

If the OLT is running normally and the ONUs register each of their LLIDs, you should see
something similar to the figure. The left hand pane shows the MAC addresses of the OLT
and the ONU’s LLIDs. Depending on the number of ONUs, LLIDs, MAC addresses etc you
may see something slightly different. If the GUI fails to connect to the OLT, check the IP
addresses of the Host PC and the management port. Make sure you can ping the IP
address assigned to the management port. Also verify that the Host and management IP
addresses match in the GUI’s Utilities -> Settings tab.
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3. System Configuration Introduction

3.1 System Introduction

PLANET EPL-1000 is a new generation of minitype GEPON OLT equipment, is a kind of
telecom FTTH bandwidth connecting equipment supplied for telecommunication dealer -
Perfect integration, applied flexibility, high reliability, managing, free expansibility, group
web and QoS guarantee are its features. EPL-1000 integrates EPON system based on the
IEEE802.3ah new standard - the fiber speed of upstream and downstream can be up to
1.25Gb/s - Each EPON system is available for max 1 : 32 WDM to transmit datas based on
forming fiber web by fiber and 32 EPONIlong-distance ON equipments, with great capacity ,
excellent secrecy, web-grouping flexibility and saving the line resources and the quantity of
end equipments -

EPL-1000 , mainly used for FTTH project - make fiber to household come true, available for
VolIP - high-speed data, IPTV, etc ; also manage the performance ,failure and deploy. It can
be put in CO side. Via the User-Friendy GUI Utility, administrator can manage and
configure the OLT and ONU equipment on central side.

Characteristics :
B Compatibility

EPL-1000 is a mini-box-type equipment - only 1U size, easy installation and maintenance.
The EPL-1000 is fully compatible with PLANET ONU EPN-102 / 104, you can manage and
deploy the GEPON environment easily.

B Long-distance

It is up to 20kms > and can save the cost of web-room construction and maintenance for
telecommunication dealer, as it is passive accessories -

B High reliability

Recover after equipment regroups and the power interrupts unconventionally > the system
can come back to normal work quickly as the storage scheme.
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B Full QoS guarantee

Each PON supports up to 256 logic accesses > and single ONU can support many separate
logic accesses .For good Qos,it can adopt AES-128 encryption for each access, and
supports strong DBA - with powerful bandwidth sharing ability ,flexible bandwidth
management and increasing bandwidth using rate effectively; The double managing mode
based on SLA and PRI can ensure the users™ mini bandwidth demand and low time-delay
requirement for the PRI operation -

B Great OAM characteristic

EPL-1000 supports many operating and manageable telecom characteristics ,such as ONU
auto-detection, auto-registration > testing user connection, binding MAC address and
filtration, IP address binding and filtration - bandwidth control - VLAN ( based on two divisiory
means of port and 802.1Q) - flow control - port aggregation, port mirror and broadcast
control.
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3.2 Software Introduction

Preface

The Planet GEPON solution, including the OLT EPL-1000 and ONU EPN-102/104, all
designed by Teknovus GEPON technology. It is based on the TK37XX family. The
EPL-1000 is TK3721 OLT chipset and EPN-102/104 is TK-3715 ONU chipset. For
inconvenience, following information will use TK37XX to introduce the software
configuration.

This document is intended for engineers operating the TK37XX family of integrated EPON
solutions. The document explains how to use the TK37XX PC HOST GUI Utility, for the
purpose of evaluating the functionality and usability of TK37XX Host Interface Protocol.
This manual assumes that the reader has a technical background and a base level of
understanding regarding the basic operation of PON equipment, but does not assume any
prior experience using the TK37XX or any other product. The GUI Utility is a demonstration
package, intended for evaluation purposes only.

Organization of the GUI

The screen real estate used by the GUI is divided — MDI style — into three sash windows.
The upper left panel displays the entities that may be managed by the TK37XX Host
Interface, including the OLT, ONUs and Logical Links. This sash window shall be referred to
as the Element Status Window. Left clicking on an entity with the mouse will open a tabbed
panel in the upper right sash window that may be used to manage the entity. This sash
window shall be referred to as the Entity Management Window. The bottommost sash
window is used for the purpose of logging the host interface message that are sent and
received by the GUI, and shall be referred to as the Message Log. The Message Log
displays the commands that are sent and received from the GUI as well as the raw bytes
sent and received by the physical layer interface.
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3.2.1 Basic Structure of GUI Software

The GUI software breaks down into 4 logical layers the first layer is the physical interface.
The operating system, or driver resource, used to send and receive the raw Host Interface
messages. The next layer consists of the underlying messaging system used by the GUI.
This layer is responsible for parsing and queuing of Host Interface Messages as well as
providing reliability. The next layer is the application layer. This layers responsibility is to
display the GUI windows and provide services such as alarm auditing.

Alarm Auditing GUI'Windows

DML Inteface Link Interface OLT Interface

Host Interface Mesaging

Physical Interface

3.2.2 GUI Start Up Sequence

When the user invokes the GUI Utility.exe by double clicking on the T icon the GUI will
perform the following functions:

Step 0: Attempt to establish a UDP connection to the TK3721. This process will continue
indefinitely or until the connection is established.

Step 1: After the connection is established the GUI will test the interface by attempting to
send and receive a host interface message. The natural choice (and the choice that the
GUI will use) is the Get OLT Information. This message contains information about the
TK3721 that the host may use to identify product version information.

Step 2: Once the interface has been established the next step the GUI shall perform is to
obtain the list of discovered links. It should be noted that once the interface is detected the
GUI shall initiate a process to handle autonomous events. Receiving an autonomous event
will make the remaining sequence non-linear, as the autonomous events will be inserted
into the GUIs message queues with other response messages, refer to the note on the GUI
data path below.

Step 3: Once the GUI receives this list, it will query the links for the identity of their
associated ONUs by issuing a Get ONU Info Host Interface Message for each link found in
the list. Of course if an autonomous event (such as link discovery), occurs that event will
also be processed simultaneously with the querying process. If the GUI is configured to
authenticate its links, the link authentication will also take place. Again there is no set
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sequence and multiple LLIDs may be authenticated simultaneously.

Step 4: Having discovered the known managed entities the GUI will next query the TK3721
for the list of blocked links. These links will be displayed in the list of unassociated links in
the managed entity status window. If the ONU is connected to the TK3721 and operating
properly, then unblocking a LLID will cause a new ONU to appear in the entity status
window. The LLID will be associated with this new ONU.

Step 5: After the GUI has finished querying the OLT, it will remain in the idle state until the
user performs some action. In the idle state the GUI will audit the OLT for alarm messages if
configured to do so, otherwise it will not send any Host Interface Messages until the GUI
operator directs it to do so, by initiating a query or provisioning action.

3.2.3 Note on the GUI data Path

The GUIs Data Path consists of simple non-blocking queuing mechanism that achieves
very good utilization of OLT recourses. However in such a system there is no set sequence
in which messages will be issued to the OLT. Thus that depending on very minor timing
differences between command response times, the GUI event log trace will be different. It is
important to note that all host interface messages are required to encapsulate a complete
set of provisioning operations and therefore do not require that provisioning actions be
performed in any set sequence.

A smallaraa of tha quele & esaraad o oulsErdirg
resquasts. Thie GUl can supparl a warable numbar ol

Muliple Heest Imlerlaca messages may resquast thal are sanl b tha hosl withoul recerng a
bequanad o Raliaka multipe reply. Foreach culsiandng messaga a lallsak imar
simultaneans prowskneg ap@Etans 1= maniained. The GLIwillTelry Iha sendup o3

Iimes belore IESUng A (aira.

Alegpsast
# | Tyee | Tag |ng|1| P;\-n:nul? # |F|ir.l.|=5|l:|w.|r | AingWindow | #
Pirysical
Gul Fesponse Layer
Inlariace
+ | T‘.'pe| Tag |L-=rgh m|mnn1’r * | Respoms Cuaue | +
Tha carelalian 1ag is \
usad by Ihe GUI Tha respoisa qUelEs, QUENES
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3.3 Basic Operation of the GUI

As stated earlier, left-clicking the mouse on an entity in the Status Window shall cause an
associated tabbed dialog to appear in the Management Window. This dialog exposes
nearly the entire set of host interface commands associated with the managed entity. The
tabs are organized into roughly the same categories as the TK37XX Host Interface
document. And with few exceptions all of the panels function similarly.

GUI Controls

All controls in the GUI are derived from a common set of base classes and thus operate in
similar ways. Most panels include 1 or two buttons that invoke the GUI to perform various
transactions with the OLT. All such controls having the same basic function will also be
given the same label. For simplicity of understanding an explanation of each button type
appears bellow.

3.3.1 Apply Button

Most GUI panels manage only a single TK3721 Host Interface message. Every time the
panel is displayed the GUI will automatically query the OLT for the latest attributes by
issuing the appropriate Host Interface Message to the TK3721 firmware. If the query
operation is successful the panel will be updated with the latest values from the firmware.
As a general rule, when the panel is updated from a host interface message the associated
Apply button will be disabled to indicate that the values displayed are an accurate reflection
of the current state of the managed entity associated with the panel. If an error occurs the
Apply button will not be disabled indicating that the displayed values are not those of the
managed entity. Changing a GUI widgets value will cause the Apply button to be enabled
allowing the GUI operator to apply the new provisioning to the managed entity.

3.3.2 Refresh Button

Button’s labeled refresh are never disabled. The action associated with a Refresh button is
always to query the state of the associated attribute. The result of a successful Refresh
operation will be the same as if the panel is viewed for the first time. That is, the OLT will
query the managed entity associated with the panel, and if the operation completes the
Apply Button will be disabled.
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3.3.3 Revert Button

The Revert Button had identical functionality to the Refresh button, but is semantically
different. The idea behind the Revert Button is that you can “revert” the panel’s state to the
initial state of the panel prior to changing a GUI widget. Semantically, once the apply button
has been pressed it is not possible to revert. The Revert Buttons are currently being phased
out in favor of the Refresh Button.

3.3.4 Defaults Button

The Defaults Button is used to restore the managed entity to the default settings found in
the Host Interface document. This mechanism employs a “canned” Host Interface Message
that will be issued to the OLT when the button action is invoked by left clicking on the
button.

For most commands a provisioning operation will also result in a subsequent query. In such
cases the Apply Button will not be disabled until the query operation completes. This audit
mechanism ensures that the values displayed by the panel are the same values stored in
the relevant managed entity. For a few Host Interface Messages the granularity of the data
is less than that of the provisioned value.

Some Apply actions result in multiple commands being issued to the OLT.
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4. OLT System Configuration

This section describes the various panels found in the GUI, their function, and the method
by which they may be used to test the TK37XX Host Interface. The Panels are organized by
entity and generally follow the order in which they appear in the associated tabbed dialog
box. In the rare case that the GUI abstracts some detail of the host interface, a flow chart of
the message exchange sequence is presented. Where the message performs a complex
operation on the PON a related diagram may be present as a visual aid. Most panels are
subdivided into boxes with each box controlling exactly one host interface message. In
most cases the attributes are presented in the same order (as read from top to bottom) as
that in which they appear in the Host Interface Message. Thus for the most part the
remainder of this document is simply a rehashing of the descriptions already available in
the Host Interface Document.

Force link rediscovery de-registers a Logical Link, while allowing it to re-register, as if it had
been newly attached to the EPON network. This command is useful, for example, when the
Network operator wants to be able to force a re-arrival as part of their debugging process to
try to clear a problem, or to re-authenticate the user/ONU on that link.

The Block Link command prevents the given Logical Link (MAC address) from registering
on the EPON. The OLT will simply ignore registration requests from the blocked ONU. If the
given ONU is already registered, the Logical Link will be deregistered, causing the ONU to
depart from the network. All further requests to register from the ONU are ignored until the
Host issues an Unblock Link command.

Up to 256 ONU labels (MAC addresses) can be on the block list at one time.

Link blocking is intended to be a temporary measure used to suspend service for reasons
such as late payments or a troublesome customer. When the issue has been resolved, or
the ONU has been physically removed from the network and no longer requests service, it
can be removed from the blocked list with the Unblock Link command. If the ONU is still
connected to the network and attempting to register, the ONU will be once again allowed
onto the network.

Service provisioning such as SLAs or Bridging modes are not affected by the Block Link
command. Any ONU provisioning should be deleted with the appropriate other commands,
if desired. A blocked link will appear with a black status icon.

Please note the difference in the behavior with respect to the Block Link command where
an Unblock Link is required to undo its effect. Link Rediscovery invites the ONU to
re-register this link with the network, while Block Link prevents the ONU from returning on
that link after deregistration.
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OLT Panel

The OLT panel is used to apply settings to OLT attributes. In some cases this may also
involve OAM transactions with ONUs. It should be noted that certain attributes of the OLT
such as SLAs are controlled via the Link Panel.

4.1 OLT Network Parameters

These commands allow the host to configure the way the PON will be managed.

ol
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OAM Rate

This command is used to view the default OAM rate

Loopback Timeout Value

This sets the loopback failsafe timer. If the operator sets a port in loopback mode the
loopback the OLT will initiate a count down timer for Loopback Timeout Value ms. When
the timer expires the loopback will automatically be canceled.

MPCP Parameters
B Period

The interval at which the OLT will issue a discovery gate.

B Window

The discovery window size in bytes.

VLAN Ethertype
This is the Ethertype value that the OLT will use to classify VLAN traffic (default = 0x8100)
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4.2 DBA

The DBA tab allows the user to control virtually every parameter of the TK3721’s highly
flexible and efficient Hierarchal Weighted Round Robin DBA algorithm. The DBA algorithm
supplied with the OLT is similar to algorithms found in high performance ATM switches and
is capable of issuing 4 grants every 282 micro seconds, by far the fastest cycle time of any
EPON system deployed today. The TK3721’s DBA can meet 1 ms. Latency requirements
for high priority services in a 32 ONU deployment.

4.2.1 Broadcast SLA
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This command is identical to the functionality of the Link SLA Panel except that it is used to
provision an SLA for the broadcast channel, as apposed to a unicast link. This unique
feature of the OLT allows the OLT To use its large 40Meg buffer ram to serve the
requirements of all ONUSs, resulting in a 1:32 cost reduction (assuming 32 ONU
deployment).
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4.2.2 Aggregate Shaper
BEE
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This command lets the Host restrict the bandwidth available to the OLT for user data traffic
in each direction. This feature can be used to protect the core network from bursty
upstream flows and increase the accuracy of SLA enforcement. Aggregate bandwidth
control can be disabled by setting the parameters to zero; the feature is disabled by default.

For accurate Min SLA enforcement. recommends that the upstream aggregate shaper be
provisioned for 50-100Mbps less than the maximum bandwidth of the PON. Typical values
are 800-850Mbps.

4.2.3 Priority Range
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The priority range determines how many links may be registered in each priority level. This
command should be applied immediately before registering any links, or after links are
deregistered using the Disable OLT command. It is a good idea to configure the OLT in
strict boot mode, allowing the host software time to apply this command and then explicitly
enable the OLT to register links.

The OLT must be disabled prior to applying this command; otherwise the OLT FIFOs will
become corrupt. It is recommend that this operation be performed once during the initial
bring up of the PON.
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4.2.4 Shaper Drop Down Weights
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This command is not available for the TK3721, and applies to future chipsets only. The
TK3721 has a strict priority FIFO scheduler.

4.2.5 DBA Drop Down Weights
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DBA drop down weights are used by the DBA to reserve bandwidth for each priority level.
This allows the OLT to fix the latency and reserve a percentage of bandwidth for links in
each priority level.

The drop down weight for priority level n MUST be greater than or equal to the provisioned
DBA Weight for all links in priority level n + 1.
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@ DBA Architecture
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4.2.6 Polling Rates
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The polling rates panel allows the operator to configure the rate at which each link will be
solicited to determine if it has any data to transmit. Smaller values result in lower latency
and increased overhead. For priority 0, the scheduling latency is approximately equal to the
larger of the polling rate and the cycle length.
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4.2.7 Service Level Agreement

Every element scheduled by the OLT has an associated SLA record which can be
configured by the GUI or other host systems.
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Every Logical Link registered by the TK3721 has an associated SLA maintained by the
TK3721, and stored internally in its NVS database (if enabled to do so). In the upstream
direction, the TK3721 uses a reporting mechanism specified by 802.3ah to monitor the
status of each registered link. When a particular Link’s FIFO(s) has data to send this
information will be conveyed to the OLT in the form of a report message. The OLT will use
this information and the SLA associated with the link to schedule a time slot in which the
link may transmit its data. Because the OLT schedules the links, rather than relying on
mechanisms in the ONU, service contracts are enforced in the central office, and excess
bandwidth may be allocated efficiently. SLA enforcement is accurate to within 2% of the
provisioned value.

H Enable SLA

If checked, the OLT will allow the element to transmit user data.

B Max Bw

Configures the maximum sustained rate at which a link may transmit data.
® Min Bw

Configures the sustained rate at which the user may transmit without loss of data, this value
should always be less than or equal to Max Bw.

B Mode
Determines the scheduler level

From the perspective of the GUI or other external devise managing the TK3721 “Delete”
semantically

-39 -



equivalent to restore factory default and “Create” is equivalent to change the SLA from
default value.

It is important to note that though the logical link panel appears grouped under the ONU,
logical link attributes are NOT necessarily attributes of the ONU itself. Logical links
ALWAYS make two associations one with the ONU and one with the OLT. Unless explicitly
specified, logical link parameters may be parameters of the OLT, ONU or both. It is best to
assume that ALL operations performed on a logical link involve OAM transactions with the
ONU.

Though the TK3721 has a Min/Max FIFO scheduler in the upstream direction, the DBA is
not directly influenced by the Min scheduler. Instead it responds to signals generated by
queue depth. To ensure that the Min’s are scheduled accurately it is necessary to restrict
the total upstream bandwidth of the PON by 50 to 100Mbps. This can be accomplished by
provisioning an aggregate SLA.

As per IEEE 802.3ah, any ONU admitted to the network will be granted a small amount of
bandwidth sufficient for minimal OAM operation, even if the SLA is disabled. A disabled
SLA can use up to 256K. As per specification the ONU is not aware of SLA’s, and thus will
continue to transmit user data which will be dropped by the OLT. To prevent the ONU from
transmitting this unwanted data it is recommended that the ONU be configured in strict boot
mode. In this mode the ONU will ONLY transmit user data after the host software has
explicitly enabled it to do so.

In strict (or host driven) boot mode the SLA will be configured in the disabled state every
time the link is registered. In auto-boot mode the state of the SLA is enabled by default and
stored in the OLT NVS if NVS is enabled.
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4.3 OLT Port Management
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Allows the user a simple interface to control port parameters such as line speed and flow
control. If Auto Negotiation is enabled, the speed and duplex settings used will be based on
the result of negotiating with the link partner. Default values depend on the personality
settings. The table below describes the Set command. In the current firmware release, flow
control is not auto negotiated. If flow control is enabled the firmware will configure the Phy
to advertise flow control. Note however that pause frames will be transmitted regardless of
the capabilities reported by the link partner.

4.3.1 Configuring Port in Loop

Allows the user to set a loop back, currently the loop back position must be set to MAC.

OLT LNP Port
Loop-back

Upstream traffic is dropped

by the ELU
\ OLT epon port
- /
) -
.‘—

LNF Part

Figure 6: Uplink Port Loopback

4.3.2 Manage Flow Ctrl Parameters

Sets the flow control on/off threshold values.

For the Flow Citrl thresholds: the precision of the values is less than the displayed
percentages. So small changes between the provisioned and actual value may exist
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4.4 OLT Traffic Management

The traffic management panel allows the user to change bridging modes, apply complex
filters, and expose many of the OLTs advanced hardware and software features related to
traffic management.

4.4.1 Bridging Configuration Bridging
E CHLT =W -2l d B3V 1D :IEiﬂ

Memwori Pwans. | DBA | o Trafchont omp | Mok | s | e |
Ly Beidgrg g |FReing | St Tavk | Cmesi Takk |

roost Lopical Lirk Ercmirg Faawetess
Logesl Ut | ETETTSRISTR -| Bikpng Medhe [l ks :
Ewplet 5
Apply | Blesvusd | Arhancad J

This panel facilitates provisioning of the bridging mode for each link, as well as the size of
the dynamic forwarding table on a per link basis. If the bridging mode supports VLAN, the
VLAN tag or tags may be specified using this panel. For certain VLAN modes such as
priority shared VLAN multiple links may be provisioned in the same VLAN. These modes
will make forwarding decisions based on multiple fields such as MAC address and VID.

A link may be provisioned in only one bridging mode. However, multiple links, each
provisioned in a different mode, may be associated with a given egress ONU port.

B Changing the bridging mode for a particular logical link

Step 1. Choose the logical link

Chioos= Logical Link

Logieal Lisk: |OCDREIFO0104 -

Step 2. Apply the new bridging mode.

~ Ericiging Fa 1y E rdoirig Paismelers
Briceing Moo (TR TR - | Biidgia Mo [Dadrsed Singeulen =)
Enty Livit |.;,7:a= - EnlpLiml: — [3 j
spdy | Rewer | Advrcad | sk | Het | Advareed |

Notice that after the bridging mode has been applied the Apply button will change to a grey
color.
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Step 3. Apply the VLAN provisioning.

Sl Chea WLOM Tag ~SeiClea VAN Tag
won: i e[ WLAR 1D - b [T
WLAR Tag I w0 - SILAR Tagr (34000

|

Notice that after the VLAN has been provisioned the panel will change to a grey color. The
user must delete the VLAN provisioning before applying a new tag value.

Once a VLAN has been provisioned, the OLT will not permit the bridging mode to be
changed without first deleting the VLAN provisioning. If an attempt is made to change the
bridging mode, the GUI will display a dialog box allowing the user an opportunity to
automatically delete the VLAN provisioning.

Delete YLAN Tags for Logical Link? ¥
Frooigionsed WLAH Tags MIET ba ol eosed pirioe v chiaregiregridgineg moda! Progesed wich dekiion®
-

Clicking “Yes” will delete the VLAN tag and change the bridging mode. Clicking “No” will
abort the operation. The exact panel used to apply VLAN provisioning will change based on
the provisioned VLAN mode.

B Provisioning a link in a Dedicated VIAN

Dedicated VLAN modes associate a single VLAN tag with a particular Logical Link. The
provisioned priority field (CoS) will be added to upstream frames. However, only VID is
used to make a downstream bridging decision. VLANs are terminated by the TK3721.

SelThar VLAM Tag ~ SelfClear YLAN Tag

von o[ = e [ wiew io: [T = P [T

ViANTag o001 lll’p WLANTag 00T
|

Once a value has been entered for VLAN ID and Pri (CoS), the “Set” button may be used to
apply the provisioning. The “Clear” button is used to delete the provisioned tag.
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B Provisioning a link in a Shared

Shared VLAN modes associate multiple links with a single VLAN. The upstream CoS
inserted by the TK3721 is always 0.

Set/Dleai AN Tag—————— [ Lagical Links Far WLANTag |
wen i 4
WLAH Tag |[]

Sel

Notice that the panel features a “Set” button similar to the panel used to provision the
dedicated VLAN. This button has identical functionality.

SalClea YLAN Tag Logical links For WL ag
WLAN = SRS
WLAN Tag | {On

In addition to the VLAN provisioning box, a second box appears to the right that is used to
display a list of all logical links in the provisioned VLAN. No links will be displayed in this
box until the VLAN provisioning is applied. Clicking on a logical link in this list allows the
user to quickly change the context of the panel to the other logical link. This is useful when
changing links to a different VLAN.

B Provisioning links in Transparent

Transparent VLAN uses the VLAN tag for downstream bridging decisions but does not
modify the tag. A single link may be provisioned with multiple VIDs. It should be noted that
the CoS field is not used for bridging decisions. Upstream frames shall be bridged
regardless of the Tag value.

Provision YLOM Tag WL T s
wLeH [2 =

Ayd | Delete |

The “Add” button is used to add a VID and the “Delete” button is used to remove a VID.

~ Piouitio VL&H Tag [CuLariTag |
WLt [ -
4]
| _ Dok |

A box to the right of the provisioning window is used to display all of the VIDs associated
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with a particular logical link provisioned in Transparent VLAN. Selecting a VID in the box
moves it into the provisioning window, allowing it to be quickly deleted. Once a VID is
deleted the VLAN field in the provisioning window will take on one of the other provisioned
values, allowing all VLANs to be quickly deleted with repetitive mouse clicks.

B Provisioning links in a Cross Connect

Cross Connects are used to create a private link between two ONUs on the same PON. For
instance, a link Cross Connect might be used to facilitate data communication between two
offices within the same organization. Both links must be provisioned in the Link Cross
Connect mode before a Link Cross Connect can be established. Once both links have been
provisioned in Cross Connect mode, use the Connect button to bridge the links.

Creers Cormect With Logical Link ~Cres Correct Wit Logical Link
Logieal Link: |t el 'I Logea Lﬂt:l OREZO0 04 -
ey —

Once cross-connected the control will gray out indicating that the action was completed
successfully. Only a single Cross-Connect may be established with any given link.

B Provisioning Priority VLANs

Priority VLANs use the ToS or CoS field to make bridging decisions. The decision of which
field should be used is based on a per link attribute, however, in the TK3721 this is a global
setting. Once one link has been provisioned in a priority VLAN, all links MUST provision the
ToS/CoS select the same way. It should be noted that if L3 switching is used only ToS may
be used for the priority field -

® VID Field
: =
YD |1 =i
This field allows the user to select the VID. The VID will be inserted into upstream frames

arriving on links provisioned in the VLAN. Downstream the VID will be used for
classification.
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B Upstream CoS

Upstream CoS: |0 ill

The upstream CoS is the CoS value that will be inserted into upstream frames, forwarded
on the VLAN. It is VERY important to notice that a unique upstream CoS and VID
combination defines a unique VLAN. For every link provisioned in a unique VLAN, EVERY
attribute in the VLAN record other than the link label, MUST be identical. Identical, means
that for link A and link B provisioned in VLAN C a bitwise comparison of the two records
used for provisioning would show equality. If this is not the case the TK3721 will not
function correctly, and NVS erase followed by system reset may be required to restore
proper functionality.

B Max/Min Range
Man Tos/Co5: [0 < Min [0 <

Allows the user to provision an INCLUSIVE range of priority values used for downstream
classification. Packets with matching VID and a CoS/ToS value in the range specified will
be classified onto the VLAN. It is VERY important that for every VID, there exists VLANs
{VO, V1, ...,Vn} such that together they specify a complete range [0 7] with no holes. Also
note that for any two unique VLANs with VID=A, it is illegal that the two VLANs Max/Min
contain ANY overlapping regions (e.g. [0, 4] and [4, 7] would be illegal).
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4.4.2 Provisioning Filtering Rules

Selected port ‘ Delete a rule from the Rule Grid, allows the
currently selected port. usar to view and

delete existing rules

for the selected port.

ol =]

Allows the oparator to
salect the wile

precidencs. FOH: Pujteity | Field Select | Dperatar | Walue |
Fiule Level =
Add the current Dukika |

filtering rule to the
OMUL

|Se|ectaln0kupvalue. ”’m Rule Editor, allows the
W' EEH =S lochpvade | operator to create wle,

3 ] 1
| Select an operator,
Selact avalue to Used to delete the salected Usad to insert the current
match. clausz from the current rule, clause into the cument rule,

This panel allows the operator to create rules to filter (drop received frames), based on
many different criteria (Rules).

B Selecting the Port for Filtering

The Port to Filter is selected using the Port drop down box.

B Using the Rule Grid

The Filtering Panel Rule Grid is almost identical to the Classification Panel Rule Grid,
except that the Q column is absent, as it is not required.

B Constructing an OLT Filtering Rule

Step 1. Choose the Field Select. Field Selects defined by the OLT are given a descriptive
label.

Field Select |05 - User 1 |

. [00 DestWaC
Operator: |07 . Souree MAC

02 - Link Indes
Lookup Val |03 . Ether Tupe

M Ilaaad
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Step 2. Choose an appropriate Operator. The operator tests the portion of the frame
specified by the field select.

Operatar: €= ;I
i b atch
Lookup Wal, E—

P

Step 3. Choose an appropriate Lookup Value. This is the value that will be used by the
operator in the comparison. This step is only applicable to binary operators. If the operator
selected is unary (such as Field Exists) the Value field will be disabled.

Field Select: |04 - WLAN =

Operator; == ;I

Lookup Yal: |D=000000000002

Step 4. Add the clause to the Rule Editor using the left arrow button. Note that the right
arrow button can be used to remove a selected clause from the Rule Editor.

B

Step 5. Repeat steps 1-4 until the desired rule has been created.

Operakar | Ficld | Walue (Hex! |
== 04 -YLAM Qo0Q0ooooo0:
== 05 -zer 1 QO00000oo004
= 05 - User 1 QO0000aa000F

B Adding a Filtering Rule

Step 1. Select the Port to Filter.

Fart: IEF'EIH-EI TI

Step 2. Set the rule precedence level. The Rule Level may be configured for 1 of 8 different
precedence levels, 0 being the highest priority and 7 being the lowest. Currently the
precedence level of user provisioned filtering rules is of little importance.

Fule Level B jl
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Step 3. Add the filtering rule to the OLT by clicking the Add button.

Add

Adding a filtering rule will cause the OLT to be updated without an additional apply action.

Priornity | Field Select | Operator Yalue
2 04 -vLAp == Q000000000002
05 -Uzer 1 i= Q000000000007

B Deleting a Filtering Rule

Once a filtering rules has been added the rule may be deleted by selecting it from the Rule
Grid and clicking the Delete button.

Puiarity| Field Select | Operator|  Value
01 - Sowace MAC o= 44 a4
01 -Scuce MAL 5= (544837012300
z 4 -vLaH < 100000000007
2 M-+ - 0000000005
5 -User 1 o= 100000000007

Piinwity

Finld Selact | Mperalo

alue

34 4B 37012304

482301 2300

Ce0000000 Q00
D00 00000oooy

= o

Once the rule has been successfully deleted it will be removed from the Rule Grid.

Priowity | Field Select | Opesator |

Walue

2 |01 - Sewrea WAL <= Ce54B 37012344
1 - S Al 2= DB 32300
2 04 -WLAK = G.a0]000000002
05 - Uszar 1 = (000000000007
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4.4.3 L3 Switching

FI0LT MAC-5440372 L0000 [ 1

Metwork Porams. | DBA | Potz TS wgmi. |G | MOCUCRIC | Alms | intn |
13 erg. |L3 Tatk: | Eriing Crus. | Fibering | L2 Seatc Tote | L2 pymemic Taks |

L3 Mode

™ DHCP Shoopng Enabie

T DEER Pl s rochess Leaimi-id Enale

I™ | HEP F eley fopert Enatd = || reeect O pliorr 32 6o Prow'd Links
I | DHEF Rlelen figeok Sets “ciadd:

I et Dptioe 87 0 1 mices: Frames

r Fogw T H = Eraare: s b D i e s (PR e
T AP Snonaineg Enebl

™ &8E Mece [Unsheskecslieclec o Checkec=nHE Frosy ool vst gl smenied|]
[~ RARP Srooping Enable

I=| AEAP Moz [Urckesiesd =t (BARE. Ghrmkec=fARR Froxp (roturt e eresied
~ L3 Cerhquiation
Lex hlumier of [Fed dod- I :II DH R Timner Inteneal L 3‘ [Seancs]
DHCE Hesp. Ton [nbsreat I j 1] AEE Help Ticks jl chs
IR EF Hia e el | R S I..L.LLL 000. 000 e HEE e T a :Ilp- fc]

Firiiesh |

The OLT may be configured as an L3 bridge, enabling the OLT to learn IPv4 destination
addresses. The L3 panel allows the user to configure the OLT for L3 switching. This
operation should generally be performed prior to applying any VLAN provisioning. Bridging
configurations that make use of the CoS field are incompatible with L3 switching. The
primary advantage of L3 switching is security. L3 switching enables the OLT to direct ARP
and RRARP frames based on the learned IP address, making the network less susceptible
to MAC spoofing attacks.

B DHCP Snooping Enable

This parameter enables the OLT to learn IP frames based on snooping DHCP offer
messages.

B DHCP Option 82 (Relay Agent Sub-Option...)

If L3 switching is enabled the OLT may be configured as a DHCP relay agent (RFC 3046.)
This will

enable the OLT to insert the Relay Agent Sub-Option into snooped frames.
H DHCP IPv4 Address Learning

DHCP IPv4 Enables IPv4 address learning via DHCP snooping. Frames shall not be
forwarded until L3 address is learned. ARP frames shall be unicast to appropriate link.

B ARP Snooping (Snoop ARP Frames...)

ARPsnoop Enables the OLT to classify ARP frames into its processor FIFO. This allows the
OLT to redirect the frames based on learned IPv4 destination address.
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B ARP Proxy

This is future functionality and will be described upon completion.

B Dyn. IP Learn Table Size

Dyn. IP Learn Table Size Specifies the number of IP addresses that may be learned.
B DHCP Relay Agent IP SA

Specifies the |P source address to be used for the relay agent. This is the address to be
used for grAddr ,inserted into DHCP frames modified by the OLT.

H IPv4 Dynamic Filter Table

Fa0LT MAC-544E372 10000 =10 x|
Metwork Parsme, | 0B | Pote Tramerames. |iGrp | MoRIGR | s | nf |
L3chy L3 TaHe Ianugr.gc1g | Frierrg | L2 Shetie Tabke | L2 Cpnemnie Tase |

- Dynamic Eviries

Link [ e [IT= [wi0 | resce time | Lease noe |
Aeesh | Clem |
— Seatic Entizs
Link [ P [I‘HP.C | ¥1D I Lease Time | Lease Aoe [

The learned IPv4 address table is exposed by the L3 Table tab on the GUI If any of the

checkboxes in the Mode box are checked the L3 switching shall be enabled. Otherwise L3

switching is disabled. If desired, Relay Agent IP SA may be provisioned with the same
value as the IGMP Proxy.

All L3 parameters must be selected in-order for the OLT to insert DHCP Option 82 into

upstream DHCP frames. Currently the OLT appends DHCP Option 82 to all L3 frames. The
Relay Agent IP must be an IP on the same subnet as the DHCP server. If the L3 switching
function is enable the Dyn. IP Learn. Table Size field should be provisioned with a non-zero

value.
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4.5 Alarm

The OLT alarms manger works in concert with the ONUs to provide enhanced
management capabilities and complementary set of OLT specific alarms.

Features include:

B A common management interface for ONU and OLT alarms
B  Soak of alarms on a per alarm ID basis

B Auditing of all alarms known to the OLT

B  Setting of alarm thresholds for ONU and OLT alarms

B  Autonomous alarm reporting

B Soak of alarms on a per alarm ID basis

4.5.1 Viewing Alarms

Unlike the ONU CLI the OLT CLI does not offer any ability to control the alarms manger.
Fortunately the Evaluation Kit GUI exposes all of the underlying functionality.

Observing Alarm Events
Alarm may be observed remotely via the Evaluation Kit GUI, in 4 ways:

The GUI Log Window will display all autonomous alarm messages received from the OLT’s
10/100 MGMT port. If alarm auditing is enabled the GUI may also be configured to display
messages received based on the audit.

TE3721> Beplied: Type 32762 [AuteRlarmRepeort] Tag 107 —— COK
TE2721> Raw bytes received:

80 01 00 B OO0 OA 01 54

4B 37 01 E3 44 42 01 01

The appropriate Status Icon will change to a yellow triangle indicating that an alarm is
raised.

EI_!"_\_ oMU MAC- 00304F01E344
@ Link MAC-00304F01E344, LLID-2704
‘- @ Link MAC-00304F01E345 , LLID-3705

The Active Alarms panel associated with the alarmed entity will indicate the exact alarm
that has been received from the host interface. This record will be maintained until an event
causes the alarm to clear. Alarms will be cleared when the GUI receives a clear alarm
message or another network event signifying that the alarm condition is no longer present.
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B L MAC-5 44B3 T EJ44 =101 =]
eetive plams |Ferts | Fiksing | Gueos Conty. | Dassiication | Lav Lews | Locpback Test | Fonwars |

Entity|  Label | Alaim 1D | 5tan 1D | Divestion | State| Count |

Rl Eateinal Dping Gasp [GPIO)22] R Pl 1 1

The GUI Alarm Log will display a new entry, retained until the GUI is terminated. The GUI
Alarm Log will indicate the way in which a particular alarm was detected, or the reason why
it was cleared in the column labeled Disposition. The GUI has 3 different alarm
“dispositions”: autonomous, audit, and internal.

E20LT MAC-544B372 LOOCO =101%]
Network Paras | Berchwith | LLD il | Forts | Packet Mat. | 1M | Low Level  Alame | Frmmers |
Active Marms  AEM Log | alarm Soah Times |
Tire | Disposition || Labal = | at o | pirection Skxe &
06 5803 futoromous fag=anU (1), S44EIF01E IS External D .. & M4 1
06357 Autoromaus  tag=0MU-Port (23, SA4E3701EZA0, port=2 Loss af Sige.. MR Hi'& 1
064333 Internal tag=0LT-Flow {7}, S44B3701ETS Fepork Tim,..  M& Hi'éy 0
I Ek ey Internal tag=0RU (1), S44BEF01EZ94 Paweer [41] A, N[, 1] s
06:43:37 Internal tag=CLT-Flaow (71, SH4B37F01EIH Fepart Tir,. . W& Hi'& 0
06 4355 Internal tag="LT-Flow {7}, S44E5701E450 Repott Tin... Ry, M 0
0643135 Internal tag=0NU (1), S44BIF01EAEC Paweer [41] A Hi# 0
064355 Internal tag=CLT-Flow (71, 544B3701E450 Fepork Tim... W& N 0
064334 Internal tag=_LT-Haw (7, S44B301E341 Fepart Tinme. . BA, N 1]
064333 Internal tag=CNU (1), S44EIFILEZ0 Paweer [41] & Ni'& 0
0643133 Internal tag=0LT-Fow (7], S44B3701E340 Repart T bJa Mo ]
0624142 fAukoromous  tag=OLT-Faow (7)), S44B3701E34S Fepork Tim,..  MA Hi'é 1
062442 Autoromous  tag=C0LT-Flow (71, 544637015450 Fepork Tim,., W& i i
Q2442 futomomous  tag=CLT-Haw (), S44B3701E344 Fepork Tim,. . bA N[, 1
0624142 Autonomous  tag=0LT-Flow (71, 5H4EIF01EIHD Fepart Tim,.,  MWiA Hi'e 1
O 2442 Buboronous tag=0LT-Aow (7, S4483701E34] Repott Tinn... WA, NI 1
0624142 Autoromous  tag=0LT-Faw (73, SH4E3701E42C Rapart Tir,., MR Hi'& 1 =
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4.5.2 Enabling alarm auditing

The GUI can be configured to perform a periodic audit of the ONU and OLT alarms. By
default this feature is disabled. To enable Alarm auditing follow the steps below.

Step 1. Open the Settings dialog box as illustrated below:

24 Veknovus EPON System — BRUG0 -- 12702
Fle  Hosk | Ubkiides Windoe Help

@ OLTM:  Upgrace Alletdls b
=@ 0N Agsec oLl OMNs
@  EreseHUSforall bl f700
W g o
=@ 0N S ph Hlanisse
= @O o,
P Une o
=

Step 2. Click on the Audit alarms, check box. The Period field is used to determine the rate
at which a single ONU/OLT is audited. The GUI ensures that the time between audits
remain exactly the same for all entities.

Management Frefamnces:

[ tudit daime

Fenod I:":":":I j .

Step 3. By default the GUI does not display the reports generated by alarm audits. To

enable the GUI to display alarm audits in the GUI Log Window, check the box labeled “Log
all alarm audits.”

Consoe O WEpL:

Buifer Copacky: ¥ Log al alerm cudis
|1 024 j‘ Ines [~ Log slatizilics gathering

Note that once changed, the GUI will write the new settings to a file named “default.conf”
that is located in the installation directory with the GUI. The next time the GUI is executed,
the new settings will be used by default. In some cases it is mandatory that the GUI be
reset in order for the new settings to take effect. Ifthe GUI is run from a read only volume
such as a CDROM, it will not be able to write the “default.conf” file and will fall back to

default settings. If the “default.conf”’ file becomes corrupt, or is deleted a new file will be
generated the next time the GUI is run.
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4.5.3 Setting Alarm Thresholds

Alarm thresholds may be set via the Evaluation Kit GUI. This process is the same for ONU
and OLT statistics thresholds. The units for all thresholds are in events/second. To set a
threshold, enter an appropriate value for the rising and falling thresholds, and then click the
apply button. When the transaction completes successfully the Apply and Revert buttons
will turn grey indicating that the OLT and GUI values are synchronized. Note that not all
statistics are present for every entity. Refer to the host interface document for supported
statistics.

R

Metvork Params | Banbwicth | LD il Ports | Packet Mt | IGMP | Low Level | Alams | Fimware |
EFOM Port 0 I Upiiréc Pot 1 |

Mermgemeni  Stetistics |

Up=iream ID:mnsh’eam |

Statistic dlarm Thiesholds

Slaliztic: Giather Clear I
IUril:usl Frames Tianzlered :I
Threshold: N ;’tﬁ”fr —— ! =
. . ctets Trane e
eliz: | EN =l Tkl Frames Transeried
Faling: |5 = Linicas: Framzs Trarsherred
' —= Brozdcask Frames Transferned |

Mukicask Frames Transferred
CRC-37 Errors
Lndersize Frames

Apoly | et |

Owarsizz Frames
rallcinne

i
JDDDDDDDDE

KR

When the rate meets or exceeds the rising threshold the alarm will be issued. When the
rate meets or falls below the falling threshold the alarm will be cleared.
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4.5.4 Enabling Alarm Soaking

Alarm soaking is controlled by selecting an alarm type to soak and entering the desired set
and clear times. Un-checking enable alarm will suppress all alarm events for the alarm type
specified. When the panel is first loaded or a new alarm type is selected, the GUI will query
the OLT for the current values. When the values have been retrieved they will be displayed
in the panel and the apply button will grey, indicating that the OLT and GUI are
synchronized. After the parameters have been entered, use the Apply button to transfer
them to the OLT. As before, once the GUI has successfully completed the transaction with
theOLT the apply button will grey.

In the example below the OLT will only notify the Element Management Layer of an
external dying gasp if the alarm condition persists for at least 5 seconds. After the alarm is
cleared an additional 10 seconds must pass (without receiving any dying gasp alarms)
before the OLT will notify the Element Management Layer that the dying gasp has been
cleared.

FIDLT MAC-544 6372 100C0 =100 =]

Matvwortc Parsns | Bsncwicth | LLD CiH. | Parts | Pachetnamt. | 1GHE | Low Level  Alarms |Firrmwra-|

Actme Alarme I Afgrmlog  AEm Sosk Times I

Aairn Type: |E stemal Dying Giasp (GPID) = |
Snak Time ko St [=oop j s
Soak Tima to Clear: (10000 :ll me.
[+ Erable dl=rm
fppy | Reesh |
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4.6 ONU Data Path Configuration

The GUI may be used to configure various aspects of the ONU data path. Such as the ONU
queue configuration, classification of user data traffic and filtering of user data traffic.
Because these operations are very complex the user interface is divided between several
panels.

Lsed to select an
entity to manage. An
entity may be either an
OMU user ports, or a

Used to change the number of
queues associated with the
selected entity (port, link)

Allows the user to size
the queues for a selected
entity (user port, or link).

This region displays
important information
about the ONLU gueues,

logical links.

=iOlx

| ow e | Lot Tt | o |

w0 MAC- S4B D1ES4H0 i
ectrvs At | Pocte | ennrieis | midng | Ceszncson @ e |I

a| Wz Bhm Links 3
M Domusglink: T
| MelpQusuer 7

Allows the opevator to
name the configuration,

UpunSpans B KE .
M::J,:‘mf J KB:: and |'esto|'el plewlnusly
Froa QuocaSpacer 8 Inesanaris saved configurations.
Used to apply the
new queue =
configuration to =
Hunis [1+ = \ i
the QML -LLE =i Allmxslthe user to delete
Quick: Crg: | a previously saved

_____T/ configuration.
['elsn

Once a name has been
entered the operator can
save the configuration to
a file by clicking this
button.

Used to zelect the number
of active ports and links.

Used to obtain the current
configuration from the QNLL

4.6.1 Queue Configuration

The ONU Queue configuration panel allows the operator to change queue sizes and save
configurations.

B Entity Selection Control

[ me—

INEL B s |
[k S—
lI-E

| —
L —

——|
Bl [ —

Downstream Configuration

Upstream Configuration

The Entity Selection Control is a graphic representation of the ONU data path. This control
allows the operator to select an entity to manage by clicking on a graphical representation.
An entity many be either an ONU User Port ONU Logical Link, or ONU FIFO. The EPON
port is depicted as a box labeled EPON. The two User Ports are represented by boxes
labeled UNI-1 and UNI-2 respectively. Depending on whether the EPON Port or a User Port
is currently selected the FIFOs shown will correspond to either the upstream or
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downstream data path. The convention is “from port to FIFO.” Thus selecting a port “from”
which a frame is received displays the FIFOs to which the frame may be classified.
Classification will be discussed in the next section. Selecting any FIFO terminating at a
particular port or logical link has the effect of also selecting the related entity. In the
example above link 1 has been selected.

{'-'ID S T

L1

Qi)

Notice that downstream FIFOs are labeled relative to their associated link. For downstream
FIFOs the GUI uses the naming convention Link.FIFO. Therefore the “full name” of the

selected FIFO is 1.1.

[ I [ S
[ — l}———"’

L — T

Upstream the GUI will use the convention Port.FIFO. In the example above the full FIFO
name is 1.2, indicating that the FIFO is #2 of User Port 1.

B Provisioning Number of Logical Links to Register

Up to 3 Links may be registered per ONU. The number of Logical Links is determined by
the Num LLID control. This control is only visible when one of the User Ports is selected.

o= =
HH
T iasc]

UHE

Hum LLID: [2 <
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B Provisioning Number of User Ports

In practice either ONU user port may be used exclusively. However, for the purposes of the
GUI only User Port 1 may be used exclusively. To select whether both User Port 1 and 2
should be used, or only user port 1, set the number of ports to 2 (both ports) or 1 (only port
1). The number of ports will not be changed if all of the FIFOs have already been allocated
to user port 1, or there is insufficient FIFO space available. The Num Port field is only
visible if the EPON port is selected.

E—L
=
—
o]
Hum Por: [2 =]

B Provisioning Downstream FIFOs

Step 1. Downstream FIFOs are associated with ONU user ports. The Entity Selection
Control displays queues using a “From-To” convention. To add a queue to an ONU User
Port, first click on the ONU EPON port (“From”) and then select any one of the ONU User
Port’'s FIFOs (“To”").

=— ] [ Geese= = (== rammyre) [ [TeE il

T o |'2_§||

I o1: lz_
=l =l

Step 2. Use the Num Qs control to add a second FIFO, by changing the value from 1 to 2.
Notice that a second FIFO will appear in the diagram as depicted in the figure above.

M 5 |1—i||

Step 3. Size the FIFOs using the Queue Size Control. Notice that as the size of a given
FIFO changes the picture will be updated to graphically illustrate the relative space
allocated to each FIFO. To calculate the FIFO size in KBytes, multiply the provisioned size
by the FIFO increment displayed on the panel. The remaining space is displayed on the
panel as the Flooding Q Size. This value is automatically updated when a change is made
to a User FIFO. Space that is left unallocated by the operator will automatically be assigned
to the Flooding FIFO by the GUI. It is important to note that not all configurations make use
of the Flooding FIFO, however all FIFOs including the Flooding FIFO must be allocated a
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minimum queue space of 2KBytes, to ensure that there is enough free space to hold a 1536
byte packet. The exact purpose of the Flooding FIFO is beyond the scope of this document.

I:Irrl Qs Sizes H“

S

-
-

B Provisioning Upstream FIFOs

Step 1. Adding a FIFO to an ONU Logical Link is a similar procedure. First click on either of
the ONU’s User Ports and then click on any of the existing FIFOs associated with the
logical link to which a new FIFO is to be added.

Clusus Sees: 2

[P —] Ousun Sizer. = “‘{-f.=
ae 2 = o 24
. =
- e
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Step 2. Use the Num Qs control to add a second FIFO, by changing the value from 1 to 2.
Notice that a second FIFO will appear in the diagram as depicted in the figure above.

. =1
Mum Qs |1 =

Step 3. Size the FIFOs using the Queue Size Control. Notice that as the size of a given
FIFO changes the picture will be updated to graphically illustrate the relative space
allocated to each FIFO. To calculate the FIFO size in KBytes, multiply the provisioned size
by the FIFO increment displayed on the panel. There is no upstream equivalent to the
Flooding FIFO, therefore all the queue space can be allocated to the User FIFOs.

“"CT.E m Qumae Sizes:

b == |
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B Committing the Provision to ONU Firmware

Once a FIFO configuration has been created clicking the Apply button will commit the
changes to the ONU. The ONU MUST be reset to complete the configuration process (this
can be performed with the GUI). It should be noted that the GUI applies the new
Classification scheme with the FIFO configuration; this is INCORRECT behavior that will be
fixed in a future version of the GUI. Well behaved host software should apply the
classification rules only after the ONU has been reset. The refresh button performs the
converse function of Apply, causing the GUI state to be updated to reflect the state of the
ONU.

B Saving the Configuration to the Hard Disk

Once a queue configuration has been created, it can be saved to the hard disk by entering
a descriptive name for the configuration into the Quck Cfg drop down box and clicking the
Save button. The GUI will save both the Queue Configuration and the Classification
Scheme (Filtering Rules will not be saved). These attributes are stored in a binary file
located in the distribution directory. This file is called “OnuQueueCfgRepository.dat”. If
desired the file may moved to a newer distribution to recover the saved configurations.

Huick Cha: I w Configunation ;I

Cave | Delete

B Restoring the ONU to a Previous Configuration

To restore an ONU to a previous configuration, select the configuration from the Quick Cfg
drop down box and press the Apply button to transfer the stored configuration to the ONU.

B Deleting a Saved Configuration

Once a configuration has been saved, it can be deleted by selecting it from the Quick Cfg
drop down box or typing its name and clicking the Delete button.

Notice that the GUI prevents the user from adding more FIFOs than the ONU supports. It
will also prevent the user from adding a second FIFO if there is no free space available. The
free space available is clearly displayed so that it is easy to determine when there is no
longer sufficient resources.
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It is important to note that not all configurations make use of the Flooding FIFO, however all
FIFOs including the Flooding FIFO must be allocated a minimum queue space of 2KBytes,
to ensure that there is enough free space to hold a 1536 byte packet. The GUI enforces this
restriction.

Picking the right FIFO size is easy. In a typical configuration the ONU is Burst Tolerant to
the provisioned FIFO Size. A typical PC running Windows XP has a default TCP Window
size of 17K. Therefore the FIFO should be at least 17K if it is to carry PC data. Typically
4-10K is enough for voice traffic depending on the type of service. Generally speaking 32K
of Burst Tolerance is more than adequate for high throughput applications such as FTP.

The ONU MUST be reset to complete the configuration process (this can be performed with
the GUI). It should be noted that the GUI applies the new Classification scheme with the
FIFO configuration; this is INCORRECT behavior that will be fixed in a future version of the
GUI. Well behaved host software should apply the classification rules only after the ONU
has been reset.

4.6.2 Selecting Lookup Fields
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The TK37XX and future ONUs support highly configurable line rate classification engines.
Depending on the model, the ONU lookup engine is capable of simultaneously examining
anywhere from 8-12 fields in the frame! The position and size of each field is programmed
into the lookup engine prior to use in filtering and classification rules.

Depending on the device the ONU reserves a certain number of fields that cannot be
changed by the user. These fields may be used to construct user provisioned classification
and filtering rules, however their definitions may not be changed. All of the currently
provisioned fields including those reserved by the ONU may be viewed by clicking on the
Edit Fields tab.

-62-



B Selecting a Classification Engine

Most ONU classification engines are configured on a per port basis. However, the TK37XX
supports only upstream and downstream classification. The Port field allows the operator to
choose the set of field selects to modify. Depending on the port that is chosen the
provisioning may be different. For ONUs supporting only upstream and downstream
classification, the EPON port designates downstream, and selecting either User Port
selects upstream.

Port: [EPON-D =

B Field Select Table

Index | Mame | Refount | Lave... | oword | Bicof... | Fieldwidth. .. | N
ao Erh DA, o= aa no (1] 01
ol Eth 5& o1 oo i oo o1
02 L2 Link Index 05 01 01 oo 09 |
a3 Eth F“El':.-'|l:|-E|I:| 01 (e no (1] 16

Eth YIE oo
(L T T n (= nn | = ll

The Field Select Table displays the Field Selects associated with the currently selected port,
and allows field selects to be selected for modification.

Index

A number used to identify the field select.
Name

An ASCII description of the field select.
RefCount

The number of rules currently using the filed select. A non-zero value means that the field
select may not

be modified.

LayerSel

This is the Host Interface layer select value provided for reference.
Dword

This is the Host Interface Dword value, provided for reference.
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BitOffset

This is the Host Interface Bit Offset, provided for reference.
FieldWidth

This is the Host Interface Field Width, provided for reference.
B Editing a Lookup Engine Field

Lookup Engine Fields may only be modified if they are not currently being used in any rule.
The ONU keeps track of the fields currently being used by maintaining a reference count.
This reference count is displayed in the Field Select Table. To edit a field with zero
reference count follow the procedure below.

Step 1. Click on the Field Select index to be edited.

== L FTAaL, . LI o] e 10 o
-

nused (]

Step 2. Using the Layer Sel drop down list, select an appropriate frame format. The ONU
will use the frame format to qualify the field select value.

Laper Sel: |Ethemet Header [LLID, SA, DA, DSAP, SSAP, OUL..] j

Ethemnet Header [LLID, 5&, Da, DSAF, S5aF, OUI..]
EtherType [Firsk Ether Type.. ]

YLANALZ-Frame [CoS, ¥ID, Second EtherTppe, Payload...]
Rezerved [MAA]

|pwd-Header [T oS, IPw4-Protocol, IPwd-Dud, [Pwd-54, ]
|pwd-tzc [TCPAJDP-Fort Mo...
|p6-Header [T raffic Clazs, Flow Label, |pvB-5e...]

Step 3. Using the Edit Tool, drag a box over the field select by depressing the mouse
button at the start of the field dragging it to the end of the field and then releasing the
mouse button.

!!: L1 Bt} kS I? -.I ::
Pan Laksl | - e : - AU T T X AN
oares drid [ -r_b:?.u-u II : : : — : s.u.-..-Ln

Baures &c

Notice that after the field has been selected, the Name will change to reflect the selected
value.

o7 IPw& Flow Label 00O oF oa oa 20 j
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B Applying the Configuration

The field select values may be applied to the ONU by clicking on the Apply button.

Apply |

B Refreshing the View

To refresh the currently displayed field select values to match the ONU click the apply
button.

Fefrech I

Lookup Engine Fields may NOT be modified if they are in use. The ONU keeps track of the
fields currently being used by maintaining a reference count. Most ONU classification
engines are configured on a per port basis. However, the TK37XX supports only upstream
and downstream classification. The Port field allows the operator to choose the set of field
selects to modify. Depending on the port that is chosen the provisioning may be different.
For ONUs supporting only upstream and downstream classification, the EPON port
designates downstream, and selecting either User Port selects upstream.
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4.6.3 Designing the ONU Classification Scheme
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matzh.

An ONU classification scheme allows the operator to define a custom function to determine
which packets will be forwarded to each of the ONUs configured priority FIFOs. The
classification function for a given FIFO is composed of multiple independent rules. A rule
consists of multiple ANDed expressions known as clauses. Each rule is used to classify
traffic into a single FIFO, 1 or more rules may be used to classify traffic into the same FIFO.

B Constructing an ONU Classification Rule

Step 1. Choose the Field Select. Field Selects defined by the ONU are given a descriptive
label. User Defined field selects are labeled User 1, User 2.., User N. All field select labels
begin with an index value. The index value correlates with the index value on the Edit Field

panel.
Field Select: |05 - User 1 |
oroiar |00 DestMAC
PEIAEO 11 - Source M4C
Lookup Val S% E:;Lrl_rjrdez

MR [ lawa

Step 2. Choose an appropriate Operator. The operator tests the portion of the frame
specified by the field select.

Operator: £= ;I
i M ateh
Lookup Wal R

oo
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Step 3. Choose an appropriate Lookup Value. This is the value that will be used by the
operator in the comparison. This step is only applicable to binary operators. If the operator
selected is unary (such as Field Exists) the Value field will be disabled.

Field Select: | 04 - WLAN |

Operatar; == ;I

Lookup Wal: | 0=000000000002

Step 4. Add the clause to the Rule Editor using the left arrow button. Note that the right
arrow button can be used to remove a selected clause from the Rule Editor.

El

Step 5. Repeat steps 1-4 until the desired rule has been created.

Operator | Field | Wale (Hex) |
== 04 - YL&N 00000aaa0002
== 05 - Lser 1 Qooooooao004
o= 05 = Usar 1 0o0a000ooa0s

The right arrow button is useful for correcting mistakes. Using this button we can remove a
selected clause that is incorrect.

B Using the Rule Gri

The Rule Grid is used to view the classification scheme and delete unwanted Classification
Rules. The Rule Grid displays the rules for the port that is currently selected. Selecting a
different port will reveal the rules associated with that port.

Pri| O | Field Select | Dperator| Yalue Hes) |

B |20 04-VLaN == Q0000000002
-l o= CO0000000004
05 -Uer 1 4= Q00200000007

T =

3 (0.0 |04-WLaN == 000000000003

Adding a Rule to the Classification Scheme

Step 1. Set the rule precedence level. The Rule Level may be configured for 1 of 8 different
precedence levels, 0 being the highest priority and 7 being the lowest. The ONU firmware
installs system rules at precedence levels 0..3 and 7. It is recommended that user
provisioned classification rules be provisioned in the range that the ONU does not use. If
two rules (classifying traffic into different FIFOs) match the same frame, the provisioned
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Rule Level will determine where the frame is classified. A classification rule with higher
precedence than a filtering rule can be used to override a filtering function.

Rule Level: |5 jl
Step 2. Select the FIFO for classification. First select the ingress port (the port the classified
frame arrives at), next select the egress FIFO (the FIFO that the frame will be classified
into). Notice that selecting an ingress port automatically selects the set of available egress
FIFOs. Black lines drawn from the FIFO to the ONU port indicate which port the forwarded

frames will be sent to. Arrowhead serve to indicate the direction the data will be transported
(in the figure below the direction is upstream).

Lo -~
Li—rpl -
BRI L ——

eren]

ALL downstream classification rules MUST include a clause to indicate the link on which
the forwarded frames arrive. The consequences of not inserting this clause are unknown,
but random device failure is a possibility! The ONLY supported operator for this rule is: “==.”
The Link Index is the same as N, where Base MAC + N = Link MAC.

operakar | Fisld | Yalue (Hew) |
== 02 - Link Index 000000000000

Selecting an ingress port automatically selects the set of available egress FIFOs. Black
lines drawn from the FIFO to the ONU port indicate which port the forwarded frames will be
sent to. Arrowhead serve to indicate the direction the data will be transported.

If two Classification Rules or a Classification Rule and a Filtering Rule (next section) match
the same frame, the action associated with the HIGHEST priority rule will be carried out (0
is highest priority). If the precedence levels MATCH the action is UNDEFINED!

Step 3. Adding the classification rule to the ONU. Once we have selected the FIFO for
classification adding the rule is as simple as clicking the Add button. The GUI software will
not allow the addition of identical rules.

Add

Adding the rule will cause the Entity Selection Control to draw a connection from the
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selected port to the selected FIFO for classification. The Rule Grid will also be updated to
display the new rule.

R —] i
Li— - I ]
(RN —

e

Uk

Deleting a Rule

To delete a rule from the Classification Scheme, simply click any where in the rule to select
it, and then click the delete button.

T = Fii | 0 | Field Select | Operator | Wahe Hex] |

l'—'r T OOONNII002

L2 - 05 - e = CO0o00000004
]

05 - ser 1 = 000000033007
5 |00 04-9LAH == 000000033003
= )
apnlp RA=liesh Apply A1 Fiuke Lewsl: |5 | Add [ef=te

]

— = Fri| U | Field Select | Openabos | Value [Hex)
Ll—q-E |‘ B 20 4 -WAN — Q00000 oo
13— E-Us=1 5= 00000000000

6 - Llger 1 i= 0000007

e 50 O4-WLAH == | nnnonCocnc

sppy | Remesh | apwall | Auebevs: [E o s | peme |

Understanding FIFO Labeling (Q)

The GUI Uses the convention <Entity ID>.<FIFO Number> to denote a particular FIFO. The
Entity ID corresponds to link index upstream, and the ONU User Port upstream. If you
forgot to add the Link Index clause to your downstream classification rules your ONU might
disappear into an alternate universe (you have been warned). For instance the label 2.0
indicates the Oth FIFO associated with link 2.
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Applying the Configuration

Once the configuration has been completed it may be easily applied to the ONU by clicking
the Apply button.

Apply |

The Apply All button is used to apply the configuration to all ONUs on the PON.

Apple Al |

Once the configuration has been applied the ONU MUST be reset. This is because the GUI
also applies both the Classification Scheme and the FIFO Configuration together. This is an
issue in the GUI that will be fixed in a future software release. Properly designed hosts
MUST NEVER apply a new Classification Scheme after changing the FIFO Configuration
until after the ONU has been reset. The Reset ALL ONUs is convenient when multiple
ONUs must be reset.

1ot Ut|||t|es Wml:h:lw HEII:'

MAC  Upgrade All OHUs Eac
L veset all ORlUs A ot
. Erase NVS for ALL Ok

Sessinm i

Refreshing the View

The Refresh button is used to refresh the Classification Scheme with the values currently
stored in the ONU.

R efrach |

Once the configuration has been applied the ONU MUST be reset. This is because the GUI
also applies both the Classification Scheme and the FIFO Configuration together. This is an
issue in the GUI that will be fixed in a future software release. Properly designed hosts
MUST NEVER apply a new Classification Scheme after changing the FIFO Configuration
until AFTER the ONU has been reset. The Reset ALL ONUs is convenient when multiple
ONUs must be reset.
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4.6.4 Provisioning Filtering Rules
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matzh. clause from the current rule. clause into the cument rule.

Filtering Rules and Classification Rules work in apposing directions to achieve the same
ultimate goal: control the user’s access to the PON. In the previous section we learned that
Classification Rules are used to allow certain classes of traffic into the ONU data path. As
you might imagine, Filtering Rules serve the opposite purpose, blocking certain classes of
traffic from entering an ONU Port. Filtering rules use the same hardware resources, Field
Selects, Operators, and Precedence values as Classification Rules and are constructed in
a similar fashion. A Classification Rule can override a Filtering Rule by setting its
precedence higher.

B Selecting the Port for Filtering

The Port to Filter is selected using the Port drop down box.

B Using the Rule Grid

The Filtering Panel Rule Grid is almost identical to the Classification Panel Rule Grid,
except that the Q column is absent, as it is not required.
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B Constructing an ONU Filtering Rule

Step 1. Choose the Field Select. Field Selects defined by the ONU are given a descriptive
label. User Defined field selects are labeled User 1, User 2.., User N. All field select labels
begin with an index value. The index value correlates with the index value on the Edit Field
panel.

Field Select |05 - User 1 |

5  [00- Dest maC
PEIAEOE | (11 - Source MAC

02 - Link [ndex
Lookup Val | 03 - Ether Tope

Step 2. Choose an appropriate Operator. The operator tests the portion of the frame
specified by the field select.

Operatar: €= ;I
| M ateh
Lookup Wal R

oo

Step 3. Choose an appropriate Lookup Value. This is the value that will be used by the
operator in the comparison. This step is only applicable to binary operators. If the operator
selected is unary (such as Field Exists) the Value field will be disabled.

Field Select: | 04 - VLAN |

Operatar: == ;I

Lookup Wal: | 0000000000002

Step 4. Add the clause to the Rule Editor using the left arrow button. Note that the right
arrow button can be used to remove a selected clause from the Rule Editor.

2]

Step 5. Repeat steps 1-4 until the desired rule has been created.

Operaktor | Figld | Wale (Hexl |
== 04 - YLAN 00000000000z
= 0% - szt 1 Q00000000004
o= 05 -Uszar 1 0o0a000o0oa0s
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B Adding a Filtering Rule

Step 1. Select the Port to Filter.

Fart: IEF'EIN-[I TI

Step 2. Set the rule precedence level. The Rule Level may be configured for 1 of 8 different
precedence levels, 0 being the highest priority and 7 being the lowest. The ONU firmware
installs system rules at precedence levels 0..3 and 7. It is recommended that user
provisioned classification rules be provisioned in the range that the ONU does not use. If
two rules (classifying traffic into different FIFOs) match the same frame, the provisioned
Rule Level will determine where the frame is classified. A classification rule with higher
precedence than a filtering rule can be used to override a filtering function.

Fule Level |B ill

Step 3. Add the filtering rule to the ONU by clicking the Add button.

Aydd

Unlike the Classification panel, adding a filtering rule will cause the ONU to be updated
without an additional apply action.

Priority | Field Select | I]per-atm| Value
2 (4 - wLAN = (000000000002
05 - Ueer 1 {= 000000000007

The TK37XX ONU support 8 clauses per rule. It is important to consider the capabilities and
limitations of each chipset when designing filtering schemes.
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B Deleting a Filtering Rule

Once a filtering rules has been added the rule may be deleted by selecting it from the Rule
Grid and clicking the Delete button.

Puiariy| Field Select | fperstor|  Walue | Piiosity|_Fiold Soloat | Dparator|  Valus

2 01 - Sowace WAL <= [leEa4R 3TN 2344 | z 07 - Senrom MALC [<= 5408 3012304
01 -Souce MAC 5= (504837012300 T - Soce WAL | per (W544B3701 2300

F [ & 00000000007 z 12 - LAl o DI000000000T

2 [ - Ce1 0000000000 2 M- LLAN = 000000 D00 -
05 User 1 <= 000000000007 G- 1 i= w000 000 D000y
Once the rule has been successfully deleted it will be removed from the Rule Grid.

Frioiily | Field Select | Opestor|  Value |

2 |01 - Goire MAC = CoeSdd B ITON 2344
1 - Sourca tAC 2= D8 32300
2 - VLAN == C000000000002
05 - User 1 i= Ce0000000m0007
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4.7 IGMP

EPON chipsets include an RFC 2236 compliant IGMP solution that leverages the power of
the underlying hardware classifiers, shapers and priority FIFOs to deliver high quality IP
multicast content over EPON. From a functional perspective the feature set may be roughly
divided into 4 broad classes of functionality:

1. Control over IP multicast data traffic at the network and customer edge.
2. Burst protection for customer premise equipment (CPE.)
3. Scheduling of IP multicast data traffic.

4. Aggregation of reports sent by CPE, greatly limit the burdon placed on RFC 2236
queriers such as a video server residing in the CO.

These 4 primary functions are distributed between the OLT and the several ONUs, based
on the design principle that functionality should be implemented, as much as possible, at
the network’s edges. Thus preserving the bandwidth of the PON and taking maximum
advantage of the combined resources of the several ONUs.

4.7.1 Brief Overview of Proxy Concepts

On the customer edge the OLT acts as an RFC 2236 querier. Hosts connected to one of the
ONUs UNI ports perceive the queries sent by the OLT as originating from a media server
behind the OLT. On the network edge the OLT behaves as an RFC 2236 “non-querier,”
aggregating the reports sent by the several connected hosts, and making the system
appear to an attached video server or other device connected to the OLT’s NNI as if there
existed only a single STB behind the OLT.

B Behavior of ONU

By default the ONU shall block all IGMP multicast data traffic preserving the bandwidth of
the user network. When an STB or other host attached to one of the ONU’s UNI ports
requests to join a multicast group, the query is snooped by the ONU’s CPU before being
forwarded to the EPON port without modification.

Report Received from UNI

If no host is joined to the group on the attached interface, the ONU will install a new rule to
forward the group to the provisioned IGMP multicast data FIFO.

Leave Received from UNI

If the LMQC variable is set to 0 (“fast leave”) and at least one host is joined to the group on
the attached interface, the ONU will remove the forwarding rule for the associated group.
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General Query Received from EPON

If any groups are present on either of the ONUs UNI ports, the ONU will start a count down
timer that is equal to: [provisioned robustness count] * [Max Response Time specified in
query]. If a report is not received within this interval, for any group joined on either of the
ONU’s UNI ports, the group will be removed from the ONU’s multicast forwarding table.

Group Specific Query Received from EPON

If any groups are present on either of the ONUs UNI ports, the ONU will start a count down
timer that is equal to: [provisioned GSQC] * [Max Response Time specified in query]. If a
report is not received within this interval, for the specified group joined on either of the
ONU’s UNI ports, the group will be removed from the ONU’s multicast forwarding table.

B Behavior of OLT

By default the OLT shall block all IGMP multicast data traffic preserving the bandwidth of
the PON and user network. When an STB or other host attached to one of the several
ONU’s UNI ports requests to join a multicast group, the query is snooped by the OLT’s CPU,
and conditionally forwarded upstream.

Report Received from Logical Link

If no host is joined to the group on the attached interface, the OLT will install a new rule to
forward the group to one of the several IGMP multicast data FIFOs. The OLT will pick the
FIFO with least groups joined.

B Group Insertion Process:
Leave Received from Logical Link

The OLT will issue LMQC GSQs, spaced by LMQI until one of the following two events
occurs (whichever occurs first).

1. 1 or more reports are received upstream for the group specified in the leave message.
2. No report is received after LMQI units from the time that the final LMQ was issued.

In case (1), the load balancing algorithm will be applied as described above. In case (2) the
group will be removed from the forwarding table, and the OLT will transmit a leave message,
with the provisioned source IPv4 Address, from the OLT’s NNI.
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B Group Removal Process:
General Query Issued

The OLT will periodically issue General Queries every Query Interval units. The use of the
General Query in IGMPvV2 is very different from the way it was used in IGMPv1. In IGMPv2
the General Query is used for failure detection only. In IGMPv1 the General Query was the
only mechanism used to detect a leave. Because failures are extremely rare in modern
networks the Query Interval may be provisioned to a very large value. Query Response
Timeout units after the OLT issues the General Query the OLT will decrement the
robustness variable for each group joined for which the OLT has not received a report.
When the robustness for a particular group is 0, the OLT will assume that an implicit leave
has occurred and start the same process as described above. Since IGMPv2 has a
different mechanism than IGMPv1 to guarantee robustness - the Group Specific Query
Count - it is probably not necessary to provision the Robustness Count to a large value.
The value recommend by the standard for backwards compatibility with IGMPv1 is 2,
however, if the target system will only have IGMPv2 capable clients, a robustness count of
1, is probably a better choice.

The protocol description assumes that IGMP snooping and proxy are enabled. If these
functions are disabled, IGMP multicast data packets will be forwarded based on the Host
provisioned classification scheme and bridging mode(s).

If faster leave operation is desired, the GSQC may be set to 1, and the Last Member Query
Max Response Time provisioned to a smaller value than the default.

The ONU Snooping and OLT Proxy functions MUST be configured identically. Otherwise
multicast traffic will NOT be forwarded as expected.

The number of IGMP multicast data FIFOs used MUST NOT be changed when the OLT
PON Plant is enabled.
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4.7.2 GUI Authentication Function

The authentication function in the GUI requires the creation of an external database of
authentication secrets. The external database is to be a plain ASCII text file named
“Prov.db”. The first line in the database contains the number of authentication records.
Each record consists of an LLID MAC Address, end-line, authentication secret, and
end-line.

Example File:

Three Boolean attributes found in the Ultilities/System Settings panel control the
authentication behavior:

System Settings X

tanagement Preferences

[T Audit zlarmns

I =]
Pariog: |00 =

[T Authenticate Links
v Enable SLés on discoven, If authenticated
[ Enable OLT after boot

Authenticate Links:

If checked the GUI will use its database of authentication secretes to authenticate each link
when the GUI is opened or on autonomous link discovery. Discovered links that are not
authenticated will appear with a grey icon. Links that do not exist in the authentication
database will be treated as unauthenticated links.

B Enable SLAs on discovery, if authenticated:

If checked and Authenticate Links is also checked the SLAs will be enabled only if the
authentication succeeds. Otherwise, if checked, SLAs will be enabled unconditionally. This
is useful for strict boot mode.

B  Enable OLT after boot:

If checked this attribute will cause the OLT to be enabled after boot up in order to facilitate
the strict boot mode.

If the Prov.db file is not present, an authentication database with no records is assumed.
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4.8 Software Upgrade

4.8.1 OLT software upgrade

Click relevant OLT on the following management chart, then the scheme items will come
forth as following:

T L LI e G O By Flewate L) Ackoas - View « £F Bdrs - CF&E
B pe ot e Wndow Heb - NEN]
ﬂ%lxﬁ-;bﬂ:lgm Pasbwnrk Parnns. | Loop Length | DB | Pots | Traffic Mgewt. | 19 Imlmlm
= L 1 Irfolormrandy

Q@ Urik MAC-O0F LTI, L3702 e  Cavert Lo Wrsken |
B34 CHINAC 0N 3400 LT Grabind, WS Eratind EnablectT | Duabectr |

1 Uik, FUAC (DA | 2480, LLID- 700
Q) ik AT DR | 24808, LI 3R0L

" o wganl || mesornant | pmmtad | meabewd | el |

| Somint | oo | B EE—————————————..
weewwews __________________=

030003 030 0 00 0 0

300 00 300 00 0

{0y oy ey o D

D000 Oy 37 E A 02

k]
TEITE] = Raplsd Trps I75 | GatObErableSrate ] Tag 56 - O
TEITT] > P berbes racaivd

B 23000 360 00 0y E0 00

Click button” Upgrade OLT” in last item "INFO”, as following chart:

Network Parans. | Loop Length | 0BA | Ports | Traffic Mgmnt, | 1648 | MDI0}GP10 | Pepoe | alarms {infe )
Miss InfofCommands | Cument Load Versions |

OLT: Enobled, Nvs:Ensbled  Enable OLT |  Disable 0T |

Uppade AT || Restre AT | ResetadT | Enblevs |  Dmable s

Description | attribate [
MAC 00z304F 005010

oul L]

Product Code O3TE1

Product Yersian D00

Firmmare Version Orel44

Yendor Specific

JEDEC ID

Chip 10 [

Chip Yersion OeAQOH021 9 (TKIT21)
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You can also check the version by the “Current Load Version” tag, it will show the relevant
information of OLT version.

Network Params, | LoopLength | DBA. | Ports | Traffic mamnk, | 16 | mDIojaPIo | PPPoE | alarms Info |

Misc InfofCommands

Description | Yersion | CRC |
Boot Code 08842 YOx2030E1FD

Parsonality Ox1C 042264965

App0l Ox144 0 TFABSZF

Aopl 0144 0 TFABS2F

Dragriostic Ul 00

Select the objective upgrade file, and click “Open” for upgrading.

-’ i
@ LT MACL. 08050010 Netwscrk Pararms. | LocpLength | C8A | Ports | Traffic Mg, | 1090 | MOSOIGRIO | Poock | Alere Tnfo |
T ng‘irﬁmﬁm.tmm W IfolCommands | curaet o veesions |
- ugﬂfmﬁw.umm OUT: Enwbied, WvS: Erabied  EnablectT | pusable ca |
L“"‘““ﬁ‘fﬂrlm‘“mml Worade 0T | RestoreOLT | ResettT | Enablenvs | owablens |
Lok ir [l_JTl.n'r[ware j ﬁmd‘ﬂ'
..-..}) ';mnl_m«.tu
Diocuments
(2
etktop
M;D.;jm-ll
9
by Corpuies
Epand &l | Colageesd g Py rane | I N |
100003090000 0010 MyNek  Fhsoltpe [ 0 T ||
cnuaxans A
00 02 0% X7 21 40 04 02
-'I"I:FJI = Repled: Type 275 [GebOREnsbledttate] Tag e -- OF

After Clicking “open” button, the OLT will strat to upgrade the software. Remember to
reboot the OLT to apply the changes after upgrading the software.
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4.8.2 ONU Upgrade

Click relevant ONU on the following management chart, then the scheme items will come
forth as following:

. .
[Ackre Blarme | ports | Rabe Ctrl | Edk Fields | Rules | GiOFg. | 19PNLAN | RSTP | Low Level | Lpbk Test | infe |

m i, wmaee | T &
= ) Oh MAC-OIIOHP | HIEH

@ Link MAC-OO304F 1 24604, LLID- 3100

Q) Uik HAC-OOM04F 1 24008, LLID-XHi0
i Unasaocisted LLIDS

Expard il | | Colapse 4

Click button” Upgrade ONU” in last item "INFO”, as following chart:

Active Alarms | Ports | Rate Cerl | Edit Fields | Rules | @ cfa, | 1@ppvuan | RsTP | Low Level | Lpbk Test{]
Misc InfafCommands ] Current Load Yarsions ]

(ungadeon || meseromu | copysias | Restoreonu | copyvians |
Description | attribute
MAac O0304F 1247689
Lelllls OxODO0BS
Product Code x4 1S
Product Varsion 0x100
Firrrware Version 0x200
endaor Specific 44 eS5303030:3500000000000000000000000000000000000000000000000000. ..
JEDEC ID 0203
Chip ID 0x3715
Chip Version OxA00607 27
LLID Assignied 0x3702
Tk Extentions Ol
Physical OMU 1D 00304F 124789
Mazximum Murn. Links g
Max Queus|Link 10
Mumber of Ports 5
Max Queues/Port 16
Number of Up Queuss 10
Up Buffer Cap. 952 KBvtes
Up Queue increment 4 kBytas
Number of Dn Queues 16
Dn Buffer Cap. 996 EByvtes
On Queue increment 4 KBytes
Rangs Value 63
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You can also check the version by the “Current Load Version” tag, it will show the relevant

information of OLT version.

Active Alarms | Ports | Rate Gt | Edt Fields | Rules | @ g, | 1@MpivLan | RSTP | LowLevel | LpbkTest Info

e InfojConmends

Description | Yersion | CRC |
ok Code 0140 OxEAKBACDE

Personaliby 02 0x2DEESTT3

App0 0200 0x23FC7058

Aopl 200 Ox23F 7055

Lragnosic Ll 00

Select the objective upgrade file, as following:

@ LT M X E0S0010 Aictve tdarms | Poets | Fate il | £kt Felds | rules | 0 fg. | 1B | RSTR | Low Lavel | Lpbk Test Info

- (D NI MACOONMPI 24780
) Link MAS-OBHF] 24783, LLID-3700 M InfoComemard | Cuvert Load Versiors |
= MU MC -DOB04F 1 2480
qumtmwlzm.um:m ngrade Oy | Resstony | Copysts | Restorson | Copyvuas |
Q) Link MLSC- OO0 | 24B0E, LLID-370 T I

L Unassecisted LLIDS

Lock e [ EPNIDE x «@ -
5 = ageriD5_R200_SPT_BHb. 1
Boot4DLS R 140 _5F1 i
e = R40_F1BD
Documents
Dreskiop
-y
My Documents
My Compuies
Expand Al | _Colagse Al ‘i Florane | = [ O |
ﬂﬁé‘?f&.*’éﬁ My Nt Fisrolboe [ odeal 6] = LCancel
3F 00 Of O 00 4F 4E 55 L]
¥ 3030 35 00 00 00 00 §_[Opesion sty

0000 200000 00 00 0 0
00 0 20000 (0 500 00 0
A0 O O 00 ) 4% 50 4E

After Clicking “open” button, the OLT will strat to upgrade the software. Remember to
reboot the OLT to apply the changes after upgrading the software.
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() PLANET

Networking & Communication

EC Declaration of Conformity

For the following equipment:

*Type of Product : GEPON OLT
*Model Number : EPL-1000

* Produced by:

Manufacturer‘s Name:  Planet Technology Corp.

Manufacturer‘s Address: 11F, No. 96, Min Chuan. Road, Hsin Tien,
Taipei, Taiwan, R.O.C.

is herewith confirmed to comply with the requirements set out in the Council Directive on the
Approximation of the Laws of the Member States relating to Electromagnetic Compatibility

(2004/108/EC).
For the evaluation regarding the Electromagnetic Compatibility, the following standards were
applied:
EN 60950-1 (2006)
EN 55022 (2006)
EN 61000-3-2 (2006)
EN 61000-3-3 (1995 + Al: 2001)
EN 55024 (1998 + Al1: 2001 + A2: 2003)
EN 61000-4-2 (2001)
EN 61000-4-3 (A1: 1998 + A2: 2001)
EN 61000-4-4 (Al: 2001)
EN 61000-4-5 (Al: 2001)
EN 61000-4-6 (Al: 2001)
EN 61000-4-8 (Al: 2001)
EN 61000-4-11 (A1: 2001)

Responsible for marking this declaration if the:

Manufacturer O Authorized representative established within the EU
Authorized representative established within the EU (if applicable):

Company Name: Planet Technology Corp.

Company Address:  11F, N0.96, Min Chuan Road, Hsin Tien, Taipei, Taiwan, R.O.C
Person responsible for making this declaration

Name, Surname Allen Huang

Position / Title : Product Manager
Taiwan 2" Sep., 2009
Place Date Legal Signature

PLANET TECHNOLOGY CORPORATION

e-mail: sales@planet.com.tw  http://www.planet.com.tw
11F, No. 96, Min Chuan Road, Hsin Tien, Taipei, Taiwan, R.O.C. Tel:886-2-2219-9518 Fax:886-2-2219-9528
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