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Preface

Users installing and operating the product is required to understand this manual and relative

manuals fully before installation and operation.

All rights of the software and hardware described in the manual are protected by the patent

law.
[:ﬂ This icon means “Note” explaining the procedure and additional
Note information.
This icon means “Caution” explaining important information or
catlon  Caution limitations of the operation.
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1. Overview

1.1 Introduction

This program is Central Management System that is designed to control various security
devices(IP camera, DVR, NVR, Video Sever) connected from a single PC by networking.
This program consists of the multi—functions including the live image monitoring, real-
time event management, security device status monitoring, and then image search,

playback, download, smart search and watermark etc.

1.2 Feature

In the program, users can register security devices without quantity limitation and it
provides a real-time monitoring of max. 128 cameras as long as VGA card in PC
supports two monitors. Users can control a function window size as each function has a

separate window.

This program manages the user account and group. It provides a separate management of
the user account by allowing the administrator to set the authority of detail features for
the group.

This program manages and saves events that were sent from many security devices. This
program reports users an alarm set with events through the pop—up message, audio and

real-time image etc.

In the network player, users can search the recorded file and play and download the
image and audio. A searching term by second is available and the preview screen enables

users to search images without playing actual images.

The recorded file with images and audios in PC can be played by File Player and it

provides a faster search of information by the smart search and water mark.




2. Installation

2.1 System Requirement

In order for proper operation of the program, it requires PC more than the min.
specification. With the min. specification, it only provides min. functions. For full

operation of the program, PC is required to be equipped with more than the recommended

specification.

System Min. Specification Recommend Specification
CPU Intel Core2Duo 2.0GHz Intel Core2Quad 2.66GHz
Main Memory 2GB 4GB or higher
Video Card Memory 128MB 512MB or higher

Display Resolution

1024 = 768 (With 32bit color) or higher

HDD

80GB or higher

0S Windows XP SP2 or higher
Others Direct X 9.0 or higher
2.2 Installation Guide

1. Insert software CD into the CD drive of PC.

2. Click on Setup.exe. An install program will be executed and a language selection page

will shows up.
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3. Select a desired language.

4. Designate a folder in which the program is installed and click on “Next”, and then
installation starts.
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3. System Login

System Login is to decide a program execution/block by confirming the user name and

password.

3.1 Site Registration
1. In the program start menu, go to Netus Standard Menu and select Netus Standard
icon or double-click on Netus Standard icon in the wallpaper, and then the login

window pops up.

2. Select one of the names of registered users in the login window. For the first time

login, select Administrator. Administrator is registered as a fundamental user.

P User Login x|
@ User Mame : I.ﬁ.dministrator j

Password : '

Ck I Cancel |

3. Enter a password. For the first time login, enter an administrator password. The

administrator password “1111111”. After login, change the administrator password.

¥ User Login x|
@ User Mame I.ﬁ.dministratnr j

Password |'"""|

Ok I Cancel |

4. The program starts if the password is right.

':m B To change the password, go to ‘Setup’->‘Password Change’ menu.
Note (For more information, refer to ‘5.2.9 Password Change’.

B In Netus Standard program, multi—user registration is available, all
users can log in one PC with separate user information. Each user
can configure a preferred program environment, and then the
program starts according to each user’s setting after login.

B Information of the latest window environment will be saved when the

program is closed.




4. Initial Instruction

4.1 Site Registration

Security devices need to be registered after login. With registered security devices,
users can use functions including real-time monitoring, search and playback, backup and

event alarm.

4.1.1 Registration

1. Select ‘Setup’->’Site Manager’ menu. Site Manager Setup window shows up.

2. In Site Manager, functions including site add, delete, modify, all select, all clear and

properties are available.
Sike Mame | Address | Description | Camera | Add |

= Seoul Bldg 11F 192,168,100.53 R&D Center 16 Wodfy |

15} Busan Bldg 2F 192,168,100.54 Front 16
Delete |

x

All Select: |
Al Clear |
Propetties |

Close

3. Click on ‘Add’ and enter a security device name, description, connect address and

port.

[tem Description

Name Name of the security device to

be used in the program

Description Description of the security

device
Connect Network address of the
Address security device
Port Network port no. of the

security device

Camera The number of cameras
Count connected to the security
device




User name registered in the

security device

B Add Site || | User Name
Alias Mame |
Description : | Password
Site Address

Password registered in the

security device

Connect Address |
Part

Camera Counk

User Name : |

Password |

Confirm : |

Cancel

4. In ‘Modify’

5. In ‘Delete’, users can delete selected sites.

x
Site Mame ‘ Address | Description | Camera | Add |
’%Seoul EBldg 11F 192,168,100.53 R&D Center 16 i
’;},Busan Bldg 2F 192,168,100.54 Fronk 16 M

Delete |

P Netus

\?) Delete Address Itern?
G

All Select |

All Clear |

Properties |

Close |

users can modify the security device name, connect address and port.

6. Clicking on ‘All Select’ makes all sites selected and

ticked.

10

‘All Clear’ makes all sites un—




P Site Manager x|

Site Mame ‘ Address | Description | Camera | Add |
15 Seoul Bldg 11F 192,165,100,53 RED Center 16 ModiFy |
"‘E Busan Bldg 2F 192,168,100.54 Fronk 16

Delete |

All Clear |
Properties |

Close |

[:m Note M Netus Standard program automatically starts a connection to ticked
addresses in Site Manager after successful login.
B A connection doesn’t happen for un—-ticked security devices.

B There is no limit for registering sites in Netus Standard program.

4.2 Screen Layout Registration

Screen Layout enables users to collect and monitor desired real-time monitoring images

from various security devices. Users can register desired cameras in a desired channel

mode.

4.2.1 Registration

1. Select ‘Setup’->’Screen Layout Manager’ menu. Screen Layout Manager window

shows up.
P Screen Layout Manager x|
Layout Mame | Description | Channel Mode |
Madify |
Delete |
All Select |
All Clear |
Properties |
Close |

11



2. Click on ‘Add’. In Screen Layout Setting window, select Channel Mode and drag
cameras from the list at left and drop them onto desired locations, and then the

real-monitoring image turns up. Screen Layout Name and Channel Mode must be

filled for registration.

P Screen Layout Setting |

Screen Layout Name |

Description : ‘

Channel Made: 4 “a (o] (o] 10 13 @ 16 25 36 43 64

(o Seoul Bldg 1IF =]
gg 11
lgd 22222
g 333
Lad 1444
L@@ 5555
L@ six
Lgg Seven
L@ Eight
Liga Mine
@z CH10
@ CH1L
g 121212
lgd 131313
@B CH14
@ CH1S
@z CH16
n EBldg 2
(e Gaepo Bldg
gg cHoL
L cHoz
i cHo3
L cHo4
L cHos =

arc

3. After finishing camera addition, users can check a newly registered screen layout in

Screen Layout Manager. Users can modify and delete the screen layout as desired.

12



Ix

P Screen Layout Manager

Lavout Name | Description | Channel Mode |
%Bldg Camera Lisk forea Camera Group 16

e s

Maodify

Delete

i

all Select

Al Clear

Properties

Close

dli

4. Users can move a list tab in Connect List to Layout and check a list of registered

Screen Layout. Real-time monitoring images show up by using drag/drop onto the

screen.

Layout Mame: Bldg Camera List
Description: Korea Camera...
CH Mode: 16

& Slte @ Layout I

13



4.3 User Registration
User Registration is to register and manage ID of the program users. It decides the
program to be executed or blocked by confirming ID and password and also gives

different authority to each user group for all functions in the program.

Administrator as a fundamental user is registered in the administrator group. The
administrator group has authority for all functions in the program. For the first time login,

use Initial administrator ID.

l:m Note M The number of users to be registered is unlimited.

4.3.1 User Group Registration
1. Select ‘System’->’User Manager’ menu. User & Group Manager setup window

shows up.

2. Select User Group tab.

P User & Group Manager x|
Liser User Group |
Group Mame | Description
%Adm\nistrator User Group Administratar
g Edit Remve Froperties
Clase

3. Click on ‘Add’ at the bottom of the group list.

4. Enter a group name and tick on desired functions from the group permission list.

14



P Add User Group x|

Group Mame : I

Description ¢ I

[~ Group Permissions

D Remote Live Manitaring

O Remate File Search

[ Remate File Playback

O remate File Download

O File Playback

D Remote DVR, Setup

O P12 Camera Contral

O Two way Audia Contral

O Relay Cantrol

O ovr Product Information
D Remote Live Picture Setting
O metwork User Account

O Log File viewer

O application Setting

O ovr address Book

O Picture snapshot

D Picture Print

D User & User Group Manager o
O picture Color Adjust LI

[ BT S,

|»

Cancel |

5. Click on ‘Ok’” and selected functions are granted to the user group. The user group

name will be shown at the user group list.

I:m Not B In order to register a user group, users must log in with one of ID
ote
from the administrator group. For the first time login, use the initial

registered administrator.

4.3.2 User Registration
1. Select ‘System’->’User Manager’ menu. User & Group Manager setup window

shows up.

2. Select User tab.
ﬂ

User |Usar Group |

User Name: | Group Mame | Description

(53 administrator Administrator User Group Administrator

Add Edit Remove Propetties
Clase

15



3. Click on ‘Add’ at the bottom of the group list.

4. Enter a user name and password and select a group from User Group. The user

name and password are the basic requirement.

x
1~ User Information
User Mame : I
Password I
Confirm ¢ |
Description : I
User Group : IAdministratur User Group j
FTP : |
E-Mail |
e T p—

5. Click on ‘Ok’ and the user name will be shown at the user list.

["m N B [n order to register a user, users must login with one of ID from the
ote
administrator group. For the first time login, use initial administrator
ID.

16



5. Menu

5.1 View
View menu is a collection of the panel window to be used in the program.
No. Menu Icon Function Note
D Site Connection " Site Connection List Panel
List View
® Event List |__| Event List Panel View
@ Site Status List | f&] [ Site Status List Panel View
Basic Control ,
@ _ Basic Control Panel View
Function
Pop up Image List Panel
® Pop up Image List ‘ﬂ ]
View
The Second The Second Screen Panel
® @ |
Screen = View
@ Network Player Network Player Execution
File Player File Player Execution
Device Setup y Device Setup Manager
® 2 |
Manager Execution
Program -
a0 _ Program Information View
Information =

17
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5.2 System
5.2.1 Log Manager
Log Manager is to manage an event log occurred in security devices and program

function usage.
5.2.1.1 Log View

1. Select ‘System’->’Log Manager’ menu. Log Search Manager setup window

shows up.

18



P Log Search Manager x|

action | Event | DvR Log |

< | a0 February | > T
Sun Mon Tue Wed Thu Fri Sat

1) 2] 3] ¢ 5| 8
789 0 n|oe 13
140 15 16 17| 18] 19 @
2 22 23 | o] w0 @

User Group User Date Action

[~User

Group Group List (Al =
User User List (Al |

~Time:

Type Calendar =
Irkerval [0 E

Action
’7 ‘Actian List (All) -

For the program usage log, select “‘Action’ tab. Dates saved with logs will be
shown in the calendar. Select a desired date and log information will be shown.

Searching by user, time and function are available.
[ L. e cch anaser 5

ction | evert | o4 Log |

| < 2010, Fateuary ¥ |Rests 20
|3 Mon Tue Wed The Il Sl | Ireeres . I =
Pz 30 40 5 B astroter User G Admristiater Z0LOMEIP 080535 LOGACT LOGIN USER
. g Advaitratis Uiee Geinpy Adretiolis SOIOKEII 0620 LOGACT_ADD_SITE
7| e ol 1] | nlll e we e adwm TOL0GXUSOATIS  LOGACT EOIT.SITE
I 1 || Adriestrator User Group Admnstrstor 0LONRLS! LOGACT_ALD_SITE
W5 U6 T8 3 strator User o dminstrator n10jaits LOGACT_CAVER_STRGT
)@ @ BB & D tralos e e At 201009 06:52-06  LOGACT_CAMERA,_START
= || Abrmtrater Ui oy ckrntrater FOUOKGIISOREIN]  LOGACT_CAMERA_START
Adrtrates sse Grongy AdnesErtor OIS ORET 18 LOGALT_CAMIRA START
Admnstratir Lser G dminsarstor 20100210 D657 LOGALT _CAMERA_START
Advrstraby Lses o Admerstoy 20002/05 065328 LOGACT _ADD)_ST
Advwtrolir Uier Grinpy Aedrstrtis 2010050709 05:53:44 CAMERS_START
. Advaitratis Uiee Geinpy Adretiolis SOIOKEII O6EEAS  LOGACT_CAMERA_START
Advtratir e ey Azt LOGAET _CAMERA START
Grop oLt A T1 | || Adrestrater User ron  Admrtrator LOGACT CAMIEA START
Advinstrator Lser Grop Admnstrstor CAMERA_START
! Vor Uit (A1} =1 | || et e a1 Ldmeistr e LOGACT _CAMERA_START
Advaitrobis Liee Geinpy Ackrntiolis LOGACT CAVERA START
Thm. Adatratis Ui Goingy Sbrmzntin TOUOKTIS ORSADS  LOGACT_CAMERA_START
Aditratis s G At SONNIUE D6iSl]  LOGACT_CAMIRA START
Trpe Colereie =] | || ddmstrator User rop. ckmnistrator 2010}02705 D: 541 CMERA TR —
Advrstraby Les o Sdmersty 20000205 06155217 LOGALT _CAMERI_START
Intrval it I | || iiesibesstrotsisio ik D5:5520  LOGACT_CAMERA_START
Advaitratis Uiee Geinpy Adretiolis SOIOKEII 062 LOGACT_CAMERA_START
- Advtratir s ey Azt LOGAET _CAMERA TR
e Adminstratir Lser G dminsarstor 36 LOGACT_CAMDRA _START
[Amntsria =] | || Adnnstso e Grp Aot 38 LOGACT_CAVERA_START
dminetrater e G Admeisrstor CAMERI START
Adrriwstrabor Lhier oo Advniskrator LOGACT _SITE_START =
gm Em Grtacpy W] itz cher User Gringy
[Liser hiame] Administrakor
el Tese] SOLOJERTD 065202
Liser Action|LOGACT_CAMERA, STAST
[Cvmcriation] S o - S kg 1LF, Cavmer b LZEZEE, Chuaerl = 204 (Scrmen ddes : )

For the event log in security devices, select ‘Event’ tab. Dates saved with logs
will be shown in the calendar. Select a desired date and log information of
events and alarms will be shown. Searching by user, security device/PC time,

site and event are available.
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og Search Manager

Actien Evert | ovR Lag |

< 2010, February > ‘
Sun Mon Tue Wed Thu Fri Sat
Event | site || SkeDate | _PC pate [userva|
T2 3 4] 5| B||[continuous Event Seoul Bidg L1F 1 2010/02/10 00 Z0L0/02/10 001036 Admir—
TPy Continuous Event Seoul Bldg 11F 2 2010/02/10 00: 2010/02/10 00:10637  Admic
7 [ Ll 10 1 12 13 Continuaus Event Seoul Bldg 11F 3 2010/02{1000:10:51  2010f02{10 00; 37 Admir
Continuous Event Seoul Bldg LIF 4 2010/02/1000:10:51  2010[02(10 00:10:37  Admir
W8 16 T 18 19 20 Continuous Event Seoul Bldg 11F 5 2010/02/10 00:10:51  2010/02/10 00:10:37  Adrmir
Continuous Event Seoul Bldg 11F & 2010/02/10 00:10:51  2010/02/10 00:10:37  Adrmir
Al W B BT peeor Seoul Bldg 11F 8 2010/02/10 00:10:S1  2010/02/10 00:10:37  Adrmir
8 Continuous Event Seoul Bldg 11F 15 2010/0Z1000:10:51  Z0L0/02(10 00:10:37  Admir
Mation Everit Seoul Bldg 11F 5 2010/02/1000:10:55  2010/02/10 00:10:42  Admir
Motion Event Seoul Bldg LIF 13 2010/02/1000;10:55  2010[02(10 00:10:42  Admir
Motion Event Seoul Bldg L1F 13 2010/02/1000:10:55  2010/0210 00:10:42  Admir
Motion Evenit Seoul Bldg 11F 13 2010/02/1000:10 2010/02/10 00:10:42  Admir
‘User—— || MotionEvent Seoul Bldg 11F 13 2010/02/1000 2010/02/10 00:10044  Admic
Motion Everit Seoul Bldg 11F 15 2010/0Z/1000:10:55  Z0L0/02(10 00:10:46  Admir
aroup Group List (All} B Motion Event Seoul Bldg L1F 13 2010/02/1000:10:55  2010/02{10 00:10:46  Admir
Motion Event Seoul Bldg LIF 13 2010/02/10 00 Admir
UE=? User List (Al =1 aton cvant Seoul Bldg L1F 13 2010/02/1000: Admir
Motion Everit Seoul Bldg L1F Adrir
Time
Motion Evernit Seoul Bldg 11F 2010/02/1000: 2010f02/10 00
Oec Moion Everit Seoul Bldg 11F 13 2010/02/1000 2010/02/10 00:10654  Admir
Type lm Motion Event Seoul Bldg LIF 13 2010/02/10 00 2010/02/10 00:10:55  Admir
Motion Event Seoul Bldg L1F 13 2010/02/1000:10:55  2010/0210 00:10:56  Admir
werval [ ]| || MetenEvent Seoul Bldg 11F 13 2010/02/1000:10:55  Z000/02/10 00:10:57  Admir
Motion Everit Seoul Bldg 11F 13 2010/02/1000:10:55  2000/02/10 00:10:59  Admir
Motion Everit Seoul Bldg 11F 13 2010/02/1000:10:55  20L0/02/10 00:11:02  Admir
Site Moion Everit Seoul Bldg 11F 13 2010/02/1000:10:55  2000/0210 00 admir

S5 201002/10 00;

Motion Event Seoul Bldg LIF 13 2010/02/10 00 Admir >
Site List (Al =1 | K] »

Event Name] Motion Event
Event it Mamne] Seoul Blda 1LF

Channel] 13
Ewent List (all) = Site Date] 2010/02(10 00:10:55
Local Date] 2010/02/10 00: 10:52
User Name] Adwinistrator User GroupfAdministrator

4. For the security device log, select ‘DVR Log’ tab. Dates saved with the log
history will be shown in the calendar. Select a desired date and the log

information of the security devices will be shown.
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[5te thame]) Sooul pkdg 1LiF
[cPhurned ham] 3

[She Tive) 2010/02/L0 00:10:56.
[Dmseryaticn]

I:m Note M The time used in ‘Action’ log is based on PC time. The time used in

‘Event’ and ‘DVR Log’ is based on the time of the security device.
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5.2.2 App Setup

P App Setup

P App Setup x|

[ | Pk | teguas | Ban |

® App Setup
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1. Select ‘System’->"App Setup’ menu. App Setup window shows up.

2. In ‘Storage’ tab, users can designate saving folders for the capture image file,

record file and DVR setup file.

3. In “‘OSD’ tab, users can configure the name, height, thickness and color of the font to
be displayed above the real-time monitoring screen. Also it sets up Enable/Disable

of the time, resolution, title and other information to be displayed above the screen.

4. In ‘Border Line’ tab, users can configure the thickness and color of the border line

that indicates the border line between channels in real-time monitoring.

5. In ‘Alarm Out’ tab, users can configure the alarm out, sound effect and duration in
case events including ‘Power Off’ and ‘DVR Operation Fail’ occur from security

devices.

6. In ‘Instant Live’ tab, users can enable/disable the event live popup and event popup

image and setup the number of instant live viewers.

Event Description

Record Off An event that occurs when recording is stopped.

Record Continuous An event that occurs during continuous recording

Record Motion An event that occurs from motion detection

Record Sound An event that occurs when it detects an audio sound

from the mike

Record Sensor An event that occurs from a sensor input
Signal Act An event that occurs from a image input
Signal Loss An event that occurs from a signal loss
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Video Disconnect An event that occurs when a camera is not connected

Video Covert An event that occurs when a camera is set to the

covert function

7. In ‘Display’ tab, users can change the pixel size and setup the video filter. Also a
size, font and color of letters; ‘Connecting’, ‘Signal Loss’ and ‘Video Disconnect’ can

be decided.

8. In ‘Playback’ tab, users can setup the vertical playback mode and last image display
mode.
9. In ‘Language’ tab, users can select languages including English, Korean, Japanese,

Polish, Hebrew, Portuguese, Spanish, Cantonese, Pekingese and Russian.

5.3 Setup
5.3.1 Edit Password

1. Select ‘Setup’->’Edit Password” menu. Edit Password setup window shows up.

P® Edit Password |

User Mame

Password ! I.......

Confirm I-uooo-u

Ok I Cancel

2. Users can change the password of current logged-in ID.

5.3.2 User Information

1. Select ‘Setup’->"User Information” menu. User Information setup window shows up.
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P User Information (Permission) x|

Group Mame : IAdministratDr User Group

User Mame | Indministratur

[~ Permissions

Remote Live Monitoring
Remate File Search

[¥] Remate File Playback
emate File Download
ile Playback

Feemoke DYR Setup
PTZ Camera Cantral

=]

=]

Twio way Audio Control
Relay Control

DVR Product Infarmation
Remote Live Picture Setting
Metwork User Account

aq file Yiewer
Application Setting
DVR Address Book.

Picture Snapshat

Picture Prink

User & User Group Manager
Picture Color Adjust

Picture Recording

Cancel

2. The name, group and group authority of the current logged-in user are displayed.

6. Viewer
6.1 Viewer Overview
The viewer is a multi-channel real-time program displaying a customized screen of

multi-channel real-time monitoring images.

The viewer is a main function of the program and incorporates all program menus. It
consists of various panels including Site Connection List, Screen Layout List, Event List,

Basic Control Function and Status List Popup Image.

Users can check real-time events, status and connection information of the security
device connected in Site Connection List, Event List and Status List. In Screen Layout
List, users can customize channels and modes for real-time monitoring. In Popup Image,
an image of the important event moment is captured and saved in an image format. In
Basic Control Function, it provides PTZ, Relay, Two way Audio, Color Adjustment,

Sequence and other functions.
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6.2 Image View

In Viewer, there are three ways to have the real-time monitoring image. The first way is
to drag a security device icon into the screen and all channels of the security device are
displayed. The second way is to drag cameras from the security device list to desired
locations of the screen and the selected camera will be displayed at the selected location.

The third way is to collect cameras of the security devices in Screen Layout Function.

l:m N B The channel mode automatically changes according to the number of
ote
added cameras when the user drag/drop icons.

B Images being displayed in the viewer move to other locations by
dragging images.
B images exchange each other if a image is dragged onto an occupied

location.

6.2.1 Image View by connecting security devices

1. In Site Connection List, select a desired security device icon to be monitored.

2. Drag the icon into the viewer screen, and then all channel of the security device are

displayed.

["ﬂ N B To disconnect the security device, right—click on a desired icon, and
ote ) .
then select ‘Disconnect’ in the popup menu.

B The channel mode automatically changes according to the number of
channels.

B The max. number of channels to be displayed in the viewer are 64.

6.2.2 Image View by connecting cameras
1. In Site Connection List, double-click on a desired security device icon to be real-

time monitored. Select camera icons from the camera list of the security device.
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2. Setup a layout by selecting a channel mode in Channel Mode.

DEEEEEEEEHHNEEEE

3. Drag camera icons onto the viewer screen, and then real-time monitoring images

are displayed.

[:m B To disconnect the camera, drag a desire monitoring image out of the
Note viewer screen.
B Users can setup the layout by 1, 4, 6, 8, 9, 10, 13, 16, 25, 36, 49, 64

channel mode.

6.2.3 Image View through the second monitor

1. In View menu, select the second screen or click on @ button in Tool Bar. The

second monitor shows up.
2. Move the second screen to the second monitor.
3. Setup the layout by selecting a channel mode in Channel Mode.

4. Repeat 6.2.1 or 6.2.2 to bring images on the second screen.

Note M To disconnect the camera, drag a desire monitoring image out of the

second viewer screen.

A Caution M To use more than two monitors, the video card in PC must support
Cautlon

the dual-monitor or more.

6.3 Event List
6.3.1 Event Information View

1. In View menu, select an event list or click on ] button in Tool Bar. The event list
window pops up.
2. Events occurred in connected security devices automatically are indicated in the

event list.(No setup needed)

26



Note M The event list window is a docking window so that users can place

the icon at a desired location and have a separate window.

6.4 Status List
6.4.1 Security Device Status Information View

1. In View menu, select a status list or click on @ button in Tool Bar. The status list

shows up.

2. The status list shows status of the connected camera including PTZ Connection,
Video Disconnect, Signal Loss and HDD status, and also indicates Two way Audio

enable/disable, Relay enable/disable and HDD occupied/total capacity.

Note M The status list window is a docking window so that users can place

the icon at a desired location and have a separate window .

6.5 Popup Image

Popup Image is a window showing a thumbnail real-time image transmitted from the

security device when an event occurs. Setup in ‘App Setup’.

[:m N B To bring thumbnail images in case of the event occurrence, tick on
ote
‘Event Popup Image’ in ‘Instant Live’ tab at ‘App Setup’. (For more

information, refer to ‘5.2.3" App Setup.)

6.5.1 Thumbnail Image View in Popup Image Window

1. In View menu, select a popup image or click on “@' button in Tool Bar. The popup

image window shows up.

2. The thumbnail image automatically shows if an event occurs from connected

security devices. (Setup needed in App Setup)
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Popup Image

2010/02/10 15:09:00

N

2010/02/10 15:09:00

o | |
2010/02/10 15:09;00 =]

Event: Motion Event
Site: Gaepo Bldg
Channel: 14

Date: 20100210
Time: 15:09:00

6.6 Basic Control
Basic Control consists of PTZ control, Relay control, Two way Audio, Color adjustment,

Screen sequence and other functions.

6.6.1 PTZ Control
PTZ Control is to control the PTZ camera with functions including Move, Zoom In/Out,

Focus Adjustment, Preset, Speed Adjustment and Tour 1/2.

PTZ Movement Control
1. Select a PTZ camera to be moved.
2. Move the PTZ camera by pressing four direction keys.

™

< o]

PTZ Focus Control
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1. Select a PTZ camera to be focus—controlled.

i e .
2. Press &=+ '==a button to adjust the focus.

PTZ Zoom Control

1. Select a PTZ camera to be zoom-controlled.

2. Press Gl Q button to zoom in/out.

PTZ Preset Control

1. Select a PTZ camera to be preset—-controlled.

4-.
2. Select a preset number and press button. The camera moves to a preset
position.
3. To designate a certain position as a preset position, move the camera to a desired
position and select a preset number, and then press [%J button. The position is

saved as the preset position.

PTZ Speed Control

1. Select a PTZ camera to be speed-controlled.

2. Adjust the speed by moving the sliding bar 3‘5 The speed of the PTZ camera gets

faster or slower.

PTZ Tour Control

1. Select a PTZ camera to be tour—controlled.

&

2. Press @ button and the PTZ camera moves according to the tour no.l. Press

button and the PTZ camera moves according to the tour no.2.

6.6.2 Relay Out Control
Relay Out Control is to setup the relay On/Off that is connected to the security device.

The number of Relay Out varies depending on security devices.

1. Select a site to be relay out—controlled from the list.

2. Press E button and request a relay out—control to the security device.
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3. Status of the relay out is shown by @(Off) @(On) buttons.

4. The button is designed to be toggled. (On->Off, Off->On)

[:m Note M The time out of the relay out is 5 seconds. After 5 seconds, the user

has to request it again.

6.6.3 Two way Audio Control
Two way Audio Control is to send an audio sound from the program to a speaker of the

security device.

1. Select a site to be two way audio—controlled from the list.

2. Press D button and speak to a mike connected to PC.

3. A voice comes out of the speaker connected to the security device.

':EI Note B The time out of the two way audio is 120 seconds. After 120

seconds, the user has to request it again.

6.6.4 Color Adjustment
Color Adjustment is to adjust color of the real-time monitoring image in the viewer

screen.

1. Select a screen to be color—adjusted.
2. Adjust the value of Brightness, Gamma, Contrast, Saturation and Tint.

3. All channels can be adjusted with the same value by ticking on ‘All Channel’.

':EI Note M The color adjustment value returns to the default value when

program terminates.
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6.6.5 Screen Sequence Function
Screen Sequence Function is to rotate the layout of the real-time monitoring image in

the viewer screen according to a desired time interval.
1. Select a channel mode. (1, 4, 9, 16 channel mode)

2. Select a rotation time interval. (2seconds ~ 60seconds)

3. Press ﬁ button and it starts the rotation according to the set value.

6.6.6 Other Functions
Other functions include real-time monitoring screen capture, printing of the captured

image, real—time image recording and full screen.

1. Press @button and it saves the real-time monitoring screen as a file and brings the
image editor ‘Picture Viewer’. This editor allows users to edit images by using the

color adjustment and filter. (In 5.2.3 App Setup —> Storage tab, a saving folder is

shown.)

L
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2. Press Bﬁ button and it starts to record the real-time monitoring screen and audio
together. The saved file can be played through ‘File Player’.

3. Press El button and it changes to the full screen. Press ‘ESC’ key for return.

4. Press @ button. A captured image file list is shown and selecting one of them

leads to the image in the reporting format document. Press the ‘Print” button.
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File Narme : 201002111110.bmp
File Date : 2010/02/11
File Time : 11:10

Mema

Print. Close

7. Network Player

7.1 Network Player Overview
Network Player allows users to search and playback recorded images and audios of the

security device in multi-channel from distant PC.

Users can use a preview search to find recorded images and audios. Searching and

thumbnail images by a second term are available. Users can download images and audios
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of the desired time period into PC.

7.1.1 Playback of the Recorded Image

ﬁq
1. Select icon in Tool Bar.

2. Setup searching conditions(Camera/Security device, Date/Time) in the searching

panel of the player at left.

. ) ) . i
3. Designate a desired time to be played in ‘Go to’ and press button.
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l:m Note M The player can display recorded images of max. 16 cameras at the

same time. (One security device)

7.2 Search

Users can search recorded images and audios in the security device by two means; the

time search and preview search.

The time search is to designate a certain date/time and bring images appertaining to the

designated date/time.

The preview search is to select a certain date and hour. A time line between Ominute
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Osecond ~ 59minutes 59seconds shows up. Users can view thumbnail images by 1 second

term.

I:m Note B The way of the search in the player may be different

from the way in the security device.

7.2.1 Time Search

1. Select icon in Tool Bar.

2. Select a security device to be played from ‘Connect List’ at the top-left.

3. Select a date and time to be searched.

4. Press button. Recorded images of the desired date/time are played on the top-—

right of the screen.

5. To re-setup the search condition, press @ default button.

':m Note M Users can select max. 16 cameras.

7.2.2 Preview Search

1. Select icon in Tool Bar.

2. Select a security device to be played from ‘Connect List’ at the top-left.

3. Select a date and time to be searched and press &l‘h button.

4. Setup a desired time to be searched at ‘Go to’, bottom-left and press button.

The time line of the preview search is shown.
5. As the time bar moves by one second term in the preview search, the preview

thumbnail changes accordingly.
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6. ‘To re-setup preview search conditions, press @ default button.

[:ﬂ Note M Users can select max. 16 cameras.

7.3 Playback

7.3.1 Playback Overview
After searching images and audios by two means, searched images and audios are
played automatically if the user presses a playback button. The channel mode is

automatically determined according to the number of cameras.

In the playback screen, the channel title, date/time and other information are displayed.

Also, rectangular boxes with event colors are displayed at the bottom-left.

Multi-channels are played in the division mode. Double—clicking on a certain channel

leads to the full screen. For return, double-click on the full screen.
In the time line, image information(recording event status) being played is indicated in

color. Users can move the bar and play at a desired location and also the snapshot and

printing are available.
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7.3.2 Time Line

Time Line indicates images and audios of the designated search condition and events by

each channel in graphic lines.

L BN e B B R I S R

ﬁ

=]

The green line indicates that a recorded data exists. The red line means that an event

recording data exists. The green space is that there is no data. Using a scroll at right,

users can check the recorded event data from channel 1 to 16.

7.3.3 Playback Control

It indicates images and audios of the designated search condition and events by each

channel in graphic lines.

Button

Function

Remark

Fast Reverse

Reverse Play

Reverse one frame

Pause

Play one frame

Play forward

Fast Forward

Play Speed Adjustment

#]
b2

II' button for speed up, EJ button for slow

down.

g 1 AFEEEEEE

Indication by events in the time line

A Caution M Some of the security devices may not be supported with all

Cautlon functions.

7.3.4 Control

In Player, users can use a channel mode change, full screen, zoom function, capture and

print function.

Button

Function

Remark

mjElE)E

Playback in 1, 4, 9, 16 channel mode
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Full Screen

Image Enlargement (100%, 150%, 200%, 300%,
500%, 700%, 1000%, 1600%)

Screen Capture

ne & =

Screen Print

7.4 Download

In Download, users can download and save recorded images and audios from the

security device to PC.

7.4.1 Download of the Recorded Data

F—J
1. Select icon in Tool Bar.

2. Select a security device to be played from ‘Connect List” at the top—left.

3. Press E] button and the download window pops up.

4. In the download window, setup a start date/time and end date/time, and then tick on
desired channels and designate a saving route.

5. Press ‘Start’ button to initiate downloading.

JRTE
~ From Channel
[or002-11 = Jimaron = M1 Miciz  WoHs  WcH4
IV cHs W cHe W cH? W cHs
rTo WiHe WoHio WoHu ooHiz
IZDID'UZ'11 = IIMS:D1 = W cHiz M cHi4 W oH1s W cHie ol

i~ File download Information

Download Folder Path @ |2 W Tempyideo 100211104101 _100211105101_Seoul Eldg 11F |

HOD Free Space @ 1.02GE

Download Size @ 84.4MB

i~ File Download Progress

L[

2.85ME | 84.4MB

Cancel

[:ﬂ B The download data is saved as a folder and the folder name is “start

Note , o
date/time_end date/time”.

37



8. File Player
8.1 File Player Overview
File Player is to search and play a downloaded image/audio file in the PC in multi—channel

screen.
Smart Search enables users to search in the thumbnail image list of the motion detection.

8.1.1 Playback of the Recorded Data

1. Select @ icon in Tool Bar.

2. In Tool Bar, select a data folder by pressing % or % button. (In ‘File’ menu,

users can select ‘Folder Open’ or ‘File Open’.)

3. It starts playing recorded data files.
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8.1.2 Time Line

Time Line indicates images and audios of the designated search condition and events by

=

i

each channel in graphic lines.
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The green line indicates that a recorded data exists. The red line means that an event

recording data exists. The green space is that there is no data. Using a scroll at right,

users can check the data of the recorded events from channel 1 to 16.

8.1.3 Playback Control

It indicates images and audios of the designated search condition and events by each

channel in graphic lines.

Button

Function

Remark

Fast Reverse

Reverse Play

Reverse one frame

Pause

Play one frame

Play forward

Fast Forward

Play Speed Adjustment

#]
b2

II' button for speed up, EJ button for slow

down.

g 1 AFEEEEEE

Indication by events in the time line

A Caution M Some of the security devices may not be supported with all

Cautlon functions.

8.1.4 Control

In Player, users can use a channel mode change, full screen, zoom function, capture and

print function.

Button

Function

Remark

mjElEgE

Playback in 1, 4, 9, 16 channel mode

=Y

Full Screen

Image Enlargement (100%, 150%, 200%, 300%,
500%, 700%, 1000%, 1600%)

&

Screen Capture

=

Screen Print

8.2 Smart Search

Smart Search is to search a motion in the specific area of the recorded image data.
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searched images are saved as thumbnail images in time sequence.

8.2.1 Smart Search

1. Select h@ button in Tool Bar. (Select ‘Smart Search* in “Tool’ menu)

2. Setup a desired area to be motion—searched.

3. Select a desired channel to be smart-searched, start date/time and end date/time.
4. In Time Interval, select ‘All Images’ or “Time Interval(sec).

5. Press ‘Search’ button and it starts smart—searching

msmariSearch i
— Channel
Jicn =
r— Start Time

|2010-02-11 j |2§ 10:00:00 =

— End Time ———————————
0= A 10:01:05 =
|2010 0z-11 j |2._ 10:01:05 =

e = - r— Time Interval (sec)

<
- 1 & all Images
. T -

€ Time Interval {sec)

=]
=

Search |

2010/02(11 10:00:13

2010/02/11 10:00:29 2010/02/11 10:00:33

6. Select searched thumbnail images and press ‘Playback’. It starts the playback from
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the selected time period.
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9. Security Device Setup Administrator

9.1 Security Device Setup Administrator Overview

Security Device Setup Administrator is to setup security devices from a remote PC
directly. The administrator can save a setup value and apply it to other security devices

to make the same configuration. The administrator can open and edit a setup value file.

9.2 Start of the Security Device Setup

1. Select g button in Tool Bar.

2. Users can change a setup value of the security device by using Security Device Setup
Administrator.
3. After changing setup values, press ‘Send’ button’ and the changed setup value applies

to the security device.

P¥ DVR Setup Manager (192,168, 100,53} B =1 3|
File Heln
PTZ Setup | 2 NTP Setup Metwork Setup | %7 Metwork Port DONS Setup | B8 Bandwidth | 5%, Schedule
< & &2
&2l RAecord Setup | () Ewvent Setup | 4% Alarm Setup | @ System Setup | ) Storage Setup | #¢ Advanced Setup
= Data 1 © Data 2 < Data 3  Data 4
Carmera List Camera Infornation
]
Carnera Narme [Tt
Recard Setun
Resolution CIF -
Quality [VVerv High ~1
CEr]
Record Made [Buta =1
Fecord Event Record Mode :Off —
Frame Rate Mormal : 30 ~
Event : 20 -
Audia Channel On =

send | [ Cancel ]

9.3 Open/Save Setup Value

1. Go to ‘Open’ in ‘File’ menu and select a file.

2. After changing setup values, select ‘Save’ or ‘Save as’ in ‘File’ menu and save the
setup value.

3. Press ‘Send’ button’ and changed setup values apply to the security device.

9.4 Setup Data Reset and Factory Default Reset

1. Press ‘Setup Data Reset’ in ‘File” menu, all changed values reset to the initial setup
value.

2. Press ‘DVR All Reset’ in ‘File” menu, all values reset to the factory default value.
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3. After changing setup values, press ‘Send’ button’ and changed setup values apply to

the security device.

Q . B Please be aware that ‘DVR All Reset’ function resets a security
Caution ] . )
Caution device to the factory default value including the network address

so that users can't access to the security device.

43



