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1. Introduction

XTENDLAN Network Terminal is base on SOC using MIPS technology with NetPoint™
client

software. It is designed to work in client-server networks and depends primarily on the central
server for processing activities, and mainly focuses on conveying input and output between the
user and the remote server. Using XTENDLAN Network Terminal devices, can save lots
hardware costs, softwate suppott, power consumption, desk space and e-waste.

o K Layout of this Manual

5/;5 System Setup

//"',i / Windows XP

The “icon key” at left indicates the various sections in this user manual. The
System Setup is common for all operating systems. After reading the

n . ) . . .
%‘ Windows 7 contents of system setup, kindly refer to the sections dealing with the
e  Linux respective aspects.
&P XTENDLAN

Terminal

1.1 Components
The XTENDLAN Network Terminal system comprtises of the following components

1. Network Terminal
2. Power Supply Adapter
3. Quick Setup Manual

Please check the components and if any are missing or physically damaged, contact the dealer
immediately. Save packaging for future use.

For connecting the Network Terminal to the computer the following are essential,




1. An Ethernet RJ45 LAN port on the Host PC.
2. An Ethernet RJ45 cable of suitable length.

3. Ethernet switch or router may be used, to connect more than one Network Terminal or other
network devices. Additional Ethernet cables will be required in this case.

1.2 Recommended Server Configuration

Given below is the recommended Host PC/Setver configuration for connecting up a number of
XTENDLAN Network Terminal terminals.

RECOMMENDED HOST PC/SERVER CONFIGURATION

For Windows XP Professional, Win 2003 Server

No of 1103 4106 7 t0 10 11 to 20 21 0 30 31 to 40
Terminals
CPU Confi 1.3 GHz 2.8 GHz 3.2 GHz 2.5 GHz 3.0 GHz 2.33 GHz
ontig P4 P4 P4 Core 2Duo  Core 2 Duo Quad
RAM 512 1 GB 2 GB 3 GB 4 GB 5GB
HDD rpm 5600 7200 7200 10000 10000 10000
For Windows 7 ,Windows Vista, Windows 2008 and LINUX OS
No of 1t03 4106 7 t0 10 11 to 20 21 to 30 31 to 40
Terminals
CPU Confi 2.0 GHz 2.8 GHz 2.5 GHz 3.0 GHz 2.33 GHz 2.66 GHz
€  Pentim E Pentum B Core 2 Duo Core 2 Duo Quad Quad
RAM 1 GB 2 GB 3GB 4 GB 5 GB 6 GB
HDD rpm 7200 7200 10000 10000 10000 10000
Note: you can connect at most 20 sets XTENDLAN terminals in windows 7, windows xp,
windows
1.3 Connecting

LAN Keyboard Mouse Monitor Speaker Power




Power Indicators
Light up when the power is on

LAN Operation Indicator — | Power Switch
Blinks when THIN CLIENT communicates with Host PC

Ready Indicator
Lights up when THIN CLIENT configuration is ready
Communicate with Host PC

STEP 1. Connect your Keyboard/Mouse/Monitor/Speaker/Headphone as shown in the figure
below. The Keyboard and Mouse are PS2 types.

STEP 2. Connect the Terminal to Host PC/Switch/Router using the Ethernet cable with RJ45
pins as shown below.

CAUTION

FOR I-SERIES PLEASE USE

STRAIGHT ETHERNET CABLE

ONLY, DO NOT USE CROSS

OVER ETHERNET CABLE TO \
CONNECT PC DIRECTLY.

STEP 3. Connect the power adapter.

CAUTION

USE ONLY THE
ORIGINAL POWER
SUPPLY ADAPTER




2. Installing Program

2.1 Installing NetPoint Software

Prior to installing NetPoint, Please make sure to DISABLE or UNINSTALL any Anti-Virus
or Firewall software that may be running in the background. Security software or this type has
been tested and known to interfere with the installation and operation of our product. They
can be enabled after the installation.

1.
For TC-60xL go to ftp://ftp.asm.cz/XtendLan/TC-604L and download latest Netpoint application.

For TC-50xL go to ftp://ftp.asm.cz/XtendLan/TC-5011. 502L and download latest Netpoint

application.

For TC-40xL go to ftp://ftp.asm.cz/Xtendlan/TC-4011, 4021./Software/Windows (Netpoint)


ftp://ftp.asm.cz/XtendLan/TC-604L
ftp://ftp.asm.cz/XtendLan/TC-501L_502L
ftp://ftp.asm.cz/XtendLan/TC-401L_402L/Software/Windows_(Netpoint)

2. Double click “netpoint.exe”. Follow the wizard. After installation, restart the Computer. Then

go on with next step to unblock the software.
# Installing NetPoint5.1 : g

Welcome to the NetPoint5.1
Installation!

This setup program will install NetPointS.1 on your computer. Click
Cancel if you do not want to install this application. Click Next to
continue the installation.

WARNING: This program is protectad by international copyright
law and treaties.

Unauthorized reproduction or distribution of this program, or any
portion of it, may result in severe civil and criminal penalties and
will be prosecuted to the maximum extent of the law.

[ mext> ][ cancel |

2.2 Unblocking NetPoint Software

This step must be done after restart, otherwise, the XTENDLAN Terminals can not find this
server and can not logon.

WINDOWS XP, WINDOWS 2003 SERVER

Click “Start”, Click “Control Panel”, Double Click “Windows Firewall”

B Control Panel

Fle Edb Vew Favorites Tooks Help L

Qe - @ - ¥ | PO [ rokes | [

address |G+ Control Panel

& ¥ D W 9 2 =

Accessbiity AddHardware  Addor  Administrative  Automatic  Dateand Time  Display
Options Remov... Taols Updates

Y 3 e P e D @
Folder Options Fants Game Internet Keyboard Mouse Metwork
Controllers Options Cannections

2 b % LW @ B 2

Metwork Setup  Phone and  Power Options  Printers and  Regional and  Scanners and  Scheduled
Wizard Modem ... Faxes language ...  Cameras Tasks

& Control Panel A

B Switch to Category View

See Also

‘ windaws Update
!)) Help and Suppart

Security Sounds and Speech System Taskbar and  User Accounts WMware Tools
Center Audio Devices Stark Menu

_m)
Wireless
Network Set...

Then select “Exceptions”, “Add Program...” tab



| General | Exceptions | Advanced |

“windows Firewal iz blocking incoming network connections, except for the
programs and services selected below. Adding exceptions allows some programs
to wark better but might increase your security risk.

Programsz and Services:

Mame
File and Frinter Sharing
Femote Assistance

O UPHP Framewiark

[(AddProgram.) | [ addPor. ][ Edt. Delete

Dizplay a notification when ‘Windows Firewall blocks a program

what are the risks of allowing exceptions?

Click “Browse...”tab

Add a Program |

To allow communications with a program by adding it to the E xceptions lizt,
select the program, or click Browse to search for one that is not listed.

Prograrns:
(O, ESET

ESET Spslnspector

GESET SyzRescus

¥ FreeCel

W Hearts

£ Intemet Backgamman £

ﬁ Internet Checkers

a Internet Explorer

B Interet Hearts

d Internet Reversi

‘ Internet Spades |

|

Path: |E:\Pr0gram Files\ESETAESET Smart Security\| [{erowse...} ]

T

Find the “netpoint” program, and then click OK.



=
X

Browse

Lookin: | £ NetPoint5.1 4 02 @

~
{ 2) npdm

My Recent Earpmar

Documents [ npuninst

o
¢ I8
2 s

My Documents

My Computer

= [

File name: | netpoint V] [ Open ]

My Network Files of type: [Applicalions (".exe;".com;"icd) v] [ Cancel ]

Click the “NetPoint” Check Box and the “Remote Desktop” Check Box and then click “OK” to save.

Windows Firewall 3

General | Exceptions |Advancedi

Windows Firewall iz blocking incoming network connections, except far the
programs and services selected below. Adding exceptions allows some programs
to work better but might increase your security rigk,

Frograms and Services:

Marme

File and Printer Sharing
it
Remote &ssistance
Remate Desktop
O UPKP Framework

[ 4adPogam. | [ AddPor. ][  Edi. |[  Delete

Dizplay a notification when *Windows Firewall blocks a program

‘what are the risks of allowing exceptions?

[ 0K ][ Cancel ]

Installation of NetPoint Software and system configuration is now complete. If the product has a
microphone jack, you need to install netpointmic program now.



WINDOWS VISTA, WINDOWS 2008

* WindowsVistd

/ Click “Start”, Click “Control Panel”, Double Click “Windows Firewall”

'ﬁ

(L) [E » conotpanel » ~ | 44| [ searc ~|

File Edt View Tools Help

e} = o=
Fonts Game Indexing Internet
Controliers  Options Options

& & &

Networkand OffiineFiles  Parental  Personaliz...
Sharing Ce... Controls

Programs Regional end Scannersand  Security
and Festures Language.. Cameras Center

R E

Taskbar and User VMware  Windows
Stat Menu  Accounts Tools CardSpace

g

Windows
Update

Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to your
computer through the Intermnet or network.

How does a firzwall help protect my computer? !

@ Windows Firewall is helping to protect your computer

Windows Firewall is on, Change setfingd
Inbound connections that do not have an exception are blocked.

Display 2 netification when 2 program is blocked: Ves

Network location: Public network
Yihat are network locationsi

Secalso

Security Center

Metwork Center

Select “Exceptions”, “Add Program...”
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St
12

“ fow Se .‘Av
| Genesal | Bxcepbions | Advanced ining access to your

> | twough Windows Frewal. Adda
program or porl exception to sllow communications through the frewal.

vmmm:nsﬂymmlu the public network location.

To enable an exception, select its check box: bz settings

Program or port -
[J0stributed Transacton Coordnator

[JF8e and Printer Sharng

[liscst senvice o
[IMeda Center Extenders L
[INetlogon Service
MNetPoint

[CINetwork Discovery
[OPerformance Logs and Alerts
[Remote Adrnistration
[IRemote Assistarce

%% Sremoe {hektop

OJRemote Event Log Management
TR b € dund dosi Tomben bl e

& J) (L addport... ] [ properten ] [ ooee
[]Netify me when Windows Firewal blodks a new program

[k J[ cand ][ ey ]

Click “Browse...”tab, find the “netpoint” program, and then click OK.

Browse E|®

Look in: | (9 NetPoint5. 1 43 @ e

6|

My Recent Eanpmar
Documents [ Jnpuninst

(4

De:

2
by
=t

o

My Documents

File name: 'nelpoint V| l Open ]

My Network  Files of type: IAppIicalions [".exe;".com;”.icd) v | [ Cancel ] I

Click the “NetPoint” Check Box and the “Remote Desktop” Check Box and then click “OK” to save.

11



| General | Exceptions Advamced_;

Programs and Services:

Windows Firewall is blocking incoming netwark connections, except for the
programs and services selected below. Adding exceptions allows some programs
to work better but might increase your security risk,

Hame
File and Printer Sharing

Remote Assistance
Remote Deskiop
O UPHP Framewark

[ Add Progran.. ] [ Add Part.. I [

Edi. ||

Delete

“what are the risks of allowing exceptiors?

Dizplay a notification when ‘windows Firewall blocks a program

Installation of NetPoint Software and system configuration is now complete. If the product has a

microphone jack, you need to install netpointmic program now.

WINDOWS 7

Click “Start”, Click “Control Panel”, Double Click “Windows Firewall”

=)

Adjust your computer’s settings

¥ Action Center
@ Backup and Restore
[El Credential Manager
& Desktop Gadgets
B pisplay
A Fonts
& Indexing Options
Location and Other Sensors
B Notification Area Icons
&l personalization
Programs and Features
) RemoteApp and Desktop Connections
) Sync Center
[ Troubleshooting
B Windows CardSpace

&J Windows Update

O-Oc]@ + Control Banel » All Control Panel ltems »

& Administrative Tools
B BitLocker Drive Encryption
% Date and Time

&) Device Manager

@ Ease of Access Center

& Getting Started

1 Internet Options

F Mouse

& parental Controls

[ Phone and Modem

5 Recovery

% Sound

18 System

82, User Accounts

8 Windows Defender

~ | 42 ||[ search Cantrot Panet ol

Viewby: Smallicens ¥

=g AutoPlay

I Color Management

@ Default Pragrams

%y Devices and Printers

' Folder Optiens

% HomeGroup

@ Keyboard

& Network and Sharing Center
B Performance Information and Tools
@ Power Options

& Region and Language

& Speech Recognition

L Taskbar and Start Menu

(& Viware Tools

B Windows Firewall

Click “ Allow a program or feature through Windows Firewall”

12



G-

Control Panel Home

@ » ControlPanel » All Control Panelltems » Windows Firewall ~ [ 43 |[ search Contral Pans!

Help protect your computer with Windows Firewall

Gw  program or featiire Windows Firewall can help prevent hackers or malicious software from gaining access to your computer
thepugh Windows Firew; through the Internet or a network.

) Change notification settings How dies a firewall help protect my computer?

) Turn Windows Firewall on or What are network locations?

of
&) Restore defaults .

) Advanced settings

Home or work (private) networks Connected (&)

Networks at home or work where you know and trust the people and devices on the network
Troubleshoot my network

Windouws Firewsll state: on

Incoming connections: Block all connections to programs that are not on
the list of allowed programs

Active home or work (private) networks: B Network

Notification state: Notify me when Windows Firewall blocks a new
program

l @ Public networks Not Connected (¥)

Seealso
Action Center
Metwork and Sharing Center

Click “Change settings” tab

G-

@ <« Windows Firewall » Allowed Programs ~ [ 3 |[ search Cantral Pane!

Allow programs to communicate through Windows Firewall

To add, change, or remove allowed programs and ports, click Change settings.

hange settings

What are the risks of allowing 3 program to communicate?

Allowed programs and features:

Name Home/Work (Private)  Public *
[ BranchCache - Content Retrieval (Uses HTTP) O O
[ BranchCache - Hosted Cache Client (Uses HTTPS) O o =
[ BranchCache - Hosted Cache Server (Uses HTTPS) O O
[ BranchCache - Peer Discovery (Uses W5D) [} O
[ Connect ta a Metwark Projectar O [m]
¥ Core Networking
[ Distributed Transaction Coordinator O [m}
[IFile and Printer Sharing m} [}
[ HomeGroup O O
[Jiscsl Service O [}
[ Media Center Extenders O O
[ Netlogon Service O o -
Details. Remove

Allow another program...

Click “Allow another program...” tab

13




@T}ﬂﬁ« Windows Firewall » Allowed Programs ~ [ #2 ][ Search Cantrol Pane! ol

Allow programs to communicate through Windows Firewall

To add, change, or remove allowed programs and ports, click Change settings.

What are the risks of allowing a pregram to communicate? ¥ Change settings

Allowed programs and features:

Name Home/Work (Private) Public =

O BranchCache - Content Retrieval {Uses HTTP) ] O

O BranchCache - Hosted Cache Client {Uses HTTPS) ] O =

[OBranchCache - Hosted Cache Server (Uses HTTPS) O m}

O BranchCache - Peer Discovery (Uses WSD) ] O

[ Connect to a Network Projector m} O

[ Core Networking

[ Distributed Transaction Coordinater O [m}

[JFile and Printer Sharing O [m}

[JHomeGroup O O

[Ji5CSI Service O [m}

[ Media Center Extenders O m}

[ Netlagon Service ] o -
Details. Remove
e ——

ot snothrpogram.. )
—_—_—

Click “Browse...”tab

5

. Add a Program

Select the program you want to add, or dick Browse to find one that is not
listed, and then dick OK.

Programs:

@, Create a System Repair Disc

E1nternet Explorer
&NetPoint Manager
[ uninstal
]Windows DVD Maker

=l windows Fax and Scan

3 windows Media Center

obd. Windows Remate Assistance
=i XP5 Viewer

Path: C:\Windows\system32Yrecdisc.exe

What are the risks of unblocking a program?

¥ou can choose which network location types to add this program to.

Metwork location types... Add ][ Cancel ]

Find the “netpoint” program, and then click OK.

14



%v’lk <« Program Files » NetPoint5.1 - I 4,” Search NetPoint5.1 ,0]
Organize v New folder =~ 0 @
Bl Desktop *  Name ‘ Date modified Type
¥ D 1. A
% e | |E7 netpoint 3/9/201011:57PM  Applicatic
ecent Places 3
[ npdm 3/10/201012:17 AM  Applicatic
By &h npmgr 1/21/20108:44 AM  Applicatic
IDrans = o3 npuninst 10/21/20091:14 AM  Applicatic
ocumen
J Music =
[&5] Pictures
BE Videos
i% Homegroup
1% Computer
= v <« m ] »
File name: netpoint v [Applications (*.exe;*.com;*.icd) v]
[ Open lv] [ Cancel ]

Select the program you want to add, or dick Browse to find one that is not
listed, and then dlick OK.

Programs:
1, Create a System Repair Disc
e Internet Explorer
S NetPoint Manager
[ uninstall
a Windows DVD Maker
| EZWindows Fax and Scan
| | @ wWindows Media Center
| oL windows Remote Assistance
4 XPS Viewer

Path: C:\Program Files\NetPoint5. 1\netpoint.exe Browse...

E What are the risks of unblocking a program?
You can choose which network location types to add this program to.

[ Network location types... | [ ad [ cancel |

Click the “NetPoint” Check Box and the “Remote Desktop” Check Box and then click “OK” to save.

15



()| <« Windows Firewall » Allowed Programs ~ [42][ Searen co ol
|
Allow programs to communicate through Windows Firewall
To add, change, or remove allowed programs and ports, click Change settings.
What are the risks of allowing a program to communicate? %! Change settings
Allowed programs and features:
Name Home/Work (Private) ~ Public *
[BranchCache - Hosted Cache Server (Uses HTTPS) O O
[ BranchCache - Peer Discovery (Uses WSD) [m] o |3
[ Connect to a Network Projector [m} o |3
Core Networking
[ Distributed Transaction Coordinator ] ]
[File and Printer Sharing m) m)
[ HomeGroup o [m]
[isCsl Service O O
[JMedia Center Extenders O O
O Netlogon Service m) O
Network Discovery [1 b%
Allow another program...

Installation of NetPoint Software and system configuration is now complete. If the product has a
microphone jack, you need to install netpointmic program now.

2.3 Installing NetPointMic Software

NOTE: Please install NetPointMic Software after your installation of NetPoint Software.
NetPointMic Software only works for the devices with microphone (only TC-502L), so you don't
need to install it if your devices have no microphone function.

Before install NetPointMic, please follow below steps to set your system:

1).Right click “My computer”
2).Then click select “Properties”
3).Then choose “Hardware” tab
4).Then click select “Driver Signing”

16



System Properties E|[Z|

System Restore _ Automatic Updates [ _ Remote |

| General | Computer Name ‘ Hardware | Advanced |

Device Manager

The Device Manager lists all the hardware devices installed
- on your computer. Use the Device Manager to change the
properties of any device.

Device Manager

Drivers
@ Driver Signing lets you make sure that installed drivers are

compatible with Windows. Windows Update lets you set up
how \w ts to Windows Update for drivers.

Driver Signing D[ Windows Update ]

Hardware Profiles

& Hardware profiles provide a way for you to set up and store
different hardware configurations.

Hardware Profiles

5).Then choose “Ignore—Install the software anyway and don’t ask for my approval.

Driver Signing Options [z|

During hardware installation, Windows might detect software that
has not passed Windows Logo testing to verify its compatibility with
‘windows. (Tell me why this testing is important.)

O Warn - Prompt me each time to choose an action

(O Block - Never install unsigned driver software

Administrator option

Make this action the system default

[ OK ][ Cancel ]

6).When done, click OK

1. For TC-50xL go to ftp://ftp.asm.cz/XtendLan/TC-501L 502L and download latest NetpointMIC

application. TC-60xL only needs Netpoint Application, not NetpointMIC.

17


ftp://ftp.asm.cz/XtendLan/TC-501L_502L

2. Double click “netpointmicl.0.exe”. Follow the wizard. After installation, restart the computet.

o3 Installing NetPointMic

Createlnsta

Il'Free

Welcome to the NetPointMic

Installation!

This setup program will install NetPointMic on your computer, Click
Cancel if you do not want to install this application, Click Next to

continue the installation.

WARNING: This program is protected by international copyright

law and treaties.

Unauthorized reproduction or distribution of this program, or any
portion of it, may result in severe civil and criminal penalties and
will be prosecuted to the maximum extent of the law.,

[ Mext =

] [ Cancel J

nstaling vitusl auds device. 0% compleled

18

The installation will take a few minutes.
Do not restart computer before all the 20
netpoint Virtual Audio devices installed.

After installation, you must restart the
computer.



4, When the installation finished, there will be 20 drivers of NetPoint Virtual Audio Devices in
your Device Manager. If the installed numbers are not enough of 20, please re-install the
netpointmic.

B

5, Device Manager,
File Action View Help
= e
=¥, Sound, video and game controllers
@, audio Codecs
@, Creative AudioPCI (ES1371,E51373) (WDM)

@, Legacy Audio Drivers
@, Legacy Video Capture Devices

|2

letpoint Virtual Audio (WDM
@/ Netpoint Virtual Audio (WDM)
Netpoint Virtual Audio (WDM)
, Netpoint Virtual Audio (WDM)
Netpoint Virtual Audio (WDM)
Netpoint Virtual Audio (WDM)
@, Netpoint Yirtual Audio (WDM)
@, Netpoint Yirtual Audio (WDM)
@, Netpoint Yirtual Audio (WDM)
@, Netpoint Yirtual Audio (WDM)
@, Netpoint Yirtual Audio (WDM)
|, Netpoint Virtual Audio (WDM)
., Netpoint Virtual Audio (WDM)
. Netpoint Virtual Audio (WDM)
Netpoint Virtual Audio (WDM)
etpoint Virtual Audio (WDM)

2.4 Uninstall NetPoint

If you have installed netpointmic, please uninstall it before this step.
Click Start , All Programs, and NetPoint 5.1 and then click “Uninstall ™.
When NetPoint remove wizard window appears, click “Yes”.

NetPoint Uninstall

Are you sure you want to completely remove NetPoint and all of its components?

Yes Mo

Click “OK” to complete the uninstallation.

NetPoint Uninstall

all components have been removed.

19



Restart your computer.

2.5 Uninstall NetPointMic

Click Start , All Programs, and NetPointMic and then click “Uninstall ”.

After uninstallation, you must restart the computer.

After you uninstall it, please check your Device Manager if the drivers of NetPoint Virtual Audio
are fully removed.Otherwise you need to uninstall again.

3. IP Address Setting

There are two IP address will be setup. One is terminal’s Local IP, the other one is
Server’s IP.

3.1 Setting Terminal’s IP Address

There are two ways to setup the Terminal’s IP address.

GET DYNAMIC IP ADDRESS FROM DHCP SERVER

"Dynamic Host Configuration Protocol” (DHCP) is an IP standard designed to reduce the
complexity of administering IP address configurations. A DHCP server would be set up with the
appropriate settings for a given network. Such settings would include a set of fundamental
parameters such as the gateway, DNS, subnet masks, and a range of IP addresses. Using DHCP
on a network means administrators need not configure these settings individually for each client
on the network. The DHCP would automatically distribute them to the clients itself. As to how a
DHCP server is setup is beyond the scope of this user manual. However, when the network
terminal is connected to a Network having a DHCP server, the settings for the Terminals would
be as follows

20



Click “Setup”, select “General’tab, choose “Get Dynamic IP Address from DHCP Server”, and
choose “Search Servers in LAN”. Click “Save” to exit.

General | Language |

Local IP Screen Resolution

& .
- S:;f:: IF ddress rr; HCP Serve £ 640 5430
tdre oT
Local TP Address: | " 800 =600
ot meE © 1024 2768
Gateway: | © 1280 2720
Subnet MMask: [

Server IP USB Sound
" Zearch servers in LA " Disable " Disable
" Tse Static [P Address for Server: [ Linuz " Enable " Enable

Server IP Addr: |
Setup Protect

Log On " Do not Protect.

Drotmain Mame: | " Protect setting:
Tser Name: [ Password:
Password: Ee Enter:

Save Cancel

Click “Find” The Terminal would detect the DHCP server and obtain the IP address and the
User Interface will appear for Connect.

Netpoint

Host List:

[ Connect | [ Find ] [ Setup |

IPaddr: 192.168.1.100" | v1.3.000 | SN:4013498

21



USe STATIC IP ADDRESS FOR THE TERMINAL

This would be an option exercised by users not employing a network server environment, though
windows XP and Vista are capable of being used as DHCP servers. In a small office environment
using less than 10 Terminals, this option would be more convenient.

Turn on the Network terminal.
Click the “Setup” In the “Local IP” ” tab, check “Use Static IP Address for This Terminal”.

1. Set Local IP: Give the Network Terminal an IP address of its own here. The easy way to
do it is give it an IP address after adding 1 to the last number of IP address you gave to the
Host PC. Then you can continue adding 2, 3.. as you add more Terminals to the network.
Each Terminal must have a Unique IP address.

2. Gateway: This is the IP address of the Host PC. The Host PC becomes the gateway to the
terminal for accessing any of the LAN resources. So mention exactly the Host PC IP address
here.

3. Sub Mask: You can give 255.255.255.0 or 255.255.0.0 or even leave this blank.

In the “Server IP ” tab, select “Search servers in LAN”. Click “Save” to save.

General | Langunage

Local IP Screen Resolution
" Get Dynarmic IP Address from DHCP Server.
@ Tlze Sf;' frdeitess for Lioe Tesminal: ¢ 640480
= 800 x 600
1024 x 768
1280720
Server IP USB Sound
" Search servers n LA " Dhzable " Dhzable
" Tze Static I[P Address for Server: [ Linux " Enable " Enable
Server [P Addr: ) ) )
Setup Protect
Log On Do not Protect.
Domain MNatme: | " Protect setting;
TTzer Mame: [ Pazsword:
Pazsword: Ee Enter:

Save Cancel

3.2 Setting Server’s IP Address

There are two ways to setup the server’s IP address.

SEARCH SERVERS IN LAN

If the server is in the same LLAN with the terminal, the terminal can search the LAN and find
the server itselef by set the server IP as “Search servers in LAN”.
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General | Language |
Local IP Screen Resolution
~ .
Get Dmmc TP Address Erorp DHCP Server. O 640 % 450
" Tze Static I[P Address for This Termunal:
Local TP Address: = 800 x 600
oF BEs _ C 1024 x 768
Gateway. S 1280 2720
Zubnet hlask: ) ) )
ServerIP USB Sound
. Zearch servers i LAT, " Dhzable " Dhzable
" Tge-Btatic TP Address for Server: [ Linux " Enable " Enable
Server [P Addr: ) ) )
Setup Protect
Log On " Do not Protect.
Domain MNatme: | " Protect setting;
TTzer Mame: [ Pazsword:
Pazsword: Ee Enter:
Save Cancel

After setup terminal’s Local IP, just click “find”, it will find all the servers in the LLAN.

Netpoint

Host List;

[ Connect | [ Find ] [ Setup |

IP addr: 192.168.1.100 | v1.3.000 | SN:4013498 ||

Click “Find” and after the Host is detected, Click “Connect”.

Use STATIC IP FOR SERVER

You can setup the server’s static so that to logon the server directly after power on. If the server is
not in a LAN, or it is a Linux Server, you have to setup the IP address for the server by this way.
If it’s a Linux server, you also need select the Linux CheckBox.
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General | Language |

~Local IP ~Screen Resolution
" Get Dynarmic [P Address from DHCP Server.
I
" Tse Static [P Address for This Terminal: 640 2 480
Local TP Address 800z &00
ot e € 1024 2768

Gateway: | . . . 1280 %720
Subnet hdask: | ) . .

~Server IP ~USB— ~Sound——
 Search servers m LA, " Disable " Disable
* Tlse t IP Address for Server: " Enable " Enable
Server [P Addr: | 192 168 001 137
~Setup Protect
~Log On Do not Protect.
Domain Mame: | " Protect setting:
User Mame: | Password: I
Paszsword: | Ee Enter: |

Save Cancel |

After save, the terminal will restart, and windows Log will appear on screen.

Log On to Windows

Copyright/<; 1985-2001
Micresolt Corporation

User name: [ o ]

Password: l . J

L OK ] [ Cancel ] [Options > ]

4. Terminal Configuration
4.1 Setting Screen Resolution
NT will auto select the screen resolution from hardware attached to it, which would be the

default resolution. Users can change this default to one of their choice. NT supports the
following resolutions,

To change screen resolution:

Click “Setup”, select “General”’tab,
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Netpoint

Host List:

[ Connect | [ Find ] [ Setup |}

IP addr: 192.168.1.100 | v1.3.000 | sSN:4013498 ||

Under the “Screen Resolution” tab, select the desired screen resolution. Click “Save”.

SETUP

General \ Language |

-Local IP i
¢ Get Dynamic IP Address from DHCP Server.
@® Use Static IP Address for This Terminal:

Local IP Address: | 192 168 001 100
Gateway: 192 . 168 001.001
Subnet Mask: 255 255 255 0

640 x 480
800 x 600
@® 1024 x 768
1280720

-Server IP . USB—— ~Sound—

" Search servers in LAN. ¢ Disable ¢ Disable
@® Use Static IP Address for Server: ™ Linux @ Enable @ Enable
Server IP Addr: [ 192 168 001 137 i <
rSetup Protect—————
-Log On @ Do not Protect.
Dotnain Name: | " Protect setting:
User Name: | Password:
Password: Re Enter:

Save Cancel

After restart, your desktop has been reconfigured. If you can see this display and accept,
click “Yes” to keep these settings. Otherwise, if your display cannot support this

configuration, maybe you can see nothing. Just press F2, it will go back to the previous
configuration.

25



You have changed the display resolution,
Do you want to keep these settings?

Yes No

4.2 Peripheral device setting
Click “Setup”, select “General”tab, on the Peripherals Tab you can Enable or Disable USB

Local Sound. When done, click “Save”.

SETUP

General | Language

Local IP Screen Resolution
" Get Dynamic IP Address from DHCP Server.

p

® Use Static IP Address for This Terminal: P g:g z :zg
Local IP Address: | 192 168, 001,100 @ 1024 2763
Gateway: 192 . 168 001 001 1280 x 720

Subnet Mask: 255 2585 255 0

USB Sound
¢ Disable " Disable
@ Enable @® Enable

Server IP
" Search servers in LAN.
® Use Static IP Address for Server: ™ Linux

Server IP Addr: | 192 168, 001,137

Setup Protect
Log On @ Do not Protect.
Domain Name: | € Protect setting;
User Name: | Password:
Password: | ReEnter: |

Save Cancel

USB Setup

The USB is of version 1.1 and Version 2.0 is under development. It is primarily to provide the
user a means to copy, save and transport data. It cannot handle high speed USB Peripherals.
Adequate care has to be taken for safety of data in the USB. It can be plugged in when the system
is ON but to pull it out, please log out from Host PC or switch of the Terminal, otherwise it may
be harmful to data on the Host Computer. During initial use, the USB may need to be plugged in
and out a few times to establish proper contact.

This option can control the Enable/ Disable access of the USB disk, only TC-502L and TC-
402L has this function. When you choose Enable, you can access the USB disk; otherwise, you
can not.
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Note

When logon to host PC, you can plug in a USB disk at anytime, after plug in, please wait for 5 seconds
before access it by clicking the “Network Driver” icon in “My Computer”.

If you want to plug it out, make sure to logout or just disconnect from the host PC, and then plug it out. Otherwise
the data maybe damaged!

Local Sound setting
This option can control the Enable/ Disable use of the Local Sound.

. 4.3 Setting up Protect Setting

Setting Password
Click “Setup”, select “General”’tab,

Input the Password you want to use.

Click “Save” Please remember the Password or you may not be able to access the NT without
the Password.

SETUP

General | Language

Local IP Screen Resolution
S .
Get Dmmc IP Address ﬁ'oxp DHCP Server. © 6405480
@® Use Static IP Address for This Terminal:
Local IP Address: | 192 168 001 100 O sl
' 2 s z ® 1024 x 768
Gateway: 192 . 168 001,001 1280 x 720
Subnet Mask: 255 255 255 0
Server IP USB Sound
" Search servers in LAN.  Disable " Disable
@ Use Static IP Address for Server: [~ Linux @ Enable @ Enable
Server IP Addr.: 192 168, 001,137
Log On Do not Protect.
Dotnain Name: | " Protect setting:
User Name: | Password:
Password: Re Enter:
Save Cancel

Password:
Dl Zancel

When you switch ON the Network Terminal, it will prompt for the Password.
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. 4.4 Setting up Default Region

This will be effect after logon to a Windows System. Click “Setup”, select “Language tab”,
Choose the language you need. When done, click “Save”.

SETIUP

| General | Language
s English «  Norwegian ©  Greek
¢ Danish ¢ Portuguese «  Malay
«  Dutch ©  Swedish ©  Russia
= (German «  Japanese o Arabice
Spanish «  Indonesian «  Korean
~  French «  Chinese(Simplified) ©  (Czech
~  Ttalian ©  Chinese(Traditional)  Thai
Save QLcelJ
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5. Terminal Management

5.1 Running NetPoint Management Center

Using NetPoint Management Center you can control the XTENDLAN terminal.

To run NetPoint Console, click the NetPoint Console icon on the taskbar, then select
“restore window”.

Name Serial N... Terminal ... Connect S... IF Address User Name Logon Time Last Logout Time
Unnaned Terminal 4011810 Windows Active 192.168.1.58 Nicole N/A

Unnened Terminal 4002002 Windows Active 192.168.1... Anita /A

Unnsmed Terminal 4002248 Findows Active 192.168.1... Lynee WA

Unnaned Terminal 4003503 Windows Active 192.168.1... Rellin Unlnown WA

Unnaned Terminal 4024147 Windows Active 192,188.1... P Unlenown WA

¥isit our website - http://wwv. sundenc. con

5.2 Functions of NetPoint Management Center

- Status

You can see the status of the XTENDILAN terminal when connected to the Host PC.
- Rename

For management purposes, you can setup the names for the terminals.

Right-click the terminal need to rename, then select "Rename". Or in the menu bar select
"Terminal"--"Rename".

- Send Message

The Host PC can send message to any one or all of the terminals.

In the menu bar select "Broadcast "----" Broadcast a message every terminal”, enter the
content of the message and click "OK"

Select the terminal to send the message, click "OK" when finished sending.

& HetPoint ment Center =S

ELa SERENTE ore terminals to send the messa...
SUNDE1 4011810
Unnaned Terminal 4002002
Unnaned Terminal 4002248
Unnamed Terminal 4003503
Unnamed Terminal 4024147
Unnaned Terminal e,

Unnamed Terminal 4015082

Visit our website - http://www. sundenc. com
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The terminals can only send message to Host PC. To send message, right click the NetPoint
Console icon on the taskbar of a terminal.

Please make your input here :

send message to host. ..

- View Screen
Through the Host PC’s console, you can view the screen of the XTENDLAN terminal
selected. Set up your View Screen menu from the NetPoint Management Center.

Right-click the terminal which you want to monitor, select "View Desktop". Or in the menu
select "Terminal" - "View Desktop"

Enent Cf  View of SUNDE1 3] - [E]X]

HName. Serial ¥, . i
SUNDEL 4011810
Unnaned Terminal 4002002
Unnaned Terminal 4002248

al 4003503
4024147

3

o
nnaned Terminal (none)
Unnaned Terminal 4015082

Visit our website — http:/fwew. sundenc. com

- Force logoff

An administrator can force logoff the terminal have been landing system. Right-click the
terminal you need to force it logoff, select "Force logoff". Or in the menu, select "Terminal"
- "Force logoff ". In the pop-up warning message, select "YES" to confirm.

- Information

Shows the version information of the software.
In the menu, select "Help" - "About"
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SUNDEL 4011810 Hindows Active Unlaown N/
Unnened Terminal 4002002 Windows Active Unlnown N/
Unnaned Terminal 4002248 Hindows Active N/
Unnened Terminal 4003503 Windows Disconnected Rollin ¥/
Unnemed Terminal 4024147 Hindows Disconnected r WA
Unnamed Terminal (none) Windows Connected Oot logged on) /A
Unnamed Terminal 4015082 Windows Active Ofot logged on)  Unlmown WA

HetPoint Wanagemant Conter
Version : 5.1.51

Copyright ) NetPoint Corp

Name Serisl N. Terminal ... Connect S. IP Address User Nane Logon Time Last Logout Time
.58

Visit our website - http://www. sundenc. con

6. Configuration with Linux OS

6.1 Installation of RDP Server in Ubuntu Linux System

A. Configure apt

Follow these steps to configure apt:
1.. sudo apt-get update

2. sudo apt-get upgrade

Complete the system update. Restart the computer.

-(} Applications Places System 6 o & il Thujul 2, 1:36AM | hy[@]

Restart Required

In order to complete the update of your system it needs to
be restarted.

Until you do so, security updates may not be fully applied,
newly inserted or supported hardware may not function
and new services may not be available.

Please make sure that you save all of your work before
restarting.

| @restantLater | { o pestarcow [}

[Update Manager] |[&) Restart Required !7
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3. sudo apt-get install build-essential

QApplications Places System @K @ = & &l Thujul 2, 1:45AM | hy([§)

[BLliyid File Edit View Tel
hy@hy-desktop:~$(sudo apt-get install build-essential
[sudo] password for
M Reading package lists... Done
[ xrdp-q Building dependency tree
Reading state information... Done
The following extra packages will be installed:
dpkg-dev g++ g++-4.3 libstdc++6-4.3-dev patch
Suggested packages:
debian-keyring g++-multilib g++-4.3-multilib gcc-4.3-doc libstdc++6-4.3-dbg
libstdc++6-4.3-doc diff-doc
The following NEW packages will be installed:
build-essential dpkg-dev g++ g++-4.3 libstdc++6-4.3-dev patch
0 upgraded, 6 newly installed, © to remove and 4 not upgraded.
Need to get 6270kB of archives.
After this operation, 21.4MB of additional disk space will be used.
Do you want to continue [Y/n]? [

[Update Manager] Update Managel‘s?top & D |E§

4. sudo apt-get install libpamOg-dev

@ & §( Thujul 2, 1:59AM | hy (@

-(3 Applications Places System c
=Y

File Edit View Terminal Help

Fetched 6276kB in 6min 3s (17.3kB/s)

Selecting previously deselected package libstdc++6-4.3-dev.

(Reading database ... 102081 files and directories currently installed.)
Unpacking libstdc++6-4.3-dev (from .../libstdc++6-4.3-dev_4.3.3-Subuntud i386.de
b) ...

Selecting previously deselected package g++-4.3.
Unpacking g++-4.3 (from .../g++-4.3 4.3.3-5ubuntu4_i386.deb) ...
Selecting previously deselected package g++.
uUnpacking g++ (from .../g++ 4%3a4.3.3-1lubuntul i386.deb) ...
Selecting previously deselected package patch.
Unpacking patch (from .../patch 2.5.9-5 1386.deb) ...
Selecting previously deselected package dpkg-dev.
Unpacking dpkg-dev (from .../dpkg-dev_1.14.24ubuntul all.deb) ...
Selecting previously deselected package build-essential.
Unpacking build-essential (from .../build-essential 11.4 i386.deb) ...
Processing triggers for man-db ...
Setting up patch (2.5.9-5) ...
ing up dpkg-dev (1.14.24ubuntul) ...

up libstdc++6-4.3-dev (4.3.3-Subuntud) ...

up g++-4.3 (4.3.3-5Subuntu4) ...

up g++ (4:4.3.3-1lubuntul) ...

Setting up build-es: R e
hyghy-desktop:~$ Gudo apt-get install libpamég-de

* [Update Manager] || (] ]G]
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A‘ 5. sudo apt-get install libssl-dev
L9

4} Applications Places System Q_J @ & @ Thujul 2, 2202AM | hy [§)

View Terminal Help

libpamég-dev
0 upgraded, 1 newly installed, @ to remove and 4 not upgraded.
Need to get 169kB of archives.
After this operation, 504kB of additional disk space will be used.
Get:1 http://us.archive.ubuntu.com jaunty/main libpam@g-dev 1.8.1-Subuntul [169k
B]
Fetched 169KkB in 95 (18.0kB/S)
Selecting previously deselected package libpameg-dev
(Reading database ... 102989 files and directories currently installed.)
Unpacking libpameg-dev (from .../libpameg-dev_1.6.1-9ubuntul i386.deb) ...
Processing triggers for man-db ..
Setting up libpamOg-dev. - Sy
hy@hy-desktop: _apt-get install libssl-dev =
Reading package lists... Dome
Building dependency tree
Reading state information... Done
The following extra packages will be installed

zliblg-dev
The following NEW packages will be installed:

libssl-dev zliblg-dev
0 upgraded, 2 newly installed, © to remove and 4 not upgraded
Need to get 2134kB of archives.
After this operation, 6111kB of additional disk space will be used
Do you want to continue [Y/n]?

[Update Manager] hy@i;yfdeﬂsi(t'o J Q A J

6. sudo apt-get install tightvncserver

Q Applications Places System e; ) 0 & & Thujul 2, 3:46AM | hy (¥

File Edit View Terminal Help

hy@hy- desktop $ rdesktop 127 6.6.1
Autoselected keybo; —
s hy@hy - desktop: /§~s%mstaﬂ Ilghtvncserver\j
Display all 34813 possibi STty U
hy@hy-desktop: /$ sudo apt-get install tightvncserver
Reading package lists... Done
Building dependency tree
Reading state information... Done
i The following extra packages will be installed:
xbase-clients
Suggested packages
tightvnc-java
The following NEW packages will be installed
tightvncserver xbase-clients
BRI 0 upgraded, 2 newly installed, @ to remove and 4 not upgraded.
Need to get 741kB of archives.
After this operation, 1614kB of additional disk space will be used.
Do you want to continue [Y/n]? y B
Get:1 http://us.archive.ubuntu.com jaunty/main xbase-clients 1:7.4~5ubuntul8 [11
888

Get:2 http://us.archive.ubuntu.com jaunty/universe tightvncserver 1.3.9-4 [74@ka'

63% [2 tightvncserver 466646/740kB 63%]

i - @ hy@hy-desktop:/ “/ [update Manager] ClG

B. install xrdp-0.4.1
Follow these steps to install xrdp-0.4.1:
1. tar xvzf xrdp-0.4.1.tar.gz

-QAppncanons Places Sys!emi 9

& @ Thujul 2, 3:00aM  hy[§)

| FEile Edit View Terminal Help

hy@hy-desktop:~$ cd /home/hy/Desktop ———

hyehy-desktop:~/Desktop§_tar xvzf xrdp 0.4. 1 tar. gz )

-0.4.1/ =
.1/common/
.4.1/comnon/0s_calls.h
.1/common/0s_catls.c
.1/common/file.h
.4.1/common/file loc.h
.1/common/arch.h
.1/common/xrdp_constants.h
.1/common/file.c
.1/common/parse.h
.1/common/list.h
.1/common/ssl_calls.c
.1/common/og. ¢
.1/common/d3des.h
.1/common/og. h
-0.4.1/common/thread calls.c

.1/common/d3des. c
.1/common/List
.1/common/defines.h
~1/conmon/ssl_calls.h
.1/common/thread calls.h
.1/sesman/

= [Update MUpdate Manager @ hy@hy-desktop: ~/De... | (m [7]
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2. ed xrdp-0.4.1
|

& ol 2, 324 (@

Agplications  Places System @) @

boed File Edit View Temninal Help

R xrdp-0.4.1/rdp/rdp.c
xrdp-8.4.1/rdp/Makefile
Xrdp-8.4.1/rdp/rdp sec.c
xrdp-6.4.1/Makefile
xrdp-8.4.1/instfiles/
xrdp-0.4.1/instfiles/pan.d/
xrdp-8.4.1/instfiles/pan. d/sesman
xrdp-0.4.1/instfiles/xrdp controll.sh
xrdp-8.4.1/7instfiles/xrdp coatrol.sh
xrdp-0.4,1/debian/
xrdp-8.4.1/debian/control
xrdp-8.4.1/debian/readse, txt
xrdp-0.4.1/debian/changelog
xrdp-8.4,1/debian/preinst
xrdp-8.4.1/debian/docs
xrdp-0.4.1/debian/ rules
xrdp-8.4.1/debian/postinst

xrdp-0.4.1/debian/copyright
xrdp-0.4. 1740t AXE e
hyghy-desktop:~/Desktops(cd xrdp-0.4.1 )

% |0 [update Manager) | @ hy@hy-desictop: ~e... (= 5]

. make
(3 Applications  places  system @) @ & Tl 2. 3244 @
FYCHY -aReViop: = DRsRIOp) Xrp-0 81
File Edit View Terminal Help
hyghy-desktop:~/Desktop/xrdp-8.4. 15cRake”
make -C vnc
make[1]: Entering directory '/home/hy/Desktop/xrdp-0.4.1/vnc"
gec -wall -02 -I../common -fPIC «C +0 VNC.0 VnC.C
[xrdp0.4.0) 9¢¢ -Wall -02 -../common -fPIC -c -g ../common/os calls.c
../common/os_calls.c: In function ‘g random’:
../common/os_calls.c:573: warning: ignoring return value of ‘read’, declared wit
h attribute warn unused result
- .. /common/os calls.c: In function ‘g get current dir’:
W - ./comon/os calls.c:779: warning: ignoring return value of ‘getcwd’, declared w
R ith attribute warn unused result
gee -wall -02 -I../common -fPIC -¢ -g ../common/d3des.c
gec -shared -0 libvnc.so vnc.o os_calls.o dides.o -ldl
make[1]: Leaving directory ' /hose/hy/Desktop/xrdp-8.4.1/vnc"
make -C libxrdp
make[1]: Entering directory '/home/hy/Desktop/xrdp-8.4.1/1ibxrdp*
gee -Wall 02 -I../cosmon -fPIC -DXADP CFG FILE=\"/etc/xrdp/xrdp.ini\" -DXROP KE
Y FILEs\"/ete/xrdp/rsakeys.ini\* ¢ -0 libxrdp.o libxrdp.c
-Wall -02 -I../common -fPIC -DXROP (FG_FILE=\"/etc/xrdp/xrdp.ini\" -DXRDP KE
“/etc/xrdp/rsakeys.ini\"  -< -0 xrdp tcp.o xrdp tcp.c
Qce wWall -02 -I../common -fPIC -DXRDP CFG FILE=\"/etc/xrdp/xrdp.ini\" -DXROP KE
Y_FILE=\"/etc/xrdp/rsakeys.ini\" - Ip_150.0 xrdp 130.c
gec -Wall 02 -I../common -fPIC -OXRDP CFG_FILE=\"/etc/xrdp/xrdp.ini\" -DXROP KE
Y FILE=\*/etc/xrdp/rsakeys.ini\" € -0 xrdp mcs.0 xrdp mcs.¢

| [update Manager] B hy@hy-desktop a

4. sudo make install

C. Configuration file Follow these steps:
1. gconf-editor
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4 Applications Places System 9 o & Thujul 2, 452AM | hy (@

Filc Edit View Terminal Help
0 upgraded, 2 newly installed, © to remove and 4 not upgraded.
Need to get 741kB of archives.
After this operation, 1614kB of additional disk space will be used.
§ Do you want to continue [Y/n]? y
Get:1 http://us.archive.ubuntu.com jaunty/main xbase-clients 1:7.4~5ubuntul8 [11

Fetched 741kB in 59s (12.5kB/s)

Selecting previously deselected package xbase-clients.

(Reading database ... 104250 files and directories currently installed.)
linpacking xhase-clients (from .../xhase-clients_1%3a7.4~5ubuntul®_all.deb) ...
4 Selecting previously deselected package tightvncserver.

Unpacking tightvncserver (from .../tightvncserver 1.3.9-4 i386.deb) ...
Processing triggers for man-db ... -

Setting up xbase-clients (1:7.4~5ubuntuls) ...

Setting up tightvncserver (1.3.9-4) ...

hy@hy-desktop: /$ sudo /usr/local/xrdp/xrdp control.sh start
xrdp is already loaded

hy@hy-desktop:/$ rdesktop 127.6.6.1

Autoselected keyboard map en-us

Hy@hy-deskwp:/s({un -edilor >

2. apps / gnome-setting-deamon / plugins / keyboard / To set "active” to Disable

-QAWications Places Systeme’ (7]
conng Editor -
Eile Edit Bookmarks Help

& o Thujul 2, 3:23AM  hy[§)

(& gnome-keyring Name v |Value | 5]
& gnome-powermanager, | <)

& gnome-screensaver @) priority 6
& gnome-screenshot

v v

£ 4

& gnome-search-tool
b & gnome-session
& gnome_settings_daemd|
& gtk-modules [
(i keybindings B
v & plugins
(& ally-keyboard
&3 background L |
i clipboard Key Documentation prt
& font
(& housekeeping Key name: >_settings_
3 keybindings Key owner: gnome-settings-daemon Brt
[ keyboard Short description: Enable keyboard plugin T
&3 media-keys | Long description: Set to True to enable the plugin to manage ke |
settings.

4

& mouse
[ screensaver

pp  settings_ i y tive
8- 5 [Update Manager] | B hy@hy-desktop: ~/De... || & configuration Editor - ... @ ﬁ

NOTE: The configuration of each user must be changed to disable.
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ﬁ D. Start XRDP Sudo /usr/local/xtdp/xtdp_control.sh start

-3 Applications Places System e_;o & @i Thujul 9, 612AM  hy[@)

File Edit view Terminal Help 000
hy@hy‘dtsktup:*K@Musr.ﬂu(ah‘xrdp,’xrdpicuntmlAsh star?__)
[sudo] password for hy: — —— —
Starting: xrdp and sesman . . .

hyghy-desktop:~$

l=——

libxrd

& - 7 [update Manager]Update Manager desktop: ~ | ﬁ;l ] @

Logon

Please select "Auto logon" in the "Server" bookmark in Setup of Terminal. Input the Server IP
address and save. Turn the power off and on.

Module  [sesman-Xvnc

usernaime [terminal

pasgword l***:«*#w*l

OK I Cancel |
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connecting to sesman ip 127.0.0.1 port 3350
s=sman connect ok

sending login Info to sesman

login successful for display 13

startad connecting

connecting o 127.0.0.1 5913

tp connected

security level is 2 (1 = none, 2 = standard)
password ok

sending share flag

receiving server nit

receiving pixel format

receiving name length

receiving name

sending pixal format

sending encodings

sending framebuffer update request

«{} Applications Places System @) @ &4 Thu jul 2, 6:14AM | hy (&) |

xrdp-0.4.1.tar.gz

xrdp-0.4.1

Ubuntu 9.04 i386

o | [Update Manager] | &

6.2 xrdp autostart setting

NOTE: The host can auto-run xrdp only when logon under root user;

A. Boot system with supper user (root)

1. modify ““/etc/gdm/gdm.conf” file with the command as following: Sudo gedit
/etc/gdm/gdm.conf

-;2 Applications Places System @;0 &l Tue Jul 7, 3:49AM | hy )

o
libxrdp (copy)

|@:[ ) [update Manager] || /@hy-desktop: ~ J [m| 5]
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2. Modify 237 Line “AllowRoot=false” to “AllowRoot=true”

-;3 Applications Places System QQ e i Tue Jul 7, 3:51AM | hy [§)

File Edit View Search Tools Documents Help

o T3 5 = P x5
D E.H & 9 B &
New Open Save | Print.. | Undo Aedo | Cut Copy Past Find Replace

|Z] *gdm.conf @ |
FUYIEICASETVET SETATSE

# This determines whether GDM will send notifications to the console.
#ConsoleNotify=true

# How long gdm should wait before it assumes a started Xserver is defunct and
# kills it. 10 seconds should be long enough for X, but Xgl may need 20 or
25.

GdmXserverTimeout=10

[security]
gin. It makes sense to turn this off for kiosk use, when
mize the possibility of break in.

in as root via XDMCP. This value will be overridden and set to
# false if the /etc/default/login file exists and contains
# "CONSOLE=/dev/login", and set to true if the /etc/default/login file exists
# and contains any other value or no value for CONSOLE.
AllowRemoteRoot=false
# This will allow remote timed login
AllowRemoteAutoLogin=false
g l# 0 is th Llows group write permissions, 2 allows all
Text v | Tab Width: 8v | Ln237, Col 1 INS

& o Tuejul 7, 451AM hy[§]

File Edit View arch Jools Documents Help

e . O)& 9 o &
lace

Save / Print.. = Undo feddo te i

det es whether GOM will send notifications to the console.
#ConsoleNotify=true

# How long gdm should wait before it assumes a started Xserver is defunct and
# kills it. 18 seconds should be long enough for X, but Xgl may need 20 or
25.

GdmXserverTimeout=10

[security]
# Allow root to login. It makes sense to turn this off for kiosk use, when

Wimize the possibility of break in.
AllowRoot=true
[#-Atew—Login

i< root via XDMCP. This value will be overridden and set to
# false if the /etc/default/login file exists and contains
# “CONSOLE=/dev/login", and set to true if the /etc/default/login file exists
# and contains any other value or no value for CONSOLE
AllowRemoteRoot=false
# This will allow remote timed login.
AllowRemoteAutoLogin=false
# © is the most restrictive, 1 allows group write permissions, 2 allows all
# write permissions.
RelaxPermissinns=l

PlainText v = Tab Width: 8 v| Ln 237, Col 1 INS

© [update Manager] | @ hyGhy-desktop: ~ [ 2 *gdm.conf (fetcsgam) ...

IS

. choose “save” and exit
. set the password for “root”

~
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uaApp?icanons Places System i 7] =

Edit View Terminal Help

~ [Update Manager] | hy@hy-desktoj

File Edit View Terminal Help
Rl hyehy-desktop:~$ sudo gedit /etc/gdn/gdm.conf
hy@hy-desktop:~$ sudo passwd root
Enter new UNIX password:
Retype new UNIX password:
M passwd: password updated successfully
hy@hy-desktop:~$

© [Update Manager] | [@ hy@hy-deskto

5. reboot the system, logon with “root” user
Y > 108
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B. xrdp autostart setting
1. gnome-session-properties
-C,Awﬁcations Places  System C (= 0 g & &fTuejul 7, 403AM  root[§)

i File Edit View Terminal
root@hy-desktop:~& gnome-session-propertiesf ™
N e

e

[ @ root@hy-desktop: ~ CONG
2. choose “Add”
-1:} Applications Places System i@ 0

& i Tue Jul 7, 403AM  root [§)

=) root@hy-desktop: ~
[0y File Edit View Terminal Help

Startup Programs | Options

Additional startup programs:

& AT SPI Registry Wrapper
@ ﬁ} No description

@ Bluetooth Manager
0 : Bluetooth Manager applet

. Check for new hardware driv...
Notify about new hardware driver...

e w
® 'Evolution Alarm Notifier
w 3

Ensures that alarms set in Evoluti...

GNOME Keyring Daemon
: No description

root@hy-desktop: ~ || =4 startup Applications Pr... |
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A

3. Add Startup Program Name: xrdp
Command: /ust/local/xrdp/xrdp_control.sh start
Comment: start xrdp Chick “Add” to save

<} Applications Places System @)(-) @ & {TueJul 7, 4:07AM  root [

root@hy-desktop: ~

File Edit View Terminal Help
rootghy-dd &3 Startup Applications Preferences

'Starmp Programs  Options

l‘pommand: Jusrflocal/xrdp/xrdp_cor| Browse...} [

Y
Comment: |start xrdp|

cancel <k Add

€ No description

g4 Close

roo@]y-@gsktop~ ~ E= Startup Applications Pr...

4. reboot the system, logon with “root” user

Usemame:

& options
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7. Product Specifications

Supported OS:

+  Windows 7 Professional / Enterprise / Ultimate,
+  Windows XP Professional,

+  Windows 2008 Server,

»  Windows Vista Business / Enterprise / Ultimate,

+  Windows Server 2003(Standard Edition/Enterptise Edition),

+  Linux

7.1 TC50xL Series
1. Power: INPUT AC110V ~ AC240V 50/60 Hz, OUTPUT DC 5V/ 2A

2. Size: 180mm(W) x 32mm(H) x 130mm(D)
3. Weight: 600g

4. Ports: DC Power Jack, Speaker & Microphone Jack (option), PS2 Keyboard Port, PS2
Mouse Port, Ethernet (RJ- 45) Port, Video Monitor Port, USB Interface (option).

5. Indicator: Around the power button, light when power on, blink while the network cable
is not connected correctly.

6. Protocol: NetPoint 5.1, RDP

7.2 TCA40xL Series

1. Power: INPUT AC110V ~ AC240V 50/60 Hz, OUTPUT DC 5V/ 2A
2. Size: 140mm(W) x 34mm(H) x 120mm(D)
3. Weight: 500g

4. Ports: DC Power Jack, Speaker, PS2 Keyboard Port, PS2 Mouse Port, Ethernet (R]- 45)
Port, Video Monitor Port, USB Interface (option).

5. Indicator: Left for power indicator, light when power on; middle for data transfer, blink
while data transfer between server and terminal; right for network link indicator, light when
the network cable is connected correctly.

6. Protocol: NetPoint 5.1, RDP
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1.Q: How to set user account and password

A: 1). Open Control Panel, then choose User Accounts
2). Choose “Create a new account”
3). Type a name for the new account, then choose Next
4). Pick an account type, then choose Create Account
NOTE: The user account type must be a computer administrator account
or a Remote Desktop user. All accounts must be Remote
Desktop Users. Each user account must have a password.

2.Q: How to Setup Limited Account User (Remote desktop Users) to Login Host with
Network Terminal?
A: 1).Open Control Panel, then choose System

2).Then choose Remote tab

3).Then click Select Remote Users

4).Then click Add...

5).Click on Advanced...

6).Then click Find Now

7).After User Names Show, click selected Names by holding Crtl + click Names

8).After Selecting Names, then click OK.

9).When done, click OK

3.Q: Why you log on the Host PC, enter the user name, we get the message,

“The system does not allow logon”

A: When you log on system, each Terminal must use a different user name and password, the
user account type must be a computer administrator account or a Remote Desktop user.
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4.Q: What resolution can NT support? Why individual monitors can not be automatically
set to full screen display?

A: NT can support following resolutions: 640x480, 800x600, 1024x768, 1280x720,
1280x960,1280x1024,1440x900 .... 16 bit color (65,536 colors).

Some can not automatically see full-screen display on the monitor. Adjust the settings to achieve
full-screen effect through the monitor controls manually

5.Q :Why do some antivirus software identify netpoint.exe as a virus?
A: This is due to the nature of NetPoint EXE file. Please ignore this warning and unblock
NetPoint.

6.Q: How do I use a dynamic IP address when the Host PC is connected to a router?
A: A router allocates the IP address dynamically to the Host PCs and NT(s). Users do not need
to set the IP address. Set the network configuration to dynamic IP address in the set up window.

7.Q: If a router/hub is connected to the Host PC, how do I connect NT to the Host PC
with a static IP address?

A: You have to set the static IP address of the Host PC and NT(s) through a router/hub.
(Contact your network manager to get the static IP address of the Host PC)

8.Q: I am not connected and the screen displays “DHCP server not found”

A: NT is set to get the IP address dynamically. If you enter the setup screen of the NT

by pressing “Setup”, you can check in the ““ Local” tab and make sure that the “Get from DHCP
Server” option is selected. To use this option the router has to have DHCP server functionality
activated. If you do not have a router, you have to install a Host PC that can allocate the DHCP
addresses on your network.. When you connect the NT directly to a Host PC, you can not use
this option. In this case, select “Set a Static IP address” and input IP address. Using IP router,
check whether the DHCP function is activated, power is on, and LLAN cable is connected. Turn
off the NT terminal and wait several seconds, and then turn it back on. If you use a firewall
program and certain outer protocols are blocked, you might not be able to connect to the NT
terminal.

9.Q: What games can I play?

A : You can run only 2D games and Internet casual games such as a java and flash type.
Refer to the list below for what is not supported through NT:

1. 3D games that require GPU or hardware accelerator.

2. Single user game that requires CD placed in the Drive.

3. Games which run on only one registered PC and verify the IP address of the system.

10: Q I can’t play the video in full screen mode with the NT.

A: Our product shares the resources of the Host PC, so the memory and Host PC resources is
limited and the performance speed is dependant on the Host PC’s specification. Playing the video
in full screen mode takes a lot of system resources. We recommend playing the video in an
appropriate screen size that does not reduce the system speed. NT is designed to run applications
at the office such as a surfing the Internet, word processing, or working with spreadsheets.

11.Q: Will this work in Windows®98 and Windows®2000 Professional?
A: NT supports Windows® XP Professional, Windows Vista Business / Enterprise /
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Ultimate, Windows®2008 Setrver and Windows® Server 2003 (Standard Edition/Enterptise
Edition), Linux.

12.Q: I want to upgrade the speed of the NT.

A :You can do the following to increase speed:

1. Use a CPU which utilizes Hyper-Threading technologies and large I.2 Cache memory size.
2. Install more RAM.

3. Use a HDD with faster access speeds. (fast rpm)

4. Add more LAN adapters when multiple N'T are connected through the switch.

5. Reduce the number of NT on Host PC by adding more Host PC’s .

13.Q: NT can not be connected even after program installation.

A: This can happen due to the following reasons.

1. If LAN cable is not connected to the Host PC with program installed. — Connect LAN cable
to Host PC.

2. If LAN cable is not connected to NT — Connect LAN cable to NT.

3. If LAN cables are connected to both Host PC and NT — Verify IP settings for both Host PC
and NT. (Refer to Network setting of the user’s guide)
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Solving problems with TC-50xL and TC-60xL thin client series

Please download the latest Netpoint from ftp://ftp.asm.cz/XtendLan/TC-604L and do the "clean
installation "

1) uninstall the existing Netpoint from your PC

2) delete all files related to Netpoint

FAQ:

Q1. There is error message prompting up while installing NetPoint, or there is error message
prompting up after the installation of NetPoint.

(1) Please make sure that you have disabled anti-virus software and closed all running programs
before installing NetPoint. Please uninstall those applications similar to NetPoint and restart the Host
PC if needed.

(2) Check the Startup items. Start > Run > input "msconfig" and press Enter. If there is RTHDCPL in
the list, please disable it so it will not run automatically when the Host PC being powered up.
RTHDCPL is the configuration application for Realtek soundcards, which will conflict with NetPoint
Virtual Audio Drivers.

(3) For Windows OS earlier than Vista, please open "Control Panel", go to "system" > "hardware" >
"drivers signature" and set it to be "ignore".

(4) Uninstall the failed NetPoint. After that, please go to "device manager" to check if there is any
NetPoint Virtual Audio left. If yes, please delete it manually. And then, restart the computer.

(5) Go to ftp://ftp.asm.cz/XtendLan/TC-604L and download the latest version of NetPoint software,
and install it onto your Host PC.

(6) When the installation of latest version NetPoint is finished, you can install anti-virus software
and enable it. If the following applications are reported to be a threat by the anti-virus software,
please put them into the anti-virus "trust list":

system32\muconhlp.dll
system32\drivers\mucondrv.sys
system32\drivers\muvaudio.sys
installation folder\netpoint.exe
installation folder \npmgr.exe
installation folder \npsound.exe

installation folder \npusb.exe


ftp://ftp.asm.cz/XtendLan/TC-604L
ftp://ftp.asm.cz/XtendLan/TC-604L

Q2. No host is shown in the Host List after the installation of NetPoint.

(1) First of all, please make sure that the network connection between the terminal and the Host PC
is working. A terminal can be connected directly to the Host by an Ethernet cable, if their IP
addresses are in the same range. (If the terminal and the Host are not in the same IP address range,
the Host will not be shown in the Host List detected by the terminal. In this case, you need to specify
the IP address of Host in the Setting Up page of the terminal. )

(2) Please check if the Ethernet cable connected to the terminal is OK. When the connection is OK,
the power light of the terminal will stay constant lit. If the light flashes, it means the cable connection
is not OK. Then, please check the cable and connection till the light stays constant lit.

(3) Please check if the IP address of the terminal is properly configured. In default, the IP address of
terminal is set to be dynamic from DHCP server. If it shows that IP address is not assigned, this means
the terminal could not find the DHCP server. In this case, you need to assign manually static IP
address to the terminal within the same IP range of Host PC. And make sure that the IP address has
not been taken by other PC or terminal.

(4) Please check if the NetPoint Management Center is running normal on the Host PC. This program
will start automatically when the Host PC has been powered up. It will prompt up a window which
can be minimized to the right of Task Bar. If this program is not running, this means npsgr.exe is
missing. You need to re-install NetPoint. Please follow the steps as given in Q1.

Q3. The Host is shown in the Host List, but the terminal failed to connect.

This could be caused by un-enabled Remote Desktop and Terminal Service on the Host PC, or
screened by Firewall. Follow these steps to do the check:

|”

(1) Open “Control Panel” > “System” > “Remote”, in “Remote Desktop”, check the “Allow users to

connect remotely to this computer”. Then click “OK”.

(2) Open “Control Panel” > “Administrative Tools” > “Services”, make sure the status “Terminal
Services” is “started’ and its startup type is “Automatic”. If “Terminal Services” cannot be started,
you need to check your operation system.

(3) Open “Control Panel” > “Windows Firewall”. If Firewall is set to be on, please make sure that
“netpoit.exe” is in the Exceptions list of the firewall. You can do this by clicking “Add Program...” >
“Browse”, go to the installation folder of NetPoint and choose “netpoint.exe”, then click “OK” to save.

(4) Also remember to check if there is Remote Desktop in the Exceptions list of Firewall. If yes,
please make sure it is also checked.

(5) Restart the Host PC and try to connect the terminal to Host PC again.



Q4. After clicking “Connect”, the Logging interface is shown, but the terminal failed to log onto the
desktop of operation system.

This is caused by the improper settings of account rights, and you need to set up an account for each
user. Please follow these steps to tackle this issue:

(1) Please make sure that the user’s account is “administrator” or “remote user” type. Please go to
“Help” of Windows on how to setup account rights. In Windows2003, you can do like this: right click
“My Computer” > “ Manage”, go to “Local Users and Groups” under “System Tools”, choose
“Groups”, right click “Administrators” or “Remote Desktop Users”, and then choose “Add to group”.
Add those accounts as needed into this group.

(2) Make sure that each remote account has its own password. An account without password will
not be allowed to make remote connection.

Q5. When connecting to the Host, a message prompting up stating that other user has to log off
before you can log on, or that it has exceeded the number limit of users logging on.

(1) On the Host PC, click “run”, input “cmd” and when the DOS windows comes up, type in: sc query
MultiuserServer. The status of MultiuserServer should be running. If not, please follow the steps in
Q3(2) to enable it.

(2) After the steps, go to the DOS windows again and type in “sc query MultiuserDriver” to see its
status. If it is running, restart the Host PC. If it is not running, this means there is some error in the
installation of NetPoint. In this case, you may need to follow the steps in Q1 to uninstall and then re-
install NetPoint.

Q6. The terminal has logged onto the Host successfully, but it’s running very slow.

(1) First of all, please check the configuration of your Host PC. Use the appropriate Host PC
configurations (CPU, RAM and speed of Hard Disk) to meet the work load according to the number of
users and the applications they are using. If you need to run more complicated application which
require much of system resources, a Host PC of better configuration is required.

(2) Check the quality of network connection. Since there are large quantities of image data being
transmitted over the network, good quality network connection is required for the system to avoid
slow down caused by repeated transmitting of image data due to poor quality network connection.
Feedback from various projects show that slowing down is mostly caused by poor network
connections like poor cable connection, poor performance of switch and HUB, etc.

(3) Choose the right XtendLan terminal for your actual applications. Terminals are not intended to
be used for large amount of video playback or online games. And XtendLan has various models of
terminals ranging from basic to supreme performance to meet different level of requirements.



Q7. Everything is running OK except that USB drive is not working.

(1) In the Setup page of the terminal, you can choose to enable or disable USB disk function. If you
need USB disk function, please go to the Setup page and enable it. Save the change and then connect
to the Host PC.

(2) Please plug the USB disk into the terminal after logging onto the Host PC, then you can access
the USB disk by clicking the “Computer” on the desktop. Only the user of the terminal has access to
the USB disk.

(3) If the USB disk is not detected by the system, please unplug it and then plug it again. If it is still
not working after repeated actions, please log off your account from the Host PC, turn off the power
of the terminal and then restart it again.

Q8. Everything is running OK except that USB printer is not working.

(1) Please make sure that the printer works normal when connect to the Host PC. You can follow
instructions in the printer user manual to set up the printer.

(2) There is an option of enable USB printer in the Setup page of the terminal. Please make sure that
USB printer is enabled on the terminals which require USB printer. You can go to the Setup to make
the change, save it and connect to the Host PC again.

(3) After logging onto the Host PC, plug in the USB printer to the terminal. By now there will be a
printer in the “fax and printer” list with status to be “ready”. This means the USB printer is now setup
correctly.

(4) IF the USB printer is not detected by the terminal, you can unplug it and then plug it in again.

Q9. The audio function is not working, no audio playback or MIC recording.

(1) There is an option of enabling or disabling Audio (sound) function in the Setup page of terminal.
Please enable the sound function of those terminals which will be running audio applications, save
the change and then connect to the Host PC again.

(2) Check the audio devices on the host PC. Open “Control Panel” > “Sounds” > “Sound Playback”, if
you see that the Default device is NetPoint Virtual Audio, this means the Audio device is not properly

installed. Please follow the steps in Q1 to reinstall NetPoint.





