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Chapter 1
Introduction

This Chapter provides an overview of ADE-3000's features and
capabilities.

Congratulations on the purchase of ADE-3000. The ADSL Bridge Router will allow

multiple LAN users to share an Internet user account, via a DSL connection. Once the
ADSL Bridge Router is installed and configured, the Internet is just a click away.

10/100BaseT LAN Internet

& o

= ADSL
M aoderm

Figure 1-1: ADSL Bridge Router

ADE-3000 Features

ADE-3000 incorporates many advanced features, carefully designed to provide
sophisticated functions for user’s convenience while surfing in the net.

Internet Access Features

e Shared Internet Access. All users on the LAN (up to 253 users) can access
the Internet through ADE-3000, using only a single external IP Address. (router
mode).

e DSL Service Support. ADE-3000 has a RJ-11 port for connecting a DSL
connection to provide Internet resource sharing feature. All popular DSL service
providers are supported.

e Standard Compliance. ADSL-Compliant with ANSI T1.413 Issue 2, ITU
G.992.1 (G.dmt) Annex A, and G.992.2 (G.lite).

e Data Transfer Rate. Data rate up to 8 Mbps downstream and up to 1 Mbps
upstream

e Multi-system Support. USB interface driver supports Microsoft Windows
98/ME/2000 and WindowsXP.

e User Friendly Interface. Simple, intuitive, yet powerful graphical user interface
can be accessed from common web browsers nowadays

e Fixed or Dynamic IP Address. On the Internet (WAN port) connection, ADE-
3000 supports both Dynamic IP Address (IP Address is allocated on connection)
and Fixed IP Address.
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Advanced Functions

e Virtual Servers. This feature allows Internet users to access Internet servers on
your LAN. The required setup is quick and easy.

e DMZ. One (1) PC on your local LAN can be configured to allow unrestricted 2-
way communication with Servers or individual users on the Internet. This provides
the ability to run programs, which demand for bi-directional communication.

o System Log & Internet Access diagnostics ADE-3000 implements system
log and Internet access diagnostic help users to diagnose what could be wrong via
system log or Internet access diagnostics.

e VPN Support. VPN (Virtual Private Networking) connections using PPTP, L2TP
and IPSec are transparently supported - no configuration is required.

LAN Features

+  Dual Ethernet and USB ports. One (the Ethernet RJ-45 port) is used to
connect to your network adapter. The other (the USB port) can be connected to
USB interface DSL/Cable router or directly with computer.

+  DHCP Server support. Dynamic Host Configuration Protocol provides a
dynamic IP address to PCs and other devices upon request. ADE-3000 can act
as a DHCP Server for devices on your local LAN.

Configuration & Management

e Easy Setup. Use WEB browser from anywhere to begin the configuration.

e Remote Management. The ADE-3000 can be managed from any PC on your
LAN. And, if the Internet connection exists, it can also (optionally) be configured
via the Internet.

Security Features

+  Two-level password protected Configuration. Two-level password
protection can provided stronger protection to prevent unauthorized users from
modifying the configuration data and settings.

+  NAT Protection. An intrinsic side effect of NAT (Network Address Translation)
technology is that by allowing all LAN users to share a single IP address, the
location and even the existence of each PC is hidden. From the external
viewpoint, there is no network, only a single device - ADE-3000.

Package Contents

The following items should be included:
e ADE-3000 Unit

e Power Adapter

e Quick Installation Guide

e CD-ROM containing USB port driver
e USB cable

e RJ-11 cable

If any of the above items are damaged or missing, please contact your dealer
immediately.
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Physical Details

Front Panel

The front panel of ADE-3000 has 2 LEDs for one LAN port and one ADSL port. Figure
2 displays a front panel of the router.

/—
R s -
ADSL LAN
J e N ﬂ fl \

Figure 1-2: Front Panel

LED definitions

Status ADSL On — ADSL LED status will be on after chaining procedure
with DSLAM is completed
Status LAN On —LAN LED will be on while RJ-45 connector is plugged
in.
Rear Panel
9 0O o O 0O

Figure 1-3: Rear Panel

Button definition

Reset Button This button has two (2) functions:
e When pressed and released, ADE-3000 will reboot
(restart).

o When reset button is pressed over 5 seconds and
then release. ALL data will be clear and restore ALL
settings to the factory default values.

Restore Default IP Address and Clear Password

If ADE-3000's IP Address or password is lost, the following procedure can be used to
recover from this situation.

Pressing the Reset button for more than 5 seconds. ADE-3000 will restore to factory
default setting. Note that this should be done only when you had tried all the
troubleshooting options. Pressing the Reset button during operation may bring you into
the risk of creating IP address conflict between your PC and the router. In such a case,
you may be compelled to reboot your entire system(s).




Chapter 2
Installation

This Chapter covers the physical installation of ADE-3000.

System Requirements

Computer

e  PC or TCP/IP compliant workstations

e 32 MBRAM

e 20 MB of free disk space minimum (for USB driver installation)
e  Ethernet Network Interface Controller (NIC) RJ45 Port

e USB Port

e Internet Browser

Installation Procedure

[0 0O e 0 O]

12v0C,1000mA RJ-45 Reset USE port RJ-11

To PC or Hub/Switch Connect to the phone line from ISP

Caution:Select the right adapter

Figure 2-1: Installation Diagram
Step 1
Choose an Installation Site

Select a suitable place on the network to install ADE-3000.
Ensure ADE-3000 is powered OFF.

Step 2

Connect LAN Cables

Use standard LAN cables to connect PCs to the ETHERNET port on ADE-3000. Either
10BaseT or 100BaseT connections can be used.
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If required, use a standard LAN cable to connect the "Uplink" port to a standard port on
another hub.

Step 3
Connect WAN Cable

Connect one end of the RJ-11 phone cord to the LINE port on your ADSL modem.
Connect the other end of the RJ-11 phone cord to your wall phone jack.

Step 4

Power Up

Connect the supplied power adapter to ADE-3000 and power up.

Use only the power adapter provided. Using a different one may cause hardware
damage

Step 5
Check the LEDs

If there is no cable or wrong cable connected, LAN LED on ADE-3000 should flash in
Red, then turn OFF. If it stays Red, there might be a hardware error.

For each LAN (PC) connection, the LAN Link/Act LED should be ON (provided the PC
is also ON.)

The ADSL LED should be ON.
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Chapter 3
Login And System Status

This Chapter details the first time login procedure and the Status
screen

Login

ADE-3000 contains an HTTP server. This enables you to connect to it, and configure it,
using your Web Browser. Your Browser must have JavaScript support. The
configuration program has been tested on the following browsers:

e Netscape V4.08 or later

e Internet Explorer V4 or later

Preparation

Before attempting to configure ADE-3000, please ensure that:

e Your PC can establish a physical connection to ADE-3000. The PC and ADE-3000
must be directly connected (using the ETHERNET port on ADE-3000) or on the
same LAN segment.

e ADE-3000 must be installed and powered ON.

e If ADE-3000's default IP Address (10.0.0.2) is already used by another device, the
other device must be turned OFF until ADE-3000 is allocated a new IP Address
during configuration.

Connecting to ADE-3000

To establish a connection from your PC to ADE-3000:

1. After installing ADE-3000 in your LAN, start your PC. If your PC is already running,
restart it.

2. Start your WEB browser.

3. Inthe Address box, enter "HTTP://" and the IP Address of ADE-3000, as in this
example, which uses ADE-3000's default IP Address:

http/10.0.02
4. If connection is established, a pop-up password request page will show up. The
default login User Name of ADE-3000 administrator is “admin”, and Password is
“‘conexant”’. The default login User Name for non-administrator is “user”, and
Password is “password”.



http://10.0.0.2
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] Enter Network Pazswond 1' EI

? Fleaze type pour uger name and paszword.

Site: 10002

Frealm Home 3 ateway
|

Lzer Mame ||

Pazaword I

[ Save thiz password in your password list

k. I Cancel

Figure 3-1: Logon Window

If you can't connect

If ADE does not respond, check the following:

e Machine is properly installed, LAN connection is OK, a d it is powered
ON. You can test the connection by using the "Ping" c¢ nmand:

e Open the MS-DOS window or command prompt w 1dow.

e Enter the command:
ping 10.0.0.2
If no response is received, either the connection is 10t working, or
your PC's IP address is not compatible with ADE-2 )00's IP Address.
(See next item.)

e If your PC is using a fixed IP Address, its IP Address n st be within the
range 10.0.0.3 to 10.255.255.254 to be compatible witl ADE-3000's
default IP Address of 10.0.0.2. Also, the Network Mash must be set to
255.0.0.0. See Chapter 5 - PC Configuration for details on checking
your PC's TCP/IP settings.

e Ensure that your PC and ADE-3000 are on the same n :twork segment.
(If you don't have a router, this must be the case.)
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Home

Once you login in ADE-3000, its Home page will appear. It shows the firmware
versions and WAN apd LAN interface status.

«

oD N E N A MNMTST

Statms

1=:]
=3
#

-
i
= |

-
P
=

Comfignration

ADSL

o Fage

Fimwam Versan ETHADZL_UZE_053003_RELG

Ehowiime Famrenre Fesaon: 1 106

Cuslomer Zoftvam Veman: ETHADZL _BZE_D3MMI_EELE

WAN

IF Address Zuknel Mask

Glopaiee | ass00n

LAN

TP dddress | Swhmei Mazk

ooz 55000

Figure 3-2: Home page
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The ADSL Status page shows the ADSL physical layer status.
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Figure 3-3: ADSL status
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LAN

The LAN page shows the information and status of LAN port, DHCP client table,
linking status of Ethernet and USB interface.

= =1 LaM
@ — -
IF Address Subuet Mask HAC Address

0o WM B X A M T®

[ - 10002 00D 00 CO0DT FA

Wumnbar of et davicas cammet ind 0 the DHCE seever 0

Etherrat Link Stams: TP

TRSE Rink Siatan: DCWFH

EEEEEE EE

Figure 3-4: LAN status




Chapter 4
System Configuration

This Chapter details the configurations for ADE-3000

Overview

This chapter describes the setup procedure for:
e WAN Access
e LAN configuration

PCs on your local LAN may also require configuration. For details, see Chapter 5 - PC
Configuration.

WAN configuration

Select the WAN link under Configuration column to set up WAN connection. It is
required to know the type of Internet connection service used by your ISP.

Note: You only need to fill in the fields that your ISP provided, and leave the others as
default.

= = u WAN Coafigarstion
@ ==
C oM E X A BT
Eydiem Wide Serings
St
. Dol Guwwny [0
LiH Pex VO Settimgs
Conflamrition Hnakled 7 ¥l ¥l Entw IF Sddress Zuheel Mask
HAN Tz (P = [ias [fi5s
LN
HAT MAC ZFODFING
Virbaw] Bapvar i Sl Diisalae -I
l_fl_rur._.r_r Filiering =| Ma Addms B IO
L] : vl
Figure 4-1: WAN Configuration
System Wide Settings

Under the System Wide Settings, the configuration will take effect on all WAN PVCs.

Default Gateway: The default gateway is the next-hop router IP address on the
Internet.

Per VC Setting
Under Per VC Setting, it provides the configurations for IP address and VPI/VCI.
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Per ¥C Settings

Ennbled?| ¥PI | ¥CI | Static TP Address Subnet Mask

Ves - t[ﬁl 0,000 |0.0.0.0

These two fields must be filled.

Figure 4-2: Per VC Settings

To switch between the PVCs, please choose the options of virtual circuit and click on
the Submit button to switch over.

DHCP G
1
™ DHCP client enable 2
3
Host Name 4
5
6
7

Yirtual Circuit:| 0 7|

Sulrdt | ﬂ'

Figure 4-3: Switch between PVCs

Internet connection services

Types of Internet connection services supported by ADE-3000 are explained below.

Bridge Mode

Step 1
At the WAN Configuration page, insert the VCI/VPI provided by ISP.
Enable “Bridge”, and choose suitable packet encapsulation.

BEIDGE

Figure 4-4: Bridge status
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ENCAFSULATION FFFoE LLC j

FFPoa ViC-Mux
FFPoaA LLC

These two options

BRIDGE 1443 Fouted [P LLIC o
14383 Bridged P VC-Wux
1483 Bonted [PV Mux
Classical IP over ATM
IGHP FFFoE WC-Mux

FEFoE Mone

Figure 4-5: Encapsulation types of Bridge mode

Step 2
Click “submit” to commit modifications you've done, then click “Save Configuration”

to store settings. (Modifications will not take effects until next reboot.)

Step 3
Click on “NAT” tab on left panel, and disable the NAT function in the option menu.

&«

SO M E X A MNT-
Smms Weer's 1P B Hon
Home [
AEEL oyl Fhsal
LAH
|i |5!I:Hﬂ-l'-tl! | Myer's TP

Configmmtion
Han Zomim Hame Confipelins
LA Ry Selimep nevd 10 be mrved i sk and fhe m/sem resede o be sebooled for elanpes o Bke sfferl
@
Wigtuad Seper 1
R B p—

Figure 4-6: NAT Disable screen

Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot to
make settings effective.

1433 Bridged [P LLC 'Sre for bridge mode.

12
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PPPoE, PPPoA Connection for WAN (Routing mode)

If PPPoE (Point-to-Point Over Ethernet) or PPPoA (Point-to Point Over ATM) is
provided to establish communications, User Name and Password are required to be
obtained from ISP. And VCI/VPI values must be obtained from them as well, for some
local ISPs don't offer this information actively.

To set up a PPPoE or PPPoA connection for WAN, follow the instructions below:
Step 1

Fill in the VCI/VPI entries with the information you get from ISP.

Step 2

Choose suitable packet encapsulation (PPPoA LLC/VC-Mux, PPPoE LLC/VC-Mux).
Disable “Bridge”. (Packet encapsulation information also has to be obtained from ISP.)

ENRCAPSULATION

BRIDGE PLLC .
1483 Bridged [P V- Mux Options for
1483 Routed [P WC-Mux PPPoE/PPPO&
IGMP

PPE Fone E

Figure 4-7: Encapsulation types of PPPoE/PPPoA

Service Name

If your ISP provides this info, please type it into the field or leave it blank (factory
default).

User Name and Password

Fill in the entries with the information provided by ISP.

Disconnect Timeout

It is the amount of time you would like to pass before the Router drops your Internet
connection due to inactivity. Enter zero (0) in the field to remain Internet connection on
at all time. The idle time ranges from 0 to 32767 seconds.

Authentication

When AUTO option is chosen, the PAP mode will run first then CHAP.

Automatic Reconnect

If you check this option, the Disconnect Timeout should set to 0 second. Otherwise
there will be a conflict between them.

DHCP

Leave this option unchecked.

13
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PFP

Service Name I

Username ltl:ll QAR

Pasmyrord I*mmm*

Diseomnect Tirmeont ID wconds (Max:-32767)
Authentication I Lyt - I

¥ Automatic Reconnect

DHCF

< | DHCE c]jﬂnte@ Don't check this in PPP settings.

Hozt Name I

Figure 4-8: PPP setting Screen
Step 3
Click on “NAT” tab on left panel, and enable the NAPT function in the option menu.
Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot to
make settings effective.

Fixed IP for WAN

If your ISP has assigned static IP address (See Appendix A About Static and Dynamic
IP Address), you may connect to the Internet by using a fixed, or static address. To set
up a Fixed IP for WAN, do the following steps as an example.

Step 1

Enter the information of Default Gateway, IP Address, and Subnet Mask provided by
ISP. Note: These parameters are required for building up connection. If one of these
information incorrect or unavailable, please contact your ISP for correct information.

14
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|»

= W AN Configuration
©
—

C O MNEXANT®"

System Wide Sethings

Statns
Default Gatews; l0.0.0.0
Home

b You should obtain these info from ISP,

ADSL
L4l Per YC Settings /\

Configuration |Ennbled? | YII | ¥CI | Static IP Address | Subnet Mask
il =5 | |P ¢|o.o.o.o — ) ()
LAN
NAT MAC SPOOFING
Wirtual Server Mar Spoofing IDjsable vl
‘Elridgg Filtering | : lLI Mac Addiess |C0:C0:C0:CO:CO:C0

Figure 4-9: Fixed IP set-up screen

Step 2

Choose suitable packet encapsulation (1483 Bridged/ Routed LLC, 1483 Bridged/
Routed Mux, Classical IP over ATM). And Disable “Bridge” function.

Step 3

Click “submit” to commit modifications you’ve done, then click “Save Configuration”
to store settings. (Modifications will not take effects until next reboot.)

Step 3

Click on “NAT” tab on left panel, and enable the NAPT function in the option menu.
Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot to
make settings effective.

Dynamic IP for WAN

If ISP provides a dynamic IP for Internet connection, following steps illustrate how to
enable the connection via ADE-3000.

Step 1

Choose suitable packet encapsulation (1483 Bridged/ Routed LLC, 1483 Bridged/
Routed Mux, Classical IP over ATM). And Disable “Bridge” function.

Step2

Check the DHCP option, and fill in the Host Name field (if required.) (This information
should be obtained from ISP. If there is no special demand for this, leave this column
blank.)

15
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DHCP

: Check this then fill in
GDHCP chentetable the Host Mame abtained from ISP,

Hozt Hame < | S

Figure 4-10: DHCP client enable

Step 3
Click on “NAT” tab on left panel, and enable the NAPT function in the option menu.
Step 4

Click “Save settings” on left panel to write configuration into machine, and reboot to
make settings effective.

Other settings

Here are explanations about some fields not mentioned above.

MAC Spoofing

The MAC Spoofing is developed to solve the scenario when the ISP only recognizes
one MAC address. Copy the ISP-recognized MAC address here.

MAC SPOOFIRG

Mac Spoofing Dizakle -

Mac Address |m:mm:mmm

Figure 4-11: MAC Spoofing
ATM

If your ISP provides this information to you, fill it in appropriate field.

Service Category
UBR and CBR are two different types of service supported from the ATM.

Bandwidth
Bandwidth setting takes effect only when the CBR is selected. The maximum available
bandwidth is from the upstream data rate of ADSL status page (see Section, ADSL).

ATH

Service Category I UBE = I
Bandwidth [0 i

Figure 4-12: ATM Bandwidth Category

IGMP
Support IGMP proxy/relay function for ADSL modem, based on the following

16
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requirement and case:

+ On CO side, there must be at least one IGMP querier (router) present. IGMP querier
will send IGMP query packet. The ADSL modem is responsible to relay these IGMP
query to Ethernet.

« End-user multicast application device send IGMP report while receiving IGMP query
or being activated by user, the ADSL modem should be responsible to proxy (that is,
change source IP to ADSL modem’s WAN IP) the IGMP report to ADSL WAN side,
include all PVCs. The same case is for IGMP leave packet.

« It is not necessary to relay multicast routing between two ADSL PVCs or two
interfaces in LAN side.

« Special purpose multicast packet (such as RIP 2 packet) should run without
interference.

Table 4-1 IGMP packets process

Rx Entity Packet Class TTL Action Notes
ADSL IGMP query 1 Relay to Ethernet
IGMP report 1 lgnore
IGMP leave 1 Ignore
General Multicast IP | - Relay it to Ethernet.
Ethernet IGMP query 1 lgnore
IGMP report 1 Relay to all ADSL PVC
IGMP leave 1 Relay to all ADSL PVC
General Multicast IP | - Ignore

Note: Before the IGMP mode is enabled; please go to the Miscellaneous Configuration page
to enable the IGMP proxy. Otherwise, the IGMP selection will not be valid.

Table 4-1 WAN configurations Overview
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Note:

Bridge Mode
{Dynamic IP)

Router Mode
{Dynamic IP)

Router Mode
(Static IP)

WAN Configuration

VCO Enabled Yes Yes Ves

VC1 - VCT Enabled No Mo No

WO Static 1P Adress WA (0.0.0.0) MNYA (0.0.0.0) Frovided by ISP
YCO Subnet Mask MiA (0,000 MiA (0.0.0.0) Provided by ISP

WAN Advanced
Configuratiun

Encapsulation®

1423 Bridged IP LLC

PPPOE LLC / PPPoA
Ve

14583 Routed IP LLC

Bridge Enabled Disabled Disabled
PPP Service Name MIA Elank RS

PEP User Mame MIA Frovided by ISP (S

FFP Password MA Frovided by ISP MA

DHCP client enable Check Mone Checked Check Mone
LAN Configuration

DHCP Server Mot Checked Checked Checked
NAT Configuration

MNAT Disabled MAPT NAPT

DNS Configuration

Default Gateway

MEA (0.0.0.0)

MAA (Automatically
Assigned by ISP)

Frovided by ISP

MNA& (Automatically

Preferred DNS Server  |MW/A (0.0.0.0) Assigned by I1SP) Provided by ISP
MNAA (Automatically
Alternate DNS Server  |N/A (0.0.0.0) Assigned by ISP) Eravide-y. | SE

RIP Configuration

RIP

Disabled

Disabled

Disabled

Encapsulation is based on the ISP configuration. It may be different for

different ISPs and countries.
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LAN Configuration

The LAN IP and Subnet Mask of ADE-3000 are the values seen by the users on their
internal network. The default IP is 10.0.0.2 for IP and 255.0.0.0 for Subnet Mask.

LAN Configuration
IF Lddress |10.0.0.2
Subnet Mazk |255.0.0.0

Figure 4-13: LAN Configuration

DHCP Setting

A DHCP (Dynamic Host Configuration Protocol) Server automatically assigns IP
address to each computer on your network. Unless you already have one, it is highly
recommended that your router be set up as a DHCP server..
- System Allocated
The DHCP address pool is based on LAN port IP address plus 12 IP addresses.
For example, the LAN IP address is 10.0.0.2; the DHCP address pool is at the
range of 10.0.0.3 to 10.0.0.14.
+ User Defined
The DHCP address pool is at the range of User Defined Start Address and User
Defined End Address. Maximum IP pool size in ADE-3000 is 253.
IP address range: 255 total IP addresses — 1 broadcast address — 1 LAN port IP
address.
+ Lease time
The Lease time is the amount of time of a network user will be allowed to connect
with DHCP server. If all fields are 0, the allocated IP addresses will be effective
forever.
- User mode
Single User mode: DHCP server only allocates one IP address to local PC.
Multiple User mode: DHCP server allocates the IP addresses specified bye the
DHCP address pool.
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¥ DHCP Server

DHCF address pool slection % Sygern Allocated

7 User Defined

User Defined Start Address ;10.0.0.3

User Defined End Lddress 110.0.0.14

Leaze Time ID_ days ID_ ]mu.tsl[:'_ minutes ID_ seconds
User Mode IMulﬂ-USEI vl

Ethermnet Mode Setting

Submit | Reset |
Bettings need to be saved to Flash and the syvstern needs to be rebooted for changes to take effect.

Figure 4-14: DHCP server settings

- Ethernet Mode Setting:
By clicking this link, you will be directed to Ethernet Mode page. You can specify the
type of LAN connection or use AutoSense. Default is AutoSense.

Ethemet Maode
Ethernet Mode: I*‘hk‘-’*t'*:"(-"''35“5E "I
Submit | Eeset I

Settings need 10 be saved to Flash and the system needs fo be rebooted for changes fo take effect.

Figure 4-15: Ethernet Mode

NAT Settings

By clicking NAT link under Configuration column, NAT Configuration page will be
shown. You have to define the session used for NAT first. Click the Session Name
Configuration link below, you will see NAT Session Name Configuration page.
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——— Tl FIAT Comf i tion
«:=
o0 N E N A M TS —TJ A
Slatns Zesmon Hame Henr's 1P Bchon

ALEL e St ; _n_gﬂ

¥ Zemmnn Mame Woer's IF

Comfipuratson
Wil axciom Hige Coufureinn ) Dofine & sagson nam fint
—— Click this to Nl Configurataon page
LaN / S need 10 b cpveed B Plal o U sviem coveeds 10 e pelboobid fon elage: 10 (ke glBect
HAT
Vitual Seorve
Evrl po ity |:J
al I *®

Figure 4-16: NAT configuration

Enter the session name you want to use for NAT. Select VC number, which is
assigned to the session. Choose Add, and then click Submit button, the new defined
session should be added to the table below immediately. If you want to remove an
existing session, the procedures are similar as above, just choose Delete instead.

MAT Session Mame Conflgumtion

Session Name INE'-I-’SESSiOn
¥irtual Circuit: IU vI

[A33 =] Skt |ﬂ|

Interface Name Seszsion Name

PV CO Mewession

(3o back to MA T Configuration

Zettings need to be saved to Flash and the svstem needs fo be rebooted for changes to take effect.

Figure 4-17: NAT Session Name Configuration

After session defining, click the Go back to NAT Configuration link.

Two types of NAT (Network Address Translation) service are provided by ADE-3000.
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NAT

NAT option only maps single WAN IP address to the local PC IP address. This is peer-
to-peer mapping (1 on 1). For each PVC, only one local PC IP address can be
associated with each WAN PVC. If more than one IP address is inserted for one
NAT session, only the first IP address of each session takes effect.

NAPT

NAPT option maps the IP address and UDP/TCP port ID of the WAN PVC to the IP
address and UDP/TCP port ID of the local PCs. (1 to N). It is the multiple-mapping
mechanism. More than one local PC can be associated with one WAN PVC.

The setting procedures are as follows:

WAT Confignration

Choose which type of MNAT mapping
MAFT »| maT wou wantto use

~

Session Namé AP User's IP Action

.............................. I‘ﬁ"ddj

Subrrit E

‘ ¥ ‘ Seszion Name ‘ Tszer's IP ‘

Sezzion Name Configuration

Settings need to be saved to Flash and the svwstem needs to be rebooted for changes 1o take effect.

Figure 4-18: NAPT configuration screen

MAT Confizuration
MNAFT =| HNaT

Session Name Mzer's IP Action

a—r
/ ETTIEA

Enter the session name here Specify which IP address assigned for this session

‘ ¥ ‘ Seszion Name ‘ Uszer's IP

Besdon Name Configuration

Hethings need t0 be mved to Flagh and the swstem needs to be rebooted for changes to take effect.
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Figure 4-19: Enter Session name and User’s IP

After all these settings are done, click “Submit” button, the record will be added to the
table below immediately.

MAT Confizumtion
MAFT | WAT

Beszion Name Tzer's IF Action

MewSession |10.0.0.3 i Add LI

Subrcit ﬂ'

" ¥ Session Name Tszer's IP

‘ | MewBession 10003

Sesson Name Configuration

Hettings need to be saved to Flash and the swstenn needs to be rebooted for changes to take effect.

Figure 4-20: Adding a new record

Virtual Servers

Virtual server feature allows users to make Servers on your LAN accessible to Internet
users. Normally, Internet users would not be able to access a server on your LAN
because of native NAT protection.

The "Virtual Server" feature solves these problems and allows Internet users to
connect to your servers.

For Internet users to access all virtual Servers on LAN side, they have to
connect to WAN port IP on ADE-3000 allocated by ISP.

To provide server-based service, WAN IP address should be static, rather than
dynamic, to make it easier for Internet users to connect to your Servers.

However, DDNS (Dynamic DNS) service allows users to connect to your Virtual
Servers using a URL, instead of an IP Address.

You can set up public services on your network by configuring the values in the Virtual
Server Configuration page. You may assign certain IP addresses as the destination of
the network information. When users from the Internet make certain requests of your
network, ADE-3000 will forward those requests to the appropriate computer. (Note:
DHCP function must be disabled or the local server itself has to be fix-IP addressed to
use this function.)
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This function is generally used to set up a web server, ftp server, or e-mail server on
your network. Figure shows the screen of Virtual Server Configuration page,

To add a Virtual Server:

Step 1

Select the public port number used by the service, ranged from 0 to 65535.
Step 2

Select the private port number used on internal server mapping to public port, it is not
required to be the same as public port number.

Step 3
Select appropriate communication type via type of port checkbox.
Step 4

Enter the Host IP Address of local server that you want the Internet users to be able
to access.

Step 5
Click the “Add This Setting” button to save the settings.
Step 6

Click “Save settings” on left panel to write configuration into machine, and reboot to
make settings effective.

Virtnal Server Confizumtion

[1] Public Port Private Port Port Type Host IP Address

- Use the following foom to add special port that you want to be opened for your special application
[1] Public Port Private Port Port Type Host IP Address

O OO CD

SeﬁirLsneed to be sgfed to Flash and thif system needs togbe tebooted fore

Add This Setiing

3 1o take effect.

Enter the IP of internal server.

Choose type of port

Specify the private port number mapping to public port,

‘ Specify a public service port number.

It will be assigned automatically by system.

Figure 4-21: Virtual Server Configuration Screen

Bridge Filtering

The Bridge Filtering configuration page allows you to set the configuration of IP
filtering. You can add 4 records max.

Source MAC

When the bridge filtering is enabled, enter the Source MAC address, select Block
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and click Add. Then all incoming WAN and LAN Ethernet packets matched with this
source MAC address will be filtered out. If the Forward is selected, then the packets
will be forwarded to the destination PC.

Destination MAC

When the bridge filtering is enabled, enter the Destination MAC address, select
Block and click Add. Then all incoming WAN and LAN Ethernet packets matched with
this destination MAC address will be filtered out. If the Forward is selected, then the
packets will be forwarded to the destination PC.

Type

Enter the hexadecimal number for the Ethernet type field in Ethernet_II packets. For
example, 0800 is for IP protocol.

Eridge Filtering
Enahle Pridge Filtering: © ves & mo
ID Source WLCH Destination BIACH  TYPE**
1 & Block © Forwarg Add

* WIAC address should looks like 000002 {6tk
** TYPE is Ethernet type should looks like a5

Figure 4-22: Bridge Filtering Screen

DNS Configuration

The DNS Configuration page allows you to set the configuration of DNS proxy. The
Conexant firmware supports the DNS proxy function. For the DHCP requests from
local PCs, the DHCP server will set the LAN port IP as the default DNS server. Thus,
all DNS query messages will come into LAN port first. The DNS proxy on the ADSL
modem recorded the available DNS servers, and forward DNS query messages to one
of DNS server.

Four DNS proxy modes available in ADE-3000:

Disable DNS Proxy

The LAN port does not process the DNS query message. For the DHCP requests from
local PCs, the DHCP server will set the user-configured preferred DNS sever or
alternate DNS server whichever is available as the DNS server. Then all DNS query
messages will be directly sent to the DNS servers.

Use Auto Discovered DNS Servers Only

The DNS proxy will store the DNS server IP addresses obtained from DHCP client or
PPP into the table. And all DNS query messages will be sent to one of the dynamically
obtained DNS servers.

Use User Configured DNS Servers Only
The DNS proxy will use the user-configured preferred DNS server and alternate DNS
server. And all DNS query message will be sent to one of DNS servers.

Auto Discovery + User Configured
The DNS proxy’s table has all the IP addresses of dynamically obtained and user
configured DNS servers.
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DS Configuration

DS Prooor Selection | Use futo Diseoversd DN Servers Only ;!
Disahle DI_\_IS Proxy

(e ot Discovered DING Seryers Clnly
User Confign e User Contiznred LIS Servers Dnly
Preferred DS § &uto Disoovery + User Configmed

Alternate DHS Server |0.0.0.0

Submit El

Zettings need to be saved to Flash and the swstem needs to be rebooted for the changes to take effect.

Figure 4-23: DNS Configuration Screen

Note: Before the DNS proxy mode is enabled; please go to the Miscellaneous
Configuration to enable the DNS proxy. Otherwise, DNS Proxy selection will
not be valid.
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Chapter 5
PC Configuration

This Chapter details the PC Configuration required on the local
("Internal”) LAN.

Overview

For each PC, the following may to be configured:
e TCP/IP network settings
e Internet Access configuration

Windows Clients

This section describes how to configure Windows clients for Internet access via ADE-
3000.

The first step is to check the PC's TCP/IP settings.

ADE-3000 uses the TCP/IP network protocol for all functions, so it is essential that the
TCP/IP protocol be installed and configured on each PC.

TCPI/IP Settings

If default ADE-3000 settings are loaded, and default Windows 95/98/ME/2000
TCPIIP configuration, no changes need to be made.

By default, ADE-3000 will act as a DHCP Server, automatically providing a suitable
IP Address (and related information) to each PC when the PC boots.

For all non-Server versions of Windows, the default TCP/IP setting is to act as a
DHCP client.

If you wish to check your TCP/IP settings, the procedure is described in the
following sections.
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Windows 9x/ME
1. Select Control Panel - Network. You should see a screen like the following:

Canfiguration | Identification | Access Caontral |

The following netwark components are installed:

4~ NetBEUI -> PCl Fast Ethernet Adapter ]
5 NetBEUI -» DiaHJp Adapter

- MNetBEUI-> Dial-Up Adapter #2 (VPN Sunpar

Y TCP/IF -» PCl Fast Ethernet Adapter
% TCP/IP -» DiaHUp Adapter

% TCP/IF -» DiaHUp Adapter #2 (VPN Suppor)

U™ File and printer sharing for Netware Netwarks -
1| | 3

Add. Femowe Froperties

Figure 5-1: Network Configuration

2. Select the TCP/IP protocol for your network card.
3. Click on the Properties button. You should then see a screen like the following.

TCP/IP Properties | 2] x|
Bindings | Advanced | NetBIOS |  DNS Configuration |
Gatewsay | WIMS Configuration IF Address

An IP address can be automatically assigned to this computer. If
wour network does not automatically assign IF addresses, askyour
netwark, administrator for an address, and then type itin the space
el o,

& Dhtain an IF address automatically

¢ Specify an IP address:

[P Andress: | . . . ‘

subnet Mask: | . . . ‘

Figure 5-2: IP Address (Win 95)
Ensure your TCP/IP settings are correct, as follows:

Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is the
default Windows settings.

Restart your PC to ensure it obtains an IP Address from ADE-3000.

Using "Specify an IP Address"

e If your PC is already configured, do NOT change the settings on the IP Address
tab shown in Figure above.

e Onthe Gateway tab, enter ADE-3000's IP address in the New Gateway field and
click Add, as shown below. Your LAN administrator can advise you of the IP
Address they assigned to ADE-3000.
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TCPJIP Properties

Bindings | Advanced | MetBIOS | DNS Configuration |
Gataway ] WyINS Configuration | IP Address

The first gatewery in the Installed Gateweay listwill be the default The
address orderin the list will be the order inwhich these machines

ara usad.

Bew gatewmy

(0. 0.0 2| Ak ]
Installed gateways:

Figure 5-3: Gateway Tab (Win 95/98)

e Onthe DNS Configuration tab, ensure Enable DNS is selected. If the DNS Server
Search Order list is empty, enter the DNS address provided by your ISP in the
fields beside the Add button, then click Add.

TCP{IP Properties EHE
Gateway ] WS Configuration ] IP Address ]
Bindings | Advanced | NetBIOS DNS Configuration
" Disable DNS

& Enable DMNS

Host: Diomain:

DOMS Senver Search Order

q . . D add |
e

Figure 5-4: DNS Tab (Win 95/98)

Windows 2000
1. Select Control Panel - Network and Dial-up Connection.

2. Right click the Local Area Connection icon and select Properties. You should see
a screen like the following:
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Local Area Connection 7 Properties
General |Sharing |

Connect using;

I FLANET ENw-3504 PCl Fast Ethernet Adapter #3

Components checked are used by this connection:

LI;I

Check Point SecuRemate
File and Printer Sharing for Microsoft Metworks

-
S CRIEEE M Cremtmmed D e
4] | P

Install .. Uninstall Properties |

Description

Allows your computer to access resources on a Microsoft network,

I Show ican in taskbar when connected

04 | Cancel |

Figure 5-5: Network Configuration (Win 2000)

3. Select the TCP/IP protocol for your network card.
4. Click on the Properties button. You should then see a screen like the following.
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Internet Protocol {TCP/IP) Properties

General

fou can get [P zettings azsigned automatically if pour network, supports
thiz capability. Otherwize, you need to azk your network. administrator for
the appropriate [P zettings.

% Obtain an [P address automatically
—" Use the following IP address:
|F address: I

Subnet mask: I

[efault gatewaw I

% Obtain DNS server address automatically

—{" Use the following DMS server addresses:
Freferred DS sener: I

Alternate DHS semver I

ak | Cancel |

Figure 5-6: TCP/IP Properties (Win 2000)

5. Ensure your TCP/IP settings are correct:

Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is the
default Windows settings.

Restart your PC to ensure it obtains an IP Address from ADE-3000.

Using a fixed IP Address ("Use the following IP Address")
If your PC is already configured, check with your network administrator before making
the following changes.

o Enter ADE-3000's IP address in the Default gateway field and click OK. (Your LAN
administrator can advise you of the IP Address they assigned to ADE-3000.)

o If the DNS Server fields are empty, select Use the following DNS server addresses,
and enter the DNS address or addresses provided by your ISP, then click OK.
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Windows XP
1. Select Control Panel - Network Connection.

2. Right click the Local Area Connection and choose Properties. You should see a
screen like the following:

- Lncal #rea Connection Froperties

Genesal | sotwericalion | Advanced
Conned usng
B Hatons Semconducior Do, DPEH0 Gigetd Mebwork |

T Conrapchon uze: Hom foSoweng ibenmic

¥ W NwiLink HniBa05 -
& ¥ Nk 5 FUH elBI0E Compaibls Traneport Prol
T o bt Y {TLPAP]

Descupdion

Trarvimsisacn Coniml Protec ol Frotecod The defsd
wrcks ares nebvosk peoloool et prosades commonecston
acast dhwes inbercoreschad robwok

|_:| Sl on i roilication sras vihen connacked

| o | camn |

Figure 5-7: Network Configuration (Windows XP)

3. Select the TCP/IP protocol for your network card.
4. Click on the Properties button. You should then see a screen like the following.

Intermet Frotocol (TOPAP ] Pooperibes

Gl | Alirimale Conlgpastions

Vi can gt B semings sssiorad sutomaticaly § o nateork, tuppats
i o ity Qv iy o] B0 sk oo Pl ardemeresiradod fof
e appropriste [P settings

{20 I bty o [P - apubcumanlic ol
2 Ve o Followeng P prdcdis

(%) Difainie: D5 sonver nddress amomalic iy
{2 Vg o Followeng DNG wrowd eddiians

[edreed ]

| o || cCencel |

Figure 5-8: TCP/IP Properties (Windows XP)
5. Ensure your TCP/IP settings are correct.
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Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is the
default Windows settings.

Restart your PC to ensure it obtains an IP Address from ADE-3000.

Using a fixed IP Address ("Use the following IP Address")

e If your PC is already configured, do NOT change the settings on the screen shown
in Figure above, unless advised to do so by your network administrator.

e You can enter ADE-3000's IP address in the Default gateway field and click OK.
Your LAN administrator can advise you of the IP Address they assigned to ADE-
3000.

o If the DNS Server fields are empty, select Use the following DNS server addresses,
and enter the DNS address or addresses provided by your ISP, then click OK.

Internet Access

To configure your PCs to use ADE-3000 for Internet access:

e Use the following procedure to configure your Browser to access the Internet via
the LAN, rather than by a Dial-up connection.

Windows 9x/2000
1. Select Start Menu - Settings - Control Panel - Internet Options.
2. Select the Connection tab, and click the Setup button.

3. Select "l want to set up my Internet connection manually, or | want to connect
through a local area network (LAN)" and click Next.

4. Select "l connect through a local area network (LAN)" and click Next.

5. Ensure all of the boxes on the following Local area network Internet Configuration
screen are unchecked.

6. Check the "No" option when prompted "Do you want to set up an Internet mail
account now?".

7. Click Finish to close the Internet Connection Wizard.
Setup is now completed.

Windows XP

Select Start Menu - Control Panel - Network and Internet Connections.

Select Set up or change your Internet Connection.

Select the Connection tab, and click the Setup button.

Cancel the pop-up "Location Information" screen.

Click Next on the "New Connection Wizard" screen.

Select "Connect to the Internet" and click Next.

Select "Set up my connection manually" and click Next.

Check "Connect using a broadband connection that is always on" and click Next.

Click Finish to close the New Connection Wizard.
Setup is now completed.

©XeNORA LN~
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Macintosh Clients

From your Macintosh, you can access the Internet via ADE-3000. The procedure is as
follows.

1. Open the TCP/IP Control Panel.
2. Select Ethernet from the Connect via pop-up menu.

3. Select Using DHCP Server from the Configure pop-up menu. The DHCP Client ID
field can be left blank.

4. Close the TCP/IP panel, saving your settings.

Note:

If using manually assigned IP addresses instead of DHCP, the only change required is
to set the Router Address field to ADE-3000's IP Address.

Linux Clients

To access the Internet via ADE-3000, it is only necessary to set ADE-3000 as the
"Gateway".

Ensure you are logged in as "root" before attempting any changes.

Fixed IP Address

By default, most Unix installations use a fixed IP Address. If you wish to continue using
a fixed IP Address, make the following changes to your configuration.

e Set your "Default Gateway" to the IP Address of ADE-3000.

e Ensure your DNS (Name server) settings are correct.

To act as a DHCP Client (recommended)

The procedure below may vary according to your version of Linux and X -windows
shell.

1. Start your X Windows client.

2. Select Control Panel - Network

3. Select the "Interface" entry for your Network card. Normally, this will be called
"eth0".

Click the Edit button, set the "protocol” to "DHCP", and save this data.
To apply your changes

o Use the "Deactivate" and "Activate" buttons, if available.

e OR, restart your system.

o &




Chapter 6
Admin Privilege

This Chapter details the operation of ADE-3000 and the status screens.

The links under Admin Privilege are only to be accessed and configured, when it is
login with administrator login name and password.

WAN Status

The WAN Status page shows the information and status of WAN PVCs. Select the VC
number to view connection status.

The DHCP Release and Renew allows users to release and renew the WAN [P
address in the WAN DHCP Client Enabled (dynamic) mode.

WA
Auimin Frivilege
IF Liddpess | Subzsl Hazk HAC Bddress
WIN Cpmd
41522046 | 295000 (300 D00 A7 PR
ATM Sty
PR Swms Vistaal Ciseit: [0 %)
TCE Stams
=| Ezmecus
—_
Rettte Table
Lerrredl BAC Table
ADEL Condignrstion
BIP tf pimmtier
Paspiard Configention
fdmun =
[Beag
M [ wrmdene

Figure 6-1: WAN Status Screen

ATM Status

The ATM Status page shows all the statistics information of ATM cells.
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= ATM STATUS
Brdmin Privilege

Tx Evie: ==l
WAN Swm

P By = e
AT Giaown
P B Tx Cells - L)
TCF Bwtus B el 2]
Bk Tahla B HEC: Brroes a
Learned bAC Tahle Toe Migmt Cells 2
AT, Comfignmtien

Eox Mgt Colls 1]
RIF Confipemiion

T CLID Calls L]
Pusrwosl Condlgrahan |
Adman . 5
(T8 R CLP0 Crlls 154
Hisc Combinaiion Tx CLEL Calls 1]
il | liJ o™ B "l fi

Figure 6-2: ATM Status Screen

PPP Status

The PPP Status page shows the status of PPP for each PVC. Connect and
Disconnect allows you to manually connect/disconnect the PPP connection for
specified PVC.

If current connection is disconnected after the Disconnect Timeout, you will have to
go to this page, choose the correct PVC and Connect option, and then click Execute
to restart a new PPP secession.

= e B
Adunin Privilege
¥C  Dtoms | PhisZemt | Pkt Bewd | Hytes Sest | Hytes Bovd
'1'!5:5 'th
) L] bl [ 4] 2R T
AT Stades
BT s i Wi A WA Mia Wi
TCE Sy T | Em ML ix Hi A
Bl Tabls E Hi Hik, HiA, Hia Hi
bl Mo Lece d Y Wik Wi Hi Y
AL Conligunter
5 A ) ) HiA HA
] Wik Rk WA NiA W
Fuszwonl Comdigurian | |
ﬂ'ifuj 7 R Wik L Wia '
Wiz Comfliguotion . |
Iﬂ Virtwad Cincuit: [ 2]
al | b "

Figure 6-3: PPP Status Screen
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TCP Status

The TCP Status page shows the statistics for all TCP connections. This is for internal

network only.

Savy ey

interface.

Addmin Frivilege
WLN Etius

ATH Sefus

EIF Confypusten
Faspworm] Comfpeline
-_!' C.ix
bine: Coorfi gt
3|
a l | L]

TCR STATE

Tokl Paokets Zant

Leaila. P btz St

Dot Bewaece Bat

Tolal Parkerts Reraned

Packetz Estaived imespquenin

Erwtecs Bneatwndl fn-simimes

Ol off Owlew Fackis

Ol of Cpden Evies

Packais d tngerded for had chacksm

Parhets disgamded {ow had beader offoed

Deabute dissadad kusas b s

Figure 6-4: TCP Status Screen

Route Table

The Route Table page displays routing table and allows you to manually enter the
routing entry. The interface brO means the USB interface; lo0 means the loop back

17

1 e

S0 2

1376

Fucne Talde
Destinnison Hetmask Habewny Imterinne
noon onoo 6159201 | pppl
LI ] 55000 100m: bl
6159399 1 255255255255 | Bl 9. EHAT | pppl
13701 Z55000 127001 loll
D stimatinn Gatway Memmazk P
I fadi
th-nl] me]

Figure 6-5:

Mt Erve when prs i fichs b wesinee on porver mp

Route Table Screen
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Learned MAC Table

The Learned MAC Table page shows the current learned Bridge MAC table.
The Aging Timeout is for determining the update period for the MAC table.

Ty el Breidge MLAC Takle
HAC Addies Expuatioz
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Figure 6-6: Learned MAC Table Screen

ADSL Configuration

The ADSL Configuration page allows you to set the configuration for ADSL protocols.

Trellis

Trellis Code. By default, it is always enabled.
Handshake Protocol

This is for the ADSL handshake protocol.
Wiring Selection

The wiring selection for the RJ-11.

Bit Swapping
Bit swapping enables an ADSL system to change the number of bits assigned to a

subcarrier, or change the transmit energy of a subcarrier without interrupting data flow.
(No need to configure this item unless it is necessary)
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Figure 6-7: ADSL Configuration Screen

RIP Configuration

RIP Configuration allows users to setup RIPv1/v2 support and related parameters in
ADE-3000.

RIP
Start or Stop a RIP session. The resulting RIP session will monitor all network
interfaces that are currently available for messages from other RIP routers.

Supplier

If the supplier parameter is true, it will also respond to specific requests from other
routers and transmit route updates over every known interface at the interval specified
by Interval.

Gateway
Specifying a gateway setting of true establishes this router as a gateway to the wider
Internet, capable of routing packets anywhere within the local networks.

Multicast

The value True indicates that the RIP messages are sent to the pre-defined multicast
address of 224.0.0.9 (which requires a version setting of 2). Otherwise, it will use
broadcast address.

Interval
The interval of the RIP information will be advertised.
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Figure 6-8: RIP Configuration Screen

Password Configuration

The Password Configuration page allows users to set the passwords for user and
administrator.
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Miscellaneous Configuration

The Miscellaneous Configuration allows users to set all the miscellaneous
configurations in ADE-3000.
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Figure 6-9: Miscellaneous Configuration Screen

WAN side HTTP server
When it is enabled, the Web setting pages of ADE-3000 can be accessed from the
WAN side. When it is disabled, you can only access the Web pages from the LAN side.

FTP server

When it is enabled, the FTP connection can be established from both the LAN and

WAN sides.

TFTP server

When it is enabled, it can upgrade the image code with the TFTP client application run
at either the LAN or WAN sides.

An example for the TFTP client updating the vxworks.z product image code is:
FE10.0.0.2 - TFTP32

File  Opkons  Help

Host [10.002 Palt
TirneaLk IW ™ Send timeoul bo 5erver "Elnr_‘k Size—

512 - I
Loz File Id:".hasl:-ani".wwnrks.z

Matzh Files [ Binary [+ E

R emata File |.,r;.;wurk5_ 3

soort | [N

Sent 1 29536 bytes [173] 162529
Figure 6-10: Example for TFTP server

HTTP server port
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The HTTP server port can be changed to other secure port number. For example,
when it is changed to 1001, the HTTP server address for the LAN side is
http://10.0.0.2:1001.

DMz

A DMZ (De-Militarized Zone) is added between a protected network and an external
network, in order to provide an additional layer of security. When there is a suspected
packet coming from WAN, the firewall will forward this packet to the DMZ host.

DMZ Host IP
The IP address of the DMZ host at LAN side.

DHCP Relay

If it is enabled, the DHCP requests from local PCs will forward to the DHCP server
runs on WAN side. To have this function working properly, please disable the NAT to
run on router mode only, disable the DHCP server on the LAN port, and make sure the
routing table has the correct routing entry.

DHCP Target IP
The DHCP server runs on WAN side.

IGMP Proxy

Here is the global setting for IGMP Proxy. If it is enabled, then the enabled IGMP Proxy
on WAN PVCs will be working. Otherwise, no WAN PVC can have IGMP Proxy
working on it.

PPP connect on WAN access
If it is enabled, the PPP session will be automatically established when there is a
packet wants to go out the WAN.
The differences between PPP connect on WAN access and the Automatic
Reconnect:
Some ISPs would terminate the PPP session due to the inactivity.
For the PPP connect on WAN access, the PPP will be automatically
reconnected when an URL is entered in the browser (packet interested in going
out the WAN).
For the Automatic Reconnect, it will reconnect the PPP session whenever it is
terminated by ISP.

PPP Half Bridge:

When the PPP Half Bridge is enabled, only one PC is able to access the Internet, and
the DHCP server will duplicate the WAN IP address from the ISP to the local client PC.
Only the PC with the WAN IP address can access the Internet.
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Reset to Factory Default

The Reset to Factory Default page allows you to reset the modem to original factory
default configuration (factory.reg).

Diagnostic Test

Click this link; system will perform diagnostic tests automatically. And show the testing
result in Diagnostic Test page. If some of the tests fail, related help links are available
for reference while troubleshooting.
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Figure 6-11: Diagnostic Test Result Screen

Code Image Update

The Code Image Update page allows you to upgrade the image code locally. Browse
the location of firmware file, and click the Upload to start the update.

Network Code Image Update

The Network Code Image Update page allows user to upgrade the image code from
remote FTP server.

Assume an FTP server stores the updated image on Internet. Click Image Download
to initiate the updating. To set up the ftp server IP address, please save the
UpdateHost parameter under [Class\ Service\System] in the config.reg file as the IP
address of the specific Ftp server on Internet.
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Users may acquire information of the system from this screen, including the time, and
connection process related messages.
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Figure 6-12: System Log Screen
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Appendix A
Troubleshooting

This Appendix covers the most likely problems and their solutions.

Overview

This chapter covers some common problems that may be encountered while using
ADE-3000 and some possible solutions to them. If you follow the suggested steps and
ADE-3000 still does not function properly, contact your dealer for further advice.

General Problems

Question
1:

Answer 1:

Can't connect to ADE-3000 to configure it.

Check the following:

ADE-3000 is properly installed, LAN connections are OK, and it is
powered ON.

Ensure that your PC and ADE-3000 are on the same network
segment. (If you don't have a router, this must be the case.)

If your PC is set to "Obtain an IP Address automatically" (DHCP
client), restart it.

If your PC uses a Fixed (Static) IP address, ensure that it is using
an |IP Address within the range 10.0.0.3 to 10.255.255.254 and
thus compatible with ADE-3000's default IP Address of 10.0.0.2.
Also, the Network Mask should be set to 255.0.0.0 to match ADE-
3000.

In Windows, you can check these settings by using Control
Panel-Network to check the Properties for the TCP/IP protocol.

Configuration and Internet Access

Question 1

Answer 1

Question 2

When | enter a URL or IP address | get a time out error.

A number of things could be causing this.

Try the following troubleshooting steps.

Check if other PCs work. If they do, ensure that your PCs IP
settings are correct. If using a Fixed IP Address, check the
Network Mask, Default gateway and DNS configured on PC.

If the PCs are configured correctly, but still not working, check
ADE-3000. Ensure that it is connected and ON. Connect to it and
check its settings. (If you can't connect to it, check the LAN and
power connections.)

If ADE-3000 is configured correctly, contact your ISP to see if
Internet connection is working correctly.

If the PPP is disconnected after the Disconnect Timeout and how can

nnnnnn + i+
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Answer 2

Question 3

Answer 3

| reconnect it?

You have to go to the PPP Status under Admin Privileged column,
choose the correct PVC and Connect option, and then click Execute
to restart a new PPP secession.

Since only one PVC is mapped to one local PC IP address, why can |
input more than one IP address for one NAT session?

Even it is applicable to insert multiple IPs for NAT mapping, only the
first IP address of each session takes effect.
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Specifications
ADE-3000
[ lodel ADE-3000
[ imensions 175 mm (W) * 130 mm (D) * 32 mm (H)
()perating 0°Cto40°C
" emperature
{ torage -10°Cto 70° C
" emperature

I etwork Protocol: UDP, TFTP, TCP/ IP, ICMP, ARP, RIP I/ I, N T, HTTP,
DHCP, IGMP, IPSec, PPPoE, PPTP, L2TP, N \PT,

/ TM Protocol and RFC 2364 — PPP over ATM VCMUX
tncapsulations  pec 2364 - PPP over ATM LLC
RFC 2516 — PPP over Ethernet VCMUX
RFC 2516 — PPP over Ethernet LLCSNAP
RFC 1577 - Classic IP over ATM
RFC 1483 — Bridged IP over ATM LLCSNAP
RFC 1483 — Routed IP over ATM LLCSNAP
RFC 1483 — Bridged IP over ATM VCMUX
RFC 1483 — Routed IP over ATM VCMUX
ATM AAALS
AAAL5 UBR & CBR
OAM F4/F5
VPI/VCI range: 0 to 255/0 to 65536

Up to 8 PVCs (simultaneous and encapsulatic 1 independent)

I etwork Interface: LAN port: RJ-45 interface: 10/100M, Half or F Il Duplex, auto-
negotiation

USB interface: USB 1.1 Type B full < »eed 12Mbps
WAN port: RJ11 for ADSL connection

I xternal Power 12V AC, 1000mA
/ dapter

FCC Statement:
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This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) This device may not cause harmful interference.

(2) This device must accept any interference received, including interference
that may cause undesired operation.

CE Marking Warning

This is a Class B product. In a domestic environment this product may cause radio
interference in which case the user may be required to take adequate measures.
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	Congratulations on the purchase of ADE-3000. The ADSL Bridge Router will allow multiple LAN users to share an Internet user account, via a DSL connection. Once the ADSL Bridge Router is installed and configured, the Internet is just a click away.
	Figure 1-1:
	ADE-3000 incorporates many advanced features, carefully designed to provide sophisticated functions for user’s convenience while surfing in the net.
	All users on the LAN (up to 253 users) can access the Internet through ADE-3000, using only a single external IP Address. (router mode). ADE-3000 has a RJ-11 port for connecting a DSL connection to provide Internet resource sharing feature. All popular DS
	This feature allows Internet users to access Internet servers on your LAN. The required setup is quick and easy. One (1) PC on your local LAN can be configured to allow unrestricted 2- way communication with Servers or individual users on the Internet. Th
	One (the Ethernet RJ-45 port) is used to connect to your network adapter. The other (the USB port) can be connected to USB interface DSL/Cable router or directly with computer. Dynamic Host Configuration Protocol provides a dynamic IP address to PCs and o
	. Use WEB browser from anywhere to begin the configuration. . The ADE-3000 can be managed from any PC on your LAN. And, if the Internet connection exists, it can also (optionally) be configured via the Internet.
	. Two-level password protection can provided stronger protection to prevent unauthorized users from modifying the configuration data and settings. . An intrinsic side effect of NAT (Network Address Translation) technology is that by allowing all LAN users
	The following items should be included: ADE-3000 Unit Power Adapter Quick Installation Guide CD-ROM containing USB port driver USB cable RJ-11 cable
	If any of the above items are damaged or missing, please contact your dealer immediately.
	The front panel of ADE-3000 has 2 LEDs for one LAN port and one ADSL port. Figure 2 displays a front panel of the router.
	Figure 1-2:
	LED definitions
	Status ADSL On – ADSL LED status will be on after chaining procedure with DSLAM is completed
	Status LAN On –LAN LED will be on while RJ-45 connector is plugged in.
	Figure 1-3:
	Button definition
	Reset Button This button has two (2) functions: When pressed and released, ADE-3000 will reboot (restart). When reset button is pressed over 5 seconds and then release. ALL data will be clear and restore ALL settings to the factory default values.
	If ADE-3000's IP Address or password is lost, the following procedure can be used to recover from this situation.
	Pressing the Reset button for more than 5 seconds. ADE-3000 will restore to factory default setting. Note that this should be done only when you had tried all the troubleshooting options. Pressing the Reset button during operation may bring you into the r
	Computer PC or TCP/IP compliant workstations 32 MB RAM 20 MB of free disk space minimum (for USB driver installation) Ethernet Network Interface Controller (NIC) RJ45 Port USB Port Internet Browser
	Select a suitable place on the network to install ADE-3000. Ensure ADE-3000 is powered OFF.
	Use standard LAN cables to connect PCs to the ETHERNET port on ADE-3000. Either 10BaseT or 100BaseT connections can be used.
	If required, use a standard LAN cable to connect the "Uplink" port to a standard port on another hub.
	Connect one end of the RJ-11 phone cord to the LINE port on your ADSL modem. Connect the other end of the RJ-11 phone cord to your wall phone jack.
	Connect the supplied power adapter to ADE-3000 and power up. Use only the power adapter provided. Using a different one may cause hardware damage
	If there is no cable or wrong cable connected, LED on ADE-3000 should flash in Red, then turn OFF. If it stays Red, there might be a hardware error. For each LAN (PC) connection, the LAN LED should be (provided the PC is also ON.) The LED should be .
	ADE-3000 contains an HTTP server. This enables you to connect to it, and configure it, using your Web Browser. . The configuration program has been tested on the following browsers: Netscape V4.08 or later Internet Explorer V4 or later
	Before attempting to configure ADE-3000, please ensure that: Your PC can establish a physical connection to ADE-3000. The PC and ADE-3000 must be directly connected (using the ETHERNET port on ADE-3000) or on the same LAN segment. ADE-3000 must be install
	To establish a connection from your PC to ADE-3000: 1. After installing ADE-3000 in your LAN, start your PC. If your PC is already running, restart it. 2. Start your WEB browser. 3. In the box, enter "HTTP://" and the IP Address of ADE-3000, as in this ex
	Figure 3-1:
	If ADE does not respond, check the following: Machine is properly installed, LAN connection is OK, and it is powered ON. You can test the connection by using the "Ping" command: Open the MS-DOS window or command prompt window. Enter the command: ping 10.0
	Ensure that your PC and ADE-3000 are on the same network segment. (If you don't have a router, this must be the case.)
	Once you login in ADE-3000, its Home page will appear. It shows the firmware versions and WAN and LAN interface status.
	Figure 3-2:
	The page shows the ADSL physical layer status.
	Figure 3-3:
	The page shows the information and status of LAN port, DHCP client table, linking status of Ethernet and USB interface.
	Figure 3-4:
	This chapter describes the setup procedure for: WAN Access LAN configuration
	PCs on your local LAN may also require configuration. For details, see .
	Select the WAN link under Configuration column to set up WAN connection. It is required to know the type of Internet connection service used by your ISP. Note: You only need to fill in the fields that your ISP provided, and leave the others as default.
	Figure 4-1:
	Under the , the configuration will take effect on all WAN PVCs.
	The default gateway is the next-hop router IP address on the Internet.
	Under , it provides the configurations for IP address and VPI/VCI.
	Figure 4-2:
	To switch between the PVCs, please choose the options of virtual circuit and click on the button to switch over.
	Figure 4-3:
	Types of Internet connection services supported by ADE-3000 are explained below.
	At the WAN Configuration page, insert the VCI/VPI provided by ISP. Enable “ ”, and choose suitable packet encapsulation.
	Figure 4-4:
	Figure 4-5:
	Click “ ” to commit modifications you’ve done, then click “ ” to store settings. (Modifications will not take effects until next reboot.)
	Click on “ ” tab on left panel, and the NAT function in the option menu.
	Figure 4-6:
	Click “ ” on left panel to write configuration into machine, and reboot to make settings effective.
	If PPPoE (Point-to-Point Over Ethernet) or PPPoA (Point-to Point Over ATM) is provided to establish communications, and are required to be obtained from ISP. And values must be obtained from them as well, for some local ISPs don’t offer this information a
	To set up a PPPoE or PPPoA connection for WAN, follow the instructions below:
	Fill in the VCI/VPI entries with the information you get from ISP.
	Choose suitable packet encapsulation (PPPoA LLC/VC-Mux, PPPoE LLC/VC-Mux). Disable “Bridge”. (Packet encapsulation information also has to be obtained from ISP.)
	Figure 4-7:
	If your ISP provides this info, please type it into the field or leave it blank (factory default).
	Fill in the entries with the information provided by ISP.
	It is the amount of time you would like to pass before the Router drops your Internet connection due to inactivity. Enter zero ( ) in the field to remain Internet connection on at all time. The idle time ranges from 0 to 32767 seconds.
	When option is chosen, the PAP mode will run first then CHAP.
	If you check this option, the Disconnect Timeout should set to 0 second. Otherwise there will be a conflict between them.
	Leave this option unchecked.
	Figure 4-8:
	Click on “ ” tab on left panel, and the function in the option menu.
	Click “ ” on left panel to write configuration into machine, and reboot to make settings effective.
	If your ISP has assigned static IP address (See Appendix A ), you may connect to the Internet by using a fixed, or static address. To set up a Fixed IP for WAN, do the following steps as an example.
	Enter the information of , and provided by ISP. Note: These parameters are required for building up connection. If one of these information incorrect or unavailable, please contact your ISP for correct information.
	Figure 4-9:
	Choose suitable packet encapsulation (1483 Bridged/ Routed LLC, 1483 Bridged/ Routed Mux, Classical IP over ATM). And “Bridge” function.
	Click “ ” to commit modifications you’ve done, then click “ ” to store settings. (Modifications will not take effects until next reboot.)
	Click on “ ” tab on left panel, and the function in the option menu.
	Click “ ” on left panel to write configuration into machine, and reboot to make settings effective.
	If ISP provides a dynamic IP for Internet connection, following steps illustrate how to enable the connection via ADE-3000.
	Choose suitable packet encapsulation (1483 Bridged/ Routed LLC, 1483 Bridged/ Routed Mux, Classical IP over ATM). And “Bridge” function.
	Check the option, and fill in the Host Name field (if required.) (This information should be obtained from ISP. If there is no special demand for this, leave this column blank.)
	Figure 4-10:
	Click on “ ” tab on left panel, and the function in the option menu.
	Click “ ” on left panel to write configuration into machine, and reboot to make settings effective.
	Here are explanations about some fields not mentioned above.
	The is developed to solve the scenario when the ISP only recognizes one MAC address. Copy the ISP-recognized MAC address here.
	Figure 4-11:
	If your ISP provides this information to you, fill it in appropriate field.
	UBR and CBR are two different types of service supported from the ATM.
	Bandwidth setting takes effect only when the CBR is selected. The maximum available bandwidth is from the upstream data rate of ADSL status page (see Section, ADSL).
	Figure 4-12:
	Support IGMP proxy/relay function for ADSL modem, based on the following
	requirement and case: On CO side, there must be at least one IGMP querier (router) present. IGMP querier will send IGMP query packet. The ADSL modem is responsible to relay these IGMP query to Ethernet. End -user multicast application device send IGMP rep
	Table 4-1 IGMP packets process
	:
	Table 4-1 WAN configurations Overview
	: Encapsulation is based on the ISP configuration. It may be different for different ISPs and countries.
	The LAN IP and Subnet Mask of ADE-3000 are the values seen by the users on their internal network. The default IP is for IP and for Subnet Mask.
	Figure 4-13:
	A DHCP (Dynamic Host Configuration Protocol) Server automatically assigns IP address to each computer on your network. Unless you already have one, it is highly recommended that your router be set up as a DHCP server..
	The DHCP address pool is based on LAN port IP address plus 12 IP addresses. For example, the LAN IP address is 10.0.0.2; the DHCP address pool is at the range of 10.0.0.3 to 10.0.0.14.
	The DHCP address pool is at the range of and . . IP address range: 255 total IP addresses – 1 broadcast address – 1 LAN port IP address.
	The Lease time is the amount of time of a network user will be allowed to connect with DHCP server.
	mode: DHCP server only allocates one IP address to local PC. mode: DHCP server allocates the IP addresses specified bye the DHCP address pool.
	Figure 4-14:
	By clicking this link, you will be directed to Ethernet Mode page. You can specify the type of LAN connection or use AutoSense. Default is AutoSense.
	Figure 4-15:
	By clicking NAT link under Configuration column, NAT Configuration page will be shown. You have to define the session used for NAT first. Click the Session Name Configuration link below, you will see NAT Session Name Configuration page.
	Figure 4-16:
	Enter the session name you want to use for NAT. Select VC number, which is assigned to the session. Choose , and then click button, the new defined session should be added to the table below immediately. If you want to remove an existing session, the proc
	Figure 4-17:
	After session defining, click the Go back to NAT Configuration link.
	Two types of (Network Address Translation) service are provided by ADE-3000.
	option only maps single WAN IP address to the local PC IP address. This is peer- to-peer mapping (1 on 1). For each PVC, only one local PC IP address can be associated with each WAN PVC.
	option maps the IP address and UDP/TCP port ID of the WAN PVC to the IP address and UDP/TCP port ID of the local PCs. (1 to N). It is the multiple-mapping mechanism. More than one local PC can be associated with one WAN PVC. The setting procedures are as 
	Figure 4-18:
	Figure 4-19:
	After all these settings are done, click “ ” button, the record will be added to the table below immediately.
	Figure 4-20:
	Virtual server feature allows users to make Servers on your LAN accessible to Internet users. Normally, Internet users would not be able to access a server on your LAN because of native NAT protection.
	The "Virtual Server" feature solves these problems and allows Internet users to connect to your servers.
	To provide server-based service, WAN IP address should be static, rather than dynamic, to make it easier for Internet users to connect to your Servers.
	However, service allows users to connect to your Virtual Servers using a URL, instead of an IP Address.
	You can set up public services on your network by configuring the values in the Virtual Server Configuration page. You may assign certain IP addresses as the destination of the network information. When users from the Internet make certain requests of you
	This function is generally used to set up a web server, ftp server, or e-mail server on your network. Figure shows the screen of Virtual Server Configuration page,
	Select the number used by the service, ranged from 0 to 65535.
	Select the number used on internal server mapping to public port, it is not required to be the same as public port number.
	Select appropriate communication type via checkbox.
	Enter the of local server that you want the Internet users to be able to access.
	Click the “ ” button to save the settings.
	Click “ ” on left panel to write configuration into machine, and reboot to make settings effective.
	Figure 4-21:
	The configuration page allows you to set the configuration of IP filtering. You can add 4 records max.
	When the bridge filtering is enabled, enter the , select
	and click . Then all incoming WAN and LAN Ethernet packets matched with this source MAC address will be filtered out. If the is selected, then the packets will be forwarded to the destination PC.
	When the bridge filtering is enabled, enter , select and click . Then all incoming WAN and LAN Ethernet packets matched with this destination MAC address will be filtered out. If the is selected, then the packets will be forwarded to the destination PC.
	Enter the hexadecimal number for the Ethernet type field in Ethernet_II packets. For example, 0800 is for IP protocol.
	Figure 4-22:
	The page allows you to set the configuration of DNS proxy. The Conexant firmware supports the DNS proxy function. For the DHCP requests from local PCs, the DHCP server will set the LAN port IP as the default DNS server. Thus, all DNS query messages will c
	Four DNS proxy modes available in ADE-3000:
	The LAN port does not process the DNS query message. For the DHCP requests from local PCs, the DHCP server will set the user-configured preferred DNS sever or alternate DNS server whichever is available as the DNS server. Then all DNS query messages will 
	The DNS proxy will store the DNS server IP addresses obtained from DHCP client or PPP into the table. And all DNS query messages will be sent to one of the dynamically obtained DNS servers.
	The DNS proxy will use the user-configured preferred DNS server and alternate DNS server. And all DNS query message will be sent to one of DNS servers.
	The DNS proxy’s table has all the IP addresses of dynamically obtained and user configured DNS servers.
	Figure 4-23:
	: Before the DNS proxy mode is enabled; please go to the to enable the DNS proxy. Otherwise, DNS Proxy selection will not be valid.
	For each PC, the following may to be configured: TCP/IP network settings Internet Access configuration
	This section describes how to configure Windows clients for Internet access via ADE- 3000.
	The first step is to check the PC's TCP/IP settings.
	ADE-3000 uses the TCP/IP network protocol for all functions, so it is essential that the TCP/IP protocol be installed and configured on each PC.
	By default, ADE-3000 will act as a DHCP Server, automatically providing a suitable IP Address (and related information) to each PC when the PC boots. For all non-Server versions of Windows, the default TCP/IP setting is to act as a DHCP client. If you wis
	1. Select . You should see a screen like the following:
	Figure 5-1:
	2. Select the protocol for your network card. 3. Click on the button. You should then see a screen like the following.
	Figure 5-2:
	Ensure your TCP/IP settings are correct, as follows:
	To use DHCP, select the radio button . This is the default Windows settings.
	Restart your PC to ensure it obtains an IP Address from ADE-3000.
	If your PC is already configured, do NOT change the settings on the IP Address tab shown in above. On the tab, enter ADE-3000's IP address in the field and click , as shown below. Your LAN administrator can advise you of the IP Address they assigned to AD
	Figure 5-3:
	On the tab, ensure is selected. If the list is empty, enter the DNS address provided by your ISP in the fields beside the button, then click .
	Figure 5-4:
	1. Select . 2. Right click the icon and select . You should see a screen like the following:
	Figure 5-5:
	3. Select the protocol for your network card. 4. Click on the button. You should then see a screen like the following.
	Figure 5-6:
	5. Ensure your TCP/IP settings are correct:
	To use DHCP, select the radio button . This is the default Windows settings.
	Restart your PC to ensure it obtains an IP Address from ADE-3000.
	If your PC is already configured, check with your network administrator before making the following changes. Enter ADE-3000's IP address in the field and click . (Your LAN administrator can advise you of the IP Address they assigned to ADE-3000.) If the f
	1. Select Control Panel - Network Connection. 2. Right click the and choose . You should see a screen like the following:
	Figure 5-7:
	3. Select the protocol for your network card. 4. Click on the button. You should then see a screen like the following.
	Figure 5-8:
	5. Ensure your TCP/IP settings are correct.
	To use DHCP, select the radio button . This is the default Windows settings.
	Restart your PC to ensure it obtains an IP Address from ADE-3000.
	If your PC is already configured, do NOT change the settings on the screen shown in above, unless advised to do so by your network administrator. You can enter ADE-3000's IP address in the field and click . Your LAN administrator can advise you of the IP 
	To configure your PCs to use ADE-3000 for Internet access: Use the following procedure to configure your Browser to access the Internet via the LAN, rather than by a Dial-up connection.
	1. Select . 2. Select the tab, and click the button. 3. Select "I want to set up my Internet connection manually, or I want to connect through a local area network (LAN)" and click . 4. Select "I connect through a local area network (LAN)" and click . 5. 
	1. Select Start Menu - Control Panel - Network and Internet Connections. 2. Select . 3. Select the tab, and click the button. 4. Cancel the pop-up "Location Information" screen. 5. Click on the "New Connection Wizard" screen. 6. Select "Connect to the Int
	From your Macintosh, you can access the Internet via ADE-3000. The procedure is as follows. 1. Open the TCP/IP Control Panel. 2. Select from the pop-up menu. 3. Select from the pop-up menu. The DHCP Client ID field can be left blank. Close the TCP/IP pane
	Note: If using manually assigned IP addresses instead of DHCP, the only change required is to set the field to ADE-3000's IP Address.
	To access the Internet via ADE-3000, it is only necessary to set ADE-3000 as the "Gateway".
	By default, most Unix installations use a fixed IP Address. If you wish to continue using a fixed IP Address, make the following changes to your configuration. Set your "Default Gateway" to the IP Address of ADE-3000. Ensure your DNS (Name server) setting
	The procedure below may vary according to your version of Linux and X -windows shell. 1. Start your X Windows client. 2. Select 3. Select the "Interface" entry for your Network card. Normally, this will be called "eth0". 4. Click the button, set the "prot
	The links under are only to be accessed and configured, when it is login with administrator login name and password.
	The page shows the information and status of WAN PVCs. Select the VC number to view connection status. The allows users to release and renew the WAN IP address in the WAN DHCP Client Enabled (dynamic) mode.
	Figure 6-1:
	The page shows all the statistics information of ATM cells.
	Figure 6-2
	The page shows the status of PPP for each PVC. Connect and Disconnect allows you to manually connect/disconnect the PPP connection for specified PVC. If current connection is disconnected after the you will have to go to this page, choose the correct and 
	Figure 6-3:
	The page shows the statistics for all TCP connections. This is for internal network only.
	Figure 6-4:
	The page displays routing table and allows you to manually enter the routing entry. The interface br0 means the USB interface; lo0 means the loop back interface.
	Figure 6-5:
	The page shows the current learned Bridge MAC table. The is for determining the update period for the MAC table.
	Figure 6-6:
	The page allows you to set the configuration for ADSL protocols.
	Trellis Code. By default, it is always enabled.
	This is for the ADSL handshake protocol.
	The wiring selection for the RJ-11.
	Bit swapping enables an ADSL system to change the number of bits assigned to a subcarrier, or change the transmit energy of a subcarrier without interrupting data flow. (No need to configure this item unless it is necessary)
	Figure 6-7:
	allows users to setup RIPv1/v2 support and related parameters in ADE-3000.
	Start or Stop a RIP session. The resulting RIP session will monitor all network interfaces that are currently available for messages from other RIP routers.
	If the supplier parameter is true, it will also respond to specific requests from other routers and transmit route updates over every known interface at the interval specified by Interval.
	Specifying a gateway setting of true establishes this router as a gateway to the wider Internet, capable of routing packets anywhere within the local networks.
	The value True indicates that the RIP messages are sent to the pre-defined multicast address of 224.0.0.9 (which requires a version setting of 2). Otherwise, it will use broadcast address.
	The interval of the RIP information will be advertised.
	Figure 6-8:
	The page allows users to set the passwords for user and administrator.
	The allows users to set all the miscellaneous configurations in ADE-3000.
	Figure 6-9:
	When it is enabled, the Web setting pages of ADE-3000 can be accessed from the WAN side. When it is disabled, you can only access the Web pages from the LAN side.
	When it is enabled, the FTP connection can be established from both the LAN and WAN sides.
	When it is enabled, it can upgrade the image code with the TFTP client application run at either the LAN or WAN sides.
	An example for the TFTP client updating the vxworks.z product image code is:
	Figure 6-10:
	The HTTP server port can be changed to other secure port number. For example, when it is changed to 1001, the HTTP server address for the LAN side is http://10.0.0.2:1001 .
	A DMZ (De-Militarized Zone) is added between a protected network and an external network, in order to provide an additional layer of security. When there is a suspected packet coming from WAN, the firewall will forward this packet to the DMZ host.
	The IP address of the DMZ host at LAN side.
	If it is enabled, the DHCP requests from local PCs will forward to the DHCP server runs on WAN side. To have this function working properly, please disable the NAT to run on router mode only, disable the DHCP server on the LAN port, and make sure the rout
	The DHCP server runs on WAN side.
	Here is the global setting for IGMP Proxy. If it is enabled, then the enabled IGMP Proxy on WAN PVCs will be working. Otherwise, no WAN PVC can have IGMP Proxy working on it.
	If it is enabled, the PPP session will be automatically established when there is a packet wants to go out the WAN. The differences between PPP connect on WAN access and the Automatic Reconnect: Some ISPs would terminate the PPP session due to the inactiv
	When the PPP Half Bridge is enabled, only one PC is able to access the Internet, and the DHCP server will duplicate the WAN IP address from the ISP to the local client PC. .
	The page allows you to reset the modem to original factory default configuration (factory.reg).
	Click this link; system will perform diagnostic tests automatically. And show the testing result in page. If some of the tests fail, related help links are available for reference while troubleshooting.
	Figure 6-11:
	The page allows you to upgrade the image code locally. Browse the location of firmware file, and click the to start the update.
	The page allows user to upgrade the image code from remote FTP server. Assume an FTP server stores the updated image on Internet. Click Image Download to initiate the updating. To set up the ftp server IP address, please save the UpdateHost parameter unde
	Users may acquire information of the system from this screen, including the time, and connection process related messages.
	Figure 6-12:
	This chapter covers some common problems that may be encountered while using ADE-3000 and some possible solutions to them. If you follow the suggested steps and ADE-3000 still does not function properly, contact your dealer for further advice.
	Check the following: ADE-3000 is properly installed, LAN connections are OK, and it is powered ON. Ensure that your PC and ADE-3000 are on the same network segment. (If you don't have a router, this must be the case.) If your PC is set to "Obtain an IP Ad
	A number of things could be causing this.
	Try the following troubleshooting steps. Check if other PCs work. If they do, ensure that your PCs IP settings are correct. If using a Fixed IP Address, check the Network Mask, Default gateway and DNS configured on PC. If the PCs are configured correctly,
	If the PPP is disconnected after the Disconnect Timeout and how can I reconnect it?
	I reconnect it?
	You have to go to the PPP Status under Admin Privileged column, choose the correct and option, and then click to restart a new PPP secession.
	Since only one PVC is mapped to one local PC IP address, why can I input more than one IP address for one NAT session?
	Even it is applicable to insert multiple IPs for NAT mapping, only the first IP address of each session takes effect.
	Model ADE-3000
	Dimensions 175 mm (W) * 130 mm (D) * 32 mm (H)
	Operating Temperature 0 C to 40 C
	Storage Temperature -10 C to 70 C
	Network Protocol: UDP, TFTP, TCP/ IP, ICMP, ARP, RIP I/ II, NAT, HTTP, DHCP, IGMP, IPSec, PPPoE, PPTP, L2TP, NAPT,
	ATM Protocol and Encapsulations RFC 2364 – PPP over ATM VCMUX
	RFC 2364 – PPP over ATM LLC
	RFC 2516 – PPP over Ethernet VCMUX
	RFC 2516 – PPP over Ethernet LLCSNAP
	RFC 1577 - Classic IP over ATM
	RFC 1483 – Bridged IP over ATM LLCSNAP
	RFC 1483 – Routed IP over ATM LLCSNAP
	RFC 1483 – Bridged IP over ATM VCMUX
	RFC 1483 – Routed IP over ATM VCMUX
	ATM AAAL5
	AAAL5 UBR & CBR
	OAM F4/F5
	VPI/VCI range: 0 to 255/0 to 65536
	Up to 8 PVCs (simultaneous and encapsulation independent)
	Network Interface: LAN port: RJ-45 interface: 10/100M, Half or Full Duplex, auto- negotiation
	USB interface: USB 1.1 Type B full speed 12Mbps
	WAN port: RJ11 for ADSL connection
	External Power Adapter 12V AC, 1000mA
	This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
	This device may not cause harmful interference.
	This device must accept any interference received, including interference that may cause undesired operation.
	This is a Class B product. In a domestic environment this product may cause radio interference in which case the user may be required to take adequate measures.

