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Chapter 1: Introduction
1.1 About ERT-2501
1.1.1 ERT-2501 Feature

User Interface

ERT-2501 can use Command Line Interface (CLI) or NetGrip utility to configure. NetGrip is used
to setup and management ERT-2501 with a user-friendly interface that works under Windows
95/98/NT/2000/ME. You can just select the command on the pull down menu, input data on the
dialogue box as other windows program.

Protocol and Routing

A ERT-2501 support two network protocols, IP and IPX. It supports three WAN protocol on
its WAN interface: PPP, HDLC and Frame-Relay. It supports three frame formats on its
Ethernet Interface: Ethernet V2, 802.2, 802.3.

A Support Static routing and dynamic routing protocol, RIP.
Data Rate
A Its WAN interface data rate can be up to T1 (1.544Mbps) or E1 (2.048Mbps).

A Can utilize 100% of its T1/E1 data rate to transfer data.
Bridging

A Transparently bridges LAN that do not have routing function.

A Support Spanning Tree Algorithm

Network Management

A Connect PC to ERT-2501 s console port, run NetGrip to manage it through the console port.

Connect PC to ERT-2501 through Network, run NetGrip to manage it through the network.

A Connect PC to ERT-2501 s console port, run VT-100 terminal-emulation program to manage
it through command line interface.

A Connect PC to ERT-2501 through network, run Telnet to manage it through command line
interface.

>

A ERT-2501 supports MIB Il and can be managed by using SNMP management software.
Security

A Use IP packet filter technology to check network address, protocol type and port number.

A Use password checking function to insure the security of router s configuration.
A

Table 1-1 The feature list of ERT-2501

Data Rate WAN interface can have totally 2.048bps E1 Data rate
100% utilization to transmit / receive packets on T1/E1 data rate.
LAN protocol IP, IPX
WAN protocol PPP, HDLC, Frame Relay and X.25
Frame Relay Complies to Q.920, Q.921 and Q.922
Support Supports RFC 1490 encapsulation

Supports LMI and Annex-D

Supports up to 23 PVCs

Completely supports CIR/BIR/BECH

PPP Support Completely supports RFC1661 (PPP and LCP)
RFC 1332 (IPCP)
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RFC 1552 (IPXCP)
RFC 1638 (BNCP)
Firewall support “Connect to Internet securely by using guest-list technology”
Routing Support IP RIP, IPX RIP
Compatibility Compatible with major venders bridge and router
Bridging Transparent bridge with all non-routable LAN protocol
Support Spanning Tree Algorithm
Network + Can be managed through the following 4 methods:
Management + NetGrip for Windows 95/98/NT/2000/ME
+ Telnet
¢ VT-100 terminal program
+ Standard SNMP management system
SNMP Agent Support MIB Il with bridging and router extension

1.1.2 Overview
The front and rear view of ERT-2501 is showed as Fig 1-1.

Enterprise WAN Router

Figure 1-1 The front and rear view of ERT-2501

Table 1-1 ERT-2501 component illustration

Label Description
POWER 110V/220V auto-sensing
CONSOLE DB9 (male)
Ethernet AUI (DB15 female) and RJ-45 auto-sensing
PORT 1 Two DB25(male) provide reliable WAN connection
PORT 2

The WAN port is connected to Data Terminal Equipment (DTE), you can use software to configure
this port as RS-232, RS-422, RS-485 or V.35.

The RS-232 interface is standard and can be connect to Modem with standard cable. You need
special cable for connect to other 3 non-standard interfaces.(See appendix A)

Table 1-2 ERT-2501 LED illustration

LED Description Color Status
System Power Power Green| ON: Power on
OFF: Power off
System Alarm Error on Ethernet of WAN Red ON: Error
interface OFF: OK
LAN Status Ethernet connection Yello ON: connected
w OFF: disconnected
LAN Collision Collision Green| ON: There is collision
OFF: No collision
WAN1 TX Transmit data Yello ON: Link on
w Blink: Transmitting Data
OFF: Link off
WAN2 TX Transmit data Yello ON: Link on
w Blink: Transmitting Data
OFF: Link off
WAN1 RX Receive data Green| ON: Link on
Blink: Receiving Data
OFF: Link off
WAN2 RX Receive data Green| ON: Link on
Blink: Receiving Data
OFF: Link off




1.1.3 ERT-2501 Specification

Ethernet Port

Number 1 RJ-45 port, 1 AUI port
Data Rate 10Mbps
Protocol Ethernet

Physical Interface

10Bsse-T : RJ-45
10Base-5 : AUI(DB15)

WAN Port

Number 2
Data Rate Totally 2.048Mbps (E1) data rate
Protocol PPP, HDLC, Frame Relay and X.25

Physical Interface

DB25

Console Port

Number 1
Data Rate 9600bps
Physical Interface | DB9

Dimension (Length x Width x height) 440mm x 270mm x 44mm

Operating Temperature 0 degree C to 40 degree C

Storage Temperature -10 degree C to 50 degree C

Operating Relative Humidity 10% ~ 90% (non-condensing)

Storage Relative Humidity 10% ~ 90% (non-condensing)

Input Voltage : 110V ~ 220V

AC power input
Input Frequency : 50 Hz ~ 60 Hz

Power Consumption 40W +/- 5 %

FCC Part 15, Class B
EN55022, Class B

EMI certification

TUV EN60950
CUL CAS 950
UL 1950

Safety Regulations

Sensitivity EN50082-1 (IEC801)

1.2 ERT-2501 Typical Application

The typical network application of ERT-2501 is:
A Point to Point Bridging.
A Point to Multi-Point Connection.
A Virtual Private Network (VPN).
A Internet connection

1.2.1 Bridging

The simplest application of ERT-2501 is Point to Point Bridging(see Fig 1-3). It simply connect to
remote LAN. Itis ERT-2501 s default settings. You just need to “Plug and Play”.



ERT-2501

——

——

ERT-2501

Fig 1-3 ERT-2501 Point to Point Bridging

1.2.2 Point to Multi-Point Connection

For users that want to connect all their remote sites to a central site, ERT-2501 will be a good
solution for the remote sites. Users can connect the remote LANs with multi-protocol to a central
multi-port routers located on the central site (see Fig. 1-4).

Office & (for IP protocc] only)

Central wark=tation .g .g _g

D Lzl
g_ Central Boiter ERT-250L
P'\h\ ERT-2501
C)— S,
ERT-2401 _g
—————a Office B ==
File: Sarvey (far P protocol only )
Filke Seruer

arm— ey

Office C ¢ for [VIPX prtocol )

Fig 1-4 ERT-2501 Point to Multi-Pint Application

On above example, each ERT-2501 is configured with PPP Protocol on its WAN Port and uses
dial-up network to connect with central router. Some remote offices probably are RD centers that
formed by UNIX workstation running TCP/IP. Some other remote offices probably are sales
points that formed by Novell workstation running IPX/SPX. The other remote offices may support
both IP and IPX as central Office.

Most service request come from remote offices to central offices. However, you probably need
visit a remote office’ s server from another remote office or need messages transfer (including e-
mail) between remote offices. All those data flow can go through central office’ s router.

You can disable the unused network protocol when configuration ERT-2501. Since use routing
protocol, Bridging function should be also disabled. The central router probably is provided by
other vender, thus its compression algorithm probably is incompatible from ERT-2501 and should
also disable data compression.
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1.2.3 Virtual Private Network

In a virtual private network (Fig 1-5), LAN to LAN is connected through the permanent virtual circuit
of public frame relay network. Using virtual circuit can get better redundancy. In fact, complete
network connection can realize by distribute independent virtual circuit for each ERT-2501 pairs.

o909 Q0990
T

4 UsA

ERT-2501

" Public Frame-Relay
Network

T

3
. el = I# o |
o ERT-2501 ¥ R outer C '

Germany

5 (o

Fig 1-5 ERT-2501 Virtual Private Network

1.2.4 Internet connection

You can install ERT-2501 on client side for Internet connection. The connection between LAN
and Internet is provided by the PPP link of Internet Service Provider.

1.3 Product Configuration
1.3.1 First configuration of ERT-2501

You can connect a PC, terminal or UNIX workstation to ERT-2501 console interface to make first
configuration. You can also connect a Modem to ERT-2501's console port and dial in to make
first configuration. The further configuration can be make through IP network. The following
hardware requirement is suitable for console port connection.

Requirement for Console Port connection:

VT-100 terminal, or UNIX workstation or PC that run VT-100 terminal emulation program. The
terminal should have the following settings:
Emulation type: VT-100

Baud rate: 9600
Data bit: 8
Parity Check : None
Stop bit: 1
Flow Control: None

Requirement for NetGrip:

Use one Windows 95/98, Windows NT 3.51 or later Windows OS PC with DB9 (COM) serial port to
connect the console port of ERT-2501. If there is only a DB25 (COM) serial port interface, you an
use a DB9/DB25 interface converter to connect the control cable and PC's serial port.
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Control cable for ERT-2501:

You need a Control Cable for connecting PC, terminal or a UNIX workstation to ERT-2501' s
console port (refer to Fig 1-7 and appendix A).

! !! COM port Console Port gg;,]
g Crossover Cahle e

ERT-2501

PC - Workstation or
UMIH Warlstation

Fig 1-7 Use Control Cable to connect ERT-2501's console port

Requirement for connecting Modem to ERT-2501' s console port:

A modem cable with DB9 connector to connect. The Modem use the same parameter of console
port connection (refer to Fig 1-8 and Appendix A).

onsole Pock

’ 4

ERT-Z301

Fig 1-8 Connect Modem to console port of ERT-2501

The following is the configuration procedure:
A Connect ERT-2501 s console portto a PC
1. Shut down the power of ERT-2501 before connecting.
2. Connect Control Cable's DB9 connector to ERT-2501's console port. Connect another
DB-9 connector to PC's serial port.  Power on PC.
3. Power on ERT-2501.
4. Check if ERT-2501 s power LED is green.
5. Ready to enter its command line interface of install NetGrip program.
A Connect ERT-2501 s console port to a workstation or terminal device.
1. Start the UNIX workstation or VT-100 terminal.
2. Connect the DB-9 connector of Control Cable to ERT-2501 s console port, connect another
DB-9 connector of Control Cable to a UNIX workstation or terminal device s serial port.
3. Power on ERT-2501
4. Check if ERT-2501 s power LED is green.
5. Ready to enter its command line interface to configure this router.

1.3.2 Install NetGrip management utility

NetGrip can be used on Windows 95, Windows 98, Windows 2000 and Windows NT or later
Windows version. ERT-2501 is provided with an installation CD. The installation procedure is
as the following:

1. Insert the installation CD to your CD-ROM Drive. Click “Start” -> “Run” -> “e:\utility\setup.exe”.
(Assume letter E is the CD-ROM drive)

2. The Installation Wizard will startup the installation and guide you the whole process. After the
installation, install wizard will create a small icon on the Desktop for easy locate and execute the
program.
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1.3.3 Connect to network

After configure ERT-2501 s console port parameters and save, you can connect to network by the
following options:
A WAN connection: use PLANET V.35 WAN cable, or DB25 too DB25 (RS-232) WAN cable.

A LAN Ethernet connection: use 10Bast-T ( connect the RJ-45 port) or 10Base-5 cable (connect
the DB-15 port)

A Modem connection: Use modem cable to connect ERT-2501's WAN port.



Chapter 2 NetGrip user' s Guide
2.1 Enter NetGrip

Start NetGrip in Windows , you can see a screen like Figure 2-1.

Netgrip Management Utility ERT-2501

Connection Type

Netwaork |
Modem |
Exit |

PLANET

Batwihie ) § [t T

‘ Capyright (€) 2001 _all rights reserved.

Figure 2-1 Connection Type Dialogue Box

Connection Type options:

A Consol Use PC'’s serial port to connect ERT-2501 s console port through Console Cable.
A Network Use IP network to connect ERT-2501 Ethernet port

A Modem Use modem to connect ERT-2501" s console port.

A Exit Quit NetGrip

2.1.1 Connection Type > Console

When you select Console, please connect ERT-2501' s console port to PC serial port. In general,
we use this type of connection to connect ERT-2501and configure it s IP, IPX address or other

network parameter, then we can enter ERT-2501 configuration screen through IP Network.

Click on Console, NetGrip will display “Local Connect Settings” dialogue box as shown on

Figure 2-2.
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Local Connect Settings

Cantion: i vour s using other Temninal prosmm conmect o
the ronter please roake sure you Ve losctat from the router and
3t the proeran |

Commect I

Clom Port: Save as Default |

Cancel |

Figure 2-2 Connection Type > Console

You can select the default “COM1” or use the pull down list to select another console port.

i Cick Save as Default to set the Com Port you selected become to default console port .

B Cick Connect to establish connection to ERT-2501.

After click Connect, Check Password dialogue box will appear, like Figure2-3.

Figure 2-3 Check Password dialogue box

Please enter correct password and then click OK, now you can see the Validating password
dialogue box, as Figure 2-4. After password checking, now you are connecting to ERT-2501. If
you click “Cancel” button, you will back to Local Connect Settings dialogue box.

NOTE: The default password is “admin” all lower case.

Walidating passwrond.....

5 Please wait,..
(1Y

Figure 2-4 Validating password dialogue box

Parameters of PC console port is as the following:

Bits per second §j 8600
Parity § [None
Databitj 6

Stopbit§ G

Flow control § None

To use NetGrip, there is no need to configure the parameters.
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2.1.2 Connection Type > Network

Click Network, NetGrip will display Network connection dialogue box, as Figure 2-5.
Wetwork connection _ I

Rermote [P Address

E o o b

Address Renter Marae

il L

Figure 2-5 Connection Type > Network

Please enter ERT-2501' s IP address in Remote IP Address.
i Ii Cick Add to save Remote IP Address to Address book .

B Cick Connect to establish communication with ERT-2501.

After click on Connect, Check Password dialogue box will appear. The operations is the same

with Console-connection, please refer to section 2.1.1.

Nole!  Before use this configuration, you must use console port to set an IP address for ERT-
@ 2501, then you can configure ERT-2501 through the Network.

2.1.3 Connection Type > Modem

Click Modem, NetGrip will make a dial connection toERT-2501' s console port through modems as

shown on Figure 2-6.

Modem Connect Settings

Com Port: | o1 |

. . Save |
Dial String: |HT&FDT123&56’?I
_ Cond |

Figure 2-6 Connection Type > Modem
Select the Com Port you need from the pull down list:
(1) Click Save to save the dial string on Dial String field.
(2) Click Dial to make your modem start to dial.
After click Dial, Check Password dialogue box will appear. The operations is the same as Console
connection, please refer to section 2.1.1.

“1234567" here, in dial string is the telephone number. Please refer to modem model and the
other party s telephone number to setup the dial string.
-12-



Please set the modem’ s parameter as the following to connect ERT-2501 s console port:

Bits per second §j 8600
Parity § [None
Databitj 6

Stopbitj G

Flow control § None

2.2 NetGrip Menu

After connect successfully, you can enter NetGrip' s setup screen as shown on Figure 2-7.

L=t MEE |
File Comnect Update Advenced Help

Setup | Static Route | Statistc |

Fhysical Port | Logicel Fort | Eridee |
Physicel Port AT =
IPX, Packet Type: [onz 3 =
Grnnection Type: | =
Seed | =
AT Protntol: I =l
x5 | e e |

PLANET  [20370240.010 [B00%ac

Figure 2-7 NetGrip setup screen

2.2.1 File menu

You can open or save NetGrip configuration file to your hard disk or a floppy disk as shown on
Figure 2-8

Wl vetorip
Fil: Comnsct Update Advenced Help

Qpen... (e I
Sawve :
Goids, Port | Brides |
Exit Alt+F4“ 7 Physical Part: T b
s
: IPX Packet Type: [pozz =]
Eannestion Type: lﬁ
wpeedl lﬁ
AN Brataral: I - I
woe |

[PLANET 20370249119 [3008as
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Figure 2-8 File Menu

File > Open Open a saved NetGrip configuration file. Select Open, NetGrip will display Open

dialogue box, you can select the file you want to open in this dialogue box like Figure 2-9.

open 2 x|
Look in: |{:_] MetGrip ﬂ - I:j{ -

B,*_'rZEI21 ExE
] TMPOD4, Ty

LIDFTP. PR
@ Uninsk.isu
(%] XAMAPLOLL

File narme: i Open I
Files of tupe: I,-'.‘-.II Files [%7] | Cancel |

Figure 2-9 Open dialogue box

4

File > Save Save your configuration to a file.

File > Save As You can save the configuration to a specified file name. When you select Save
As, you can see the Save As dialogue box as shown on Figure 2-10. Enter the file name and then
click OK. You don't need to enter file extension name, NetGrip will automatically use the extension

name as the product ID (for example, 007).

savens 21|
Save jr: |E?Netl3rip j - £ Ef-

B,'_'rZEIEl [EXE
(8] THMPO04, IN
UDPIP.PRM
@ ninst.isu
%] 2AMAPLDLL

File narne: Save I
Save as lype: I,-‘.‘-.II Files [*7] LI Cancel |

Figure 2-10 Save As dialogue box

A

File > Exit Exit NetGrip. If you don't save the configuration, NetGrip will prompt if you want to

save the configuration to a file or not.
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2.2.2 Connect menu

You can select one of the methods for NetGrip to connect to ERT-2501 as shown on Figure 2-11.
ME

Fil: | Connect Update  Advanced  Help

Set Comsnle ) episic |

Hetwork -

Modem  pelPort| Brides |
Physical Port: i
IFX Facket Type: 6023 [~
Comnestion [Wpe: | i
Hpeeds I ;I
WS E ool | ;I

wase | EmmeEey)

\FLANET 120370249119 [3008ag

Figure 2-11 Connect Menu

You can select the following command:

A Console: Use a RS-232 cable to connect PC s serial port and ERT-2501' s console port.
A Network: Connect to ERT-2501 s Ethernet port through IP network.

A Modem: Connect to ERT-2501' s console port through modem cable.

Please refer to Chapter 2.1 for detail.

2.2.3 Update menu
You can select the command in Update pull down list as shown on Figure 2-12.
Flle Comnect | Update Advanced  Help

Setup |'$tat Store fo Flagh
Upgrade Firmware

Fharsical Por : :
Eead Confi gumﬁ;jn

Figure 2-12 Update Menu

Update > Store to Flash Use this command to transmit the new configuration to ERT-2501.
After modify configuration or reload saved configuration file, please use this command to update
ERT-2501.

Update > Upgrade Firmware Use this command to upgrade ERT-2501’s firmware. You can

download the latest firmware from Planet Web Site (http://www.planet.com.tw).
Update > Read Configuration  Use this command to read ERT-2501 s current configuration.

Update > Reboot Router  Use this command to reboot ERT-2501.
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2.2.4 Advance menu

In Advanced pull down list, you can use some advanced function here, like Figure 2-13.

File Conmect Opdate | Advanced Help
EING

i e setip Password
Bhosical Fort | Lozice  p pyyyan

Dizplay Fouter Tnfo,

Setp | static Rovee |

T
Figure 2-13 Advance Menu

Advance > Ping show Ping dialogue box, like Figure 2-14

You can use this function to test the connectivity between this router and remote network device by
repeatedly transmit and receive ICMP Echo Request packets. If you can receive the ICMP Echo
Reply packet correctly, it means your router can connect to the remote network device. If you do
not receive the packet, it mean the remote network device is not working the network is blocking.

Ping Utility K3
Tagtdddess £ 0 o o Clse |
Buffer Size(1--1472); o Save

v

F2-14 Advanced > Ping

The following fields can be changed
A Target Address
A Buffer Sizeg Max 1472 byteg "

A Intervalj insecondg "

(1) Click Save to save your changes.
(2) Click Start to transmit packets. You can see total number of transmit and receive packet at the
same time.

(3) After Ping start, you can use the Stop button to stop.

Advance > Setup Password Show Setup Password dialogue box, like Figure 2-15.
(1) Please enter the same words in “New Password” field and “Confirm Password” field.

(2) Click OK to save the password.

Paseword Setup E3

e ———— BT
Cancel |
Confirm Passwond: | o |
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Figure 2-15 Advanced > Setup Password dialogue box

Nole!
@ Password setting in NetGrip will also apply to command line interface.

If you want to delete password, please click Clear. After password delete, password will restore to
default password “admin”.

Advanced > IP Firewall ~ Show IP firewall dialogue box, like Figure 2-16.

IP Firewall Setap ]|
Aource Bddess Source Mask Dest Address Diest Mazk ProtocolPort Acion
00000000088 255 255255000 010.000.000138 255255 755.000 G/i0 Drop
016000000087 353 255 255,000 010000000135 15583 55.000 6423 Foryarl

el Edit e} | Elergm | Close

Figure 2-16 Advanced > IP Firewall dialogue box

Noteg ®ou can have maximum 8 Firewall settings in the list.

After add IP Firewall parameter, you can see the following items on the IP Firewall list.
i <Source Address, Source Mask

i “PDest Address, Dest mask

i <Protocol/Port, Action (Drop or Forward)

(1) Add IP Firewall

1. Click Add, IP Firewall dialogue box will pop-up, like Figure 2-17. Please enter the
parameters in each field.

IP Firewall |

Somrce Addr: jflo o o | OK |
Senice mask: 255 255 [BEss o Cancel |

Destadde:  flo jo  jo  [i38

Destmask:  [255  j235 255 0

I ok -
Erotocs] Hombers ||'| Bt |HI |
Action: IDIUP :!

Figure 2-17 IP Firewall dialogue box

1.2 Please select an IP Protocol in IP protocol pull down list, like Figure 2-18. The available
protocols are : Telnet, FTP, TFTP, NNTP, SMTP, HTTP, TCP, UDP, ICMP, Any, Others.
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IP Firewall

Seme Addr, fioc o o [ oK |

Sowemak P55 P IR0 g |
DestAdde  [Io [0 [0 [i38

Destmask:  [255 55 [255 [0

IF Frodoeol:
Eotoeo! Iumher:

Ltion:

F2-18 Select IP Protocol dialogue box
1.3  You can select a method to process data packet on Action field, Drop or Forward.

1.4  Click OK, then you can see all the IP Firewall parameters are listed on the IP Firewall
Setup window.

2. Modify IP Firewall parameter

21 In IP Firewall, please select the item you want to modify, then click Edit, IP Firewall
dialogue box will pop up.(Refer to Figure 2-17).

2.2  Change IP Firewall parameter, click OK, you can see the parameter had been changed in
IP Firewall Setup window.

2.3 Adjust IP Firewall sequence in IP Firewall list .

Sequence on the list decides the function of Firewall. If you need to change their
sequence, please select the IP Firewall you want to adjust and then click UP or DOWN.

(3) Delete IP Firewall
3.1 Select the IP Firewall item you want to delete.

3.2 Click Delete. When NetGrip confirm window appear, click Yes to delete or No to return to IP
Firewall window.

Advanced > Display Router Info. You can see the System name, System Version, Release
date, Serial NO and Device ID in this Router Information box, like Figure 2-19.

Ronter Information E

Syster name; ERT-2501
System version: 05,1001
Releasedate: 20001115,
Serdal Mo, 3008:¢
Device [D; 192

Figure 2-19 Advanced > Router Information
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2.2.5 Help menu

You can see the Help menu in NetGrip, like Figure 2-20.

Fil: Conmect UOpdate  Adwvanced He‘_lp'J
L

| Setop | Static Routs | Statistic |
Figure 2-20 Help

After click Help, you can see the NetGrip Version and copyright information, like Figure 2-21.

Befgip 0]
e NetCip vesion 210
r

Metwork Managerment Utility for BRT-2501
Copyright{C)2001 PLAMET Technoloy Corporation,
all rights reserved,

Figure 2-21 Version Information

2.3 Router s parameters configuration

Router s parameters configuration is implemented by a series tab windows, as figure 2-22. You can click
the tab button to switch different configuration windows (tab windows) and make the configuration of the
router.

L8 NetGrip o i A

File Comnect Update Adwanced Help

Setup | Static Route | Statistc |

Fhysical Port | Logical Port | Bridee |
Pharsical Port: LN i
IPX Packet Type: [6023 =]
(oo Iame: I LI
Bpeeds I LI
VLT Exotocol: | 2|
was | ey

|PL£LI'IET iEEIE.'?EI.EdEI.llEI |BEIEIBaJ:
Figure 2-22 Tab Windows

2.3.1 Setup tab window

The Setup table window include the following sub tab windows.

A Physical Port window

A Logical Port window
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A Bridge window

2.3.1.1 Introduction to Physical Port configuration

Click Setup button, it shows three options: Physical Port, Logical Port and Bridge. The
physical Port configuration window is as shown on Figure 2-23.

I Lol x]

File Conmect Update Adwvanced Help

Setup I Static Route | Statistic |

Physical Port | Logical Port I Bridge l

Physical Port:

1P Packet Tupe:

Eorrestion Tupe:

Speed;

s Eatasnl;

] | Erarme Eelay |

|PLAMET |z0z.70.249.119  |s008c0

Figure 2-23 Physical Port

In this window, the available options is as the following:
A Physical Port

LAN

Portl

Port2
A IPX encapsulation( for LAN port)

802.3

802.2

V2

The following options are available for WAN port:
A Connection Type

V.35

RS-232

RS-422

RS-485

A Speed (unit: bps)
9600, 14400, 19200, 28800, 38400, 57600, 64000, 115200, 256000, 512000,
T1(1544000) or E1 (20480000).

Please refer to the following for maximum connection speed of each connection type:

Connection Type Maximum Speed
V.35 TlorEl
RS-232 64kbps
RS-422 TlorEl
RS-485 TlorEl
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Nole! if transmit and receive compressed data, the speed of ERT-2501 should not
be higher than 64kbps.

WAN protocol

HDLC (only work between ERT-25015s)

PPP

Frame-Relay (can not be used on dial-up connection)

X.25

< Configuration of Frame-Relay
Select FRAME-RELAY on WAN protocol will activate FRAME-RELAY button,
click this button will show frame relay dialogue box as figure 2-24. Please select
LMI, Annex-D or Off on Management Interface field; select Q921, Q922 on
Address Format. Then input corresponding value on other fields. Click OK to
complete.

RS

Fite Conmect. Update Advanced Help

Setup | Static Fiouts | Statistic |

Physical Port |Lngical F'l:ultl Bridgel

Physical Port: [Part =l
IPAPashet e =]
Conrection Type: [rs232 =]
Spesd [ Fannn =l
WisN Protocal [Frame Relay =]

] | Frame Relay I

x
tanagement Interdace: Lhdl - i

Cancel |

M1 (Full Status Cyclel—255):
ME (Max-Errors 1-10):
M3 {honitored Events 1-10):

T1 (Fall Timer 5=30):

N

T2 iNetwark Timer 5—=30;

Address Farmat: |Q921 j

.

Address Length(2—4):

Figure 2-24 WAN protocol — Frame Relay
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< Configuration of X.25
Select X.25 on WAN protocol will activate X.25 button, click this button will show

X.25 dialogue box as figure 2-25. Input corresponding value on each field then
click OK to complete.

Figure 2-25 WAN Protocol - X.25

2.3.1.2 Introduction to Logical Port Configuration

Click Logical Port tab window, select a item on list frame, double-click it or click Edit
button, it will pop-up Logical Port setup dialogue box as show on 2-26.
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T Il

File Conmect Update Advanced  Help

Setup i Static Route | Statistic |

Physical Part  Logical Part | Eridgel

Logical Port Physical Port

ETHO &N

Inzert

WANZ Part2
Delete

Edit

i

Logical Fort:

Friority(l - 255): |n Cancel I

FPhysical Paort: IPDrﬂ j

Compression: INg j LAN Protocol |

Line Usage: INormaI ] (Ereme Relay |

Load Balance: IN.; j =25 |
Dial Sting |

Figure 2-26 Logical Port setup dialogue box

Configure wanl logical port (select from the pull-down list)

Logical Port: Can keep or change the logical port s name.

Physical Port: Select the suitable physical port.

Compression: Select Yes or No.

Priority: Input integer from 0 to 255, 0= highest priority, 1=next high priority ...
Line Usage: Select one of the following mode on Line Usage:

S

< Normal:Normal line means the port is always on. The line will be on when ERT-2501 is turn on or
when the user initialize the logical port to be “Normal”’. When the link fail or the user
prohibits the port, it will be terminated. When the initialization condition is met, ERT-2501
will run the command on Dial String. The Dial String dialogue box can be shown by
click Dial String button, as shown on Figure 2-27.

Dial String 3 x|

Dial String: lat&f&c1&d2&515[l=1 a4

Figure 2-27 Dial String dialogue box (Normal)
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< Dial-on-demand: Dial on demand line is activated when data transmission is needed. If there is
any data waiting for transmission, it is initialized. If there is no any data transmission for
more than the Inactivity Timeout (default is 300 seconds), it will be terminated. If you
have input Dial String, ERT-2501 will run the command when it starts to dial. The Dial
String dialogue box will be shown when click Dial String button. You can also input
Inactivity Timeout on this dialogue box as shown on Figure 2-28.

Dial-On-Demand i x|

Dial String: |ataficl &d28s150-1 Ok,

[nactivity tirmeout: ’BEIEI Cancel

Figure 2-28 Dial string dialogue box (dial-on-demand)

< Backup:Backup line is a substitution path when the major link is faulty. When major line is faulty,
the backup line is initialized. When the major lin€' s problem is solved, the backup line is
terminated. If you have input Dial String, ERT-2501 will run the command when it starts
to dial. The Dial String dialogue box will be shown by click Dial String button. You can
also input the major lin€' s logical port as shown on Figure 2-29.

x

Logical Port [N -] oK

Dial String: Iat&f&u:ﬂ &o28s150=1| Cancel

Figure 2-29 Dial String Dialogue Box (Backup)

< Load Balance: Select Yes on Load Balance field to add this logical port to Load Balance group.
Select No to not add.

=24 -



2. Configure Frame Relay of Logical Port
Click Setup > Logical Port tab window, select an item on list frame, double-click it or click Edit button, it
will pop-up Logical Port setup dialogue box as show on 2-30.

T il

Az Comeed  Upodete  adeorced el

Selup | Srafic ch:el Slatidic |
Fhysical Pl Lagical Part | Biiige |

Logical Pot Phasancal Puoit

e ——

Lipd
WeiR2 Poxi2

Hidd

Connection DG - 1007 Logicst Poit Eeret | i
Prigrits0- 255y n Cancel
Currerd ine speed s E4000

Fregaical Fort Fal -

4
Commted Infarmation Rake(CIR) mANND EriT At o T LAk Pratocol

Commited Burst infarmanon 54000

AsfCBIF): LU Kcirial ] Frams Fislay
Load Balance: I - i
Aste Measurermern 4 o
Inte:nval] —R5535);
Cial Siring

corce

Figure 2-30 Configure Frame Relay for Logical Port

1) Double Click Frame Relay button on Logical Port window, it will show Frame Relay — WAN1 dialogue
box.

2) Input suitable Frame Relay parameters including Connection ID, Committed Information Rate (CIR),
Committed Burst Information Rate (CBIR) and Rate Measurement Interval.
Note: Only Frame Relay allow multiple logical port, ERT-2501 allow maximum 23 logical port and each
frame relay logical port must have a unique Connection ID.

3. Configure Network Protocol of Logical Port

1) Click Network Protocol button on Logical Port window, it show Network Protocol dialogue box. It
has three tab windows: IP, Novell IPX and Bridge.

2) Configuring IP, IPX and Bridge parameters based on a logical port.

Click IP tab on Network Protocol window as shown on Figure 2-31.
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IP: I Enabled - i

IP Address: [192. 72 .18 202

Subret mask: | 255. 255. 255 252

Routing Protocal: IFHF' "l RIF |

b etric[1--15]; I2
T LI[T--1500]; I1 500

R x|

Send BIF Broadcast; “'es -

Receive BIP Broadcast: Yes -

Fenew intersal(5—3600%; 30

||

RIF metric(1-16): 16

I Cancel |

Figure 2-31 Configure IP protocol

A |P: Select Enabled or Disabled on pull down list.

Input settings on IP address and Subnet Mask field.

A Select needed option on Routing Protocol pull down list.  If select RIP, you can click RIP button to pop
up the RIP configuration dialogue box as shown on Figure 2-31. Select needed option on Send RIP
broadcast and Receive RIP broadcast pull down list and input the values for Renew Interval and
RIP metric.

A Input proper value for Metric and MTU (Maximum Transmit Unit).

>

Click Novell IPX tab on Network Protocol window as shown on Figure 2-32.
A Select Enabled or Disabled from the pull down list of Novell IPX field.
A Input value on Network Number
A Input needed value on Routing Protocol, Transmit RIP broadcast, Receive RIP broadcast, Send
SAP broadcast and Monitor SAP broadcast pull down list.
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MNetwork Protocol - WAN1 x|

= Miowell [P | Bridge I

Maoell [Fx=:

Metwark Mumber: IUUUUUUU'I
Rauting Protocal: RIF x
Tranzmit RIP Broadcast: es >
Receive RIP Broadcast: es b

Tranzmit SAF Broadcast: ez -

Monitor SAF Broadcaszt: ez

k. Cancel

|

Figure 2-32 Configure IPX protocol

Click Network Protocol tab on Network Protocol window as shown on Figure 2-33.
Select Enable or Disable on Bridge field.

MNetwork Protocol - WANI x|

P | MovelllPx Bridge |

Bridge: Enabled i

k. I Cancel

Figure 2-33 Configure Bridge

Insert or delete logical port
Insert logical port: Select Logical Port tab window, click Insert button, it show Logical Port dialogue
box, configure needed information to add the logical port.

Note: Only WAN physical port with Frame Relay can add Logical Port.

Delete logical port: Select Logical Port tab window, select the logical port to be deleted from the list,
click delete, a confirmation box will appear, click Yes to confirm, click No to cancel.
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4. Configure X.25 of Logical Port
Double-click Logical Port WAN1 or WAN2 (assuming WAN1's corresponding WAN physical port has
been configured with X.25 protocol in this example), it will show Logical Port dialogue box. Click X.25
button to enter X.25 Logical Port Setup window and configure it. Shown as Figure 2-34.

X.25 Logical Port Setup - WAN1

4101240

=]
E
Bl

i

Figure 2-34 Configure X.25 of Logical Port

2.3.1.3 Introduction to Bridge Configuration

In general, user uses bridge for non-IP and non-IPX protocol, and use IP and IPX static route at the
same time.

Please Select Bridge on Setup tab, it will show Bridge window as figure 2-35.
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Il

File Connect Update Advanced Help

Setup | Static Foute | Statistic |
Phuyzical F'u:urtl Logical Port  Bridge |
I ame; IEHTEEEI'I
Fricrity{0--65535]: IE
Enable Spanning Tree: Mo i
|PLAMET |203.70,242.119  |[3005:0

Figure 2-35 Bridge Window

The available parameters is:

A Name: the name of the bridge
A Priority: 0 = the highest priority, 1= the second high priority, 3=the third high priority, etc..

A Enable Spanning Tree: The default is No.

2.3.2 Static Route tab window
Static Router tab include the following sub window:

IP Route

IPX Route
IPX Service
X.25 Mapping

S T

In general, user use IP and IPX static route and bridge all non-IP and non-IPX protocol.

2.3.2.1 Introduction to IP Route configuration

Please click Static Route > IP Route as shown on Figure 2-36.
Information listed on IP Route window are: Destination IP, Destination Mask, Gateway

and Metric.
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A

FEE— I x]

File Conneck Update Advanced Help

Setup  Static Route ! StatiStiDI

IF B oute: | [P Flnuter! [P Sewicel .25 Mapping
Dest [P

Inzert Delete | Edit |

PLAMET 203.70,249.119 30050
Figure 2-36 IP Routing Table

Insert a static IP route
Click Insert, Static IP route dialogue box will shows as Figure 2-37.

Static Route x|

Destination [P Iﬁ II] IEI I[I
Diestination mask: I|j| |[| IIJ I[I
Gatewany: I|j| I[I IEI IEI

hetric(1-16): |1

OE. Cancel |

Figure 2-37 Configuration IP route dialogue box
Input proper values on each field and click OK to return IP Route window.

Nofe! Static IP Route table can have maximum 8 entries. If IP RIP is disabled, static route is
selected automatically. Besides, static route must have at least 1 entry. After configuring IP
Route, must “Store to Flash” and reboot to make it active. The default entry can be Destination

IP: 0.0.0.0 and Mask: 0.0.0.0 so that all uncertain route's IP packet is sent to the default gateway.
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Edit a static IP route
Double-click an entry (or click Edit button) on the IP Route table to enter Static IP Route dialogue box

as shown on figure 2-37. You can change any information on the box. Click OK to return IP Route
window.

Delete a static IP route

Select an entry on the IP Route table and click Delete. Click Yes to confirm or No to cancel.

2.3.2.2 Introduction to IPX Route Configuration

Please click Static Route > IPX Route as shown on Figure 2-38.
maximum 8 entries on the IPX Route table.

You can have

Ll netGrip B ===
File Conneck Update Advanced Help
Setup  Static Route Ismnﬂm]
IP Route  1P% Router | IF Service I #. 20 Mapping
Destination [P Gateway Hop Ticksz
ik TN 1 h
49 1.0002.0911.0233 1 2
Inzert [ielete Edif
PLAMET 203.70,249.119 30050

Figure 2-38 IPX Route Table

Information listed on IPX Route window are: Destination, IPX Gateway, Hop and Ticks.

A Insert a static IPX route
Click Insert, Static IPX route dialogue box will shows as Figure 2-39.

Input proper values on each field and click OK to return IPX Route window.
Note! Static IPX Route table can have maximum 8 entries.  If IPX RIP is disabled, static

@D route is selected automatically. Besides, static route must have at least 1 entry.
After configuring IPX Route, must Store to Flash and reboot to make it active.
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x
Diestination: |49
P Gateway: [1 oooz | Joar1 | fzeas
Hop Count(1-16): 1 oK
Ticks(0-32767); El Cancel

Figure 2-39 IPX Route configuration dialogue box

The meanings of each field on above figure is:

49= Destination IPX address s network ID

1= IPX address s network ID of next router
000209112233 = IPX address s node ID of next router.

A Edit a static IPX route
Double-click an entry (or click Edit button) on the IPX Route table to enter Static IPX
Route dialogue box as shown on figure 2-39. You can change any information on
the box. Click OK to return IPX Route window.

A Delete a static IPX route
Select an entry on the IP Route table and click Delete. Click Yes to confirm or No to
cancel.

2.3.2.3 Introduction to IPX Service configuration

Please click Static Route > IPX Service as shown on Figure 2-40.

il

File Connect Update Advanced Help

Setyp  Static Route I Statistic |
P Route I IF% Router IF Service | #.25 Mapping
Static Server
SERYER=s
Inzert [elete Erlit

PLAMET 203.70,249,119  @005c0

Figure 2-40 IPX Service window
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A

A

A

Insert a static IPX Server
Click Insert, Static IPX Service dialogue box will shows as Figure 2-41.
Input proper values on each field and click OK to return IPX Service window.

Note: After selecting Server Type, the Server Type value in hexadecimal format will automatically
show.

rPxservice bl
Marme:

Server Type: [File Server =]

Bt Tsme Y alle: [

Metwork: [0

MNode: [oo | Joo  foo | foo | foo oo
Socket(—65535): o =

Hop Count(l—15); [n— B

Figure 2-41 Static IPX service

Edit a static IPX Service
Double-click an entry (or click Edit button) on the IPX Service table to enter Static IPX Service dialogue

box as shown on figure 2-41. You can change any information on the box. Click OK to return IPX
Service window.

Delete a static IPX Service
Select an entry on the IPX Service table and click Delete. Click Yes to confirm or No to cancel.

2.3.2.4 Introduction to X.25 Mapping

Please click Static Route > X.25 Mapping as shown on Figure 2-42.
Information listed on X.25 Mapping window are: Destination IP Address. Destination
X.25 Address, PVC Flag, Logical Channel and CUG number.

F I 1]

Eile Conneck Update Advanced Help

Setup  Static Route ! Statistic:l

IP Route I 1P Router ! 1P Service  #4.25 Mapping I

Dest IP Addr Dest = 25 Addr FYC Flag Logical Channel CUG Mo,

Inzert I belste | Edif

PLAMET |z02.70.249.119  [3005c0
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Figure 2-42 X.25 address mapping window

A Insert a X.25 address mapping

Click Insert, X.25 Address Mapping dialogue box will shows as Figure 2-43. Input proper values on
each field and click OK to return X.25 Mapping window.

¥.25 Address Mapping ]

Destination IP Address: [_E B | (R |

Destination =.25 Address: |

FC Flag: IIII
Logical Channel: IEI
CUG Mo iD

(0] 4 Cancel I

Figure 2-43 X.25 Address Mapping dialogue box

Nole!
@ Both the Destination IP Address and Destination X.25 Address are unique.

A Edit a X.25 address mapping
Double-click an entry (or click Edit button) on the X.25 Mapping table to enter X.25 Address Mapping
dialogue box as shown on figure 2-43. You can change any information on the box. Click OK to
return X.25 Mapping window.

A Delete a X.25 address mapping
Select an entry on the X.25 Address Mapping table and click Delete. Click Yes to confirm or No to

cancel.
2.3.3 Statistic tab window
Statistic tab window include the following sub window:
A Interface
A P
A UDP
A IPX
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2.3.3.1 Interface statistic

The Interface tab lists the information of each physical port as shown on figure 2-44.

Figure 2-44 Interface statistic information

1) Logical Port: select from the pull down list.
2) Click Renew, the information is listed on the following field.:

A

A
A

>

State Disabled (used on dial-up connection), Down, Up, Error (please call

your dealer for help if it happens).

IP State Disabled, Enabled (the interface may have some problem), Active.

IPX State Disabled, Enabled (the interface may have some problem), Active.

STP State Disabled, Blocking, Listening, Learning or Forwarding. The last four
states are allowed if STP is enabled. When the network status is
changed (for example, add a new bridge), those states are normal.

Forward Transitions: Number of transitions from Blocking to Forwarding due to
STP reconfiguration.

MtuExceededDiscard: Total number of frames the interface discard due to
exceed the MTU (maximum transfer Unit).

LastChange: Time between system is boot and the last change of interface status
(unit at 1/8 seconds).

InOctets Number of bytes the interface receives.

InDiscards: Number of frames the interface discards due to buffer overflow or
other system resource problem.

InErrors Number of error frames the interface receives.

OutOctets: Number of bytes the interface transmits.

OutErrors: Number of frames affected by transmission error.

2.3.3.2 IP statistic

The IP tab lists the statistic information of IP as shown on figure 2-45.

File Connect

Update Advanced Help

Setup I Static Route  Statistic i

Inteitace 1P Juop | e |
DefaultTTL: 254 DutDiscards:
InReceives: !1 03857 DutkoR outes:;

InHeaderE rors: 3473

IndddreszE rors;

Inll ik nownProtocoks: 1288 FeassembleDks:
InDrelivers: 18783 FeassembleF ails:
InDiscards: FragrmentOhkz:
FonaardDiatagrams: 39780 FragrnentF ails;

19393

ERNERNE

DutRequests:

FeazzembleM eeds:

FeazzembleT imeout:

FragmentCreates:

T

PLAKET 203.70,249.119

la00Ec0

Figure 2-45 IP statistic information
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Click Renew, the information is listed on the following field:

A Default TTL

A |InReceives
A |InHeaderErrors

A InAddressErrors

A InUnknownProtocols

A InDeliver

A InDiscards

A ForwardDatagrams

A OutRequests

A QutDiscards

A OutNoRoutes

A ReassembleNeeds

A ReassembleTimeout

A ReassembleOKs

A ReassembleFails

A FragmentOKs

A FragmentFails

4 FragmentCreates

The default value inserted into the Time-To-Live field of the IP header of
datagrams originated at ERT-2501, whenever a TTL value is not supplied by the
transport layer protocol.

Total number of input datagrams received including those received in error.
Number of input datagrams discarded due to errors in their IP headers.

Number of input datagrams discarded because the IP address in their IP
header’' s destination field was not a valid address to be received at this device.

Number of locally-addressed datagrams received successfully but discarded
because of an unknown or unsupported protocol.

Total number of input datagrams successfully delivered to IP user-protocols
(including ICMP).

Number of input IP datagrams for which no problems were encountered to
prevent their continued processing, but which were discarded (for example, for
lack of buffer space).

Number of input datagrams for which this device was not their final IP
destination, as a result of which an attempt was made to find a route to forward
them to that final destination.

Total number of IP datagrams that local IP user-protocols (including ICMP)
supplied to IP in requests for transmission.

Number of output IP datagrams for which no problem was encountered to
prevent their transmission to their destination, but which were discarded (for
example, for lack of buffer space).

Number of IP datagrams discarded because no route could be found to transmit
them to their destination.

Number of IP fragments received that needed to be reassembled at this device.

Maximum number of seconds that received fragments are held while they are
awaiting reassemble at this device.

Number of IP datagrams successfully reassembled.

Number of failures detected by the IP reassemble algorithm (for whatever
reason: timed out, errors, and so on)

Number of IP datagrams that have been successfully fragmented.

Number of IP datagrams that have been discarded because they needed to be
fragmented but could not be, for example, because their Don't Fragment flag was
set.

Number of IP datagram fragments that have been generated as a result of
fragmentation.
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2.3.3.3 UDP statistics

The UDP tab lists the statistic information of UDP as shown on figure 2-46.

[ ] —
i MetGrip

Figure 2-46 UDP statistic information

Click Renew, the information is listed on the following field:

A InDatagrams  Total number of UDP datagrams delivered to UDP users.

A NoPorts Total number of received UDP datagrams for which there was no application at
the destination port.

A InErrors Number of received UDP datagrams that could not be delivered for reasons other
than the lack of an application at the destination port.

A QutDatagrams Total number of UDP datagrams sent from this router.
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2.3.3.4 IPX statistic

The IPX tab lists the statistic information of IPX as shown on figure 2-47.

FECr——

File Conmect Update Advanced Help

Setup I Static: Foute  Statistic i

Interface i IP

| uop  IRx |

InHeadeiEraors:
IndddressE rars:
ForwardD atagrams:
InUdnknownProtocols:
InDiscards:
InReceives:

OutR equests:
OutDiscards:

Outh o outes:

T

[PLANET [z03.70.249.119  [a008:0

Figure 2-47 IPX statistic information

Click Renew, the information is listed on the following field:

A

A

InHeaderErrors

InAddressErrors

ForwardDatagrams

InUnknownProtocols

InDiscards

InReceives

OutRequests

OutDiscards

OutNoRoutes

Number of input packets discarded due to errors in their IPX headers.

Number of input packets discarded because the destination address was
not a valid address to be received at this router.

Number of input packets for which this router was not their final IP
destination, as a result of which an attempt was made to find a route to
forward them to that final destination.

Number of locally-addressed packets received successfully but discarded
because of an unknown or unsupported protocol.

Number of input IPX packets for which no problem were encountered to
prevent their continued processing, but which were discarded (for example,
for lack of buffer space).

Total number of input packets including those received in error.

Total number of IPX packets that supplied to router in requests for
transmission.

Number of out IPX packets for which no problem were encountered to
prevent their transmission to their destination, but which were discarded
(for example, for lack of buffer space)

Number of IPX packets discarded because no route could be found to
transmit them to their destination.
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Chapter 3 Command Line Interface

3.1 System Commands

3.1.1 Command List

System commands include:
add password
delete password
logout

modify console
modify debug mode
modify password
reboot

save

show console

show debug mode

show version

3.1.2 add password

setup log on password

add password newone

Syntax Description:

newone New password. Password may be composed of alphabet, number, and symbols.

Usage Guidelines:
ERT-2501 s default password is “admin”. To activate new password, please save settings
and restart your ERT-2501.

Sample Display:
Set password as “planet*
cli> add password planet
cli> save
done config

cli> reboot

Related Commands:

delete password, modify password, save, reboot
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3.1.3 delete password

delete password

delete password

Usage Guidelines:
After deleting password, save settings and reboot ERT-2501, The password will return to default

password “admin”.

Sample Display:

cli> delete password

Related Commands:

add password, modify password, save, reboot

3.1.4 logout

Quit Command Line Interface (CLI)

logout

Sample Display:
cli> logout

goodbye

Related Commands:

reboot

3.1.5 modify console

Configure NetGrip to access ERT-2501 via console port or not

modify console console

Syntax Description:
console can be yes or no, and also can be y or n in short. Use this command to allow or prohibit

NetGrip to access ERT-2501 via console port.

Default:
NetGrip is set to be able to access ERT-2501 via console port.
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Usage Guidelines:

A This restriction only applies to NetGrip running on local computer for connecting to ERT-2501
through console port. It has no influence on the remote computer with NetGrip installed to
access ERT-2501 via IP network. Users can setup firewall to control the accessibility to
ERT-2501 for remote computer with NetGrip installed.

A Command: “modify console yes* will disable the accessibility from NetGrip to ERT-2501 by
console port. Command: “modify console no* will enable the accessibility from NetGrip to
ERT-2501 by console port.

A To activate modification, please save settings and restart ERT-2501.

Sample Display:

cli> modify console no

Related Commands:

show console, save, reboot

3.1.6 modify debug mode

Debug mode

modify debug mode dummy

Usage Guidelines:

This command is only used for internal development and test.

Sample Display:
cli> modify debug mode O

Related Commands:

show debug mode

3.1.7 modify password

Modify user’ s password

modify password newone

Syntax Description :

newone is the new password. Password could be composed of alphabet, number, and symbols.
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Usage Guidelines:

Same as command “ add password “.

Sample Display:

cli> modify password planet

Related Commands:

add password, delete password, save, reboot

3.1.8 reboot

Reboot ERT-2501

reboot

Usage Guidelines:
After configure ERT-2501, it is required to save the configuration and reboot to activate the
settings.

For example:

cli> reboot

Related Commands:

save

3.1.9 save

Save new setting or modified setting to flash.

save

Usage Guidelines:
After configuring ERT-2501, it is required to save settings and reboot ERT-2501 to activate the

settings.
Sample Display:

cli> save

done config

Related Commands:

reboot
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3.1.10 show console

Display console port information:

show console

Usage Guidelines:

This command can be used to display console port for development and testing purpose.

Sample Display:
cli> show console

Netgrip Enabled Yes Console Port 3

Console State 3 Console Substate 4

Related Commands:

modify console

3.1.11 show debug mode

Display debug mode

show debug mode

Syntax Description:

This command is only used for development and testing.

Sample Display:
cli> show debug mode

debug mode 0

Related Commands:

modify debug mode

3.1.12 show version

Display ERT-2501 version information

show version

Usage Guidelines:

Different version of firmware may have different function, you can know the function or feature
this router supports by checking its version information.
This command is able to display the following:
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A System Ident System Identification
A System Version  System Version

A Release Date Release Date

A Installed Option  Installed Option

A Serial Number Serial Number

A CLI Version Command Line Interface Version

Sample Display:

cli> show version

System Ident ERT-2501 System Version 05.09.01
Release Date 8-1-2000 Installed Option a
Serial Number 010203 CLI Version V1.0.7 Aug 08 2000

3.2 Port Configuration Commands
3.2.1 Physical Port configuration Commands
Includes:
modify line parameters

show line parameters

3.2.1.1 modify line parameters

Modify physical port configuration
modify line parameters line [ speed speed | encaps encaps | itype

itype | intnum inthum | ioaddr ioaddr | memaddr memaddr]

Syntax Description:

line Name of physical port, it may be Ethernet port, LAN, or the WAN port:
Port1, Port2.

speed Physical connection speed, unit is bps. Rangg 8600, 14400, 19200, 28800,
38400, 57600, 64000, 115200, 128000, 256000, 512000, 1544000,
2048000. This parameter only applies to WAN port configuration.

encaps IPX packet type: V2, 802.3 or 802.2. This parameter only applies to the
Ethernet port. V2 is the Ethernet standard Ethernet Version 2.0
established by DIX. This parameter only specifies IPX packet type of Data
Link Layer. The IP packet type of Data Link Layer is fixed to V2.
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itype Connection Typg BS-232, RS-422, RS-485, V.35. This parameter only
applies to WAN port.

inthum Interrupt number in hexadecimal format.
ioaddr I/O address in hexadecimal format.

memaddr  Memory address in hexadecimal format.

Default:
Default value of Ethernet Port is : encaps=802.F Bthum=03 Bdd=0j Bemadd=0j C

The default value of WAN Port are : speed=28800§ Bype=RS-232§ Bwum=0j B
ioaddr=0§ Bemaddr=0§ C

Usage Guidelines:
Users should configure ERT-2501 according to connection status and usage.
To obtain the optimized performance, please check the maximum connection speed of each

interface shown as the following:

Connection Type Maximum Connection Speed
V.35 TlorEl
RS-232 64 kbps
RS-422 TlorEl
RS-485 TlorE1l

By the way, if WAN port 1 is set to T1 connection speed, the connection speed of WAN port 2 must not
more than 256k bps. The total connection speed should not more than 2M bps.

Sample Display:
Modify physical port Portl to connection speed 57600, connection type as RS-232.
cli> modify line parameters portl speed 57600 itype rs-232

Related Commands:

show line parameters

3.2.1.2 show line parameters

Display physical port parameters

show line parameters [line line]

Syntax Description:

line Name of Physical Port
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Default:

If do not specify the port name, it will display all the parameters of all physical ports.

Usage Guidelines:

This command displays the following information:
Physical Port  Name of Physical Port
Speed Connection speed
WAN Protocol WAN Protocol
IPX Encaps IPX Encapsulation type
Interface Type Connection Type

Interrupt Num  Interrupt Number

S T S S S

Mem Address Memory Address
A 10 Address I/O Address
Sample Display:
To display physical port Portl parameters:

cli> show line parameters line portl

Physical Port portl Interface Type RS-232
Speed 57600 Interrupt Num 0
WAN Protocol Mem Address 0
IPX Encaps 802.3 IO Address 0

Related Commands:

modify line parameters

3.2.2 Logical Port Configuration Commands

The logical port configuration commands include
add Iport parameters

delete Iport parameters

modify Iport parameters

show Iport parameters

show Iport statistics

3.2.2.1 add Iport parameters

Add a logical port
add Iport parameters Iport line [ priority priority | circuit circuit | phone

phone | idle idle | bkpri bkpri | loadbal loadbal |compress compress ]
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Default:

Syntax Description:

Iport Name of Logical port (Only the physical port set as Frame Relay can be
assigned multiple logical port, Maximum=23.)

line Name of physical Port, it can be Ethernet port: LAN or WAN port: Portl,
Port2.

priority Priority. Range: 0 - 255

circuit circuit usage: normal, dial-on-demand or backup

phone Dial String, 40 digits maximum.

idle Idle time. Range: 10 — 1200 seconds.

bkpri Backup port (logical), only used when circuit type is set to backup.
loadbal load-balancing, value : y orn .

compress Data compress, value : y or n.

When ERT-2501 is set to default, priority =0, Circuit type =Normal, dial string =none, idle time
=300, backup logical port =none, load balance = No, data compress = No.

Usage Guidelines:

A

The default mapping of physical and logical ports are shown as following:

Physical Port Corresponding Logical Port
Ethernet port LAN ethO
DB25 WAN Port Portl wanl
DB25 WAN Port Port2 wan2

Suggestion : Keep these default names in order to keep the consistency of ERT-2501 in
your network topology.

Only the physical port set as Frame Relay can be assigned multiple logical port (the
maximum is 23), and the physical port configured as PPP or HDLC can be assigned only
single logical port.

Highest Priority is O

Dial-on-Demand only can be used with HDLC or Async PPP connection.

When use HDLC, Dial-on-Demand can only be used to connect ERT-2501s.

When use “show Iport parameters” command, only the prior 18 characters can be seen, but
users can see longer dial-up string in NetGrip setting.

If circuit parameter is set as backup, “bkpri” parameters must be set also.

Compression algorithm is only applicable between ERT-2501s. When using compression,
connection speed should be set to 64kbps or slower. (Compression will be forbidden while
connection speed is faster than 64kbps.)
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Sample Display:
Add logical port WAN3 on physical port Portl, and configure the line usage as backup line, and
the backup port is WANL1.

cli> add Iport parameters wan3 portl circuit backup bkpri wanl

Related Commands:

modify Iport parameters, delete Iport parameters, show Iport parameters

3.2.2.2 delete Iport parameters

Delete logical port

delete Iport parameters Iport

Syntax Description :
Iport name of logical port
Usage Guidelines:

User may delete logical ports while the logical port is no longer used.

Sample Display:
Delete logical port 3

cli> delete Iport parameters wan3

Related Commands:

add Iport parameters, modify Iport parameters, show Iport parameters

3.2.2.3 modify Iport parameters

Modify settings of logical port
modify Iport parameters |Iport [ line line | priority priority | circuit circuit | phone

phone | idle idle | bkpri bkpri|loadbad loadbad | compress compress]

Syntax Description :

Same as the command “add Iport parameters”

Usage Guidelines:

Users are not only able to modify the settings of a logical port, but also to configure the
corresponding physical port.
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Sample Display:
Modify the priority of logical port WAN3 to be 1, dial string to be AT&S1&C1&D2&S0
cli> modify Iport parameters wan3 priority 1 phone AT&S1&C1&D2&S0=1

Related Commands:

add Iport parameters, delete Iport parameters, show Iport parameters

3.2.2.4 show Iport parameters

Display configuration parameters of logical port

show Iport parameters [lport Iport]

Syntax Description:

Iport name of logical port

Default:

If do not specify the port name, it will display all the parameters of all logical ports.

Usage Guidelines:

This command can display the following message:

A Logical Port Logical Port Name

A Physical Port Corresponding Physical Port
A Backup for Port Port be backup

A Priority Priority

A Load Balance Enable Load Balance or not
A Circuit Line usage

A Compression Data compression or not

A Dial String Dial string

A |dle Time Idle time

Sample Display:
Display parameters of logical port WAN 3

cli> show Iport parameters wan3

Logical Port wan3 Circuit Backup
Physical Port Portl Compression No
Backup for Port wanl Dial String 1AT7M1ATDT201
Priority 1 Idle Time 300
Load Balance No
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Related Commands:

add Iport parameters, modify Iport parameters, delete Iport parameters

3.2.2.5 show Iport statistics

Display logical port statistics information

show Iport statistics

Usage Guidelines:

This command can display the following information:

A

A

Iport Name of logical port

ifinUcastPkts The number of subnetwork-unicast packets delivered to a higher-layer
protocol.

ifinDiscards Number of inbound packets for which no problems were encountered to

prevent their continued processing, but which were discarded (for example, for lack of buffer
space).

iflnUnknownProto  The number of packets received via the interface which were discarded
because of an unknown or unsupported protocol.

ifOutUcastPkts The number of unicast packets transmitted.

ifOutDiscards Number of outbound packets for which no problems were encountered
to prevent their continued processing, but which were discarded (for example, for lack of
buffer space).

ifOutQLen The length of the output packet queue (in packets).

MtuExceededDisca Total humber of frames the interface discard due to exceed the MTU
(maximum transfer Unit).

InFrames The number of frames received in logical port

InDiscards Number of inbound packets for which no problems were encountered to
prevent their continued processing, but which were discarded (for example, for lack of buffer
space).

ifinOctets The total number of octets received on the interface, including framing
characters.

ifinNUcastPkts The number of non-unicast (i.e., subnetwork- broadcast or subnetwork-
multicast) packets delivered to a higher-layer protocol.

ifinErrors The number of inbound packets that contained errors preventing them

from being deliverable to a higher-layer protocol.

ifOutOctets The total number of octets transmitted out of the interface, including
framing characters.

ifOutNUcastPkts  The total number of packets that higher-level protocols requested be
transmitted to a non- unicast (i.e., a subnetwork-broadcast or subnetwork-multicast) address,
including those that were discarded or not sent.

ifOutErrors The number of outbound packets that could not be transmitted because
of errors.

DelayExceededDis The number of frames discarded by this port due to excessive transit
delay through the bridge.

ForwardTransitio  Number of transitions from Blocking to Forwarding due to STP
reconfiguration.
OutFrames The number of frames transmitted in logical port
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Sample Display:

cli> show Iport statistics

Iport wan2
ifinUcastPkts 0
ifinDiscards 0
ifilnUnknownProto 0
ifOutUcastPkts 0
ifOutDiscards 0
ifOutQLen 8
MtuExceededDisca 0
InFrames 0
InDiscards 0
Iport wanl
ifinUcastPkts 0
ifinDiscards 0
iflnUnknownProto 0
ifOutUcastPkts 0
ifOutDiscards 0
ifOutQLen 8
MtuExceededDisca 0
InFrames 0
InDiscards 0
Iport ethO
iflnUcastPkts 31036
ifinDiscards 0
iflnUnknownProto 0
ifOutUcastPkts 128
ifOutDiscards 0
ifOutQLen 64
MtuExceededDisca 0
InFrames 35497
InDiscards 2930

ifinOctets
ifinNUcastPkts
ifinErrors
ifOutOctets
ifOutNUcastPkts
ifOutErrors
DelayExceededDis
ForwardTransitio
OutFrames

ifinOctets
ifinNUcastPkts
ifinErrors
ifOutOctets
ifOutNUcastPkts
ifOutErrors
DelayExceededDis
ForwardTransitio
OutFrames

ifinOctets
ifinNUcastPkts
ifinErrors
ifOutOctets
ifOutNUcastPkts
ifOutErrors
DelayExceededDis
ForwardTransitio
OutFrames

3.3 WAN Protocol Configuration Commands

3.3.1 PPP Commands

PPP Commands:
add ppp line
delete ppp line

modify ppp line
show ppp line
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3.3.1.1 add ppp line

Configure WAN protocol as PPP

add ppp line

events events

line [ maxc maxc | maxf maxf | maxt maxt | errth errth |

| tpoll tpoll | trest trest]

Syntax Description :

line
maxc
maxf
maxt
errth
events
tpoll

trest

Default Value

Physical port name

Maximum configure, range :1-255
Maximum failure, Range :1-255

Maximum terminate, range :1-255

Error threshold, range : 1-10

Event counts, range : 1-10

Polling timer, range : 1-36005 PHecondf ~
Restart timer, range : 1-3600§ $econds "

When ERT-2501 is set to default setting, Max. Configure =10, Maximum Error=10, Maximum
Terminate =2, Error threshold=3, Event Counts =5, Poll Timer =10 sec, Restart Timer =3 sec.

Usage Guidelines:

This command is used to configure parameters of PPP protocol.

Sample Display:

Configure WAN protocol of physical port Port2 as PPP, and set the Max. Configure =10,
Maximum Failure=15, Error Threshold=5, Event Counts=5, Restart timer =200 sec.
cli> add ppp line port2 maxc 10 maxt 15 errth 5 events 5 tpoll 200

Related Commands:

modify ppp line, delete ppp line, show ppp line

3.3.1.2 delete ppp line

Delete settings of PPP protocol.

delete ppp line line

Syntax Description:

line Name of physical port
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Usage Guidelines:

User may delete PPP settings when PPP protocol is no longer used.

Sample Display:
Delete PPP protocol of physical port Portl
cli> delete ppp line portl

Related Commands:

add ppp line, modify ppp line, show ppp line

3.3.1.3 modify ppp line

Modify settings of PPP on physical (logical) port
modify ppp line line[ maxc maxc | maxf maxf | maxt maxt | errth errth | events

events | tpoll tpoll | trest trest]

Syntax Description:

Same as command “add ppp line “.

Usage Guidelines:

This command can be used only when the port has been configured as PPP protocol.

Sample Display:

Modify PPP settings of physical port Portl, set Max. Configure =50, Maximum Terminate=30,
Event Counts=10, and the Polling timer=300 sec.

cli> modify ppp line portl maxc 50 maxt 30 events 10 tpoll 300

Related Commands:

add ppp line, del ppp line, show ppp line

3.3.1.4 show ppp line

Display PPP settings of a specific port

show ppp line line

Syntax Description :

line Name of physical port
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Usage Guidelines:

This command can be used to display the following messages :

A Address Format Address Format

A Max. Configure Maximum Configure
A Max. Failure Maximum Failure

A Max. Terminate Maximum Terminate
A Error Threshold Error Threshold

A Events Events count

A Poll Timer Poll Timer

A

Restart Timer Restart Timer

Sample Display:
Display PPP parameters of physical port Portl
cli> show ppp line portl

Address Format 1 Error Threshold
Max. Configure 10 Events

Max. Failure 10 Poll Timer
Max. Terminate 2 Restart Timer

Related Commands:
add ppp line, modify ppp line, delete ppp line

3.3.2 HDLC Configuration Commands

HDLC configuration commands Include:
add hdic line

add hdic Iport

delete hdic line

delete hdlc Iport

modify hdlc Iport

show hdlc line

show hdic Iport

3.3.2.1 add hdlc line

Set WAN protocol of physical interface to be HDLC
add hdlc line line [stype stype]

Syntax Description:
line Name of physical port

stype  Station type: dte or dce
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Default:
Default setting of stype is dte.

Usage Guidelines:
This command is used to configure data link layer protocol of physical port to be
HDLC. Only DTE device can be utilized for the time being.

Sample Display:
Configure WAN protocol of physical port 1 as HDLC, and the station type as DTE.
cli> add hdlc line portl stype dte

Related Commands:

delete hdlc line, show hdlc line

3.3.2.2 add hdic Iport

Configure WAN protocol of logical port as HDLC
add hdlc Iport Iport[htl htl| hn2 hn2 |wsize wsize | psize psize]

Syntax Description:

Iport  Name of logical port
htl Polling timer

hn2  Maximum Error
wsize Window Size

psize Packet Size

Default:
When ERT-2501 is set to default, ht1=3000, hn2=20, wsize=7, psize=576.

Usage Guidelines:
This command is used to configure data link layer protocol of physical port to be HDLC.

Sample Display:
Configure WAN protocol of logical port as HDLC, and the Polling Timer =1 sec,
Maximum Errors=20.
cli> add hdlc Iport wanl htl 1 hn2 20

Related Commands:

modify hdlc Iport, delete hdic Iport, show hdlc Iport
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3.3.2.3 delete hdlc line

Delete HDLC settings of physical port.
delete hdic line line

Syntax Description:
line Name of physical port.

Usage Guideline:

This command can be used to delete HDLC settings of physical port.

Sample Display:
Delete HDLC settings of physical port portl

cli> delete hdlc line portl

Related Commands:

add hdlc line, show hdlc line

3.3.2.4 delete hdic Iport

Delete HDLC settings of logical port
delete hdlc Iport Iport

Syntax Description:

Iport Name of logical port

Usage Guidelines:

This command is used to delete HDLC settings of logical port.

Sample Display:
Delete HDLC settings of the logical port WAN1

cli> delete hdlc Iport wanl

Related Commands:
add hdlc Iport, modify hdlc Iport, show hdic Iport

3.3.25 modify hdic Iport
Modify HDLC settings of logical port
modify hdlc Iport Iport[htl htl | hn2 hn2 | wsize wsize

Syntax Description:

Same parameter usage as command “add hdlc Iport”.
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Usage Guidelines:
This command is used to modify HDLC settings of logical port.

Sample Display:
Modify HDLC settings of logical port WAN1, Maximum Error=10, Window Size =16 and the
packet size =576.
cli> modify hdlc Iport wanl hn2 10 wisze 16 psize 576

Related Commands:

add hdlic Iport, delete hdlc Iport, show hdic Iport

3.3.2.6 show hdlc line
Display HDLC settings of logical port

show hdlc line line

Syntax Description:

line  Name of physical port

Usage Guidelines:
This command is used to display station type of physical port.

Sample Display:
Display HDLC parameters of physical port Port1.
cli> show hdlc line portl

Station Type DTE

Related Commands:
add hdlc line, delete hdlc line.

3.3.2.7 show hdic Iport

Display HDLC parameters of logical port.
show hdic Iport Iport

Syntax Description:
Iport Name of logical port.

Usage Guidelines:
This command is used to display the following information:
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A Polling Timer Polling Timer
A Window Size Window Size
A Max. Errors Maximum Errors
A Packet Size Packet Size
For example

Display HDLC parameters of physical port Port1.

cli> show hdlc Iport wanl

Polling Timer 3000 Window Size 7
Max. Errors 20 Packet Size 576

Related Commands:
add hdlc Iport, modify hdlc Iport, delete hdic Iport

3.4 Frame Relay Configuration Commands
3.4.1 Frame Relay configuration commands Include:

add fr line
add fr Iport
delete fr line
modify fr line
modity fr Iport
show fr line

show fr Iport

3.411 add fr line

Configure WAN port protocol of physical port as Frame Relay.
add fr line line [ addrfmt addrfmt | addrlen addrlen | dlcmi dicmi |
ni nl1 | n2 n2 | n3 n3 | t1 t1 | t2 t2]

Syntax Description:

line Name of physical port.

addrfmt  Address format: Q921 or Q922

addrlen  Address length

dicmiFrame Relay management interface: LMI, Anney-D or Offnl Polling  Cycle,
range: 1-255

n2 Maximum Errors, range: 1-10

n3 Maximum Events, range: 1-10
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tl Polling Timer, range: 5-30 (sec)
t2 Network Timer, range: 5-30 (sec)

Default:

When ERT-2501 is set to default, the Address Format =Q921, Address Length=2,
Frame Relay Management Interface=LMI, Polling Cycle =6, Maximum Errors = 2,
Maximum Events = 4, Polling Timer=10 sec, and the Network Timer =15 sec.

Usage Guidelines:

A

The N1 parameter specifies the ratio of normal STATUS ENQUIRY messages to full
STATUS ENQUIRY messages. The full STATUS ENQUIRY message is used by the
router to request a full STATUS message from the network. The full STATUS
message is the message that contains the status of all DLCs known to the network.
Since the status of DLCs is not expected to change frequently and the full STATUS
message is longer than the normal STATUS message, it is usual to set N1 to a
number greater than 1 to ensure that excess bandwidth is not devoted to LMI
messages. The value n1 must be a number between 1 and 255 inclusive, and defaults
to 6.

The N2 parameter specifies the number of error events in the last N3 events that will
cause an alarm condition to be flagged. An event in this context is the reception of a
reply to the STATUS ENQUIRY message sent by the router. An error event is a
timeout before this message is received, or a reply being received with an incorrect
format. The value n2 must be a number between 1 and 10 inclusive, and must be less
than or equal to the value of N3. The default value for N2 is 2.

The N3 parameter specifies the number of events used to determine alarm conditions
and the negation of the alarm condition. If N2 out of the last N3 events are in error, an
alarm is set. The alarm is cleared again when N3 events are received without error.
The value n3 must be a number between 1 and 10 inclusive, and must be greater than
or equal to the value of N2. The default value for N3 is 4.

Note the dependence of N2 and N3 on each other. Any value may be specified for N2
and N3, as long as at the end of processing the command line, the value of N2 is less

than or equal to the value of N3.

The T1 parameter specifies the interval, in seconds, between STATUS ENQUIRY
messages transmitted by the router to the Frame Relay network.. The STATUS
ENQUIRY message is the basic poll message of the LMI dialogue. The value t1 must
be a multiple of 5 and must fall between 5 and 30 inclusive. The default value for T1 is
10. The change to the value of T1 takes place immediately, although the effect only
takes place after the next STATUS ENQUIRY message is sent to the network..
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A The values of T1 and N1 combine to determine how often full STATUS ENQUIRY
messages are sent to the network. The minimum value for the period between full
STATUS ENQUIRY messages is 5 seconds and the maximum value is 7650 seconds
(255 x 30 seconds).

Sample Display:
Configure WAN protocol of physical port Portl as Frame Relay, and set the Address
Format =Q921, Address length=2, Frame Relay Management Interface = LMI, Polling

Cycle=10, Polling Timer =5 sec, and Network Timer =10 sec.

cli> add fr line portl addfmt q921 addrlen 2 dlcmi Imi n110t1 5t2 10

Related Commands:

modify fr line, delete fr line, show fr line

3.4.1.2 add fr Iport

Configure Frame Relay to logical port.
add fr |Iport |Iport dici[frcir frcir | frcbir frcbir | frtc frtc]

Syntax Description:
Iport  Name of logical port.
dici data link connection identification, range: 16-1007
frcir Frame Relay Committed Information Rate, in bps
frchbir  Frame Relay Committed Burst Information Rate, in bps
fric Measure Rate Interval, in sec

Default:
When ERT-2501 is set to default, DLCI =0, Committed Information Rate, and Committed Burst
Information Rate = line speed, and the Measure Rate Interval=4

Usage Guidelines:
This command is used to add Frame Relay to logical port.

Sample Display:
Add a Frame Relay of logical port WAN1, and set DLCI=16, and the CIR, CBIR=57600.
cli> add fr Iport wan3 16 frcir 57600 frcbir 57600

Related Commands:
modify fr Iport, show fr Iport
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3.4.1.3 delete fr line

Delete Frame Relay configuration from physical port.
delete fr line line

Syntax Description:
line Name of physical port.

Usage Guidelines:
This command is used to delete Frame Relay settings of physical port.

Sample Display:
Delete Frame Relay settings of physical port Portl.
cli> delete fr line portl

Related Commands:
add fr line, modify fr line, show fr line

3.4.1.4 modify fr line

Modify Frame Relay parameters of physical port.
modify fr line line [ addrfmt addrfmt | addrlen addrlen | dlcmi dicmi | nl1 nl
| n2 n2 | n3 n3 | t1 t1 | t2 t2]

Syntax Description:
Same parameter usage as the command : “add fr line”

Usage Guidelines:
This command is used to modify Frame Relay parameters of physical port.

Sample Display:
Modify Frame Relay Parameters of physical port Portl, and set Address Format =Q922, Polling
Cycle = 15, Maximum Errors=3, and the Polling Timer=10.
cli> modify fr line portl addrfmt q922 n1 15n2 311 10

Related Commands:
add fr line, delete fr line, show fr line

3.4.15 modify fr Iport

Modify Frame Relay parameters of logical port.
modify fr Iport lIport[dlci dlci | frcir frcir | frcbir frcbir |frtc fric]
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Syntax Description:
Same parameter usage as commands : “add fr Iport”.

Usage Guidelines:
This command is used to modify Frame Relay configuration of logical port.

Sample Display:
Modify Frame Relay parameters of logical port WAN1, and set DLCI =50, CIR=CBIR=57600bps.
cli> modify fr Iport wan1l dici 50 frcir 57600 frcbhir 57600

Related Commands:
add fr Iport, show fr Iport

3.41.6 show fr line
Show Frame Relay parameters of physical port.

show fr line line

Syntax Description:
line Name of physical port

Usage Guidelines:
This command is used to display the following messages: § G

Polling Timer Polling Timer, T1
Network Timer Network Timer, T2

A Address Format Address Format

A Address Length  Address Length

A DLCMI Frame Relay Management Interface
A Polling Cycle Polling Cycle, N1

A Max. Errors Maximum Errors, N2

A Max. Events Maximum Events, N3

A

A

Sample Display:
Display Frame Relay parameters of physical port Port2
cli> show fr line port2

Address Format Q921 Max. Errors 2
Address Length 2 Max. Events 4
DLCMI LMI Polling Timer 10
Polling Cycle 6 Network Timer 15

Related Commands:
add fr line, modify fr line, delete fr line
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3.4.1.7 show fr Iport
Show Frame Relay parameters of logical port.

show fr Iport Iport

Syntax Description:
Iport Name of logical port

Usage Guidelines:
This command is used to display the following messages:

A DLCI Data Link Connection Indicator

A Measure Rate Measure Rate Interval

A Committed Rate Committed Information Rate, CIR

A Burst Rate Committed Burst Information Rate, CBIR

Sample Display:
Display Frame Relay parameters of logical port WAN1
cli> show fr Iport wanl
DLCI 0 Committed Rate 64000
Measure Rate 4 Burst Rate 64000

Related Commands:
add fr Iport, modify fr Iport

3.4.2 X.25 Configuration Commands :

X.25 Configuration commands include the following:
add x25 line
add x25 Iport
add x25 map
clear x25 Iport
delete x25 line
delete x25 Iport
delete x25 map
modify x25 line
modify x25 Iport
modify x25 map
reset x25 Iport
restart x25 Iport
show x25 line
show x25 lIport
show x25 map

3.34.1 add x25 line

Configure WAN protocol of physical port as X.25
add x25 line line[xtl xtl1| xt2 xt2| xnl xnl| xn2 xn2| xk xk]
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Syntax Description:
line  Name of physical port
xtl  LAPB (Link Access Procedure Balanced) parameter T1
xt2  LAPB parameter T2
xnl LAPB parameter N1
xn2  LAPB parameter N2
xk LAPB parameter K

Default:
When ERT-2501 is set to default, T1=3sec, T2=1sec, N1=1032, N2=16, K=7.

Usage Guidelines:
LAPB Parameters:

At Unit in second, This specifies the maximum time to wait for acknowledgment of a
frame. Resend the frame if exceed this time.
A2 Unit in seconds, This specifies the maximum time to wait before sending an

acknowledgment for a sequenced frame. A value of zero means there will be no delay in
acknowledgement generation.
A nl: Unit =bit. The N1 frame size used for the maximum number of bits in a frame.

A n2: The N2 retry counter used for this interface. This specifies the number of times a
frame will be resent after the T1 timer expires without an acknowledgement for the frame.
Ak The window size for this Interface. This is the maximum number of unacknowledged

sequenced frames that may be outstanding from this DTE at any one time.

Sample Display:
Configure WAN port protocol of physical port Portl as X.25. T1=8, T2=3, N1=1500, N2=5, K=7.
CLI> add x25 line portl xt18 xt23 xnl1500 xn25 xk7

Related Commands:
modify x25 line, delete x25 line, show x25 line

3.3.4.2 add x25 Iport

Configure X.25 parameters of logical port.
add x25 Iport Iport [local x25addr local x25addr | htc htc | Itcltc| xidle xidle |

t20 t20 | t21 t21 | t22 t22 | t23 t23 | dbit dbit | faciswitch faciswitch |
win_send win_send | win_recv win_recv| plen_send plen_send | plen_recv plen_recv
| thro_class thro _class | relaydelay relaydelay | cugs cugs | cugio cugio | bcug
bcug ]

Syntax Description:

Iport Name of logical port
local_x25addr  Local X.25 address

htc Highest two-way channel number
ltc Lowest two-way channel number
xidle SVC Idle time

dbit Dbit set
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t20

t21

t22

t23
faciswitch
win_send
win_recv
plen_send
plen_recv
thro_class
relaydelay
cugs
cugio
bcug

Default:

Restart timer

Value of the Call Request timer
Value of the Reset Request timer
Value of the Clear Request timer
Facilities Switch

Transmit window size

Receive window size

Transmit packet length

Receive packet length

Class of throughput

Relay delay time

Closed User Groups (CUG) number
CUG with IO flag

Bilateral CUG flag

When ERT-2501 is set to default, htc=16, ltc=1, xidle=20 sec, dbit=0, t20=180 sec, t21=200 sec,
t22=180 sec, t23=180 sec, faciswitch=0, win_send=2, win_recv=2, plen_send=7, plen_recv=7,
thro_class=0, relaydelay=0, cugs=0, cugio=0, bcug=03j C

Usage Guidelines:

A Basic parameters :
local_x25 addr Local X.25 address, an address composed of 1-15 digits. Each X.25 leased line

htc

Itc

xidle

Dbit

will be assigned such an address.

Highest Two-way Channel. User have to specify the range of available Logical
Channel Number (LCN) according to subscription contract. The typical range
is 1~16. The default setting of htc is 16 and maximum setting is 64.

Lowest Two-way Channel, default value=1, minimum=1, and htc>=ltc (please
refer to htc.)

Switched Virtual Circuit (SVC) idle time. If SVC idle time exceeds the value,
SVC will be closed.

Dbit setting. If Dbit of data packet is set to 0, the data packet is acknowledge by
local end. Ifitis setto 1, the data packet is acknowledge by remote end.

A Optional facilities parameters:

faciswitch

win_send
win_recv
plen_send

plen_recv

thro_classj

Switch of optional facilities. 1 means that SVC call request packet will carry a
facilities field to negotiate with remote DTE. 0 means that SVC call request
packet will not carry this field and use the default settings.

Transmission window size, range from 2 to modulus —1.

Reception window size, range from 2 to modulus -1.

Transmission packet length, range from 4 to 12. Default value=7 i.e. sent packet
length =128 byteg C

Reception Packet length, range from 4 to 12.  Default value = 7 i.e. Received
Packet length=128 bytes

@ hroughput class, represents the maximum transmission speed on Virtual Circuit.
It should be higher than the connection speed of Data Link Layer. The
throughput class is coded by an octet ( separated to two 4-bit, in hexadecimal)
The first represents called DTE, the second represents calling DTE. Their
mappings are as following:
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HEX Transmitting Speeds bit's *
3 75

150

300

600

1200

2400

4800

9600

19200

c 48000
The typical value is aa (in hexadecimal) which mean the called and calling DTE
are both set to 9600bit/s. The default is 0 which mean that do not negotiate this
value.

T 9 © 00N O O Bb~

relaydelays QRelay delay, The delay of network transmission in millisecond. This value can be

cugsi G

cugioy G

bcugi G

Sample Display:

specified on call request packet of the SVC. The default is 0, mean do not
specify this value.

Close User Group Number. Range from 1-9999 in decimal. This service needs
to be subscribed with service provider. The default value is 0, mean disable this
service. The following value is applicable only if cugs is not 0.

Close User Group with I/O flag. 0: without Incoming/Outgoing access. 1:
Outgoing access. 2: Incoming access.

Bilateral Close User Group flag. 0: do not subscribe the service. 1: have
subscribed the service. The mapping of CUG with the corresponding X.25
address of remote DTE is shown on X.25 address mapping table.

Configure X.25 parameter of logical port WAN1, and set HTC=16, Relay Delay = 2 ms and others
are set as default value.
CLI>add x25 Iportwanl htc 16 relaydelay 2

Related Commands:
modify x25 Iport, delete x25 Iport, show x25 Iport

3.34.3 add x25 map

Add X.25 address mapping entry.
add x25 map destip remote_x25addr pvc_flag lIcn cug

Syntax Description:

destip WAN port IP address of Destination DTE

remote_x25addr  X.25 address of Destination DTE

pvc_flag PVC Flag, configure Virtual Circuit type of destination address
Icn Logical Channel Number

cug Closed User Groups number of Destination DTE
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Default:

When ERT-2501' s configuration is set to default, its destip=0, remote_x25addr=0, pvc_flag=0,

Icn=0, cug=0.
Usage Guidelines:

destipf G

remote_x25addr

pvc_flag

Icn

cug

Sample Display:

WAN port IP address of Destination DTE

X.25 address of destination DTE, which is composed of 1 to 15 digits.

PVC flag, configuration the virtual circuit type of destination address.
1=PVC, 0=SVC.

Logical Channel Number, if vcflag=1, i.e. PVC assigns its logical channel
number( this value is assigned by your service provider when subscribe
PVC), range=1~64. Ifvcflag=0,i.e. SVC is not required to assigned the
logical channel number, lcn=0.

Close User Groups number of Destination DTE, range from 1~9999, default
value = 0 means that there is no CUG number.

Add X.25 address mapping entry, destination IP address = 10.0.0.2, X.25 address = 2101, X.25
address = 2101, PVC flag =1, Logical Channel Number Icn = 16, CUG number of Destination

DTE=2

CLI>add x25 map 10.0.0.2 2101 1 16 2

Related Commands:

modify x25 map, delete x25 map, show x25 map

3.3.4.4 clear x25 Iport
Clear SVC

clear x25 Iport

Syntax Description:

Iport Icn

Iport  Name of logical port
Icn Logical Channel Number

Usage Guidelines:

This command is used to clear connection of switched virtual circuit.

Sample Display:

Clear Icn=16 SVC of logical port wanl
CLI> clear x25 Iport wan1 16

Related Commands:

reset x25 Iport, restart x25 Iport
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3.3.45 delete x25 line
Delete X.25 configuration of physical port.

delete x25 line line

Syntax Description:
line Name of physical port.

Hint ;
This command is used to delete X.25 configuration of physical port.

Sample Display:
Delete X.25 configuration of physical port Port1.
CLI> delete x25 line portl

Related Commands:
add x25 line, modify x25 line, show x25 line

3.3.4.6 delete x25 Iport

Delete X.25 parameters of logical port.
delete x25 Iport Iport

Syntax Description:
Iport Name of logical port.

Usage Guidelines:
This command is used to delete the X.25 parameters of logical port.

Sample Display:
Delete X.25 parameters of logical port WAN1.
CLI> delete x25 Iport wanl

Related Commands:
add x25 Iport, modify x25 Iport, show x25 Iport

3.3.4.7 delete x25 map

Delete X.25 address mapping entry.
delete x25 map destip

Syntax Description:
destip IP address of destination DTE.
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Usage Guidelines:
This command is used to delete the address mapping entry.

Sample Display:
Delete the X.25 address mapping entry of IP: 10.0.0.2.
CLI> delete x25 map 10.0.0.2

Related Commands:
add x25 map, modify x25 map, show x25 map

3.3.4.8 modify x25 line

Modify X.25 parameters of physical port.
modify x25 line line[xtl xtl|xt2 xt2|xnl xnl|xn2 xn2]|xk xk]

Syntax Description:
Same parameter usage as the command: “add x25 line”.

Usage Guidelines:
This command is used to modify the parameters of physical port.

Sample Display:
Modify X.25 parameters of physical port Portl, and set T1=6, T2= 9, K=6
CLI> modify x25 line portl xtl 6 xt2 9 xk 6

Related Commands:
add x25 line, delete x25 line, show x25 line

3.3.4.9 modify x25 Iport

Modify X.25 parameters of logical port.
modify x25 Iport Iport [ local_x25addr local_x25addr | htc htc | Itc ltc | xidle xidle
| t20 t20 | t21 t21 | t22 t22 | t23 t23 | dbit dbit | faciswitch faciswitch |

win_send win_send | win_recv win_recv| plen_send plen_send | plen_recv plen_recv
| thro_class thro_class | relaydelay relaydelay | cugs cugs | cugio cugio | bcug
bcug ]

Syntax Description:
Same parameter usage as command: “add x25 Iport”.

Usage Guidelines:
This command is used to modify X.25 parameters of logical port.
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Sample Display:
Modify X.25 parameters of logical port WAN1 and set htc=64, relaydelay=4ms, thro_class
=9600bit/s
CLI> modify x25 Iport wanl htc 64 relaydelay 4 thro_class aa

Related Commands:
add x25 Iport, delete x25 Iport, show x25 Iport

3.3.4.10 modify x25 map

Modify address mapping entry of X.25.
modify x25 map destip [ remote_x25addr remote_x25addr | pvc_flag pvc_flag | Icn lcn |
cug cug ]

Syntax Description:
Same parameter usage as command: “ add x25 map “.

Usage Guidelines:
This command is used to modify the address mapping of X.25 .

Sample Display:
Modify X.25 address mapping entry of IP (10.0.0.2), X.25 address=36168, logical channel
number (Icn) =20.
CLI> modify x25 map 10.0.0.2 remote_x25addr 36168 Icn 20

Related Commands:
add x25 map, delete x25 map, show x25 map

3.3.4.11 reset x25 Iport

Reset PVC, SVC
reset x25 Iport Iport lIcn

Syntax Description:

Iport  Name of logical port.

Icn Logical Channel Number
Usage Guidelines:

This command is used to reset PVC, SVC.
Sample Display:

Reset Icn=16 SVC of logical port WANL.

CLI> reset x25 Iport wanl 16

Related Commands:
clear x25 Iport, restart x25 Iport
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3.3.4.12 restart x25 Iport

Restart logical port
restart x25 |Iport Iport

Syntax Description:
Iport Name of logical port.

Usage Guidelines:
This command can be used to restart logical port.

Sample Display:
Restart the virtual circuit of logical port WANL1.
CLI> restart x25 Iport wanl

Related Commands:
clear x25 Iport, reset x25 Iport

3.3.4.13 show x25 line

Show X.25 parameters of physical port.
show x25 line line

Syntax Description:
line Name of physical port.

Usage Guidelines:
Please refer to the “add x25 line” command.

Sample Display:
Display X.25 parameters of physical port Port1.
CLI> show x25 line portl

LAPB_T1 8 LAPB_N1
LAPB_T2 3 LAPB_N2
LAPB_K 7

Related Commands:
add x25 line, delete x25 line, modify x25 line

3.3.4.14 show x25 Iport

Display X.25 parameters of logical port.
show x25 Iport Iport

Syntax Description:
Iport  Name of logical port.
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Usage Guideline:
Please refer to the “add x25 Iport” command.

Sample Display:
Display X.25 parameters of logical port WAN1
CLI> show x25 Iport wanl

Local x25address 0 Win_send 2
Htc 64 Win_recv 2
Ltc 1 Plen_send 7
Idle Time 20 Plen_recv 7
Dbit 0 Thro_class aa
T20 180 Relaydelay 4
T21 200 Cugs 0
T22 180 Cugio 0
T23 180 bcug 0
Faciswitch 0

Related Commands:
add x25 Iport, delete x25 Iport, modify x25 Iport

3.3.4.15 show x25 map

Display X.25 address mapping information.
show x25 map [destip destip]

Syntax Description:
destip WAN Port IP address of destination DTE.

Default:
If do not specify parameter, this command can be used to display all the X.25 address mapping
entries.

Usage Guidelines:
Please refer to “add x25 map” command.

Sample Display:
Display X.25 address mapping entry of destination 1P(10.0.0.2)
CLI> show x25 map 10.0.0.2
Destination IP 10.0.0.2 Lcen 16
Remote x25address 2101 Cug 2

Pvc_flag 1

Related Commands:
add x25 map, delete x25 map, modify x25 map
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3.4 Network Protocol Configuration Commands

3.4.1 IP Configuration Commands :

IP configuration commands include the following : § G
add ip Iport

add ip route

add iprip Iport
delete ip Iport
delete ip route
delete iprip Iport
modify ip Iport
modify ip route
modify iprip Iport
show arp table
show icmp statistics
show ip Iport

show ip route

show ip statics
show tcp statistics
show udp statistics

3.4.1.1 addip Iport

Configure the IP address of logical port.
add ip Iport Iport destip maskip[ mtu mtu | metric metric ]

Syntax Description:

Iport Name of the logical port.
destip IP address of the logical port.
maskip Subnet mask
mtu Maximum Transmitting Unit, range : 1-1546
metric Measure count, range:1-15
Default:

When ERT-2501 s configuration is set to default, mtu=576, metric=1.
Usage Guidelines:
A Port s IP address and subnet mask, are in dotted decimal notation.

A For configuration convenience, it is required that any 2 ports on ERT-2501 must not be
assigned to the same subnet.
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Sample Display:
Configure logical port wanl IP as 130.1.2.100, subnet mask = 255.255.255.0, mtu=1500,
metric=1
cli> add ip Iport wanl 130.1.2.100 255.255.255.0 mtu 1500 metric 1

Related Commands:
modify ip Iport, delete ip Iport, show ip Iport

3.4.1.2 add ip route

Add static IP route
add ip route destip gwip maskip metric

Syntax Description:

destip Destination IP address

gwip Gateway IP address

maskip Subnet mask

metric Measure count, range : 1-16

Usage Guidelines:

A The process of routing packets consists of selectively forwarding data packets from one
network to another. The router bases its decision to send the packet to a particular network
on the information it can learn dynamically from listening to the selected route protocol, as
well as the static information entered as part of the configuration process.

A The router maintains a table of routes which tells the router how to find a remote network or
host. The route table holds information about routes to destinations. A route is uniquely
identified by IP address, subnet mask, next hop IP address (gateway IP) and metrics.

A A list of routes is uniquely identified by its IP address and subnet mask. When an IP
packet is received, the routing table is scanned to find the lowest metric route to the
destination. It is then forwarded to that route by sending it to the router specified by the next
hop. If no route exists the table is scanned for the default route (0.0.0.0) and forwarded as
before. If no direct route or default route exists, the packet is discarded and an ICMP
message to that effect is sent back to the source.

Sample Display:
Add a static IP route, destination IP=130.1.2.100, gateway=130.1.11.2, subnet mask =
255.255.255.0, and the metric=1
cli> add ip route 130.1.2.100 130.1.11.2 255.255.255.0 1

Related Commands:
modify ip route, delete ip route, show ip route

3.4.1.3 add iprip Iport

Configure dynamic IP routing
add iprip |Iport Iport[flags flags | ripmetric ripmetric | time time | rtp rtp]
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Syntax Description:
Iport Name of logical port.

flags Flags can be used to indicate whether allow sending , receiving RIP broadcasting

packets or not. The available parameters are: send,listen = allow sending and
receiving, send = allow sending only, listen = allow receiving only, none = disable
both sending and receiving.

ripmetric  Dynamic Routing Metric.

time Interval between RIP renewal broadcast, range : 5 — 3600(sec).

rtp

Default:

IP Routing Protocol: RIP or None.

When ERT-2501 is set to default, flags = SEND, LISTEN, ripmetric=1, time=30, rtp = RIP.

Usage Guidelines:

A

This command is used to enable the dynamic routing function of logical port, and it only works
on the logical port that enables IP function.

Dynamic IP route and static IP route can be adopted at the same time, but it is not
recommended. If dynamic IP route is not adopted, users have to create at least one route in
IP static route. It can have maximum 128 dynamic route entries in dynamic routing table, and
maximum 8 static route entries in IP static route table.

Variable Length Subnet Masksg YVLSM; 6nly be supported on static route.

RIP uses Hop Count to estimate the distance to destination host, this is called “Routing
Metric”. In RIP, The hop count to the network which router directly connects to is 0 (It is
defined as “1” in some protocol.). The hop count to the next reachable network is 1, and so
on. To limit the convergence time, RIP set the range of metric from 0 to 15, if hop count is
larger than 16 metrics, the distance will be treated as infinite.

To improve performance, ERT-2501supports split horizon algorithm on RIP protocol, and it
adapts triggered update to refresh the routing information.

Sample Display:
Configure dynamic route of logical port WANL1 to allow sending RIP broadcast packet on this port,
and the renew interval is 100 seconds.
cli> add iprip Iport wan1l flags send time 100

Related Commands:
modify iprip Iport, delete iprip Iport

3.4.1.4 delete ip Iport

Disable IP function of logical port.
delete ip Iport Iport

Syntax Description:
Iport  Name of logical port.

Usage Guidelines:
This command is used to disable the IP function of logical port.
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For example:
Disable IP function of logical port WANL1.
cli> delete ip Iport wanl

Related Commands:
add ip Iport, modify ip Iport, show ip Iport

3.4.1.5 delete ip route

Delete static IP route.
delete ip route destip

Syntax Description:
destip Destination IP address

Usage Guidelines:
This command is used to delete specific static IP route.

Sample Display:
Delete the static IP route of 130.1.1.100
cli> delete ip route 130.1.1.100

Related Commands:
add ip route, modify ip route, show ip route

3.4.1.6 delete iprip Iport

Disable dynamic IP route.
delete iprip Iport Iport

Syntax Description:
Iport Name of logical port.

Usage Guidelines:
This command is used to disable dynamic route of specific logical port, this command only applies
to the logical port which enable IP function.

Sample Display:

Disable dynamic IP route of logical port WANL1.
cli> delete iprip Iport wanl

Related Commands:
add iprip Iport, modify iprip Iport
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3.4.1.7 modify ip Iport

Modify the IP address of logical port.
modify ip Iport Iport [ destip destip | maskip maskip | mtu mtu | metric
metric |

Syntax Description:
Same parameter usage as command: “ add ip Iport “.

Usage Guidelines:
This command is used to modify the IP address parameter of specific logical port. If this IP is
disabled before, users may enable it again via this command. If do not specify some parameters,
enabling logical port will recover the prior settings.

Sample Display:
Modify logical port WANL1 IP = 130.1.2.100, subnet mask = 255.255.255.0, and the mtu=512.
cli> modify ip Iport wanl destip 130.1.2.100 maskip 255.255.255.0 mtu 512

Related Commands:
add ip Iport, delete ip Iport, show ip Iport

3.4.1.8 modify ip route

Modify static IP route configuration.
modify ip route destip[gwip gwip | maskip maskip | metric metric]

Syntax Description:
Same parameter usage as command: “ add ip route”.

Usage Guidelines:
This command is used to modify specific static routing table.

Sample Display:
Modify the static IP route of 130.1.2.100, gateway=130.1.12.2, subnet mask = 255.255.255.0,
and the metric = 15.
cli> modify ip route 130.1.2.100 gwip 130.1.12.2 maskip 255.255.255.0 metric 15

Related Commands:
add ip route, delete ip route, show ip route

3.4.1.9 modify iprip Iport

Modify dynamic route
modify iprip Iport Iport[flags flags | ripmetric ripmetric | time time]
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Syntax Description:
Same as commands: “ add iprip Iport”.

Usage Guidelines:
If Logical Port has activated the dynamic routing, users can use this command to modify the
activated dynamic routing table, this command can not be used to activate dynamic routing of
logical port.

Sample Display:
Modify dynamic routing of logical port WAN1, allow to receive RIP broadcast packets at this port,
and the RIP broadcast renew interval = 200 seconds.
cli> modify iprip Iport wanl flags listen time 200

Related Commands:
add iprip Iport, delete iprip Iport

3.4.1.10 show arp table

Show ARP address table.
show arp table

Usage Guidelines:
This command is used to display MAC address of ARP table.

Sample Display :
cli> show arp table
010.000.000.014 00:00:21:e2:f6:01
010.000.000.212 00:00:b4:50:45:04

3.4.1.11 show icmp statistics

Show ICMP statistic information.
show icmp statistics

Usage Guidelines:
This command is used to show the following information :

A icmplnMsgs Total number of ICMP messages which the Router received. Note
that this counter includes all those counted by icmpInErrors.

A icmplnDestUnreac Number of ICMP Destination Unreachable messages received.

A icmplnParmProbs Number of ICMP Parameter Problem messages received.

A icmplnRedirects Number of ICMP Redirect messages received.

A icmpIlnEchoReps Number of ICMP Echo Reply messages received.

A icmpInTimestampR Number of ICMP Timestamp Reply messages received.

A icmplnAddMaskre Number of ICMP Address Mask Reply messages received

A icmpOutErrors Number of ICMP messages which the router can not sent due to
ICMP-specific errors (for example, bad ICMP checksums, bad
length).

A icmpOutTimeExcds Number of ICMP Time Exceeded messages sent.

A icmpOutSrcQuench Number of ICMP Source Quench messages sent.
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icmpOutEchos
icmpOutTimestamp
icmpOutAddrMasks
icmpInErrors

icmpInTimeExcds
icmpInSrcQuenchs
icmpIlnEchos
icmpInTimeStamps
icmplnAddrMasks
icmpOutMsgs
icmpOutDestUnreal
icmpOutParmProbs
icmpOutRedirects
icmpOutEchoReps
icmpOutTimestampR
icmpOutAddrMaskR

Number of ICMP Echo (request) messages sent.
Number of ICMP Timestamp (request) messages sent.
Number of ICMP Address Mask Request messages sent.

Number of ICMP messages which the router received but
determined as having ICMP-specific errors (for example, bad ICMP
checksums, bad length).

Number of ICMP Time Exceeded messages received.
Number of ICMP Source Quench messages received.
Number of ICMP Echo (request) messages received.
Number of ICMP Timestamp (request) messages received.
Number of ICMP Address Mask Request messages received.
Total number of ICMP messages which the router sent.
Number of ICMP Destination Unreachable messages sent.
Number of ICMP Parameter Problem messages sent.
Number of ICMP Redirect messages sent.

Number of ICMP Echo Reply messages sent.

Number of ICMP Timestamp Reply messages sent.
Number of ICMP Address Mask Reply messages sent.

Sample Display:
cli> show icmp statistics

icmplnMsgs 141 icmpInErrors 0
icmplnDestUnreac 0 icmpInTimeExcds 0
icmplnParmProbs 0 icmpInSrcQuenchs 0
icmplnRedirects 127 icmpInEchos 7
icmpInEchoReps 7 icmpInTimestamps 0
icmpInTimestampR 0 icmplnAddrMasks 0
icmpIlnAddrMaskRe 0 icmpOutMsgs 0
icmpOutErrors 0 icmpOutDestUnrea 0
icmpOutTimeExcds 0 icmpOutParmProbs 0
icmpOutSrcQuench 0 icmpOutRedirects 0
icmpOutEchos 22 icmpOutEchoReps 7
icmpOutTimestamp 0 icmpOutTimestamp 0
icmpOutAddrMasks 0 icmpOutAddrMaskR 0

3.4.1.12 show ip Iport

Show IP information of logical port
show ip Iport Iport

Syntax Description:
Iport Name of Logical Port.

Usage Guidelines:
This command is used to display the following messages:
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RIP Def. Metric  RIP default metric
RIP Bcast Time RIP broadcast interval
This command can not display the IP information of disabled Logical Port.

A IP Address IP Address of the logical port
A Subnet Mask Subnet Mask

A MTU Maximum Transmitted Unit
A Metric Metric

A Protocol Routing Protocol

A Flags RIP protocol flags

A

A

Sample Display:
Display IP information of logical port WAN1
cli> show ip Iport wanl

IP Address 130.1.2.100 Protocol RIP
Subnet Mask 255.255.255.0 Flags SEND, LISTEN
Bcast Address 130.1.2.255 RIP Def. Metric 1
MTU 46 RIP Bcast Time 30
Metric 1

If the IP function is disabled, the following message will be shown.
cli> show ip Iport wanl
IP not enabled on Iport

Related Commands:
add ip Iport, modify ip Iport, delete ip Iport

3.4.1.13 show ip route

Show configuration of static IP route
show ip route[destip destip]

Syntax Description:
destip Destination IP address.

Default:
If do not specify parameter, this command is used to display all configuration of static IP route

Usage Guidelines:
This command is used to display the following messages:
A Destination IP Destination IP address : used to indicate destination IP address or
destination IP network

A IP Route Mask  Subnet mask: Used with IP address to indicate destination network. Users
can combine IP address and subnet mask to generate destination network

address.

A Next Hop Next Hop IP address: IP address of next hop that IP packet will pass
through. Same as gateway IP address of “add ip route” command.

A Metric Metric
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Sample Display:
cli> show ip route 130.1.2.100
Destination IP
Next Hop

Related Commands:
add ip route, modify ip route, delete ip route

3.4.1.14 show ip statistics

130.1.2.100 IP Route Mask 255.255.255.0
130.1.12.2 Metric 1

Show IP statistic Information
show ip statistics

Usage Guidelines:
This command is used to show the following information:

A

ipForwarding

ipInRceives

ipInAddErrors

iplnUnknownProtos

ipInDelivers

ipOutDiscards

ipReasmTimeout

ipReasmOks
ipFragOKs

ipFragCreates

ipDefault TTL

ipInHdrErrors

ipForwDatagrams

Indication of whether this router is acting as an IP gateway in respect
to the forwarding of datagrams received by, but not addressed to,
this router. IP gateways forward datagrams. IP hosts do not (except
those source-routed via the host).

Total number of input datagrams received including those received
in error.

Number of input datagrams discarded because the IP address in
their IP header s destination field was not a valid address to be
received at this device.

Number of locally-addressed datagrams received successfully but
discarded because of an unknown or unsupported protocol.

Total number of input datagrams successfully delivered to IP user-
protocols (including ICMP).

Number of output IP datagrams for which no problem was
encountered to prevent their transmission to their destination, but
which were discarded (for example, for lack of buffer space).

Maximum number of seconds that received fragments are held while
they are awaiting reassemble at this device.

Number of IP datagrams successfully reassembled.
Number of IP datagrams that have been successfully fragmented.

Number of IP datagram fragments that have been generated as a
result of fragmentation.

The default value inserted into the Time-To-Live field of the IP
header of datagrams originated at ERT-2501, whenever a TTL value
is not supplied by the transport layer protocol.

Number of input datagrams discarded due to errors in their IP
headers.

Number of input datagrams for which this device was not their final
IP destination, as a result of which an attempt was made to find a
route to forward them to that final destination.
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ipInDisCards

ipOutRequests

ipOutNoRoute

ipReasmReqds

ipReasmFails

ipFragFails

ipRoutingDiscard

Sample Display:
cli> show ip statistics
ipForwarding
ipInReceives
ipInAddrErrors
ipInUnknownProto
ipInDelivers
ipOutDiscards
ipReasmTimeout
ipReasmOKs
ipFragOKs
ipFragCreates

3.4.1.15 show tcp statistics

Number of input IP datagrams for which no problems were
encountered to prevent their continued processing, but which were
discarded (for example, for lack of buffer space).

Total number of IP datagrams that local IP user-protocols (including
ICMP) supplied to IP in requests for transmission.

Number of IP datagrams discarded because no route could be found
to transmit them to their destination.

Number of IP fragments received that needed to be reassembled at
this router.

Number of failures detected by the IP reassemble algorithm (for
whatever reason: timed out, errors, and so on)

Number of IP datagrams that have been discarded because they
needed to be fragmented but could not be, for example, because
their Don't Fragment flag was set.

Number of routing entries that were chosen to be discarded even
though they are valid.

1 ipDefaultTTL 254
180 ipInHdrErrors 0
0 ipForwDatagrams 0
0 ipInDiscards 0
180 ipOutRequests 87
0 ipOutNoRoutes 0
0 ipReasmReqds 0
0 ipReasmFails 0
0 ipFragFails 0
0 ipRoutingDiscard 0

Display TCP statistic information
show tcp statistics

Usage Guidelines:
This command is used to show the following information: § G

A

tcpRtoAlgorithm

tcpRtoMax

tcpActiveOpens

tcpAttemptFails

tcpCurrEstab

The algorithm used to determine the timeout value used for
retransmitting unacknowledged octets. j G=other, 2=constant, 3=MIL-
STD-1778, 4=Van Jacobson algorithm

The maximum value permitted by a TCP implementation for the
retransmission timeout.

Number of times TCP connections have made a direct transition to the
SYN-SENT state from the CLOSED state.

Number of times TCP connections have made a direct transition to the
CLOSED state from either the SYN-SENT state or the SYN-RCVD
state, plus the number of times TCP connections have made a direct
transition to the LISTEN state from the SYN-RCVD state.

Number of current TCP connections for which the current state is either
ESTABLISHED or CLOSE- WAIT.
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A tcpOutSegs

A tcpInErrs

A tcpRtoMin

A tcpMaxCom

A tcpPassiveOpens

A tcpEstabResets

A tcplnSegs

A tcpRetransSegs

A tcpOutRsts

Sample Display:
cli> show tcp statistics
tcpRtoAlgorithm
tcpRtoMax
tcpActiveOpens
tcpAttemptFails
tcpCurrEstab
tcpOutSegs
tcpInErrs

3.4.1.16 show udp statistics

Total number of TCP segments sent, including those on current
connections but excluding those containing only retransmitted octets.

Total number of segments received in error (for example, bad TCP
checksums).

The minimum value permitted by a TCP implementation for the
retransmission timeout.

The limit on the total number of TCP connections the router can
support.

Number of times TCP connections have made a direct transition to the
SYN-RCVD state from the LISTEN state.

Number of times TCP connections have made a direct transition to the
CLOSED state from either the ESTABLISHED state or the CLOSE-
WAIT state.

Total number of segments received, including those received in error.
This count includes segments received on currently established
connections.

Total number of segments retransmitted - that is, the number of TCP
segments transmitted containing one or more previously transmitted
octets.

Number of TCP segments sent containing the RST flag.

4 tcpRtoMin 0
0 tcpMaxConn 10
0 tcpPassiveOpens 2
0 tcpEstabResets 0
2 tcpinSegs 58
16 tcpRetransSegs 46
0 tcpOutRsts 0

Show UDP statistic information.

show udp statistics

Usage Guidelines:

This command is used to show the following information:
A InDatagrams  Total number of UDP datagrams this router received.

A InErrors Number of received UDP datagrams that could not be delivered for reasons
other than the lack of an application at the destination port.
A Noports Total number of received UDP datagrams for which there was no application

at the destination port.
A QutDatagrams Total number of UDP datagrams sent from this router.
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3.4.2

Sample Display:

cli> show udp statistics
udpInDatagrams 47
udpInErrors 0

IPX Commands :

IPX commands include the following:

add ipx Iport

add ipx route

add ipx server
add ipxrip Iport
add ipxsap Iport
delete ipx Iport
delete ipx route
delete ipx server
delete ipxrip Iport
delete ipxsap Iport
modify ipx Iport
modify ipx route
modify ipx server
modify ipxrip Iport
modify ipxsap Iport
show ipx Iport
show ipx route
show ipx server
show ipx statistics

3.4.2.1 add ipx Iport

Add IPX address of logical Port
add ipx Iport Iport ipxnet

Syntax Description:
Iport Name of Logical Port.

udpNoPorts 120
udpOutDatagrams 73

ipxnet IPX network number in hexadecimal format, 8 digits maximum.

Usage Guidelines:

IPX address is composed of network number and a node ID. Network number identifies a
physical network. It is 4 bytes long (32bits) and must be unique in an IPX inter-network. It is
expressed with 8 hexadecimal digits in configuration command. You do not need to input all 8

digit; the prior 0 can be omitted.

Sample Display:

Configure logical port WANT s IPX network number as 5

cli> add ipx Iport wanl5
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Related Commands:
modify ipx Iport, delete ipx Iport, show ipx Iport

3.4.2.2 add ipx route

Add static IPX route
add ipx route destipx ipxgnet ipxgmac ticks hops

Syntax Description:
destipx Destination IPX network number
ipxgnet IPX gateway network number in hexadecimal format, 8 digits maximum.
ipxgmac  IPX gateway MAC address
ticks Ticks, (1 second =18.3tick) range : 0-65535
hops Hops, range : 0 - 16

Usage Guidelines:
This command is used to add a IPX route in IPX static routing table.

Sample Display:
Add static IPX route, destination network number=77, gateway network number = 55, gateway
MAC address = 00:02:09:01:02:04, ticks = 1, and hop = 2.
cli>add ipx route 77 55 00:02:09:01:02:04 1 2

Related Commands:
modify ipx route, delete ipx route, show ipx route

3.4.2.3 add ipx server

Add static IPX service
add ipx server srvnarne ipxnet servaddr servtype socket hops

Syntax Description:

srvhame Name of IPX service

ipxnet IPX network number in hexadecimal format, 8 digits Maximum.

servaddr IPX server address, used with ipxnet to represent the address of the IPX server that
providing IPX service.

servtgpe Types of IPX services in hexadecimal format

socket Socket of IPX service.

hops the numbers of hops to reach IPX server, range : 0 - 15

Usage Guidelines:
The service type of IPX server is expressed in hexadecimal format:0x0000=unknown, 0x0003 =
Print Queue, 0x0004 = File Server, 0x0005 = Job Server, 0x0009 = Archie Server, 0x0024 =
Remote Bridge Server, 0x0047 = Advertisement Print Server.
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Sample Display:
Add static IPX service, servername = srvl, network number = 101, node = 00:10:01:02:01:02,
Service Type = File Server, socket number = 4, hop = 10
cli>add ipx server srvl 101 00:10:01:02:01:02 4 4 10

Related Commands:
modify ipx server, delete ipx server, show ipx server

3.4.2.4 add ipxrip Iport

Configure dynamic IPX route
add ipxrip lport Iport [flags flags]

Syntax Description:
Iport Name of Logical Port.
flags Flags is used to indicate whether allow sending , receiving RIP broadcasting packets or
not. The available parameters are: send,listen = allow sending and receiving, send =
allow sending only, listen = allow receiving only, none = disable both sending and
receiving.

Default:
When ERT-2501 is set to default, flags = SEDN, LISTEN

Usage Guidelines:
Dynamic IPX route and static IPX route can be adopted at the same time, but it is not
recommended. If dynamic IPX route is not adopted, users have to create at least one route in IPX
static route. It can have maximum 128 dynamic route entries in dynamic routing table, and
maximum 8 static route entries in IPX static route table.

Sample Display:
Configure dynamic IPX route of Logical Port WAN1, and allow it to send RIP broadcast packets.
cli> add ipxrip Iport wan1 flags send

Related Commands:
modify ipxrip Iport, delete ipxrip Iport

3.4.2.5 add ipxsap Iport

Configure IPX SAP(service advertising protocol).
add ipxsap Iport Iport [sapflags sapflags]

Syntax Description:
Iport Name of Logical Port.
sapflags  Sapflags is used to indicate whether allow sending , receiving SAP broadcasting
packets or not. The available parameters are: send,listen = allow sending and
receiving, send = allow sending only, listen = allow receiving only, none = disable
both sending and receiving.

Default:
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Default settings of sapflags are SEND,LISTEN.

Usage Guidelines:
This command is used to configure IPX SAP protocol.

Sample Display:
Configure IPX SAP protocol of logical port WANL1 to allow the router to send SAP broadcast.
cli> add ipxsap Iport wanl sapflags send

Related Commands:
modify ipxsap Iport, delete ipxsap Iport

3.4.2.6 delete ipx Iport

Delete IPX function of Logical Port.
delete ipx Iport Iport

Syntax Description:
Iport  Name of Logical Port.

Usage Guidelines:
This command is used to disable IPX function of specific Logical Port.

Sample Display:
Disable IPX function of logical port WANL1.
cli> delete ipx Iport wanl

Related Commands:
add ipx Iport, modify ipx Iport, show ipx Iport

3.4.2.7 delete ipx route

Delete static IPX route.
delete ipx route destipx
Syntax Description:
destipx Destination IPX network number

Usage Guidelines:
This command is used to delete specified IPX static route.

Sample Display:
Deletes a static IPX route with network number 107.
cli> delete ipx route 107

Related Commands:
add ipx route, modify ipx route, show ipx route
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3.4.2.8 delete ipx server

Delete a static IPX service.
delete ipx server srvname

Syntax Description:
srvname name of IPX service

Usage Guidelines:
This command is used to delete specified static IPX service.

Sample Display:
Delete static IPX service svrl
cli> delete ipx server srvl

Related Commands:
add ipx server, modify ipx server, show ipx server

3.4.2.9 delete ipxrip Iport

Disable dynamic IPX route
delete ipxrip Iport Iport

Syntax Description:
Iport  Name of Logical Port

Hint
This command is used to disable dynamic IPX route of specified logical port

Sample Display:
Delete dynamic route of IPX on logical port WANL.
cli> delete ipxrip Iport wanl

Related Commands:
add ipxrip Iport, modify ipxrip Iport

3.4.2.10 delete ipxsap Iport

Delete SAP protocol of IPX
delete ipxsap Iport Iport

Syntax Description:
Iport  Name of Logical Port.
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Usage Guidelines:
This command is used to delete the IPX SAP protocol specified logical port.

Sample Display:
Delete SAP protocol on logical port WANL1.
cli> delete ipxsap Iport wanl

Related Commands:
add ipxsap Iport, modify ipxsap Iport

3.4.2.11 modify ipx Iport

Modify IPX address of logical port
modify ipx Iport Iport [ipxnet ipxnet]

Syntax Description:
Same parameter usage as the command: “add ipx Iport”.

Usage Guidelines:
This command is used to modify the IPX network number of logical port. If it is disabled, users
can re-enable IPX function using this command. If network number is not specified in this
command, it will recover the prior network number.

Sample Display:
Modify IPX network number of logical port WANL to be 15.
cli> modify ipx Iport wan1l ipxnet 15

Related Commands:
add ipx Iport, delete ipx Iport, show ipx Iport

3.4.2.12 modify ipx route

Modify static IPX route.
modify ipx route destipx [ ipxgnet ipxgnet | ipxgmac ipxgmac | ticks ticks |
hops hops]

Syntax Description:
Same parameter usage as command: “add ipx route”

Usage Guidelines:
This command can be used to modify statistic IPX route.
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Sample Display:
Modify network number 67 of static IPX route to gateway network number = 55, and hop = 15.
cli> modify ipx route 67 ipxnet 55 hops 15

Related Commands:
add ipx route, delete ipx route, show ipx route

3.4.2.13 modify ipx server

Modify static IPX service.
modify ipx serve srvnarne [ ipxnet ipxnet | servaddr servaddr | servtype
servtype | socket socket | hops hops]

Syntax Description:
Same parameter usage as command: “ add ipx server”.

Usage Guidelines:
This command is used to modify static IPX service.

Sample Display:
Modify static IPX service srvl with network number = 101, server node = 0:10:01:02:29:30,
socket =1, hop = 12
cli> modify ipx server srvl ipxnet 101 servaddr 00:10:01:02:29:30 socket 1 hops 12

Related Commands:
add ipx server, delete ipx server, show ipx server

3.4.2.14 modify ipxrip Iport

Modify dynamic IPX route.
modify ipxrip Iport Iport [flags flags]

Syntax Description:
Same parameter usage as command: “ add ipxrip Iport “.

Usage Guidelines:
If dynamic IPX route on logical port has been enabled, users can use this command to modify IPX
dynamic route configuration of logical port. This command can not be used to enable the dynamic
IPX route of logical port.

Sample Display:
Modify dynamic IPX route of logical port WANL1, and allow it to receiving RIP broadcast packets.
cli> modify ipxrip Iport wanl flags listen

Related Commands:
add ipxrip Iport, delete ipxrip Iport
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3.4.2.15 modify ipxsap Iport

Modify configuration of IPX SAP protocol.
modify ipxsap Iport Iport [sapflags sapflags]

Syntax Description:
Same parameter usage as command: “ add ipxsap Iport “.

Usage Guidelines:
This command is used to modify configuration of IPX SAP protocol on logical port WAN1.

Sample Display:
Modify IPX SAP protocol of logical port WANL1 to allow router to receive SAP broadcast.
cli> modify ipxsap Iport wanl sapflags listen

Related Commands:
add ipxsap Iport, delete ipxsap Iport

3.4.2.16 show ipx Iport

Show IPX address information of logical port.
show ipx Iport Iport

Parameters :
Iport  Name of Logical Port.

Usage Guidelines:
This command can be used to show IPX information of logical port:
A Network Number IPX Network Number

A RIP Flags RIP Flags
A SAP Flags SAP Flags
A Protocol IPX dynamic routing protocol

This command can not show information of logical port of which IPX function have been disabled.

Sample Display:
Display IPX address information of active IPX logical port WAN1.

cli> show ipx Iport wanl
Network Number 15 RIP Flags SEND, LISTEN
SAP Flags SEND, LISTEN Protocol RIP

If IPX function of WANL is disabled, it will response the following message:

cli> show ipx Iport wanl
IPX not enabled on Iport

Related Commands:
add ipx Iport, modify ipx Iport, delete ipx Iport
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3.4.2.17 show ipx route

Show static IPX route information.
show ipx route [destipx destipx]

Syntax Description:
destipx  Destination IPX Network number

Default:
If do not specify parameter, this command will show all the IPX information.

Usage Guidelines:
This command is used to display the following information:
A Destination Net Destination IPX Network Number.

A Gateway Net IPX gateway network number

A Gateway MAC IPX gateway MAC address.

A Ticks How many ticks will it take to the destination.
A Hops How many hops will it take to the destination.

Sample Display:
Display Static IPX route information.
cli> show ipx route destipx 77
Destination Net 77 Ticks 1
Gateway Net 55 Hops 2
Gateway MAC 00:20:0a:11:22:34

Related Commands:
add ipx route, modify ipx route, delete ipx route

11.4.2.18 show ipx server

Show static IPX server information.

show ipx server srvname
Parameters:

srvname  IPX service name

Usage Guidelines:
This command is used to show the following information:

A IPX Server IPX server name

A Network Number IPX network number

A Server Address  IPX server address (node number)

A Server Type IPX Service Type

A Socket Socket number of IPX service

A Hops How many hops will it take to the destination.

Sample Display:
Show statistic information of static IPX server srv1.
cli> show ipx server srvl
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IPX Server
Network Number
Server Address

Related Commands:
add ipx server, modify ipx server, delete ipx server

3.4.2.19 show ipx statistics

srvl Server Type 4
257 Socket 4
01:02:01:02:01:02 Hops 10

Show IPX statistics information
show ipx statistics

Usage Guidelines:
This command is used to show the following information:

A

A

ipxInReceives
ipxInAddrErrors

ipxInUnknownProt
ipxInDelivers

ipxOutDiscards

ipxInHdrErrors
ipxForwDatagrams

ipxInDiscards

ipxOutRequests

ipxOutNoRoutes

Sample Display:

cli> show ipx statistics

ipxInReceives
ipxInAddrErrors
ipxInUnknownProt
ipxInDelivers
ipxOutDiscards

Total number of input packets including those received in error.

Number of input packets discarded because the destination address
was not a valid address to be received at this router.

Number of locally-addressed packets received successfully but
discarded because of an unknown or unsupported protocol.

The number of packets delivered to a higher layer protocol.

Number of out IPX packets for which no problem were encountered to
prevent their transmission to their destination, but which were
discarded (for example, for lack of buffer space)

Number of input packets discarded due to errors in their IPX headers.
Number of input packets for which this router was not their final IP

destination, as a result of which an attempt was made to find a route
to forward them to that final destination.

Number of input IPX packets for which no problem were encountered
to prevent their continued processing, but which were discarded (for
example, for lack of buffer space).

Total number of IPX packets that supplied to router in requests for
transmission.

Number of IPX packets discarded because no route could be found to
transmit them to their destination.

2 ipxInHdrErrors 0
0 ipxForwDatagrams 0
0 ipxInDiscards 0
2 ipxOutRequests 4
0 ipxOutNoRoutes 3

3.5 Firewall Configuration Commands

3.5.1 Command List

Firewall configuration commands include the following:
add ip filter
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delete ip filter
modify ip filter
show ip filter

3.5.2 add ip filter

Add an item on the IP firewall list
add ip filter srcip srcmask destip desmask port protocol action

Syntax Description:

srcip Source IP address

srcmask Subnet mask of Source IP address

destip Destination IP address

desmask  Subnet mask of Destination IP address (Drop action does not apply to desmask and
desip.)

port Port numbers of TCP and UDP.

protocol IP upper layer protocol number

action Action : drop = Discard the packets which match the IP firewall list

forward = Forward the packets which match the IP firewall list

Usage Guidelines:

Concerning to different application protocols, the corresponding IP upper layer protocol number
and port number are listed below:

Telnet ftp | tftp nntp smtp http | tcp | udp icmp | any
Protocol

6 6 0 0 6 0 6 17 1 0
Number
Port 11

23 21 69 25 80 0 0 0 0
Number 9

This command is used to configure how ERT-2501 handles the IP packets. Forward legal IP
packets and discard illegal IP packets to secure the network.

Sample Display:
Prevent computers on network segment (130.1.2.0) to perform http access.
cli> add ip filter 130.1.2.0 255.255.255.0 0.0.0.0 0.0.0.0 80 O drop

Related Commands:
modify ip filter, delete ip filter, show ip filter

3.5.3 delete ip filter

Delete an item on IP firewall list
delete ip filter srcip

Syntax Description:
srcip  Source IP saddress of filter
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Usage Guideline:
This command is used to delete an item on the IP firewall list.

Sample Display:
Delete IP firewall item (130.1.2.0)
cli> delete ip filter 130.1.2.0

Related Commands:
add ip filter, modify ip filter, show ip filter

3.5.4 modify ip filter

Modify an item on IP firewall list
modify ip filter srcip [srcmask srcmask | destip destip | desmask desmask |
port port | protocol protocol | action action]

Syntax Description:
Same parameter usage as the command: “add ip filter”.

Usage Guidelines:
This command is used to modify an item on that IP firewall list.

Sample Display:
Modify the IP firewall list of the source IP (130.1.2.0) of which ftp is its upper layer protocol.
cli> modify ip filter 130.1.2.0 port 21 protocol 6

Related Commands:
add ip filter, delete ip filter, show ip filter

3.5.5 show ip filter

Display configuration information of IP firewall list
show ip filter [srcip srcip]

Syntax Description:
srcip Source IP address

Default:
If do not specify parameter, this command will display all the configuration information of IP
firewall list.

Usage Guidelines:
This command is used to display the following information:
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A Source IP Source IP address

A Source Mask Subnet mask of Source IP network

A Destination IP Destination IP address

A Destination Mask Subnet mask of Destination IP network

A Port Port numbers of TCP and UDP.

A Protocol Protocol numbers of IP upper layer protocols.
A Action Action

Sample Display:
cli> show ip filter 130.1.2.0

Source IP 130.1.2.0 Port
Source Mask 255.255.255.0 Protocol
Destination IP 0.0.0.0 Action
Destination Mask 0.0.0.0

Related Commands:
add ip filter, modify ip filter, delete ip filter

3.6 Bridge Connection Configuration Commands

3.6.1 Commands List

Bridge connection includes the following commands:
add bridge Iport

add bridge parameters

delete birdge Iport

modify bridge parameters

show bridge Iport

show bridge parameters

show bridge statistics

3.6.2 add bridge Iport

Add bridge on logical port
add bridge Iport Iport

Syntax Description:
Iport  Name of Logical Port

Usage Guidelines:
This command is used to add bridge to logical port.

Sample Display:
Add a bridge on the logical port WAN1.
cli> add bridge Iport wanl
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Related Commands:
delete bridge Iport, show bridge Iport

3.6.3 add bridge parameters

Add bridge configuration parameters
add bridge parameters name [priority priority | stp stp]

Syntax Description:
name Bridge name
priority Priority of bridge, range: 0 -65535
stp Spanning Tree Protocol, enabled or disabled.

Default:
When ERT-2501 is set to default, bridge priority = 0, and the spanning tree protocol is disabled.

Usage Guidelines:
Spanning tree protocol utilizes bridge ID to select the root bridge. Bridge ID is composed of
bridge priority and MAC address of their Ethernet port. Due to the uniqueness of MAC address,
the bridge IDs will be different even they are assigned the same priority. Root bridge is chosen by
comparing the bridge ID.

Sample Display:
Configure parameters of bridge: nhame = vegasl, priority = 15, and enable spanning tree protocol.
cli> add bridge parameters vegas1 priority 15 stp enabled

Related Commands:
modify bridge parameters, show bridge parameters

3.6.4 delete bridge Iport

Disable bridge function of logical port
delete bridge Iport Iport

Syntax Description:
Iport  Name of the Logical Port.

Usage Guidelines:
This command is used to disable the bridge function of logical port.

Sample Display:
Disable the bridge function of logical port WANL.

cli> delete bridge Iport wanl
-97-



Related Commands:
add bridge Iport, show bridge Iport

3.6.5 modify bridge parameters

Modify parameters of bridge configuration.
modify bridge parameters[name name |priority priority | stp stp]

Syntax Description:
Same parameter usage as command: “ add bridge parameters”.

Usage Guidelines:
This command is used to modify the parameters of bridge configuration.

Sample Display:
Modify bridge name = vegas1, priority = 10 and disable the spanning tree protocol.
cli> modify bridge parameters name brl priority 10 stp disabled

Related Commands:
add bridge parameters, show bridge parameters

3.6.6 show bridge Iport

Show whether bridge on logical port is enabled or not.
show bridge Iport Iport

Syntax Description:
Iport  Name of Logical Port.

Usage Guidelines:
This command is used to show whether bridge enabled or not.

Sample Display:
cli> show bridge Iport wanl
Bridge Enable Yes

Related Commands:
add bridge Iport, delete bridge Iport

3.6.7 show bridge parameters

Show configuration of bridge
show bridge parameters

Usage Guidelines:
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This command is used to display the following information:

A Bridge Name Bridge name

A Hello Time Interval of Hello packets

A Aging Time Aging Time of MAC address table

A Forward Delay Forward Delay

A Priority Priority of bridge

A STP Enable STP Enable or not

4 Max. Age Maximum aging time of spanning tree information
A Multicast Addr ~ Multicast address

Sample Display:

cli> show bridge parameters

Bridge Name bridgel
Aging Time 3600
Priority 0
Max. Age 30

Related Commands:

Hello Time
Forward Delay
STP Enable
Multicast Addr

add bridge parameters, modify bridge parameters

3.6.8 show bridge statistics

Show bridge statistics information

show bridge statistics

Usage Guidelines:

10

10

Yes
01:80:¢2:00:00:00

This command is only used for development and tuning purpose.

Sample Display:
cli> show bridge statistics
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