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RMON

The Remote Monitoring (RMON) functions, allows monitoring LANs remotely. An RMON management application is required to use the RMON functions.

Configuration

The RMON Configuration menu pages display information about the configuration.

Statistic Grp

The Statistic Group page displays all of the switch ports current settings, Index, Data Source, Owner and Status.

· Index

Displays the switch ports index from 1~15.
· Data Source

Displays the data source as the switch ports 1~15.
· Status
Display the current status of each port.    


 







 Valid/CreateRequest/UnderCreation/ Invalid
Figure 4.1 RMON Configuration-Statistics Group
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History Grp

All the field values must be entered before an update can be made. Clicking the Update button with any fields left blank results in an Error page being loaded.

· Index

A value from 1~65535. The value must be unique.







 Not to be confused with Data Source Index.

· Data Source

Is a switch port (1~15)

· Bucket requested


· Bucket granted


· Interval
Sampling interval.
· Owner
A string of up to 12 characters.

· Status
Valid/CreateRequest/UnderCreation/ Invalid
Figure 4.2 RMON Configuration-History Group
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Alarm Grp

Alarm Groups are used to inform network managers of network performance problems. They can generate action response through the Events Group. Rising and falling thresholds are supported.
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Figure 4.3 RMON Configuratin-Alarm Group

Index
An integer to uniquely identify an entry in the alarm group.

Interval
Sampling interval.

Port ID
Switch Port ID number.
Sample Type
absolute value/delta value
Value

Last sampling value.

Startup Alarm


Rising Threshold:
Rising threshold for the sampled statistic.

Rising Event Index:
The index of the event entry in the event group when the rising threshold is crossed.

Falling Threshold:
Falling threshold for the sampled statistic.

Falling Event Index:
The index of the event entry in the event group when the falling threshold is crossed.
Owner


Status
Valid/CreateRequest/UnderCreation/ Invalid
Event Grp

Figure 4.4 RMON Configuratin-Event Group
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Index
An integer to uniquely identify an entry in the event group.

Description
A string describing the event.

Event Type
None/Log/SNMP-Trap

Community
Specifies the management community to receive the trap if an SNMP trap is to be sent.

Event last time sent
The value of system up time, at the time the event entry last generated an event.

Owner

Status

Valid/Create Request/Under Creation/Invalid

Information

Statistics, History and Event information can be read through the RMON Information pages.

Statistic

Statistic information for each index can be viewed through the Statistics page. The Index number can be entered in the Query by Index field or the Prev/Next buttons can be used rotate through each index.

Figure 4.5 RMON Information-Statistics
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Octets:
A whole number representing the total readable octets received by the port.
CRC Alignment Errors:
The total CRC or alignment error frames within the proper size (64-1518 octets) received by the port.

Packets:
Total number of packets received by the port, including bad packets, broadcast packets and multicast packets.

Undersize Packets:
The number of packets received that were less than 64 octets long and were otherwise well formed.
Broadcast Packets:
The total number of packets transmitted that were directed to the broadcast address.
Oversize Packets:
The number of packets received that were longer than 1518 octets and were otherwise well formed. If the LONG FRAME mode is selected, only those packets longer than 1536 octets will be counted.
Multicast Packets:
The number of packets received that were directed to the Multicast Address.
Fragments:
The number of Fragment Errors.
Packet Size 64: The number of packets received that were 64 octets.
Jabbers:
The number of Jabbers Errors.
Packet Size 65 to 127: The number of packets received that were between 65 to 127 octets.

Collisions:
The number of collisions.

Packet Size 128 to 255: The number of packets received that were between 128 to 255 octets.

Drop Events:
The number of events in which packets were dropped by the monitor du to lack of resources.

Packet Size 256 to 511:
The number of packets received that were between 256 to 511 octets.

Packet Size 512 to 1023: The number of packets received that were between 512 to 1023 octets.
Packet Size1024 to 1518: The number of packets received that were between 1024 to 1518 octets.
History

History information for each index can be viewed through the History page. The Index number can be entered in the Query by History Index field or the “Prev/Next” buttons can be used rotate through each index.

The “Prev Sample” and “Next Sample” buttons can be used to browse the collected history statistics for one specified history event.

Figure 4.6 RMON Information-History Information
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Event

Each event index can be queried to display its configuration. An event index can be selected by clicking the Prev/Next buttons or by entering the event index number in the Query by Event Index field and clicking the Update button.

Figure 4.7 RMON Information-Event
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Event Index:

Displays Event index number.
Event Type: Displays the Event type.

Community:
Specifies the management community to receive the trap if an SNMP trap is to be sent.
Status:
Valid/Create Request/Under Creation/Invalid
Owner:

Description:
A string describing the event group.
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