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Chapter 1
Introduction

This Chapter provides an overview of XRT-401B's features and
capabilities.

Congratulations on the purchase of your new Broadband Router. Internet Broadband
Router XRT-401B is a multi-function device providing the following services:

Shared Broadband Internet Access for all LAN users.
4-Port Switching Hub for 10BaseT or 100BaseT connections.

10/100BaseT LAN Internet

XRT-401B

Figure 1-1: Broadband Router

XRT-401B Features

XRT-401B incorporates many advanced features, carefully designed to provide
sophisticated functions while being easy to use.

Internet Access Features

Shared Internet Access. All users on the LAN or WLAN can access the
Internet through XRT-401B, using only a single external IP Address. The local
(invalid) IP Addresses are hidden from external sources. This process is called NAT
(Network Address Translation).

DSL & Cable Modem Support. XRT-401B has a 10/100BaseT Ethernet port
for connecting a DSL or Cable Modem. Via the WAN connectivity port, users can
optimize their connection to the Internet with the most scalability, either xDSL
(PPPOE, leased IP, PPTP client), All popular DSL and Cable Modems are
supported.

PPPoE and PPTP Support. The Internet (WAN port) connection supports
PPPoE (PPP over Ethernet) and PPTP (Peer-to-Peer Tunneling Protocal), as well
as "Direct Connection" type services.

Fixed or Dynamic IP Address. On the Internet (WAN port) connection, XRT-
401B supports both Dynamic IP Address (IP Address is allocated on connection)
and Fixed IP Address.

DDNS Support. 3 built-in DDNS clients will bring greatest convenience to users
with dynamic IP address.
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Advanced Functions

Virtual Servers. This feature allows Internet users to access Internet servers on
your LAN. The required setup is quick and easy.

Privilege. Privilege setting allows users to keep control numbers of workstations
which are allowed or denied from accessing to the Internet.

Multiple DMZ. XRT-401B can translate multiple public IP addresses to multiple
private IP addresses. Up to 5 PCs on your local LAN can be configured to allow
unrestricted 2-way communication with Servers or individual users on the Internet.
This provides the ability to run programs which are incompatible with Firewalls.

URL Filter. Use the URL Filter to block access to undesirable Web sites by LAN
users.

MAC Control. This feature allows users to block specific PCs via MAC
assignment to access Internet via XRT-401B.

VPN Pass-Through VPN (Virtual Private Networking) connections via
PPTP,L2TP and IPSec are transparently supported - no configuration is required.

LAN Features

4-Port Switching Hub. XRT-401B incorporates a 4-port 10/100BaseT switching
hub, making it easy to create or extend your LAN.

DHCP Server Support. Dynamic Host Configuration Protocol provides a
dynamic IP address to PCs and other devices upon request. XRT-401B can act as
a DHCP Server for devices on your local LAN and WLAN.

Multi Segment LAN Support. LANs containing one or more segments are
supported, via XRT-401B's RIP-I & RIP-II (Routing Information Protocol) support
and built-in static routing table.

Configuration & Management

Easy Setup. Use your WEB browser from anywhere on the LAN for
configuration.

Remote Management. XRT-401B can be managed from any PC on your LAN.
And, if the Internet connection exists, it can also (optionally) be configured via the
Internet.
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Security Features

Password - protected Configuration. Logon password protection is provided
to prevent unauthorized users from modifying the configuration data and settings.

NAT Protection. An intrinsic side effect of NAT (Network Address Translation)
technology is that by allowing all LAN users to share a single IP address, the
location and even the existence of each PC is hidden. From the external viewpoint,
there is no network, only a single device - Broadband Router XRT-401B.

Hacker Attack Protect Keeps your network away from malicious attacking.

Block Hacker Scan Disable ping response from WAN side to hide router on the
net and prevent from hacker attack.

Package Contents

The following items should be included:
Broadband Router Unit
Power Adapter
CD-ROM containing the on-line manual.

If any of the above items are damaged or missing, please contact your dealer
immediately.
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Physical Details

Front Panel

The front panel of XRT-401B has 3 LEDs for each 10/100 Mbps ports and one 10/100
Mbps WAN port, two Module Status LED at the left. WAN port, LAN ports and the uplink
port are at the right. Figure 2 displays a front panel of the router.

Module Status LED

10/100 Port Status LEDs LAN Posts
WAN Port Uplink Port

Figure 1-2: Front Panel

LED definitions
Power Green Lights to indicate XRT-401B is powered on.

Diag Red Lights to indicate XRT is under its self-diagnosis mode
during system boot-up.

Off to indicate that self-diagnosis successfully
proceeded.

Link/Act Green On — XRT-401B is successfully connected to a device
through the corresponding port (1, 2, 3, or 4).

Flashing - Transmitting or receiving data over that
port.

FDX/COL Green Lights to indicate that the connection made through
the corresponding port is running in Full Duplex mode.

Blinks periodically to indicate that the connection is
experiencing collisions.

LAN Port Orange  On - LAN port connection is using a 100BaseT
LEDs connection.
- 10/100

Off - If the port is being used, OFF indicates a
10BaseT connection.

WAN Port Green On - While connection to DSL/Cable modem is built

LED OFF - No connection to DSL/Cable modem.
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10/100BaseTX
LAN connectors

WAN port
(10/100BaseTX)

Use standard LAN cables (RJ45 connectors) to
connect this port to your PCs. Both 10BaseT and
100BaseT connections can be used simultaneously.

If the "Uplink" port is used, port 4 can NOT be
used.

Connect the DSL or Cable Modem here. If your
modem came with a cable, use the supplied cable.
Otherwise, use a standard LAN cable.
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Rear Panel

Reset Button
DC Input Port

Figure 1-3: Rear panel

Reset Button Pressing the Reset button for more than 3 seconds. XRT-401B
will restore to factory default setting.

DC Power Input To connect the adapter to receive power.

Restore Default IP Address and Clear Password

If XRT-401B's IP Address or password is lost, the following procedure can be used to
recover from this situation.

Pressing the Reset button for more than 3 seconds. XRT-401B will restore to factory
default setting. Note that this should be done only when you had tried all the
troubleshooting options. Pressing the Reset button during operation may bring you into
the risk of creating IP address conflict between your PC and the router. In such a case,
you may be compelled to reboot your entire system(s).




Chapter 2
Installation

This Chapter covers the physical installation of XRT-401B.

Requirements

DSL or Cable modem, and an Internet Access account with an ISP, for shared
Internet resouces.

Network cables. Use standard 10/100BaseT network (UTP) cables with RJ45
connectors

TCP/IP network protocol must be installed on all PCs.

Procedure

Figure 2-1: Installation Diagram

1. Choose an Installation Site

Select a suitable place on the network to install XRT-401B.
Ensure XRT-401B and the DSL/Cable modem are powered OFF.

2. Connect LAN Cables
Use standard LAN cables to connect PCs to the Switching Hub ports on XRT-401B.
Both 10BaseT and 100BaseT connections can be used simultaneously.

If required, use a standard LAN cable to connect the "Uplink" port to a standard
port on another hub.
Note: If the "Uplink" port is used, port 4 can NOT be used.
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3. Connect WAN Cable

Connect the DSL or Cable modem to the WAN port on XRT-401B. Use the cable
supplied with your DSL/Cable modem. If no cable was supplied, use a standard
cable.

4. Power Up
Power on the Cable or DSL modem.

Connect the supplied power adapter to XRT-401B and power up.
Use only the power adapter provided. Using a different one may cause hardware
damage

5. Check the LEDs

The LAN LED should flash in Orange, then turn Off. If it stays Orange, there is a
hardware error.

For each LAN (PC) connection, the LAN Link/Act LED should be ON (provided the
PC is also ON.)

The WAN LED should be ON.




Chapter 3
Setup

This Chapter provides details of the Setup process.

Overview

This chapter describes the setup procedure for:
Internet Access
LAN configuration
Assigning a Password to protect the configuration data.

PCs on your local LAN may also require configuration. For details, see Chapter 4 - PC
Configuration.

Other configuration may also be required, depending on which features and functions
of XRT-401B you wish to use. Use the table below to locate detailed instructions for the
required functions.

To Do this: Refer to:
Configure PCs on your LAN. Chapter 4:
PC Configuration
Check machine Status, and system tools Chapter 5:
System Status and Tools
Use any of the following Internet features: Chapter 6:
LAN IP configuration Advanced Features
DHCP setting
Firewall Configuration
Privilege
Virtual Servers
Routing
WAN MAC Clone
DDNS setting
MAC control

Where use of a certain feature requires that
PCs or other LAN devices be configured, this
MNotel is also explained in the relevant chapter.
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XRT-401B contains an HTTP server. This enables you to connect to it, and configure it,
using your Web Browser. Your Browser must support JavaScript. The configuration
program has been tested on the following browsers:

Netscape V4.08 or later
Internet Explorer V4 or later

Preparation

Before attempting to configure XRT-401B, please ensure that:

Your PC can establish a physical connection to XRT-401B. The PC and XRT-401B
must be directly connected (using the Hub ports on XRT-401B) or on the same LAN
segment.

XRT-401B must be installed and powered ON.

If XRT-401B's default IP Address (192.168.0.1) is already used by another device,

the other device must be turned OFF until XRT-401B is allocated a new IP Address
during configuration.

Connecting to XRT-401B

To establish a connection from your PC to XRT-401B:

1.

After installing XRT-401B in your LAN, start your PC. If your PC is already running,
restart it.

Start your WEB browser.

In the Address box, enter "HTTP://" and the IP Address of XRT-401B, as in this
example, which uses XRT-401B's default IP Address:

HTTP:/192.168.0.1
If connection is established, a pop-up password request page will show up.
Insert “admin” into the Password field and leave the User Name field empty.

10
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If you can't connect

If XRT does not respond, check the following:

Machine is properly installed, LAN connection is OK, and it is powered
ON. You can test the connection by using the "Ping" command:

Open the MS-DOS window or command prompt window.

Enter the command:

ping 192.168.0.1
If no response is received, either the connection is not working, or
your PC's IP address is not compatible with XRT-401B's IP Address.
(See next item.)

If your PC is using a fixed IP Address, its IP Address must be within the
range 192.168.0.2 to 192.168.0.254 to be compatible with XRT-401B's
default IP Address of 192.168.0.1. Also, the Network Mask must be set
to 255.255.255.0. See Chapter 4 - PC Configuration for details on
checking your PC's TCP/IP settings.

Ensure that your PC and XRT-401B are on the same network segment.
(If you don't have a router, this must be the case.)

11
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Setup Wizard

The first time connecting to XRT-401B, Setup Wizard will show up at home page
automatically. (Setup Wizard will also run if XRT-401B's default settings are restored.)

1. Ensure the Cable/DSL modem is connected and powered ON.
Also, you need the data provided by your ISP.

2. Start the Wizard, and step through it until finished.
It is required to know the type of Internet connection service used by your ISP. The
common types are explained below.

Hea st
Pl L el Gl 0 I A T Rl A g el L T R P T Y T Sl S W s D S R el
T80 S0 SIEE D S N I B e Flanss horags Fe st D8R 06 0

Tha B, i, TOOK k] by i [Spes Do vl & B Ay woll 0 a0 s ge B KBy For gl ol Lrsrs, u 00r1 B Ever k) area
ATy ERA TG N e Advan i nag

gn.ﬁ Bl Wl

Figure 3-1: Home Screen

PPPoE Connection for WAN

If your ISP uses PPPoE (Point-to-Point Over Ethernet) to establish communications
with end-users, you will receive information such as User Name and Password from
them. To set up a PPPoE connection for WAN, follow the instructions as shown in
Figure 3-1 Cable/DSL Setup Menu Screen and Figure 3-2 Cable/DSL Setup Menu
with “No” Option Screen. Then, it is required to configure following values to make your
router work. (See Figure 3-3 PPPoE Menu Screen)

-User Name and Password: Fill in the entries with the information you get from your
ISP.

-Service Name: If your ISP provides this info, please type it into the field.
-Connect on Demand: If you have been disconnected due to inactivity,

Connect on Demand will enable you to establish a connection again between your
Router and ISP.

-Max Idle Time: The Max Idle time is the amount of time you would like to pass before
the Router drops your Internet connection due to inactivity. Enter zero (0) in the field
to remain Internet connection on at all time. The idle time ranges from 0 to 60 minutes.

12
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CableDSL Setup

Mogt of I5Ps doesnt provice P addrass to tha users. In such caee, the Rowar wil abtan IP
adliess autcenaticaly

Has yaur ktemat Sarace Provider gvan you any imamaation?
Fosadd IF aodmers o) PFRPOEPPTE ks name e |

EYES DTHD @i 7

Hae yaur ikemet Semice Provider required you s Hosl Mame?
DES EIHD

Figure 3-2 Cable/DSL Setup Menu Screen

Cahle/D5L Sefup

19F seeount with fized IF sethng: Some 15Ps vl sllow gou to conneed 10 the Intemed
using & fixed, or static 1P sddress Erter the related irtanmation, (Metwork magk,
Default Gabaway and OME), ko the proper figlds on the Setup screan.Pleass ingut
information that may ham besn provided by your cable or DSL Intemat Sanice
Frovidar

Has ypour Internel Sendoe Prowiden given you static [P address?

CHYES N0

PPPaE

Entar ihis page,your Imemed Serice Provider must provida you PPPOE authentication
such az User name and paz=wond

Pleaza fill the PPPQE edormation 1o make the raute work. The Cornect Qo Demand is 10
save tha PPPOE connection charge. Ater the Wy Idie Time paseing without any trafiic,
the connection wil be disconnecied

Usar Nama: E45121 05 hinst nat
Fasswnrid: ettt |
Condirm P assword: CLLLLL) |
Service Hame:

Connecion D oz 1 Enahled ¥ Disabled
Max Idle Time: o Min,

Figure 3-4 PPPOE Menu Screen
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Fixed IP for WAN

If your ISP has assigned your home a static IP address (See Appendix A About Static
and Dynamic IP Address), you may connect to the Internet by using a fixed, or static
address. To set up a Fixed IP for WAN, do the following steps as an example.

Step 1 Choose “YES” when you see the question: (See Figure 3-1 Cable/DSL Setup
Menu).

Has your Internet Service Provider given you static IP address?
Then select ” Fixed IP”.

Step 2 Enter the information of IP Address, Subnet Mask and Default Gateway as
required. Then click the “NEXT” button. You should obtain above information from your
ISP. If not, contact your ISP.

& Home

E Seup Wizad Cable/DEL Sebup
IEP accourt wilh fxad [P seting: Some [SPa wil aliow you to cannact 10 the Infamat ueig a
fised, or stahc IP addmss. Ender the redaten) rdoemation, (Metvork mssh, Dafaull Gelawsy and
OMES], inta The praper Aekds on the Selup soreen. Please (nput efamation treat sy have been
prosided by your cable or DSL Intemel Serice Provider

Has yowr latermet Sorvice Previder given you slatic IP addros?
EYES RO

@Fised P OPPTP

F Address [0 | fet | [ase Lo
Subnet Mask : = = AT
Defaut Gatrway - [0 | et ] [15e ] [ema

Ccaven) | cecBask | menroe|

Figure 3-5 Cable/DSL Setup Menu

Step 3 Enter the DNS Address. (See Figure 3-6 DNS Menu Screen) Your ISP should
provide you with at least one DNS IP Address. If not, contact your ISP.

N5

Haz yaur Intemet Service Provider geen you the OMS address(=s)7

EIYES CHG

DS Adddresss 168 | 122 | 1 1
L |
[ &

|cancel | e<Back| Newt>>|

Figure 3-6 DNS Setup Menu
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PPTP For WAN

Step 1 Choose “YES” when you see the question: (See Figure 3-1 Cable/DSL Setup
Menu)

Has your Internet Service Provider given you static IP address? Then select “PPTP”.

CablelDEL Setup

ISP account with ficed IP setting Some [5Ps will allow you o connect 1o tes imemet using a
fizad , or stadic P address Erter e ralatad rlamaation, (Metwork mazk, Dafaull Gataway and
DHEY, into the proper Tiedds o the Setup soreen Pleass inpul wfaradion that may hive baan
prmaded by yaur cable or DSL IMemel Serdos Prosdder.

Has ywir Intermet Sendce Provider given you static I sddress?
EYES WD

O F el P & PPTP

Figure 3-7 Cable/DSL Setup Menu

Step 2 Click “Next>>", and then the following screen will appear. Enter the information
of “PPTP Account”, “PPTP Password”, and “ Host Name”. “My IP Address” and ” My
Subnet Mask” assigned by your Internet Service Provider should be filled in.

PRTP Setiings

Enilar tha PPTF usar narva and peessword assined by yor Semica Provdar The Hogl Name &5
ramaly optianal, by may be requred by some serdce providers. Senice IP Addies='is your lemet
Saricn Pirvider PPTR ganie B Aad Yo shoudd T My 1P Addezas’ and Wy Subest bask’ aszignad bey
yaur Intemal Sanica Proades

Plate: PPTF far a WaN cornectan i mast populsr n Eumpes.

FPTP frcourt

FATP Py=rarrd

Ralype fogewon]

Haz Hame

Sarica [P Addrags 0.0o0

Ity IP Address 1000

Ity Subrat hask 0000

Connection | 1 [Cyrtlorel)
Canngct an Demand .+ Enshied = Demakled

Figure 3-8 PPTP Setting Screen
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Dynamic IP for WAN

If you did not receive any values such as fixed IP address, Subnet Mask, Default
Gateway and Primary DNS IP address from your ISP, choose the “NO” option in both
Figure 3-3 Cable/DSL Setup Menu Screen and Figure 3-10 DNS Menu Screen.

Alias IP Setup

Alias IP Setup allows you to enter maximum 5 IP addresses that can be distributed to
your computer. The error message will pop up if you enter more than 5 IP addresses.
See Figure 3-11 Alias IP Setup. Note that this function is effective only when your ISP
supports it. If you want to delete the entered IP address, pull down the IP address and
highlight the IP address you want to delete. Click Delete this entry. Then this IP
address will be deleted.

The application of Virtual Server and DMZ Host IP Addresses requires more than one
IP address. Alias IP provides a good support for such applications.

"
=
(=]
2
(]

Seiup Wizand filiias I Seup

-~ iy O

This taslune sets an aliss (P adcress

1P faldress SelectAlaz Enly (+

Alias P a0 e e |
Subnat Mask 285 |85 |jZes |0

Am|w|

Figure 3-9 Alias IP Setting

DNS

Select the item of DNS from the Setup menu. The following screen will appear. You can
enter the DNS Address. Your ISP should provide you with at least one DNS IP
Address. If not, contact your ISP.

DS
[N fudrems 210 Ll§r L[1E D
o5 255 5 L0
210 L\l L8 |2
G Tl wppdy | cancl |
B Agenced
Em Help

Figure 3-10 DNS Setting
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Time Zone

You can get the data of log files by setting the time zone.

Time Zone

Wi hawe b sl i 2o of The hautar i dsplaying tin iTlog flas Plao choasa your kol e 2 ong

(GMAT-0 6] Sl Tme U5 A Coanade) -

Figure 3-10 Time Zone Setting
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Chapter 4
PC Configuration

This Chapter details the PC Configuration required on the local
("Internal™) LAN.

Overview

For each PC, the following may to be configured:
TCP/IP network settings
Internet Access configuration

Windows Clients

This section describes how to configure Windows clients for Internet access via XRT-
401B.

The first step is to check the PC's TCP/IP settings.

XRT-401B uses the TCP/IP network protocol for all functions, so it is essential that the
TCP/IP protocol be installed and configured on each PC.

TCP/IP Settings

If using the default Broadband Router settings, and the default Windows
95/98/ME/2000 TCP/IP settings, no changes need to be made.

By default, XRT-401B will act as a DHCP Server, automatically providing a suitable
IP Address (and related information) to each PC when the PC boots.

For all non-Server versions of Windows, the default TCP/IP setting is to act as a
DHCP client.

If you wish to check your TCP/IP settings, the procedure is described in the
following sections.




PC Configuration

Checking TCP/IP Settings - Windows 9x/ME:

1. Select Control Panel - Network. You should see a screen like the following:

Network

Canfiguratian | Identificatian | Access Control |

The following network components are installed:

% MNetBEU -» DiakUp Adapter

i MNetBEUI-> Dial-Up Adapter #2 (VPN Supporf
Y TCF/IF -> PC| Fast Ethernet Adapter
% TCR/IP -» DiaHUp Adapter

% TCR/IP -» DiaHJp Adapter #2 (VPN Suppor)

1 | 3

Add. Remowve Froperties

4~ NetBEUI -> PCI Fast Ethemet Adapter |

U= File and printer sharing for Nefware Metworks -

Figure 4-1: Network Configuration

2. Select the TCP/IP protocol for your network card.
3. Click on the Properties button. You should then see a screen like the following.

TCP/IP Properties K|
Bindings | Advanced | MNetBIOS |  DNS Configuration |
Gatewsay | WIS Canfiguration IF Address

An IF address can be automatically assigned to this computer. |f
wour network does not automatically assign IP addresses, ask your

netwark administrator for an address, and then type it in the space
fbelow.

& Dhtain an IP address autormatically

" Specify an IF address:

P Address: ‘ . . . |

aubnet ask: ‘ . . . |

Figure 4-2: IP Address (Win 95)

Ensure your TCP/IP settings are correct, as follows:

Using DHCP

Restart your PC to ensure it obtains an IP Address from XRT-401B.

Using "Specify an IP Address"

If your PC is already configured, do NOT change the settings on the IP Address
tab shown in Figure above.

To use DHCP, select the radio button Obtain an IP Address automatically. This is the
default Windows settings.

19
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On the Gateway tab, enter XRT-401B's IP address in the New Gateway field and
click Add, as shown below. Your LAN administrator can advise you of the IP
Address they assigned to XRT-401B.

Bindings | Advanced | MNetBIOS | DNS Configuration |
Goteway |  WINSConfiguration | IPAddress |

The first gateway in the Installed Gateway listwill be the default. The
address order in the listwill be the order inwhich these machines
are used.

e gatenway:

(192.168. 0 . 1 | |

Installed gatewasys:

B2

Figure 4-3: Gateway Tab (Win 95/98)

On the DNS Configuration tab, ensure Enable DNS is selected. If the DNS Server
Search Order list is empty, enter the DNS address provided by your ISP in the
fields beside the Add button, then click Add.

TCP{IP Properties EHE
Gateway l YWINS Configuration ] IF Address ]
Bindings | Advanced | MNetBIOS DNS Configuration
" Disable DNS

= Enable DNS

Huost: Damain:

DMS Server Search Order

d .. . D add |

Figure 4-4: DNS Tab (Win 95/98)

20
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Checking TCP/IP Settings - Windows 2000:
1. Select Control Panel - Network and Dial-up Connection.

2. Right click the Local Area Connection icon and select Properties. You should see
a screen like the following:

Local Area Connection 7 Properties
General | Sharing I

Connect using:

i) PLANET ENW-9504 PCI Fast Ethernet Adapter #3

@Check Faint SecuRemaote
UEFHE and Frinter Sharing for Microsoft MNetworks

i -
= S O IEEE T Mt e ] D e
4| | »

Install... Uninsgtall Propeties |

]

—Description

Allows wour computer to access resources on a Microsoft netwark.

[~ Show icon in taskbar when connected

Ok | Cancel |

Figure 4-5: Network Configuration (Win 2000)

3. Select the TCP/IP protocol for your network card.
4. Click on the Properties button. You should then see a screen like the following.

21
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Internet Protocol (TCP/IP) Properties 2| |

General |

You can get [P zettings aszigned automatically if your network, supports
thiz capability. Othersize, vou need to azk vour network administrator for
the: appropriate IP zettings.

i Obtain an IP address autamatically

T~ Use the following [P address:

IF address: I
Subnet mask: |
[efault gateway: I

{* Obtain DMS zerver address automatically

" Use the following DMS server addresses:

Erefered DNS server: I

Alternate DMS server I

0K | Cancel |

Figure 4-6: TCP/IP Properties (Win 2000)

5. Ensure your TCP/IP settings are correct:

Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is the
default Windows settings.

Restart your PC to ensure it obtains an IP Address from XRT-401B.

Using a fixed IP Address ("Use the following IP Address")

If your PC is already configured, check with your network administrator before making
the following changes.

Enter XRT-401B's IP address in the Default gateway field and click OK. (Your LAN
administrator can advise you of the IP Address they assigned to XRT-401B.)

If the DNS Server fields are empty, select Use the following DNS server
addresses, and enter the DNS address or addresses provided by your ISP, then
click OK.
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Checking TCP/IP Settings - Windows XP:
1. Select Control Panel - Network Connection.

2. Right click the Local Area Connection and choose Properties. You should see a
screen like the following:

=- Local Area Connection Properties

Gereral | Ayihanlication adanced |

ot Vg
B Mol Semicorductr Com DPE3320 Gigahit Hessok | |

This connedion uses e Follbeang ilems

B %= MuLink HetBI0S & |
B9 Wik PSR NaIBIDS Compaiols Transpoil Frol
b

Crasaipiim

Tiansmissian Control Protacoldntsnst Profoeol The delaok
vade aiEs mlm_nlh piolocd thal proyvdes communicalion
acdteE A e sirrEced retworks

[ Sho o in rofication 26 whee corrected

(= =

Figure 4-7: Network Configuration (Windows XP)

3. Select the TCP/IP protocol for your network card.
4. Click on the Properties button. You should then see a screen like the following.

Internet Protocal (TCP/IP ) Properties

General | Alieinsbs Conliguration

‘T canget 1P setlings: a2 pored aulometcalp i wour retwork supports
this capaaly. Dihsimmes, you nesd o stk sour rebvsalk, scmrmstesla o
e appeopniste IF aelings

Gbiain en 1P addess adomancake
{7 Use the follosing IP accress:

(%) Dhtain OHS sarver sddiesz subomsicaly

]

0 U e Follosing DINS serven arfdies sess

[ ok || cancd |

Figure4-8: TCP/IP Properties (Windows XP)

5. Ensure your TCP/IP settings are correct.
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Using DHCP

To use DHCP, select the radio button Obtain an IP Address automatically. This is the
default Windows settings.

Restart your PC to ensure it obtains an IP Address from XRT-401B.

Using a fixed IP Address ("Use the following IP Address")

If your PC is already configured, do NOT change the settings on the screen shown
in Figure above, unless advised to do so by your network administrator.

You can enter XRT-401B's IP address in the Default gateway field and click OK.
Your LAN administrator can advise you of the IP Address they assigned to XRT-
401B.

If the DNS Server fields are empty, select Use the following DNS server
addresses, and enter the DNS address or addresses provided by your ISP, then
click OK.
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Internet Access

To configure your PCs to use XRT-401B for Internet access:

Ensure that the DSL modem, Cable modem, or other permanent connection is
functional.

Use the following procedure to configure your Browser to access the Internet via
the LAN, rather than by a Dial-up connection.

For Windows 9x/2000

1
2.
3.

Select Start Menu - Settings - Control Panel - Internet Options.
Select the Connection tab, and click the Setup button.

Select "l want to set up my Internet connection manually, or | want to connect
through a local area network (LAN)" and click Next.

Select "I connect through a local area network (LAN)" and click Next.

Ensure all of the boxes on the following Local area network Internet Configuration
screen are unchecked.

Check the "No" option when prompted "Do you want to set up an Internet mail
account now?".

Click Finish to close the Internet Connection Wizard.
Setup is now completed.

For Windows XP

© ©® N O~ ®WDNPRE

Select Start Menu - Control Panel - Network and Internet Connections.

Select Set up or change your Internet Connection.

Select the Connection tab, and click the Setup button.

Cancel the pop-up "Location Information" screen.

Click Next on the "New Connection Wizard" screen.

Select "Connect to the Internet” and click Next.

Select "Set up my connection manually" and click Next.

Check "Connect using a broadband connection that is always on" and click Next.

Click Finish to close the New Connection Wizard.
Setup is now completed.
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Macintosh Clients

From your Macintosh, you can access the Internet via XRT-401B. The procedure is as
follows.

1. Open the TCP/IP Control Panel.
2. Select Ethernet from the Connect via pop-up menu.

3. Select Using DHCP Server from the Configure pop-up menu. The DHCP Client ID
field can be left blank.

4. Close the TCP/IP panel, saving your settings.

Note:

If using manually assigned IP addresses instead of DHCP, the only change
required is to set the Router Address field to XRT-401B's IP Address.

Linux Clients

To access the Internet via XRT-401B, it is only necessary to set XRT-401B as the
"Gateway".

Ensure you are logged in as "root" before attempting any changes.

Fixed IP Address

By default, most Unix installations use a fixed IP Address. If you wish to continue using
a fixed IP Address, make the following changes to your configuration.
Set your "Default Gateway" to the IP Address of XRT-401B.

Ensure your DNS (Name server) settings are correct.

To act as a DHCP Client (recommended)

The procedure below may vary according to your version of Linux and X -windows shell.
1. Start your X Windows client.
2. Select Control Panel - Network

3. Select the "Interface” entry for your Network card. Normally, this will be called
"eth0".

Click the Edit button, set the "protocol" to "DHCP", and save this data.
To apply your changes

Use the "Deactivate” and "Activate" buttons, if available.

OR, restart your system.

S o
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Chapter 5
System Status and Tools

This Chapter details the operation of XRT-401B and the status
screens.

Operation

Once both XRT-401B and the PCs are configured, operation is automatic.

However, there are some situations where additional Internet configuration may be
required:

If using Internet-based applications, it may be necessary to specify which PC
receives an incoming connection.

Some non-standard applications may require use of the DMZ feature.

Status Screen

Use the Status link on the main menu to view this screen.

Router Mame :
Fimmwmre Vergion ; 2000008 (30020531}
Z VAN P Configure © FPPaE Connectian
B WM State Connested
g Firewall Settings : MAT EMABLED
BT Hackar Attack Protect EMABLEL
B DHCF servar EMABLED
2 Block Hacker Scan EMABLED
B Remote Managemert CISABLED
i LaAh - AL Addrese - D003 44-608-8:2:24)
Dl Help F Addiess 157 166.0254
Subrat Mk 28R 55 25510
WA | [MAG Addiess : DOHE-44-008-52-2E)
F Aikdnees 6122437 28
Subrat Mesk 265 255 25510
Doafat Catewerny 61224 37 254
LS 168851921
1686511
0.ooo
Dinconact | Commet|

Figure 5-1: Status Screen
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Status Screen

System

Router Name

Name of device.

Firmware Version

Firmware version installed on machine.

WAN IP Configure

This field shows type of connection enabled on device.
(PPPoE, PPTP connection, Static IP or Dynamic IP)

Internet Status

WAN

These fields display the IP Address, Subnet Mask and
Default Gateway of the router as seen by external users on
the Internet. DNS (Domain Name Server) shows the IP
address of the DNS currently being used.

Connection Status

Current connection status:

Connected
Connecting
Disconnected
LAN Status
LAN These fields display the current IP address and Subnet Mask

of the router as seen by the users on your internal network

Network Mask

The Network Mask (Subnet Mask) for the IP Address above.

DHCP Server

This shows the status of the DHCP Server function - either
"Enabled" or "Disabled".

For additional information about the PCs on your LAN, and the
IP addresses allocated to them, use the PC Database option
on the Advanced menu.
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DHCP

This table shows the number of clients who exist on your DHCP pool and their
information such as MAC Address, Computer name and IP Address. Figure 3-15 shows
the DHCP Table Screen.

Satup Wizerd

al:}
ablke
alus
i Advanced
88 Halp

OHCP TABLE

Thi= screen displays how many OHCP Clients hawe b=en u==d on your OHCF pool
and the ugers detail infomaton.

IP Address MAC Address Clinet Hame

192_.1668.1.2 0O0-09-5a-56-T1-92 work

Figure 5-2: DHCP Status Screen

Routing Table

You will see the current routing configuration such as the address of Destination LAN
IP, Default Gateway, Subnet Mask, Metric and the Interface (LAN or WAN). See Figure
3-16 Routing Table Menu Screen

Rowting Tahle
This sereen displays Row any Foutrds: on your i ng tabks and imseac s Pimatan
Destnason LAMN & Defeult Gabewny Eubnet Mask Wetric Interface
oonon B1.23437 254 a0 [x] VAN
1EE 16300 192166 0 75 295.255.2550 1] L#N

Figure 5-3 Routing Table Menu Screen
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DDNS Status

XRT-401B supports the DDNS service allowing you to use one specific DNS name
while the actual IP address changes. You can see the Dynamic DNS status from this
screen. This screen shows the information of the connection status for the supported
DDNS server.

DONE Status
Thas soresan chaplays the cornachon sEatus for e suppomed DORS: aaner

Server Stalire
RhCR TN Canrect LK

Ho-F Mo hocoumt

CHDHE Mo hecoumt

Figure 5-4 DDNS Status Screen

Tools

System Log

Users may acquire information of the system in this screen, including the time, the type
and the message.

System Log
Time Type Misssage
[T S BIEPE  Grdwrmd WAIT_OFTGR seln
00303 | DHCPC Timed aut in ¥AIT_OFFER stabs.
00341 PHCRC Eetuiad WAIT_OFFER stats.
Co00:11 DHCPC Timed gut i ¥eAIT_OFF ER state.
Co00:27 PHCPD Erdered Wl T_OFFER sAule.
o007 DHCPL Tamed out in G T_OFF ER state
CO00:56 BHGPE Evdered WAIT_OFFER Aute,
L0015 OMCPE  Temed out in ¥OAIT_OFF EA state
ooz DHEPE Ecteind WAIT_OFFER date,
o002 DHCRC  |Tamed aut in VOAIT_OFFEA slate
00305 BHOFD Exleied WAl T_OFFER stale.
00308 DHCPT Timed out in VaAIT_OFFER state
o008 DHCFE Exlered WAIT_OFFEF state,
0408 pHCPE Tamed out in A T_OFF R stabe
00811 DHGPE  Fedeimd WAIT_OFFER siste )
o5 DHCPC | Temed autin ¥AIT_OFFEA slabs.
00818 DHCPC Eetiiad WAIT_OFFER state.
o081 PHCPT Timed gut in VaAIT_OFF ER slats
o077 DHCPT Ereied WAl T_OFFER state,
mdar-a? NHUCPE Timed auk in WOAIT MNFEFA ohabs

Figure 5-5 System Log Screen
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Hacker Log

You can detect the intrusion from this screen. This screen shows the information of the
unauthorized access request to your network.

Hacker Atack Leg
This scraan shiws sy altesnpl thal has been mada Eo gain accass to your netwark wihoul pemmigaion

Figure 5-6 Hacker Log Screen

Reset

You have two options to reset your Router. If you choose “Restart”, the router will
reboot yet retain all the previous configuration settings. On the other hand, if you
choose “Restore Factory Settings”, the Router will remove all the previous settings
and go back to the factory state.

Reset
Festarl wil reboct the rouler and mbsin =l of your cordiguration ==tlings. Reztome Faclory Seilings
will amova all sattings and place the rower n s onginal factory state

= Restan

' Hestore Factery Setlings

Figure 5-7 Reset Screen
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Upgrade

You may download the latest firmware version from us. To upgrade Router’ s firmware,
simply click the “Browse” button on the Upgrade Menu Screen and find the firmware
upgrade file that you download from the our website. Then, double-click the “ Start”
button.

Upgrade

Upgrack frmwara will allow you to uperada tha fimwarne on pour routar using & nawdy updated
fimmware image.

Fimwans Warsion : 20000366 (2002 04.23)

Upgrads Firnmwsre . Browee...

st | Cancet |

Figure 5-8 Upgrade Screen

Backup

You can save the current configuration file to your PC or restore the configuration from

Backup Setings
Pleasa press b “Hackup Seifings” button 1o sawe tha condiguration date 1o your PC

Beckup Satings |

Restore Settings
Enler e path and hame of tre backup fle then preas The "Restons Seifivegs” button beles ¥ou will
be prompled ta condmn the mstoiation

EiCthEE...

Figure 5-9 System Backup Screen
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Chapter 6
Advanced Features

This Chapter explains when and how to use XRT-401B's "Advanced"
Features.

Overview

Once you’ ve configured the basic settings discussed in chapter 3, you may move to the
settings of Advanced Features. In this section, we’ Il explain the setting of LAN IP, DHCP,
Firewall, Privilege, Virtual Servers and the Routing. You may set up the Advanced
Features by clicking the “ Advanced Features” button on the left column of the page.
The following advanced features are provided.

LAN IP configuration

DHCP setting

Firewall Configuration

Privilege

Virtual Servers

Routing

WAN MAC Clone

DDNS setting

MAC control

LAN IP Configuration

The LAN IP and Subnet Mask ofXRT-401B are the values seen by the users on their
internal network. The default value is 192.168.0.1 for IP and 255.255.255.0 for Subnet
Mask.

LAN IP Setting
Thee function wil changeyour router kocal netwon: IF address. Ator tha setingyou may ba nead to change PLS
F addre=a o r2new the DHCF dientIP

F Address 12 e b T
Subnet Mask [=x=n 5
(bt | et |

Figure 6-1: LAN IP menu

33



Broadband Router User Guide

DHCP Setting

Overview

A DHCP (Dynamic Host Configuration Protocol) Server automatically assigns IP
address to each computer on your network. Unless you already have one, it is highly
recommended that your router be set up as a DHCP server. Simply fill out the values of
each entry and click the “Apply” button. DHCP Setting:

Do you want to enable DHCP Server on this router?

Click the “Enable” option to enable the DHCP server. Note that you can’ t have
two DHCP servers on the network at the same time. Set the router’ s DHCP
option to “Disable” if you already have one DHCP server on your network.
Number of DHCP Users

Enter the maximum number of PC that you want the DHCP server to assign IP
addresses to, with the absolute maximum being 253.

Starting IP Address

Enter a numerical value for the DHCP server to start with when issuing IP
address.

DHCP Safting
The roular canbe sotas a OHCP [Dymamic Host Configuration Proboccl] samer. fyou deoso bo anable the
CHCP saver oplion, your FC dignt could gatan P address fram a DHCP serear
O oLt vaani 0 enablea DHCF Server anihis roukry
= bl
mumber ol DHCP Usars ]
Starting P Address Wasen, 2

_eels | cancat |

Figure 6-1: DHCP Setting Screen
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Firewall Settings

NAT allows all of the computers on your network to use one IP address.

Hacker Attack Protect keeps your network away from hacker attacking.

Block Hacker Scan is used to hide the router so that the hackers won'’ t find it on the
network.

Remote Management makes you able to manage the router from Internet.

DMZ Host IP Addresses can allow one local user to be exposed to the Internet. As
local user wish to use some special-purpose service such as Internet game or Video-
conferencing.

Firewall Setting

Thiz boaae bl polr routar ack e 3 Tinskal ™

Wb Marsganssnt Peet makas vou ba a0 10 changs defaul por mmbar ofthe Bamats Managamant LI
Fempte Management makas you be abke o marage the routar from mernet

AT akows all of the compliss on wour nelerk i uss ona 1P sddacs

Hackar Attack Protact kaopt wour natwork sy from hechar ataching

Black Hacker Sean ic o hick thea muer o be und by e hackan

DT Host IP Addresss can aliow ona local Lser o b soposed o Bie ntomed. B local usorench 4o uss soma

EAB AL DU DS SO0 05 SUCH S5 INDSTRE game af Wasianlerancing. Il fed getman WAkl Ales Fs i can
sat Mutipls DE [Dakibbanzed Tore) hosks for diffarent IP

Wi Ao ot =T

Ramata Maragement r Enatied & Disabked
HAT @& Enadled = Dhambled
Hickisr Bftack Protact & Ensiedd  © Dhagbkad
Bleck Hackar SCan ® Enatied  © Disebkd
DhE Hest P Address & Enadled & Ciseblsd

Figure 6-3: Firewall Setting menu

If you make the DMZ Host IP Address enabled, the following screen will appear.

Firewall Setting
This festure k=tyour rouler act 8= & Tirewel”

Managemant Port makes you ba able 1o change defauk port rumbaer of the Rem ol Maregemen LI
Ramsabe Margs mssnt makssyod b e 2 manege the rminer fiom hsmst
MAT alows | of the cormputars anpour nebwork i use ana 1P addess
Hacker Atack Prodect kesps ot neiwils Sway TIOM Neckar aEackng
Block Hacker S¢an = 10 hock the rouer o be found by the hackas
DME Host IF Addresss can ol oerone oo ussrio be sgposad o e inlemel. A local u=er vashiio use some
S AU s Bsrvi C SUCH & intemest gama or Vided-confarencing. Hyou had st many WAN Alins P78, wol can
ot kbl pla OMZ {Debibiznzed Zone) hoots for dferent IP

e Management Fot R

Fanmdls Menagamant ~ Ensliad = Cisebid
AT + Enabled = [isabied
Hacker Atack Profact & Ensbled “ [izobed
Bk Hacked Saar o Epabied o Chsales]
DIMZ Host P Acidress & Ensbied  Dicabied

WAHIP LAH P
16l 243790 = 15z 1ne 0.

daty | e |

Figure 6-4: Firewall Setting menu with DMZ enabled
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Your can choose the WAN IP set up previously in 3.2.4 Alias IP Setup as your IP
address. You can enter the desired IP address number in the blank of the LAN IP.

Privilege

Privilege setting allows you to keep certain PCs on your network from accessing to the
Internet. You can set up a filter through an IP address or network port number. Users
who have their IP address or Port number listed on the “ Blocked Private Address” field
or “Block Private Ports” field will no longer be able to access the Internet. Figure 3-27
shows the screen of Privilege setting

Privilege
fiu can Dlsck oenan chent P Cs aocessing e memet besed onlF, Port end Ty
I Fart Type Emaile
il — TCF
1. 1921661 -l 7 P J
- Y, T L
2 192 166.1 - | 5 ~ LD
_— TCF
3. 192 165.0 = = FLCE J
’ E— 1 fp— | £ TCP
4, 192 168.0 I | = ~UDE
— — — TGP
& 192 166.1 -1 T DR |
b - wF F— =5 TLF
. 192 166.1 F | -

Figure 6-5: Privilege Setting Screen

Virtual Servers

This feature allows you to make Servers on your LAN accessible to Internet users.
Normally, Internet users would not be able to access a server on your LAN because:

Your Server does not have a valid external IP Address.

Attempts to connect to devices on your LAN are blocked by the firewall in this
device.

The "Virtual Server" feature solves these problems and allows Internet users to connect
to your seneers.

To Internet users, all virtual Servers on your LAN have the same IP Address. This
IP Address is allocated by your ISP.

This address should be static, rather than dynamic, to make it easier for Internet users
to connect to your Servers.

However, you can use the DDNS (Dynamic DNS) feature to allow users to connect to
your Virtual Servers using a URL, instead of an IP Address.

You can set up public services on your network by configuring the values in the Virtual
Servers Setting menu. You may assign certain IP addresses as the destination of the
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network information. When users from the Internet make certain requests of your
network, the Router will forward those requests to the appropriate computer. The DHCP
function must be disabled to use this function.

This function is generally used to set up a web server, ftp server, or e-mail server on
your network. Figure 3-28 shows the screen of Virtual Servers Menu. If you had set
Alias IP for WAN, Figure 3-29 shows the screen of Virtual Servers Menu.

To add a Virtual Server:

1. Select the Profile number used by the server.

2. Click on the “Name” column and enter the application name.
3. Select Enabled or Disabled to enable or disable the profile.

4. Enter the IP Address of the server that you want the Internet users to be able to
access.

5. Configure as many entries as you would like until all the link entries are filled.

6. Click the “Apply” button to save the settings.

Wirtual Servers and Special Application

I you configure the petessy as & wrius semer, imobs uses so0eseng sermces such as Web o
FTP & your local =itevia public [P addresses can be aulomnalically redrected 1o local seners
carfigured with prvate IP eddwss. In ather wonds, daperiding an tha requasted serace (TCRAIDP
puor riEnber), the Cpaleraey reclirerla The exlemal gamice nguest o the $N|TIJPI|$|E' EEREr

“ou can defre up to 10 application profies and If you had sel many WM Alias P5, selec one of
I pubilic: IP's: 8= the Witual Serer Some apphcations raquie mulliple connsclons, such as

B Inlernel gaming, viden corderencing, irdemed telsphony and athers. The== applicalion= cannat wark
6 whiatt Mehwarl: Adckess Translahan [MAT) iz enabled. Fyou need o mn applicsions thet aquire
1 r ¥ mabple connactions, snier the service porks associated vath an applicsdion.
= 5] . ;
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T ] Hane . Enter spplicalion rame
I ]
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5 ]
B IP Addre=s 192.168.1. [

Service Pomf-e5530)

1 1] 1]
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[Commandy Used Parts) |0 L
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Figure 6-6: Virtual Server Setting Screen
Application to Configure: You can choose one of 10 applications to configure.
Name: Enter the desired name in the column.
Status: Choose Enabled to enable it or Disabled to ignore.
IP Address: Set IP addresses to be detected by users.
WAN Address:
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If more than one Alias Address is set in section 3.2.5 the Alias IP Setup, you can get
multiple WAN IP addresses to choose. The following screen will appear with a pull-down
column in WAN Address.

Service Port:

You can arrange certain range of ports to each profile. The minimum number is 0,and
the maximum port number is 65535.
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Routing Configuration

Static Routing:

You may set up a static route if your want to connect your router to more than one
network. A static route is a pre-determined pathway that network information must travel
to reach a specific host or network.

Create a Static route entry as follows:

1. Select “ Static Routing” from the drop down list.

2. Enter the following data to set the Static Routing:
Destination LAN IP

You can create a static route by entering the IP address of the remote host or
network. If you wish to build a route to the entire network, be sure to set the
network portion of the IP address to zero (0).

Subnet Mask

The Subnet Mask determines which portion of an IP address is the network portion,
and which portion is the host portion.

Gateway IP

This is the address of the gateway device that allows for a contact between the Router
and the remote network or host.

Dynamic Routing:

Dynamic Routing can be used to cache routes learned by routing protocols, thus
allowing the automation of static routing maintenance. The router, using the RIP
protocol, determines the network packet’ s route based on the fewest number of hops
between the source and the destination. In this case, you could automatically adjust to
physical changes in the network’s layout. Complete the following steps to set up
dynamic Routing:

Step 1 Choose the Working Mode.

Gateway Mode means the router is served as a gateway that hosts your
network’ s connection to the Internet.

Router Mode means there is more than one router that exists on your network.

Step 2 Select Dynamic Routing from the drop down list and choose the protocol you
wish to use on your network.

Step 3 Click the “Apply” button.
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Static Routing
This feature sets & Txed path for dats 10 follow on the neteork, The outar sall contings 1o
function propedy i you chooge Rol 10 enabile this festuns

Static: Fouting Salect Boule enfry =

b Delete this =iy
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3] Dynamic Routing
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Figure 6-7: Routing Configuration Screen

WAN MAC Clone

Enter the MAC Address if your ISP allows access of one specific PC’ s Ethernet MAC
address.

Click Restore MAC Address to return to the default setting.
WAN MAC Address Clone

Py ISP allite®: accege by ordy ore epecific PC's Ethemat MAC sddrpee, please anter the MAL
address for the Rauter

WA Addass o0 kfoa bl hha ke b

Rastare MAC Addmes : [ Fesiore

Toi
=
B O
3]
3]
b i
7]
3]
3]
3]

EHl Halp

Figure 6-8: WAN MAC Clone Screen
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DDNS Configuration

Setting the Dynamic DNS allows others to access your FTP or Web service on your
computer using DNS-like address.

DDNS Status: Choose Enabled to enable it or Disabled to ignore.
Retry Time: It allows the router to make the connection again in the period you set.

DDNS Server: Choose the desired server from the drop down list. Click the Website to
make the link to the server.

Host name: It is the DNS-like address used to access your FTP or web service.
User Name: This is the user name for your account at DNS server.

Password: This is the password for your account at DNS server.

OONE Setting
Dynamic DNE alawrs you 1o updabe your dyramic P addmess vath one or many dynamic DHG semces.
S0 anyone can access your FTP o Weh cendce on your computar using DMS.-liko addrees

DONS Stalus : 2 Enabde ) Disable

| Rty Tirs |5 mimuteE

B T E—
:_ﬂ : DONS Server [Ftyewiriz & [ wabsiia |
| )
(B F Hivet s [ |
ey
: o Ugar Msre | |
[
| o U Pasganil [
i DOMS Satiing
LB mac o

B Help Ay [ Caresl

Figure 6-9: DDNS Setting menu

MAC Control

This feature allows you to block certain specific PCs accessing your ISP.
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Figure 6-10: MAC Access Control Screen
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Appendix A
Troubleshooting

This Appendix covers the most likely problems and their solutions.

Overview

This chapter covers some common problems that may be encountered while using XRT-
401B and some possible solutions to them. If you follow the suggested steps and XRT-
401B still does not function properly, contact your dealer for further advice.

General Problems

Problem 1: Can't connect to XRT-401B to configure it.

Solution 1:  Check the following:

XRT-401B is properly installed, LAN connections are OK, and it is
powered ON.

Ensure that your PC and XRT-401B are on the same network
segment. (If you don't have a router, this must be the case.)

If your PC is set to "Obtain an IP Address automatically" (DHCP
client), restart it.

If your PC uses a Fixed (Static) IP address, ensure that it is using
an IP Address within the range 192.168.0.2 to 192.168.0.254 and
thus compatible with XRT-401B's default IP Address of
192.168.0.1.

Also, the Network Mask should be set to 255.255.255.0 to match
XRT-401B.

In Windows, you can check these settings by using Control
Panel-Network to check the Properties for the TCP/IP protocol.

Internet Access

Problem 1: When | enter a URL or IP address | get a time out error.

Solution 1: A number of things could be causing this. Try the following
troubleshooting steps.

Check if other PCs work. If they do, ensure that your PCs IP
settings are correct. If using a Fixed (Static) IP Address, check
the Network Mask, Default gateway and DNS as well as the IP
Address.

If the PCs are configured correctly, but still not working, check
XRT-401B. Ensure that it is connected and ON. Connect to it and
check its settings. (If you can't connect to it, check the LAN and
power connections.)

If XRT-401B is configured correctly, check your Internet
connection (DSL/Cable modem etc) to see that it is working
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Appendix A - Troubleshooting

Problem 2:

Solution 2:

correctly.
Some applications do not run properly when using XRT-401B.

XRT-401B processes the data passing through it, so it is not
transparent.

Use the Special Applications feature to allow the use of Internet
applications which do not function correctly.

If this does solve the problem you can use the DMZ function. This
should work with almost every application, but:
It is a security risk, since the firewall is disabled for the DMZ PC.
Only one (1) PC can use this feature.
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Appendix B

Specifications

XRT-401B

Model XRT-401B

Dimensions 141mm(W) * 100mm(D) * 27mm(H)
Operating 0° Cto 50° C

Temperature

Storage -10° Cto 70° C

Temperature

Network Protocol:

Network Interface:

External Power
Adapter

FCC Statement:

CSMA/CD, PPPoE, PPP, PPTP Client, ARP, DHCP Client and
Server, TCP/IP, UDP, ICMP, RIP1/RIP2, DNS Proxy, Dynamic
DNS, SNTP

6 Ethernet:

4 *10/100BaseT (RJ45) auto-Switching Hub ports for LAN
devices

1 * 10/100BaseT (RJ45) "uplink" port

1 * 10/100BaseT (RJ45) for WAN

9V DC, 800mA

This device complies with Part 15 of the FCC Rules. Operation is subject to the following

two conditions:

(1) This device may not cause harmful interference.

(2) This device must accept any interference received, including interference
that may cause undesired operation.

CE Marking Warning

This is a Class B product. In a domestic environment this product may cause radio
interference in which case the user may be required to take adequate measures.
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