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1. INTRODUCTION

1.1 Checklist
Check the contents of your package for following parts:
e WGSD-1020
e User's manual CD
e RS-232 cable
e Power cord

o Quick installation Guide

If any of these pieces are missing or damaged, please contact your dealer immediately, if possible, retain the
carton including the original packing material, and use them against to repack the product in case there is a
need to return it to us for repair.

1.2 About the Switch

The Ethernet Switch is equipped with unshielded twisted-pair (UTP) cable ports providing dedicated 10 or
100Mbps bandwidth. WGSD-1020 supports MDI-X/ MDI convertible on each 10/100 port and 2 Gigabit
Switch port that can be used for uplinking to another switch. The dual speed ports use standard
twisted-pair cabling and are ideal for segmenting networks into small, connected sub-networks. Each
100M port can support up to 200Mbps of throughput in full-duplex mode. Each 1000M port can support up
to 2Gbps in Full-duplex mode.

In addition, the Switch is also support 2 Ethernet Gigabit ports to uplink to a server or network backbone.
These Gigabit Switches are designed for Plug and Play installation, allows the network administrator to
simply connect the network and power cables and the Switching/bridging functions begin automatically.

The front panel of these 10/100M plus Gigabit Switches provides LEDs for easy recognition of the switch
operation status and for troubleshooting. These LED indicators display the power status for the system and
Link/Act, 100, full duplex for each10/100M port. Act, 1000/100 full duplex for each Gigabit port.

With its build-in Web-based Management, managing and configuring the WGSD-1020 Intelligent Switch
becomes easier.

From cabinet management to port-level control and monitoring, you can visually configure and manage
your network via Web Browser, just click your mouse instead of typing cryptic command strings. However,
the WGSD-1020 Intelligent Switch can also be managed via Console, or third-party SNMP Management.

1.3 Features

¢ Complies with the IEEE802.3 Ethernet, IEEE802.3u Fast Ethernet and IEEE802.3ab Gigabit Ethernet
standard.

« Features Store-and-Forward mode with wire-speed filtering and forwarding rates.

« Full/ Half-Duplex capability on each 10/100Base-TX port, Full Duplex only on each 1000Base-T port.
& Automatic source address learning and aging.

& Support 8K MAC addresses.

« Support total 1Mbit packet buffers with dynamic allocation.

¢ IEEE802.3x compliant full-duplex flow control, half-duplex flow control.

& Broadcast storm control, runt and CRC Filtering eliminate erroneous packets to optimize the network
bandwidth.

¢ Complies with IEEE 802.1p QoS / GARP
¢ VLAN support:

- Port-based VLAN

- 802.1Q tagged VLAN with GVRP
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Support IGMP V1.0

Support LACP IEEE 802.3ad Port Trunking

Support MAC address filtering

Complies with IEEE 802.1d Spanning Tree

Support port sniffer function

SNMP agent: - MIB 2 (RFC-1213)

- Bridge MIB (RFC-1493)

- Ethernet MIB (RFC-1643)

- RMON MIB (RFC-1493) — statistics, history, alarms, and events
Support to handle up to 1522 bytes packet

One RS232 port as local control console

Telnet remote control console

Web browser based on HTTP server

TFTP/Xmodem software upgrade capability

Internal power supply

LED indicators for simple diagnostics and management
Auto MDI/ MDI-X on each port




2. HARDWARE DESCRIPTION

This section describes the hardware features of the Giga Switch. For easier management and control of the
switch, familiarize yourself with its display indicators, and ports. Front panel illustrations in this chapter display
the unit LED indicators. Before connecting any network device to the Switch, read this chapter carefully.

2.1 Front Panel

The unit front panel provides a simple interface monitoring the switching. It includes a power indicator for

each port.

") PLANET &6 O O et 2 “ 6 s 10/100/1000Mbps

ek oty O 100 Intelligent Bhernet Switch
2o ome | L ]| ke e
O O O O LNKACT O AcT OAcT

- 5000w LH HJLH HJL HJLH HJ o o
O O O O FrpxicoL O%Eg(,f O%Eg(,f

WGSD-1020 1 3 s 7 1 3 5 7 9 10

Figure 1: WGSD-1020 Switch front panel

LED indicators:
System

Function

PWR |Green |Lit on: Power on

Lit off: power off

100Base-TX
LNK/ACT
Function
LNK /ACT|Green [Lit: indicate the link through that port is successfully
established.

Blink: indicate that the switch is actively sending or
receiving data over that port.

100

LED Color Function

100 Green |Each RJ45 station port on the Switch is assigned
one LED for monitoring port "Good Link" and data
traffic. The LED is normally OFF. After the power
on operation, LED will light green color steadily to
show "Good Link" when port is been connected
with 100Mbps. LED will be off when port is run at
10Mbps.




FDX

Function

FDX  |Orange |Lit: indicate that the connection made through the
corresponding port is running in Full Duplex mode.

Blink: indicate that the connection is experiencing
collisions

1000Base-T
ACT

Function

ACT |Green |Lit: indicate that the switch is actively sending or
receiving data over that port.

1000/100

Function

1000 |Green [Lit: indicate that connection made through the
corresponding port is running at 2000Mbps.

Lit: indicate that connection made through the

100 Orange corresponding port is running at 100Mbps.

FDX

Function

FDX |Green |Lit: indicate that the connection made through the
corresponding port is running in Full Duplex mode.

Blink: indicate that the connection is experiencing
collisions

2.2 Rear Panel

The rear panel of the Switch indicates an AC inlet power socket, which accepts input power from 100 to
240VAC, 50-60Hz.

100-240V AC

Console

-

9600, N, 8, 1 50/60 Hz

Figure 2: WGSD-1020 Switch rear panel

Power Notice:

1. The device is a power-required device, it means, it will not work till it is powered. If your networks should
active all the time, please consider using UPS (Uninterrupted Power Supply) for your device. It will
prevent you from network data loss or network downtime.

2.In some area, installing a surge suppression device may also help to protect your switch from being
damaged by unregulated surge or current to the Switch or the power adapter.




2.3 Hardware Installation
2.3.1 Before start up

Before your installation, please refer to the followings for your cabling:

100Base-TX

All 100Base-TX ports come with auto-negotiation capability. They automatically support 100Base-TX and
10Base-T networks. Users only need to plug a working network device into one of the 100Base-TX ports,
then turn on the Switch. The port will automatically runs in 10Mbps, 20Mbps, 100Mbps or 200Mbps after
the negotiation with the connected device.

1000Base-T

The Switch are with two Gigabit port. This two ports support 10Mbps, 100Mbps and 1000Mbps speed and
also are full-duplex supported.

Cabling

Each 10/100/1000Base-T ports use RJ-45 sockets -- similar to phone jacks -- for connection of unshielded
twisted-pair cable (UTP). The IEEE802.3ab Gigabit Ethernet standard requires 4-pair Category 5/5e UTP
cable, IEEE 802.3u Fast Ethernet standard requires Category 5 UTP for 100Mbps 100Base-TX. 10Base-T
networks can use Cat.3, 4, or 5 UTP (see table below). Maximum distance is 100meters (328 feet).

10Base-T Cat 3, 4, 5, 2-pair RJ-45

100Base-TX |Cat.5 UTP, 2-pair RJ-45

1000Base-T |Cat. 5/5e UTP, 4-pair |RJ-45

Any Ethernet devices like hubs/ PCs can connect to the Switch by using straight-through wires. The eight
10/100Mbps port and two 1000Base-T are auto-MDI/ MDI-X can be used on straight-through or crossover
cable.

2.3.2 Connecting end node or hub or switch

1. Place the Switch on a smooth surface or fasten the mounting brackets purchased separately with the
provided screws in a standard 10"/19” rack.

2. Connect the power cord to the power inlet socket of Switch and the other end into the local power
source outlet.

Connect other switch or PC to one port of the WGSD-1020 using Category 3/4/5 UTP/STP cabling.

4. Connect another switch or PC to the other port of Switch by following the same process as described in
Step3.




WGSD-1020

100 meters max.

\ / 4
FNSW-1600S <Y pC
| ~
SE-800

Figure 3. End node or Hub or Switch connection
Notice:
Cable distance for Switch

The cable distance between Ethernet Switch and hub/PC should not exceed 100 meter for UTP/STP
cable.

Make sure the wiring is correct

It can be used Category 3/4/5 cable in 10 Mbps operation. To reliably operate your network at
100Mbps and 1000Mbps, you must use an Unshielded Twisted-Pair (UTP) Category 5 cable, or better
Data Grade cabling. While a Category 3 or 4 cable may initially seem to work, it will soon cause data
loss.

2.3.3 Connecting to Network Backbone or Server

Connect to the Gigabit Ethernet ports with Category 5 copper cable for uplinking to a network back-
bone or network server. These ports operate at 1000Mbps in full-duplex mode. A valid connection is
indicated when the Link LED is light.

WGSD-1020

100 meters max.

55 100 meters max.

>

File Server

FNSW-1600S
Backbone

Figure 4: Network Backbone or Server connection
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3. SWITCH MANAGEMENT

This chapter describes how to manage the Switch. Topics include:
- Overview

- Management methods

- Assigning an IP address to the Switch

- Logging on to the Switch

3.1 Overview

The Switch provides a user-friendly, menu driven console interface. Using this interface, you can perform
various switch configuration and management activities, including:

- Assigning an IP address

- Configuring Switch settings

- Display console port information
- Configuring each port status

- Configuring Port Trunking

- Setting up packet filters

- Setting up VLAN policy

- Configuring STP and port sniffer
- Configuring SNMP parameters

- TFTP Upgrading software

- Backup Switch configuration

Please refer to the following or Chapter 4 and 5 for the details.

3.2 Management Methods
There are three ways to manage the Switch:
- Local Console Management via the Switch serial port.
- Remote Console Management via a network or dial-up connection.
- Web Management via a network or dial-up connection.
- Using an SNMP Network Management Station.

3.2.1 Local Console Management

You can manage the Switch locally by connecting a VT100 terminal, or a personal computer or work-
station with terminal emulation software, to the Switch serial port. The terminal or workstation connects
to the Switch serial port using a null modem cable that has the appropriate connectors on each end.

This management method is ideal when:

- The network is unreliable

- The Network Manager does not have direct network connection
- A Network Manager does not support SNMP

The serial port of the Switch default setting is set to 9600 baud using a character format of 8 data bits, no
parity, and 1 stop bit.

Therefore, configure the terminal or workstation to use these settings before you log on to the Switch.
You can change this default setting, if desired, after you log on.

-11 -



3.2.2 Remote Console Management

You can manage the Switch remotely by having a remote host establish a Telnet connection to the
Switch via an Ethernet or modem link.

Using this management method:
The Switch must have an Internet Protocol (IP) address

The Remote Console Management interface is identical in appearance and functionality to the Local
Console Management interface described in the previous section.

3.2.3 Web Management

You can manage the Switch remotely by having a remote host with web browser, such as Microsoft
Internet Explorer or Netscape Navigator.

Using this management method:
The Switch must have an Internet Protocol (IP) address accessible for the remote host

3.2.4 SNMP Management

You can manage the Switch across a LAN using an SNMP Network Management Station with a
graphical user interface.

This management method lets you monitor statistical counters and set switch parameters from the
remote Network Management Station.

Using this management method:
- The network must run the IP protocol.
- The Switch must have an IP address

3.3 Assigning an IP Address to the Switch

To manage the Switch remotely through the console port or with an SNMP Management Station, you must
assign an IP address to the Switch.

You assign IP address through the IP Settings screen. This procedure is described in Chapter 4, Section IP
Networking. It is strongly recommends you assign an IP address to the default VLAN (VLAN ID = 1) for
Remote Console Management and SNMP Network Management.

3.4 Logging on to the Switch

When you log on to the Switch console port for the first time, a sign-on string appears and you are
prompted for a console login name and password.

Welcome to PLANET WGSD-1020

Intelligent 8 + 2G Manageable Switch

Username: admin
Password:

Copyright 2002 (c) PLANET Technology Corp.

The factory default login name is admin without password. If you desire, you can add password after you
log on.

-12 -



4. CONSOLE INTERFACE

4.1 CONNECT TO PC
RS-232 serial cable

Use the bundled RS-232 serial cable and attach the 9-pin female connector to the male connector on the
switch. Plug the other side of this cable to your PC.

Hyper Terminal

In Windows 95/98/2000/XP, launch “HyperTerminal”, create a new connection, and adjust settings as be-
low:

§ Emulation: VT-100 compatible

8 Baud per second: 9600
8 Data bits: 8
§ Parity: None
§  Stop bits: 1
8 Flow Control: None
To gain a demo, please see the Figure 4-1.
Part Settings |
Bitz per second: IEIEEIEI j
[rata bits: IB j
Fariby: INune j
Stop bitz; I‘I j
Flow contral:
Restore Defaults |
(] I Cancel | Apply |

Figure 4-1 Port Settings for console interface
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4.2 Login in

Login is required to access the command console after the self-test completes successfully. The factory

default user name is "admin" without password. You may change it in the System Menu. To access to the
Main Menu, please always enter the correct user name. (See Figure 4-2)

“eWGS5D-1020 - HyperTerminal
File Edit “iew Call Transfer Help

We loome to PLAMET WESOD-1628
Intelligent 8 + 2G Manageable Switch

Username: adming

Fassword:

Copyright 2882 (z) PLANET Technologw Corp.

|Cunnemed 0:00:18 Auto detect

9500 8-N-1  [SCROLL  |Caps |

Figure 4-2 WGSD-1020 login screen

4.3 Main screen
After login the WGSD-1020, the main screen shows as below.

“ g WGSD-1020 - HyperTerminal

=10 x|
File Edit Miew Call Transfer Help

7
Main Menu

Switch Static Conf iguration
Frotocol Related Conf iguration
Reboot Switch

Command Line

Logout

nter=select Item

ShowW the Status of The SWILCh.
ab=Ment tem Backspace=Freuiods Item = 22

Connected 0:02:08 \uto detect 9600 8-N-1 [scROLL  [caps  [wumM  [Capture 4

Figure 4-3 WGSD-1020 Main Menu screen
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4.3.1 Status and Counters
From the Switch main menu screen (see Figure 4-3), highlight Status and counters and press enter. The
Status and Counters sub-screen in Figure 4-4 appears.

#5WGSD-1020 - HyperTerminal I o (] 1
File Edit Wiew Call Transfer Help

FLAMET WESD-1828 : Status and Counters

Fort Counters

Sustem Information

Main Menu

Fhe Sl : |
ab=Ment Item BackSpacezFreuvious ltem nter=oelect ltem 5

[Connected 0:03:41 |auto detect (9600 &-M-1 [SCROLL Jcaps MM [Capture g

Figure 4-4 Status and Counters sub-screen
This sub-menu contains four items:
Port Status: Please refer to chapter 4.3.1.1.
Port Counters: Please refer to chapter 4.3.1.2
System Information: Please refer to chapter 4.3.1.3

Main Menu: return to main menu.

4.3.1.1 Port Status
Display the status of each port on WGSD-1020.

“#WGSD-1020 - HyperTerminal ) o =] e
File Edit “Wew Call Transfer Help

FLAMET WESD-1828 @ Fort Status

Fort Tupe Enabled Status Mode FlowCtrl
1. 18- 1868T Ho Down 188 Full On

Z. 18- 188Tx Mo Down 188 Full on

3 18- 18E8T A Yes Up 108 Full Of f

4 18- 188Tx Ho Down 188 Full on

5 18- 18E8T A Ho Down 188 Full On

& 18- 188Tx Ho Down 188 Full on

7 18- 18E8T A Ho Down 188 Full On

g 18-188TH Vs Up 108 Full Of f

ab=Mext tem  BackspaceZFrevious Item LW ItZFrewvious menu nter=celect ltem v|

|Cnnneu:teu:| 0:04:07 |.ﬁ.ut|:| detect (9600 8-M-1 SCROLL |C.ﬁ.PS |NL|M |Capture /}5

Figure 4-5 Port Status screen

-15 -



4.3.1.2 Port Status
Display the traffic counters of each port on WGSD-1020.

WGSD-1020 - HyperTerminal
File Edit Wiew Cal Transfer Help

=10 x|

FLAMET WES0-1828 : Port Counters

Fort TaGoodPkt TwEadPkt FRrGoodPkt RExBadPkt  TeAbort Collision  DropPkt

1. 5] 5] 5] 5] 5] 5]

Z. 5] 5] 5] 5] 5] 5]

3. 114 5] 5] 5] 5] 5] 5]

4. 5] 5] 5] 5] 5] 5] 5]

5. 5] 5] 5] 5] 5] 5] 5]

&. 5] 5] 5] 5] 5] 5] 5]

T. 5] 5] 5] 5] 5] 5] 5]

g. e 5] 47 5] 5] 5] 13

Hit lons—> “Prewious Page: “Mext Page:
On_MENU .
=| réufnus MEN nter=Se lect

tem
v|

(Connected 0:05:06 JAuto detect 9600 8-N-1 SCROLL  |CAPS  [NUM

Figure 4-6 Port Counters screen

4.3.1.3 System information
Display the Switch information.

“gWGSD-1020 - HyperTerminal
File Edit WYiew Call Transfer Help

|Ca|:uture fé

=10l x|

Dlﬁ'l @ng éasl'_“llF_Epl

FLAMET WGESO-1828 ¢ Management Address Informat ion
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Default config walue wversion @ wB26.868
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=

(Connected 0:05:51 {Auto detect 9600 8-N-1 [SCROLL  |caPs UM
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Figure 4-7 System information screen
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4.3.2 Switch Static Configuration

From the Switch Static Configuration screen (see Figure 4-8), highlight Switch Static Configuration and
press Enter. The Switch Static Configuration sub-screen in Figure 4-9 appears.

“WGSD-1020 - HyperTerminal ] o [m] 1
File Edit Wiew Call Transfer Help

=

Main Menu

Protocol Related Conf iguration
Reboot Switch

Command Line

Logout

_ont Laure the swWiltch.
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|C|:|nnected 0:01:10 |.ﬁ.ut|:| detect |96I:|D 8-M-1 [ScRoOLL  [caps |N|_|M |Capture 4

Figure 4-8 Switch Static Configuration screen

“ 3 WGSD-1020 - HyperTerminal 10| x|
File Edit Miew Cal Transfer Help
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ULAM Conf igurat ion

Friority Configuration

MAC Address Configuration

Misc Conf igurat ion

Main Menu
ont Laure the sustem 'y .
ab=Mext tem Eac pace=Frewvious tem nter=Select tem j
|Cnnnecteu:| 00145 |F'.utc: detect |96I:|I:| g-M-1 |SCROLL |CF'.F‘S |N|_||‘--1 |Capture 4

Figure 4-9 Switch Static Configuration sub-screen
This sub-menu contains eight items:
Administration Configuration: please refer to chapter 4.3.2.1.
Port Trunk Configuration: please refer to chapter 4.3.2.2.
Port Mirroring Configuration: please refer to chapter 4.3.2.3.
VLAN Configuration: please refer to chapter 4.3.2.4.
Priority Configuration: please refer to chapter 4.3.2.5
MAC Address Configuration: please refer to chapter 4.3.2.6.
Misc Configuration: please refer to chapter 4.3.2.7

Main Menu: please refer to chapter 4.3.2.8.
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4.3.2.1 Administration Configuration

“ g WGSD-1020 - HyperTerminal -0l x|
File Edit Miew Call Transfer Help

FLAMET WESO-1828 : Dewice Conf igqurat ion

IP Conf iguration

Change Username
Change Password

Freuwious Menu

_ont Laure the = : -
ab=Ment tem EBac pace=HFreuwiLlous tem nterzhe lect tem j
(Connected 0:02:15 {Auto detect 9600 8-N-1 [SCROLL  [CAPS  |wum  [Capture J,:

Figure 4-10 Device configuration screen
This sub-menu contains five items:
Device information: please refer to chapter 4.3.2.1.1
IP configuration: please refer to chapter 4.3.2.1.2
Change username: please refer to chapter 4.3.2.1.3
Change password: please refer to chapter 4.3.2.1.4

Previous Menu: return to previous menu

4.3.2.1.1 Device information
Display the Device information.

“ g WGSD-1020 - HyperTerminal o [m] 1
File Edit Wiew Call Transfer Help
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System Description : Intelligent S+2G6 Switch
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Default config walue wersion @ wB2ZE. 8606
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Figure 4-11 Device information screen
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4.3.2.1.2 IP configuration
Press "Edit” to modify the IP address, Subnet Mask and Gateway.

“ g WGSD-1020 - HyperTerminal
File Edit Miew Call Transfer Help

=10] |

FLAMET WESO-1828 : IF Configuration

IF Address @ 192.168.8.1
Subnet Mask @ 192.162.0.254
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tEm
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(Connected 0:05:13 {Auto detect 9600 8-N-1 [SCROLL [CAPS  [NUM

Figure 4-12 IP Configuration screen

[Capture 5;,:

Press “Tab” to move the cursor to IP Address, Subnet Mask and Gateway to input new value.

After setup completed, press “ctrl-A” to save the current configuration.

The following screen in Figure 4-13 appears.

“ g WGSD-1020 - HyperTerminal
File Edit Miew Call Transfer Help

=10 |

FLAMET WESO-1828 :  IP Configuration

IF Address : 192.168.8.1
Subnet Mask @ 192.168.8.254
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o= e=d T estact the sustem for walid valuet Press any ke
pace=Frevious Item i it=Freu MEnU

E

(Connected 0:50:07 \uto detect (9600 8-h-1 [scROLL  [CAPS  [WUM
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Figure 4-13 |IP Configuration save successful screen

You need to reboot the Switch to take effect of your IP configuration.
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4.3.2.1.3 Change username

Press “Edit” to input the new username and choose “save” to save the current configuration.

The following screen in Figure 4-14 appears.

# 3 WGSD-1020 - HyperTerminal =18l x|

File Edit YWiew Cal Transfer Help
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Figure 4-14 Edit Username Configuration screen

“ & WGSD-1020 - HyperTerminal ) o ] A

File Edit YWiew Call Transfer Help

FLAMET WESO-16828 : UserMame Configuration.

UserMame @ admin

Hot ions—> sEditE Lgaver i ARG g

ab=Mext Item

TEm

=

4
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Figure 4-15 Username Configuration save successfully screen
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4.3.2.1.4 Change password
Allow user to modify the password.

“eWG5D-1020 - HyperTerminal

File Edit “iew Call Transfer Help

=]
PLAMET WESO-1828 : Password Configuration

Old Password:
MHew password: #4#

Enter again @##s

SCSFrEULOUsS MERU

-

Connected 0:01:27 Auto detect  |BBO0E-N-1  [SCROLL  |caps |

Figure 4-16 Password Configuration screen

Modify the password procedure:

1. Enter old password: empty (Default is no password)
Enter new password: * * * ( New password 123)

2
3. Enter again : *** ( New password 123)
4

Press “Enter” to apply the new password.( see the Figure 4-16)
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4.3.2.2 Port Trunk Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Port Trunk Configuration
and press enter. The Port Trunk Configuration screen in Figure 4-17 appears.

‘¢ WGSD-1020 - HyperTerminal =10 =|

File Edit YWiew Call Transfer Help

Dlﬁ'l @Igj Di‘ﬁl

FLAMET WESO-16828 : Port Configuration
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Figure 4-17 Port Trunk Configuration screen
Press ” Edit” to configure the trunk group.
After setup completed, press “ctrl-A” to save the current configuration. The following screen in
Figure 4-18 and 4-19 appears.
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4
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Figure 4-18 Save Port Trunk Configuration process screen
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Figure 4-19 Port Trunk Configuration save successfully screen

4.3.2.3 Port Mirroring Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Port Mirroring
Configuration and press enter. The Port Mirroring Configuration screen in Figure 4-20 appears.

45 WGSD-1020 - HyperTerminal o (]
File Edit View Call Transfer Help

Dlﬁ'l @IEJ Dlal

FLAMET WGES0-16828 ¢ Port Monitoring Conf iguration

Monitoring enable :YES

Monitoring Port il
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Fort Tupe At ion
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B, 18-18ET
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(Connected 0:11:31 Mo detect (9600 8-N-1 [SCROLL [Caps  [wum  [Capture 4

Figure 4-20 Port Mirroring Configuration screen
Press " Edit” to configure the Port Monitoring function.

After setup completed, press “ctrl-A” and choose “save” to save the current configuration.
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4.3.2.4 VLAN Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight VLAN Configuration
and press enter. The VLAN Configuration screen in Figure 4-21 appears.

45 WGSD-1020 - HyperTerminal I el |
File Edit Mew Cal Transfer Help

s
FLAMET WE50-1828 : ULAM Conf igurat ion -_J

Create a ULAM Group
Edit-DOelete a ULAM Group
Prewious Menu
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ab=Mext Item BEackSpace=Freuwious Item uit=Frew
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[Connected 0:14:17 \Auto detect 9600 8-N-1 SCROLL  |caPs  NUM

Figure 4-21 VLAN Configuration screen
This sub-menu contains four items:

|Ca|:-ture ‘é

VLAN Configure: please refer to chapter 4.3.2.4.1
Create a VLAN Group: please refer to chapter 4.3.2.4.2
Edit/ Delete a VLAN Group: please refer to chapter 4.3.2.4.3

Previous Menu: return to previous menu

4.3.2.4.1 VLAN Configure

Provide disable /enable VLAN function and 3 VLAN mode selections.

# & WGSD-1020 - HyperTerminal o [m] 4
File Edit Wiew Call Transfer Help

.
FLAMET WESD-1828 : WVLAM Support Conf iguraton

ULAM Mode :Disabled

LPrevious Page LMent Pagelk
E the Hot [on FMenu.
ab=Mext Item FBackSpace=Previous Item Ouit=Frevious menu nter=5elect ltem j
(Connected 10:57:21 Wuto detect (9600 8-M-1 [scroll [cAPS  [wum  [Capture

Figure 4-22 VLAN Configuration screen
Press “Ctrl-A” to choose “Edit” for enable VLAN function and select the 3 VLAN modes through the
space bar. The IEEE 802.1Q VLAN screen in Figure 4-23 appears. The maximum PVID is 4094,

-24 -
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Figure 4-23 IEEE 802.1Q VLAN Configuration screen
Press space bar switch to 802.1Q with GVRP in VLAN mode. The screen in Figure4-24 appears.
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Figure 4-24 |IEEE 802.1Q VLAN with GVRP screen

Press space bar switch to Port-based VLAN in VLAN mode. The screen in Figure4-25 appears.
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File Edit Wew Cal Transfer Help
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Figure 4-25 Port-based VLAN screen

4.3.2.4.2 Create a VLAN Group
To add a VLAN group, the VLAN ID range is 1-4094.

# 3 WGSD-1020 - HyperTerminal ] -0 x|
File Edit Wiew Call Transfer Help

Add a ULAM Group

ULAN Mame: [N 1 '/LAM ID: L 10174894
Protocol WLAM @0 Mone
Fort Membier

[l [n T d g B CRRT Rl
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=
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Figure 4-26 Add a VLAN Group screen
Add a VLAN Group procedure:
1. Press“ Edit” to input the VLAN name and VLAN ID.

2. Choose different VLAN protocol through the space bar.
3. Set Tagged, Untagged or no( not belong to any VLAN group) of each port.
4

Press “Ctrl-A” and choose “ Save” to save the current configuration.
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4.3.2.4.3 Edit / Delete VLAN Group
Allow editing and deleting VLAN GROUP.

* & WGSD-1020 - HyperTerminal N o [m] 1
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Figure 4-27 Edit an VLAN Group screen

4.3.2.5 Priority Configuration
Displays the options available for assigning High and Low priority to each port.
From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Priority
Configuration and press enter. The Priority Configuration screen in Figure 4-28 appears
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Figure 4-28 Priority Configuration screen

Press " Edit” to assigning High or Low priority of each port.
After setup completed, press “Ctrl-A” and choose “ Save” to save the current configuration.
The screen in Figure 4-29 appears.
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Figure 4-29 Priority Configuration save successfully screen

Press any key return to the previous menu.

4.3.2.6 MAC Address Configuration

Provide static MAC address and Filtering MAC address and previous Menu.
From the Switch Static Configuration sub-screen (see Figure 4-9), highlight MAC address Configuration
and press enter. The MAC address Configuration screen in Figure 4-30 appears.

# 5 WGSD-1020 - HyperTerminal ] o ] |
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Figure 4-30 MAC Address Configuration screen
This sub-menu contains 3 items.
Static MAC Address: please refer to chapter 4.3.2.6.1.
Filtering MAC Address: please refer to chapter 4.3.2.6.2.

Previous Menu: return to previous menu.
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4.3.2.6.1 Static MAC Address
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Figure 4-31 Static MAC Address Configuration screen

Press, “Add” to add a static MAC address, after setup completed, press “ Ctrl-A” and choose “ Save”

to save the current configuration. The screen in Figure 4-32 appears
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Figure 4-32 Static MAC Address Configuration screen

Press any key return to the previous menu.
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4.3.2.6.2 Filtering MAC Address
“ & WGSD-1020 - HyperTerminal =10 x|
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Figure 4-33 Filter MAC Address Configuration screen

Press “Add” to add a Filter MAC address, after setup completed, press “ Ctrl-A” and choose “ Save”
to save the current configuration. The screen in Figure 4-34 appears
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Figure 4-34 Filter MAC Address Configuration save successfully screen
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4.3.2.7 Misc Configuration

From the Switch Static Configuration sub-screen (see Figure 4-9), highlight Misc Configuration

and press enter. The Misc Configuration sub-screen in Figure 4-35 appears.
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Figure 4-35 Misc Configuration screen

This sub-menu contains five items:

Port Security: please refer to chapter 3.3.2.7.1

MAC Age Interval: please refer to chapter 3.3.2.7.2

Broadcast Storm Filtering: please refer to chapter 3.3.2.7.3

Max bridge transmit delay bound: please refer to chapter 3.3.2.7.4

Previous Menu: return to previous menu

4.3.2.7.1 Port Security
Provide disable or enable security of each port. The screen in Figure 3-36 appears.
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Figure 4-36 Port Security Configuration screen

-31-



4.3.2.7.2 MAC Age Interval
Allow to setting the aging time of WGSD-1020. The maximum value is 765 sec.
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Figure 4-37 Aging Time Configuration screen

Press “Edit” to input the aging time value and press enter to choose the “save” for save the current con-

figuration. The screen in Figure 4-38 appears.
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Figure 4-38 Aging time Configuration save successfully screen

Press any key for return to the previous menu.
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4.3.2.7.3 Broadcast storm filtering
Provide disable and 5, 10, 15, 20 or 25 Broadcast storm filter mode.
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ab=MNext ltem Backopace=Frevious ltem pace=loggle trl+H=Hct Lon menu =

[Connected 0:36:03 |Auto detect 9600 8-N-1 [scROLL fcaps  [wum [Capture

Figure 4-39 Broadcast storm filter screen
Broadcast storm filter setup procedure:

1. Press “Edit” to input 5, 10, 15, 20 or 25 broadcast storm filter.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
The screen in Figure 4-40 appears.

3. Press any key for return to the previous menu.

4.3.2.7.4 Max Bridge transmit delay bound

|# & WGSD-1020 - HyperTerminal o =
File Edit Wiew Call Transfer Help
D|=| 58] Dl

=

FLAMET WES0-1828 : Configure Mad Bridae Transmit Delaw Bo

und

May bridge transmit delay bound :0FF
Enable Delay Bound :Disabled
May Delay Time @

Aot ions—* LIt

ab=Ment ltem nter=select ltem j
|Connected 0:39:03 Mo detect  |9600 8-h-1 [SCROLL  [caps  |NumM  [Capfure

Figure 4-40 Max Bridge transmit delay bound screen
This sub-menu contains three items:
Max bridge transmit delay bound: off (default mode)

Enable Delay Bound: Disabled ( default mode)
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Mac Delay Time: 0 (default mode)

4.3.2.7.4.1 Max bridge transmit delay bound
Provide “OFF” and 1, 2, or 4 sec. for selection.

“ 5 WGSD-1020 - HyperTerminal B [m]
File Edit Miew Cal Transfer Help

-~
r FLAMET W550-1828 : Configure Max Bridae Transmit Delaw Bo
un
Max bridge transmit delay bound :EEEEEE
Enable Delay Bound :Disabled
Max Delaw Time @
Hot ions—> <Edits < Save <Gt
ab=Ment Item Eac pace:emus tem  Space=loggle tr [+H=HZt lon menu j
(Conmected 0:40:05 uto detect 9600 8-h-1 |SCROLL  [cAPS  |NUM  |Capture g

Figure 4-41 Max Bridge transmit delay bound screen
Setup procedure:
1. Press “Edit” to input OFF and 1, 2 or 4 sec.
2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
The screen in Figure 4-42 appears.

' WGSD-1020 - HyperTerminal =101 x|
File Edit Miew Call Transfer Help

FLAMET WES0O-1828 : Configure Max Bridaes Transmit Delaw Bo

und

Mad bridge transmit delay bound :l Sec
Enable Delay Bound :Disabled
Max Delay Time =8

=

(Connected 2:00:24 futo detect 9600 8-M-1 [SCROLL  [CAPS  [wuM  [Capture 4

Figure 4-42 Max Bridge transmit delay bound save successfully screen

3. Press any key for return to the previous menu.
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4.3.2.7.4.2 Enable Delay Bound
Provide disable or enable Delay Bound function.

“&WGSD-1020 - HyperTerminal -0 =l
File Edit Wew Call Transfer Help

-l
5 FLAMET WESO-1828 : Configure Mad Bridae Transmit Delaw Bo
un
Max bridges transmit delay bound :0FF
Enable Delay Bound :
Max Delaw Time :@
Aot ions—> <Edits i < Saue <Gt
ab=Ment 1Lem BackSpace—Preu oWs 1Lem Space=1ogale  LEr LHH=HGh L0 men j
[Connected 0:41:21 |Aubo detect (9600 8--1 [SCROLL |caPs UM [Capture

Figure 4-43 Enable Delay Bound screen

Setup procedure:
1. Choose disable or enable through the space bar.
2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.

The screen in Figure 4-44 appears.

45 WGSD-1020 - HyperTerminal ] 10| x|

File Edit Mew Cal Transfer Help

Dlﬁ'l @IEJ Dlal

PLAMET WES0D-1828 : Configure Mas Bridge Transmit Delay Bo

und

Max bridge transmit delay bound 1 Sec
Enable Delay Bound :Disabled
Max Delay Time 6@

Hot ions—*

ab=Ment ltememBa

5

(Connected 2:14:00 o detect 3600 8-h-1 [SCROLL  [CAPS  [wUM [Capture 4

Figure 4-44 Enable Delay Bound save successfully screen

3. Press any key for return to the previous menu.
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4.3.2.7.4.3 Max Delay Time
Allow inputting the Max Delay Time.

# & WGSD-1020 - HyperTerminal ] o ]
File Edit Wiew Call Transfer Help

FLAMET WESO-1828 : Configure Max Bridae Transmit Delaw Bo

und

Max bridge transmit delay bound :0FF
Enable Delay Bound :Disabled
Max Delay Time :[<HH

Act ions—* SEdit

ab=Ment

=

(Connected 0:42:31 ko detect 9600 &-N-1 [ScROLL [caps  wum  [Capture 4

Figure 4-45 Max Delay Time screen

Setup procedure:

1. Press “ Edit” to input the Max Delay Time value.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
The screen in Figure 4-46 appears.

& WGSD-1020 - HyperTerminal i -0 x|

File Edit Miew Call Transfer Help

FLAMET WES0-1820 : Configure Mas Bridae Transmit Delaw Bo

und

Max bridge transmit delay bound :0FF
Enable Delay Bound :0isabled
Max Delay Time @

Hot ions—*

LS
s any key to returnt
Buit=Frevious menu tem

-

(Connected 2:23:45 Jauto detect 9600 8-N-1 [SCROLL  [cAps  |NOM  [Capture

=TI <tu
tem [=E=] L

lous 1

ab=Ment

Figure 4-46 Max Delay Time save successfully screen

3. Press any key for return to the previous menu.

4.3.3.2.8 Main Menu
Return to the main menu.
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4.3.3 Protocol Related Configuration

From the Switch main menu screen (see Figure 4-3), highlight Protocol Related Configuration and press
enter. The Status and Counters screen in Figure 4-47 appears.

45 WGSD-1020 - HyperTerminal = IDIEI
File Edit Miew Call Transfer Help

FLAMET WES0-1828 : The Protocol Related configuration

= 1H
SHHMP
GLRF
LACF

Prewvious Menu

ab=Ment Item Backspace=Freuvious [tem nter=Select Item v|

|Cnnneu:teu:| 0;47:19 |.ﬁ.ut|:| detiect |96I:|I:| g-hl-1 |SCROLL |CF'.F‘S INLIM |Ca|:|ture A

Figure 4-47 The Protocol Related Configuration screen
This subnet menu contains five items:

STP: please refer to chapter 4.3.3.1.

SNMP: please refer to chapter 4.3.3.2.

GVRP: provide disable or enable GVRP function.
LACP: provide LACP configuration.

Previous Menu: return to Main menu.

4.3.3.1 STP
Provide Spanning Tree configuration.

##WGSD-1020 - HyperTerminal =18lx]

File Edit Wiew Call Transfer Help

Dlﬁ'l @lEJ éasl'_‘llF_Epl

FLAMET WESO-1828 @  Spanning Tree Protocol

[=TF Enable]
Swstem Conf iguration
Ferport Conf iguration

Frewious Menu

<]

Connected 0:48:15 Auto detect 9600 8-h-1 [SCROLL  [CAPS  [Wum  [Capture

Figure 4-48 Spanning Tree Protocol screen
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This sub-menu contains four items:

STP enable:. please refer to chapter 4.3.3.1.1

System configuration: please refer to chapter 4.3.3.1.2
Per port configuration: please refer to chapter 4.3.3.1.3

Previous menu: return to previous menu.

4.3.3.1.1 STP enable
Provide disable or enable STP function

# & WGSD-1020 - HyperTerminal -0 =|
File Edit Miew Call Transfer Help

s
FLAMET WES0-1828 : STP Enabled<Disabled Conf iguration -_J
5TF :Enabled
Aot ions—> E=GIEE < Saue <y Lt
—elect the action menu.
ab=Mext Item Backspace=Frewious Item LW LITSFrevious menu ntersselect Ltem j
ICDnnected 04900 |.ﬁ.ut|:| detect |96I:|I:| a-M-1 |SCROLL |CF'.F‘S |N|_|M |Capture i

Figure 4-49 STP enable /disable screen

Setup procedure:
1. Press “ Edit” to disable or enable STP function.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
The screen in Figure 4-50 appears.

“gWGSD-1020 - HyperTerminal o ] 4
File Edit Miew Call Transfer Help

PLAMET WGESO-1B828 : STP Enabled-Disabled Configuration

=]

STF :Enabled

<]

|Cnnneu:teu:| 0i18:26 |.ﬁ.ut|:| detect |96I:|I:| g-h-1 |SCROLL |CF'.F‘S |NL|M |Capture A

Figure 4-50 STP enable save successfully screen
3. Press any key for return to the previous menu.

-38 -



4.3.3.1.2 System configuration
Allow modify the STP system configuration.

# g WGSD-1020 - HyperTerminal
File Edit Wiew Call Transfer Help

=10 |

FLAMET WESO-1828 : STP Swstem Conf igurat ion

Root Bridae Information Conf igure Spanning Tres Parameters
Priocity : 2E27EE Priority [1-£EE3E] 1 22VER

Mac Address £ 884863888838

RBoot_Path_ CDEt Max Age (&—4@] : 15
Root”Port™ Rnot

Max Age : 15 Hello Time (1-181 3

Hello Time F} ;

Forward Delaw = & Forward Delay_Timel(4-2A1 =5

Hotions—> LEdit <Saue> = <Ey it

== 3
ab=Mext Item EBackSpacezFrewious tE‘F"I BT lt—I‘E‘UlDUE menuy nter=select

tem
v|

[Connected 0:50:58 |Auto detect 9600 B-h-1 [SCROLL [CaPs  [um

|Capture i

Figure 4-51 STP system configuration screen

Setup procedure:

1. Press “ Edit” to modify the Spanning Tree Parameters.

2. After modify completed, press” Ctrl-A” to “ Action menu” and choose “save” to save the current configure.

The screen in Figure 4-52 appears.

WGSD-1020 - HyperTerminal
File Edit Miew Call Transfer Help

=10 |

Dlﬁ'l @l@ éééDIE,‘Jl

FLAMET WGESO-16828 ¢ STP System Conf igurat ion
Root Bridge Information Conf igure Spanning Tree Parameters
FPriority H= e -] Priority [1-6553E) 1E2VEE
Mac Hddreaa : 111111111111
Root_Path_ CDEt 5] Max Age (&—48]) :15
Root”Fort™ Rioot
Max Ages : 15 Hello Time (1-1@) HES]
Hella Time -]
Forward Delay @ &5 Forward Delaw_Timel4-281 5
Hot ions—> <y Lt
cey to returnt
ab=Ment EULOUES MENU nter=Se lect

TEm

=

(Connected 0:05:13 Wuto detect (9600 8-h-1 [ScROLL [CAPS MM

|Capture ‘_,‘.-,:

Figure 4-52 STP system configuration save successfully screen

3. Press any key for return to the previous menu.
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4.3.3.1.3 Per port configuration
Allow edit per port STP configuration.

“ i WGSD-1020 - HyperTerminal

File Edit Wiew Cal Transfer Help

=10l |

FLAMET WE50-1828 : STFP Port Conf igurat ion

FPort PortState FathCost Friority
1. Disabled 18 128
Z. Disabled 1@ 128
3. Oizabled 18 122
4. Disabled 1@ 128
5. Oizabled 18 122
B, Disabled 1@ 128
T Oizabled 18 122
a. Disabled 18 128

< SgLe “Prewious Page: “Medt Pa

e Hot lan MEnU.
tem  Huit=Frevious menu nter=5e lect

=

tem

=

|C0nnecteu:| 0:53:29 |.ﬁ.ut|:| detect

9600 8-N-1

SCROLL  [CAPS  uum

Figure 4-53 STP Port configuration screen

Setup procedure:

1. Press “ Edit” to modify the path cost and priority of each port.

|Capture A

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current con-

figure. The screen in Figure 4-54 appears.

“ g WGSD-1020 - HyperTerminal
File Edit

Wiewy  Call Transfer Help

=10 |

FLAMET WGESO-16828 ¢ STP Port Configureation
Fort FortState FathCost Priority
1. Disabled 1@ 128
2 Disabled 1@ 128
3. Disabled 1@ 128
d. Disabled 1@ 128
5. Disabled 1@ 128
G. Disabled 1@ 128
T Disabled 1@ 128
g. Disabled 1|a| 128
Aot ions—> G LT <Editi <5 ue <Prewvious Fagel JMedt Pag
eSS u b turn t
ab=Mext Item BackSpacezFrewious Item uLt:renuE. MEnU nter=Se lect

2l

=

Tem

<

|C|:|nnected :32:02 |.ﬁ.ut|:| detect

9600 8-N-1

[SCROLL [CaPs [rum

|Capture é

Figure 4-54 STP Port configuration screen

3. Press any key for return to the previous menu.
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4.3.3.2 SNMP
Provide SNMP configuration.

“#WGSD-1020 - HyperTerminal

File Edit Wew Cal Transfer Help

=10 x|

FLAMET WES0-1828 : SHMP Conf igurat ion

Commun ity Strings

Trap Managers

Prewvious Menu

Lont laure the =0 Lntormat Lon.
ab=Hent Item Backspace=Frew ol T nter=Se lect Item

B

\Connected 0:55:58 Auto detect (9600 &-N-1 SCROLL  [CAPS  [wum

|Ca|:|ture /2‘

Figure 4-55 SNMP configuration screen

This subnet menu contains four items:

1. System options: please refer to chapter 4.3.3.2.1

2. Community Strings: please refer to chapter 4.3.3.2.2
3. Trap Managers: please refer to chapter 4.3.3.2.3

4. Previous Menu: please refer to chapter 4.3.3.2.4

4.3.3.2.1 System options
Allow inputting the system name, system contact, system location.

“ g WGSD-1020 - HyperTerminal

File Edit Miew Call Transfer Help

=10/ |

FLAMET WESD-1828 : Swstem Options Conf igurat ion

Sustem Mame 1
Sustem Contact

Sustem Location :

Hotions—> LEdit < Saue <Gt

ab=Ment ltem BackSpacezFrevious Item Buitz=Frevious menu nter=select

tem
v|

Connected 1:02:11 \Buto detect 9800 &-h-1 [ScROLL [CAPS  [Mum

Figure 4-56 System Options configuration screen

|Capture /‘é
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Setup procedure:
1. Press “ Edit” to input the system name, system contact, system location.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
The screen in Figure 4-57 appears.

#4WGSD-1020 - HyperTerminal =181

File Edt YWiew Cal Transfer Help

Dlﬁ'l @ng sasl'_“llF_Epl

FLAMET WGESD-16828 : Swstem Options Conf iguration

B

Swstem Mame :WES0-1820
Swstem Contact :Someone
Swstem Location :PLAMET

Hiot lons—3>

TEm

E

|C|:|nnected1:12:45 |F'.utc: detect |96I:|I:| 3-h-1 SCROLL |C.ﬁ.PS iNI_IM |Capture A

Figure 4-57 System Options configuration save successfully screen

3. Press any key for return to the previous menu.

4.3.3.2.2 Community Strings

Allow adding SNMP community name.

“§WGSD-1020 - HyperTerminal -10] x|
File Edit YWiew Call Transfer Help
u 2% .
D2 (8] DB =
=
FLAMET WGESO-16828 :  SHMP Community Conf igureat ion
Commun ity Hame Write Access
public Restricted
Hit ions—3 < Hdd 3 <Editi <[ letel L Sane <y it
Hdd-EdLt~<Uelete commun Lty SLELlnds.
ab=Hext ltem BackSpace=Frewious Item Luit=Frevious menu nter=5elect ltem j
|Cnnnected1:03:36 |.ﬁ.ut|:| detect |96I:|I:| a-M-1 |SCROLL |CF'.F‘S |NL|M |Ca|:|ture g

Figure 4-58 SNMP Community configuration screen

Setup procedure:

1. Press “Add” to enter into “add SNMP community” screen, then press “Edit” a new community name
and adjust the write access mode..

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
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The screen in Figure 4-59 appears.

#§ WGSD-1020 - HyperTerminal ) -0 =|

File Edit Miew Call Transfer Help

Dlﬁ'l @ng DIEP'

FPLAMET WESO-1828 1 Add SHMFP Commun ity

Commun ity Mame :PLAMET
Write Access tRestricted

tem

<]

(Cornected 1:37:51 Muto detect (9600 8-h-1 SCROLL  [CAPS  [wUM  [Caphure

Figure 4-59 Add SNMP Community name save successfully screen

3. Press any key for return to the previous menu.

4.3.3.2.3 Trap Managers
Allow adding Trap Managers.

# 3 WGSD-1020 - HyperTerminal =101x]

File Edit Wiew Call Transfer Help

-~
FLAHET WESD-1828 : Trap Managers Conf iguration
IF Comrun ity Hame
HAct ions—3 < Hdd LEd it 40 letek < Sae LR
Add-Edit-Delete trap managers.
ab=Meut [tem FBackSpace=Freuious Item Lit=Frevious menu nterzSelect Item j

(Connected 1:06:00 \Buto detect 9600 &-h-1 [SCROLL  |CAPS  |uuM  [Capture

Figure 4-60 Add SNMP Community name screen
Setup procedure:

1. Press “Add” to enter into “Trap Managers” screen, then press “Edit” for input IP address and
Community name.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
The screen in Figure 4-61 appears.
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#5WGSD-1020 - HyperTerminal ] =10 x|
File Edit Wiew Cal Transfer Help

PLAMET WGES0-1828 : Edit Trap Managers

IF :192.168.8.1
Comrun ity Mame :PLANET

-

(Connected 1:58:43 ko detect 9500 8-N-1 [SCROLL  |cAPS  |wumM  [Capture

Figure 4-61 Add Trap managers screen

3. Press any key for return to the previous menu.

4.3.3.2.4 Previous menu
Return to the previous menu.

4.3.3.3 GVRP
Provide disable or enable GVRP function

4 & WGSD-1020 - HyperTerminal =121

File Edt Mew Cal Transfer Help

FLAMET WES0D-1828 : GURP Conf igurat ion

GURF : Enabled

Hct ions—> <EdLt > : < Saue < Qi
ab=MHeut tememBEac pace=Freu Lous tememliy LE=Frewilols menuyr nter=%slect tem j
(Connected 1:08:50 futo detect 9500 8-N-1 SCROLL  |CAPS  |NUM  [Capture ‘é

Figure 4-62 GVRP screen

Setup procedure:
1. Press “Edit” to disable or enable the GVRP function.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.

The screen in Figure 4-63 appears.




“gWGSD-1020 - HyperTerminal -0 =]
File Edit Miew Call Transfer Help

FPLAMET WGESD-16828 : GURP Conf iguration

GURF : Enabled

-

[Connected 2:18:21 {Auto detect 9600 8-N-1 [SCROLL  |caPs  |NUM  [Caphure .-:-‘E

Figure 4-63 GVRP save successfully screen
3. Press any key for return to the previous menu.

4.3.3.4 LACP

“gWGSD-1020 - HyperTerminal -10] =l
File Edit Wew Call Transfer Help

FLAMET WES0-1828 : LACP Configuration

State Activity
LACF Status
Frewious Menu

ab=Mext Item ackopacesFreviods 1tem nter=oelect ltem v|

ICDnnectedl:ll:l? |.ﬁ.ut|:| detect |96I:|I:| g-h-1 |SCROLL |CF'.F‘S |N|_||‘--1 |Capture A

Figure 4-64 LACP Configuration screen
This subnet menu contains four items:

1. Aggregator Settings: please refer to chapter 4.3.3.4.1.
2. State Activity: please refer to chapter 4.3.3.4.2
3. LACP Status: please refer to chapter 4.3.3.4.3

4. Previous Menu: please refer to chapter 4.3.3.4.4
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4.3.3.4.1 Aggregator Settings
# & WGSD-1020 - HyperTerminal ] -0 x|

File Edit Wiew Call Transfer Help

-l
FLAMET WESO0-1828 : LACFP Group Conf igurat ion
Group LACF LACF Work Port Hum
HAct ions—* “Edit < Sae LRI
= lect the action menud.
ab=Ment ltemembBackZpacezFrevious Itememby it=Frevious menurlEnterzzelect Item j
Connected 1:11:40 ko detect 9600 &-N-1 [SCROLL [CaPs  [wum  [Capture 4

Figure 4-65 Aggregator settings screen

4.3.3.4.2 State Activity
Allow to set LACP port state activity of each port.

“ 5 WGSD-1020 - HyperTerminal ] ] [m] 1
File Edit Wiew Call Transfer Help

FLAMET WESO0-1828 : LACF Forct State Active Conf iguration

-
=]
w
-t

State RActivity

EESS Lue

Fassive
Passive
Fassive
Passive
Fassive
Fassiuve

Lanlol fo gy BRIV AR

Hot ions—: <Edits LSave > Lt

ab=Ment ltemembBackZpacezFrevious Itemembly it=Frevious menurlBnter=De lect Item "|

|Connected 1:13:31 {Auto detect 9600 B-N-1 [SCROLL  [CAPS  |wum  [Capture 4

Figure 4-66 LACP port state Active configuration screen
Setup procedure:
1. Press “Edit” for “passive” or “Active” selection of each port.

2. After setup completed, press” Ctrl-A” to “Action menu” and choose “save” to save the current configure.
The screen in Figure 4-67 appears.

- 46 -



* ' WGS5D-1020 - HyperTerminal
File Edit “iew Call Transfer Help

=10] x|

FLAMET WESO-16828 : LACP Port State Active Configuration
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Hot ions—3*

ab=Ment

-

\Connected 2:53:00 Wuto detect 9600 8-N-1 lScROLL  [caps  [wum [Capture

Figure 4-67 LACP port state Active configuration screen

3. Press any key for return to the previous menu.

4.3.3.4.3 LACP Status
Display the LACP groups status.

# 5 WGSD-1020 - HyperTerminal ) o [m] [
File Edit Wiew Call Transfer Help

.
FLAMET WESD-1828 1 LACF Group Status T
MO GROUF ACTIVE
ab=MHext tem Bac DaCE‘:I"'v'U:IUE tem Ly LE=Frevious menu nter=helect =T j
Connecked 1:15:59 |Auto detect 9600 B-N-1 [SCROLL  |cAPS  JuuM  [Capture

Figure 4-68 LACP Group Status screen

4.3.3.4.4 Previous menu
Return to the previous menu.

4.3.3.5 Main Menu

Return to the main menu.

- 47 -



4.3.4 Reboot Switch
Provide reboot the Switch and reset to switch to default mode.
# & WGSD-1020 - HyperTerminal I ] 4

File Edit Wiew Call Transfer Help

PLANET WGSD-1820 : Restart Configuration

NEETRE
Restart

Frewvious Menu

<]

[Conmected 1:18:38 {Buto detect 9600 B--1 |SCROLL  |caPs  |NUM  |Capture .-:-‘E

Figure 4-69 Reboot Switch screen
This subnet menu contains three items:
1. Default: please refer to chapter 4.3.4.1.
2. Restart: please refer to chapter 4.3.4.2.

3. Previous Menu: refer to chapter 4.3.4.3

4.3.4.1 Default
Reset the Switch to the factory default mode. The screen in Figure 4-70 appears.

# 3 WGSD-1020 - HyperTerminal ) -0} x|
File Edit Wiew Call Transfer Help

Resetting to the default will restart the swstem automaticallw?

Do wou want to continue? (wenlo

=

|Conmected 1:19:17 |Auto detect 9600 B-N-1 [ScROLL [caps  [Wom  [Capture 4

Figure 4-70 Reset Switch screen

Press “Y” for reboots the switch to default mode. The following screen appears in Figure 4-71.
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“g WGSD-1020 - HyperTerminal

File Edt Mew Call Transfer Help

=101 |

Resetting to the default..._

-

[Connected 1:13:46 JAuto detect 9600 8-N-1 [SCROLL  |CaPs  |NUM

Figure 4-71 Resetting Switch screen

4.3.4.2 Restart
Provide restart the Switch. The screen in Figure 4-72 appears.

“ g WGSD-1020 - HyperTerminal
File Edit Wew Cal Transfer Help

|Capture 4

1o x|

Status and Counters
Switch Static Conf igquration
Frotocol Related Conf iguration

Command Line

Logout

W LT UHLER ecksum U.E ¥4z Ttem
$5% Press ¥ kew to  start Bmodem recelver: o

5

[Connected 1:26:06 \Auto detect 9600 8-N-1 [SCROLL |caPs  NUM

Figure 4-72 Restart Switch screen

4.3.4.3 Previous menu
Return to the main menu.

|Capture ‘é
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4.3.5 Command Line
Provide system command for WGSD-1020. The screen in Figure 4-73 appears.

~ ¢ WGSD-1020 - HyperTerminal
File Edit View Zal Transfer Help

=10 x|

Dlﬁ'l @‘ng Dl'r-_l:pl

THET ;I
=
(Connected 1:28:22 \uto detect 9600 8-N-1 [SCROLL  |cAPS  |NUM  [Capture /ﬁ

Figure 4-73 Command line screen

Type “Help” command for helps parameters. The screen in Figure 4-74 appears.

“& WGSD-1020 - HyperTerminal
File Edit YWew Call Transfer Help

Dlﬁ'l @ng Dl'ﬁll

TRET help ;|
help parameters:
advance port v lan fdb trkgrp
=tp qo= Lamp console
INET o
=
|C|:|nnecteu:| 1:30:27 |.ﬁ.ut|:| detect |96I:|D g-M-1 SCROLLE |C.ﬁ.PS |N|_|M |Capture é
Figure 4-74 Help parameters screen
4.3.6 Logout

Provide logout the Switch.
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5. WEB MANAGEMENT

Before login the Web interface of WGSD-1020, please setup the “IP Address” with local serial console
port( RS232 port) and use this IP address to configure WGSD-1020 through the Telnet and Web interface.

Or modify your PC’s IP domain to the same with WGSD-1020 then use the default IP address to remote con-
figure WGSD-1020 through the Telnet and Web interface.

5.1 Login in to the Switch
To access the Web-browser interface you must first enter the user name. The default user name is
"admin" without password. You will see the following screen comes out on the Web browser program:

Enter Network Passward 2l

% Fleaze type your user name and password,
Site: 203.70.243.172

Bealm index.htm

Uzer Mame |a|:|min

Paszword |
I Save this password in pour passward list

0K Cancel

Figure 5-1 The WGSD-1020 login screen

After the username and password is entered, you will see the main menu screen.

/% PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Exple 18] x|

JFiIe Edit Wiew Fawvorites Tools Help |-

| wpak » = - @[ Y| Qsearch GarFsveries (AHsory | By S0 - Bl 2

JAddress |@ http: (1192, 168.0.1/ ;! et |JLinks 22

10/100/7000Mbps
Intelligent Ethernet Switch |

|
|
—— N B - T !

u) PLANET

Nebwarking & Communicatisn

. B
naa'
e o n
®
¥

Welcome to PLANET WGSD-1020
Intelligent 8 + 2G Manageable Switch

-4 8 8088
“8 0 0 88 8

FLAMNET Technology Corporation

11F, Mo, 96, Min-Chuan Road, Hsin-Tien,
Taipei, Taiwan, R.0.C.
Tel: 886-2-2219-9518
Fax: BB6-2-2219-9528
Ernail; Support@planet.com .t

Copyright (c) 2002 Planet Technology Corp., all rights reserved!

|@ Daone |_ |_ |0 Internet
Figure 5-2 The main screen of WGSD-1020 Web Page
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5.2 Port status
This section provides detail status of each port from WGSD-1020.

LANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explors = |5 |1|
J File Edit ‘iew Favorites Tools  Help

J = Back + = - @ fat | @Search (3] Favorites ‘éBHistory ||§§. =
Jnddress@http:mgz.ms.u.u | Peo |jLinks »

(JPLANET

E & e 10/100/7000Mbps

] - e Intelligent Ethernet Switch
L ] [ ) L ———— R o = M———
L ]
[ 2
L]

B vaiir . - -
e L
2 > L . < = -
. » X .
» b ¥ ] "

WGEED- MM

Port Status
The fallowing infarmation provides a view of the current status of the unit

Port | State Link ity 5 Speed Status | Duplex Status | Flow Control
9L i MNegotiation

Num - - Status — — - - - — : :

: Config | Atual | | Config | Atual | Config | Atual | Config | Atual | Config | Atual
1 on Off | Down | Auto | Auto | 100 100 Full Full on on
2 on Off | Down | Auto | Auto 100 100 Full Full on on
3 on Off | Down | Auto | Auto 100 100 Full Full on on
4 on Off | Down | Auto | Auto | 100 100 Full Full on on
5 on Off | Down | Auto | Auto | 100 100 Full Full on on
fi on Off | Down | Auto | Auto | 100 100 Full Full on [a]g]
i on Off | Down | Auto | Auto 100 100 Full Full on on
= on Off | Down | Auto | Auto 100 100 Full Full on on
9 on Off | Down | Auto | Auto | 1000 | 100 Full Full on on
10 on Off | Down | Auto | Auto | 1000 | 100 Full Full on on

@ Cpening page http: /192, 168.0. 1/hidden.htm. .. |_|_|Q Intermet

Figure 5-3 WGSD-1020 Port Status Web Page screen

State: display the link state of each port on WGSD-1020.

Link Status: the state of the link test, indicating a valid link partner device."Up" means a device is successful
connected to the port. “Down” means no device is connected.

Auto-negotiation: auto-negotiation state of each port on WGSD-1020.

Speed Status: display the speed state of each port on WGSD-1020.

Duplex Status: display the speed duplex mode of each port on WGSD-1020.

Flow Control: display the flow control state of each port on WGSD-1020.

Config: display the current configuration of each port.

Actual: display the current state of each port on WGSD-1020.
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5.3 Port statistics

For those selected port, this function could provide you with an individual statistical counter. It is a useful
page for administrator to monitor each port’s usage condition. Also, it is helpful to troubleshooting network
problems. Please note that the updating rate is defined in System Configuration menu.

JFiIe Edit ‘“iew Fawvorites Tools Help

2 PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explorer provided by .

- |5]x]

|
[®

Fefresh

-,
> =
R =1 )

2

R
stop

Back

s

Haorne

Q 2

Search Favorites

s

Histany

By~

hdail

=
Frint

| Address |éj hitp:#/203.70.249. 172/

~| @co ||Links >

10/700/1000Mbps
Intelligent Ethernet Switch

-

oa
b

1008 Baw - T

N

L L4

CHome o —
CPotstabue Port Statistics =
_ Port Satistics The following information provides a view of the current status of the unit
Administration
TETF Update Firmware Port| State |Link | ThGoodPkt| TkxBadPkt| RxGoodPkt RxBadPkt| TxAbort| Colli
1 Off  |Down 1] 0 0 0 0 !
2 Off  [Down i) 0 0 0 0 !
3 Off  |[Down 0 0 0 0 0 !
4 Off  [Down 0 0 0 0 0 i
=) on Up 1004 0 2038 0 8] |
] Off  [Down 1] o 1] 0 o I
5 Off  |Down 0 0 0 0 0 I

|@ Opening page hitp:/f203.70.249.17 2/portstat.htm. .

’_’_|Q Internet

Figure 5-4 WGSD-1020 Port Statistics Web Page screen
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5.4 Administrator
This section contains management function on WGSD-1020.

/2 PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explorer 18| x|

J File Edit \iew Faworites  Tools  Help |“
J HBack » = - @ ot | @Search [Ze] Favarites @Historv | Eév =h ;"
J.ﬂddress I@ htkp:(i192,168.0, 1/ LI G0 HLinks =

10/100/7000Mbps |
Intelligent Ethernet Switch |

I:) gnlﬂuﬂ i - ; ————— 100 Bae T

B Welcome to PLANET WGSD-1020
y Intelligent 8 + 2G Manageable Switch
Adrministration
: i PLAMNET Technology Corporation
@ Console Portinfo
@ Port Controls 11F, Mo, 96, Min-Chuan Road, Hsin-Tien,
@ Trunking TEIiDEi, —|—Eli'\.fl!'EIr'IJ R.C.C.
@ Filter Database Tel: 886-2-2219-9518
@ Vian Conflgurstion Fax: 886-2-2219-9528
8 Sy Toan Email: Support@planet.com tw
@ Port Sniffer
@ sHNmP
@ Securily Manager Copyright (c) 2002 Planet Technology Corp., all rights reserved!
Close #

TFTF Update Firmeare

Configuration Backup
Re=zat System

Reboot

&] Done ’_|_|Q Internet
Figure 5-5 WGSD-1020 Administrator Web Page screen

This management function is shown as below:

IP Address: please refer to section 5.4.1

Switch Settings: please refer to section 5.4.2
Console Port Information: please refer to section 5.4.3
Port Controls: please refer to section 5.4.4
Trunking: please refer to section 5.4.5

Filter database: please refer to section 5.4.6
VLAN Configuration: please refer to section 5.4.7
Spanning Tree: please refer to section 5.4.8

Port Sniffer: please refer to section 5.4.9

SNMP: please refer to section 5.4.10

Security Manager: please refer to section 5.4.11

5.4.1 IP Address
This section allows modify the IP address, Subnet Mask, Gateway of WGSD-1020.
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a PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explos

=121 x|

|

J File Edit View Favorites Tools Help

J = Back ~ = - @ fat | @Search (3] Favorites @History ||%v =] ,;EE - =] $k g
| Address IE http:/f192.168.0.1/

=] @ | [urks >

10/700/7000Mbps

" r '| Intelligent Ethernet Switch
- - —— N § = M — |
> i - 1 K
fei A0
4 ° 3 » | (1
WOSD-AENG i y ¥

Set IP Addresses

Ad
® 1P Address IP Address I192.158.D.1
Rl Subnet Mask 255255 2560
@ Port Controls 'Gf:lltEWaH'- 182 160.02
@ Trunking
@ Fiiter Database
@ ViLan Configurstion Apply | Help |
@ Spanning Tree
@ Port Sniffer
@ SsSHNmPp
@ Security Manager

Close #

TFTF Update Firmeare

l_l_lﬂ Internet
Figure 5-6 WGSD-1020 modify IP Address Web Page screen

After modifying the new IP address, Subnet Mask, Gateway, please click “ Apply” button then the following
screen in Figure 5-7 appears. Click “Reboot” button. WGSD-1020 will reboot to take effect for the new IP
address, Subnet Mask, Gateway.
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; PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explorer = |E |_>5]

J File Edit ‘“iew Fawvorikes Tools  Help |ﬁ

J dpack - = - ) i | ‘Qhsearch (G| Favorites & #History ||%v S5 R
| Address |&) hitpif/192.168.0.1) | @e |JLinks 22

10/100/1000Mbps
Intelligent Ethernet Switch
—— A R 7 ———

- 1 8N
ey
e o . < .
&
v "

Jounmer ¢
JPLANET :

WGESD-1030

| Rehoot Switch System

________________________________ Rehoot | Helpl

IP Address

Switch Settings
Consele Portinfo
Port Controls
Trunking

Filter Database
Vian Configuration
Spanning Tree
Port Sniffer

SHMP

(A A N A N AN NN N

Security Manager
Close #

TFTP Update Firmeeare

Reboot

|&] Done l_l_lﬂ Internet
Figure 5-7 WGSD-1020 Reboot Switch System Web Page screen

You can click” Help” button; the IP Address Overview screen in Figure 5-8 appears.

- Wcacacdt et Exphinr 3L

IP address overview
What is an IP address?

Each dawnce [5udh &5 3 computer) whech parsipebes in an IP netwark reads a umigue "addiess” anthe netwark, It's samilar to having @ LS mail addrass 5o
ey pEDEIE MAVE & Rs wWEY T SEd vl masagee. on [P atdrace 2 5 oo Byts AaumBar, which i@ ususly WTIERAR (M UHEE fERASARNT - AREN oF tHE Bytes”
deomal vake & wittan 45 3 number, and the numbers sre separated by “dots” [aka peneds) An arampie: 190.25.123.1

How do I get one for this box?

The IP sddressas on mast modern corperabe nels are assipned by an emolovee called & “Hatwork Aominstrabor . of "5y, &dmo . This person assigns [P
Aodresses and i3 raspangibe far makirg sure thst 1P sddresses sre Aot duplcated - I this happnans ans ar Both msehires with & dapliests sddrecs Wil 3top
working.

Ancthar possibilty is gatting your addresses assigned to you autcmatically over b et via BCOTE or DHCR protoools. Setyou 1P address bo 0.0.0.0 and

raset tha maching, IF your network 15 set up for this servica, vou will gat an 1P address assgnad aver the nebwork, IF you dan't get an acdrass in abek 30
sacened s, ol prabably dorn't have BOOTR o DHCP,

Subnets and IP address Masks

1R addresses are divided up mo “net”™ snd “host” portsans. (To lesrn mome sbout this consulbe any pood bt on [F probocols ). 19 sddress masdos aflow the
hiost portices to be further divicked 1 b “subnet™ zod host portions. For the pureoces of configun g tis o, wou should ususly just chedk the “dafault
safriste” Boe And Aot worry BBt cantents of " oibn st ek T b,

Chomp I

Figure 5-8 WGSD-1020 IP Address Overview Web Page screen
Click “Close” to close this screen.
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5.4.2 Switch Settings
This section provide Switch basic information and allow modify the Switch settings

2} PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explorer 18| x|

J File Edit \iew Faworites  Tools  Help |“

J =ABack » = - @ ot | @Search [Ze] Favarites @Historv ||%v =h gaz - D ﬁ g

| address @] htp:jf192.168.0.1/ | @ ||unks »
. 10/100/7000Mbps
s : - : r_1 Intelligent Ethernet Switch
) PLANET : it
Metwarking & Com m1|:.|||:1 ” i : :‘:
e . .
L = 1 1 & Fx |

WESD- 120 ¥

Switch Settings

Spanning Tres
Part Sniffer

SNMP

@ Swiich Seilings

® Console Portinfo Description Intelligent 2+2G Switch
@ Port Controls MAC Address 004063800030

® Trunking Firmware version w0220

el el Hardware version 402,00

: ol e e Default config value version|v26.00

L

L J

L ]

Securily Manager

Close &
TFTF Update Firmeare

’_l_lﬂ Internet
Figure 5-9 WGSD-1020 Switch Basic Settings Web Page screen

5.4.2.1 Basic:
Description: display the Switch system name.
MAC address: display the Switch MAC Address.
Firmware version: display the Switch current firmware version.
Hardware version: display the Switch current hardware version.

Default config value version: display the default eeprom version.
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a PLAMET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Ea-:lalbl‘er = |5 |1|

J File Edit Wiew Favorites

Tools  Help |

J = Back ~ = - @ fat | @Search (3] Favarites ‘;QBHistory ||%. =] ;:’7 - @ &5 g

| Address IE http: 192, 165.0,1)

() PLANET

Mebwarking & Commenlcalien

IP Address

Switch Settings
Console Portinfo
Port Controls
Trunking

Filter Database
VLan Configuration
Spanning Tree
Port Sniffer

SNMP

Ad
L ]
@
L]
@
L]
L]
L]
L]
L]
@
L

Security Manager
Close #
TFTF Update Firmeare

Reboot

& LacT 3 10/100/7000Mbps |
Intelligent Ethernet Switch |
00 Ban - |
sE
L el

L 14

WOSD- 00

»]<

Switch Settings

Advanced

Enter the settings, then click Submitto apply the changes on this page.
¥ MaC Table address Entry Age-0Out Time: |3UU seconds

Max bridge transmit delay bound contral: &

Broadcast Storm Filter Mode: IOFF 'I

Priority Qlueue Service:

" First Come First Served

= all High before Low

@ Cone

5.4.2.2 Advanced:

l_l_lﬂ Internet
Figure 5-10 WGSD-1020 Switch Basic Settings Web Page screen

Enter the settings, then click Submit to apply the changes on this page.

MAC Table Address Entry Age-Out Time: type the number of seconds that an inactive MAC address
remains in the Switch’s address table. The valid range is 300-765 seconds. The default value is 300

SecC.

Max bridge transmit delay bound control: limit the packets queuing time in switch, if enable this
function, the packets queued exceed will be drop. The valid value is 1 sec., 2 sec. and 4 sec. and off.
Default value is 2 sec.

Broadcast Strom Filter mode: provide 5%, 10%, 15%, 20%, 25% and off for broadcast storm control

activity.

Priority Queue Service:

First Come First Served: the sequence of packets sent is depend on arrive order.

All High before Low: the high priority packets sent before the low priority packets.

WRR (Weighted Round Robin): select the preference given to packets in the Switch’s high-priority
gueue. These options represent the number of high priority packets sent before one low priority packet.
For example: High weight: 5 and Low weight 2. It means WGSD-1020 sends 5 high priority packets
before sending 2 low priority packets.

Enable Delay Bound: limit the low priority packets queuing time in WGSD-1020. Default maximum
delay time is 255 ms. If the low priority packet stays in Switch exceed Max delay time, it will be sent. The
valid range is 1-255 ms.

QoS Policy: High Priority Levels: provide 0-7 priority levels can map to high or low queue.

Protocol Enable Setting

Enable STP Protocol: provide disable or enable STP protocol. Default mode is enabling.
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Enable IGMP Protocol: provide disable or enable IGMP protocol. Default mode is enable.
VLAN Operation Mode: IEEE 802.1Q(Port-based) with GVRP VLAN mode.
IEEE 802.Q( Port-based) without GVRP VLAN mode.

Note: Make sure of “Max bridge transit delay bound control” is enabled before enabling delay
bound, because enable delay bound must work under “ Max bridge transit delay bound
control” is enabled.

You can click “Help” button; the following screen in Figure 5-11 appears.

Configuring the Switch "

Advanted cwitch settings

® waC address Age-oal Thne
Tepm the numbaer of seconds thst an mnadsoe M address reamens o the switch's address table. Cefalt m 200 seoonds.

® Max hridge transit delay beind contrel
Limit, the packets queuing ome in Bwitch. [f enable, the padets gueued suceed will be drop,

® Proodcast Starm Filter

To confwpura broadeast stoem controd, ensdle it and set the uoper threshold for indivdoal ports. The threshodd 15 the percertaga of the port's ot
bardwidth Lsad By broadease traffic. Whan broaoesst maffic far & port rises abeys this thresbald o0 S8t Brosoesst stonm cantrol becomas sira.

Priarity Queus Service seitings

# Flset Compee Flrst Seewloe
ThE saguence of packers sent i depand an Arrivaing arder,

= Al High before Love
The high priority packsts sant before low prioty packets.

® \Weighted FouRd Rokin
Seluct the praferencs given to padwts in the swieh's high-pronty queue., These ootions represent te mumber of high pronty packeats st befors
oo bow priceicy packet s sent. For example, S High @ 2 Low means that the switth <ends 5 high priarity packets before sandineg 2 ko prioriy packet
& Enable Deday Bawnd

Lirdt Hhes ba'e piFioeity' pACKSTS cresuired T |n owitch, Defsult Mac Dalay Time (S 255me, I e law prioty packer stays in Twitty ascasd M Dejay
Time, it 'will b senk,

Protocod Enable Seiting
#® Gpanning Tree Pratecel
& [ntarmet Grawp Madticast Protoeoed
& YLAMN Protodod
2 Non ¥LAN mede

O 02 G Pert_Rased ) without GYER VLAN mode
Samport 802,10 Tag_Pased Port_Basad VLAN bik no suppat TWRP denamic WLAN

0 BUE I Pert_Basad ) with GVRP VLAMN mede
SO 802,10 Tag_Based Por_B3sad VUAN sre GURP dynzmic VLAN 2

Cloas | E
Figure 5-11 WGSD-1020 Configuring the Switch Web Page screen

Click “Close” to close this screen.
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5.4.3 Console Port Information

Display the WGSD-1020 console port information.

PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet E!-:ﬁlm,‘_ 3

J File Edit “iew Favorites Tools  Help

J = Back - = - @ @ ot | @Search [3e| Favorites @History ||%. =] ::;| - $5 g

| Address |@] http:/j192.165.0.1

10/700/1000Mbps
Intelligent Ethernet Switch

(D PLANET

s
..
LB —_— e ——————————
) PLANET -
Metwarking & Cosmemlcatien e . . o .
Py s e ®m (1
WOSD-ME2D - 0 2 ] L] |
o L
Port Status Console Infermation
Baurate{bits/sec) 9600
@ 1P Address Data Bits g
@ Switch Settings Parﬂ'v Chagk {none
@ Console Portinfo Stl]]] B«its 1
W Bort Bantrels Flows Control none
@ Trunking
@ Filter Database
@ Vian Configuration HEIp |
@ Spanning Tree
@ Port Snifter
& SHMP
@ Securlly Manager
Close #
TFTP Update Firmware
’_|_|e Inkernet
Figure 5-12 WGSD-1020 Console Information Web Page screen
You can click “Help” button; the following screen in Figure 5-13 appears.
] =
|

Console Setting Help

Consale 15 a stardard LAET inberface b0 communicate with Senal Port.
Fau can uIe windaws hyperteaminsl prodram o lirk the switth Cornsct Ta->Confiours

Bits par seconds 0600
Custa bits:3
Parky! roiig
Step bk 1
Flaw portral: rong
Swttig o5 Swbup syau must chsdk

“*uAppand | feads tn ineamng ine
=* 2 wirap ines that e ed tenminad width

Clnk g E

Figure 5-13 WGSD-1020 Console Setting Help Web Page screen

Click “Close” to close this screen.
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5.4.4 Port Controls
This section introduces detail settings of per port on WGSD-1020.

PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet E . = |5 |5|

J File Edit ‘“iew Favorites Tools  Help ﬁ

J ~Back » = - @ @ tat | @Search [3e] Favarites @History ||%v = - &% E
| ddress [@] hetpify192.168.0.1 =] @0 | unks
F » 10/700/1000Mbps |
-’ m ™ Intedligent Ethernet Switch
L] R T e
[ -
o
o . o
WOSD-1020 1
oo Port Controls :I
_ ~ Auto ; Flow
Port State Negotiation Speed Duplex| Control

@ P Address T

@ Switch Settings 7

: S S 3 [Enavle x| [Enavte =] [1000 x|fFur x]||Enavle ]

ort Controls =

@ Trunking a J Il

@ Filter Database App'&"l

@ Vian Cenfiguration hd

@ Spanning Tree ;I

@ Port Snifter

8 onmp Port Status

B Swowity Mesa The following information provides a view of the current status of the unit.

Close ‘g po——

TFTF Update Firmweare Auto

= Port ‘State thnk- Keootiation Speed Status [_)L_lplex Status | Flow Control
---------------------------------- MNum |—————— Status ——— T | T T [
Reset Systern Config | Atual| | Config | Atual | Config | Atual | Config | Atual | Config | Atual

Reboot 1 T FF Cimuse Aakn Aoakm 1nn 1inn Cuall Cuill i i ll
&] ’_|_|@ Inkernet

Figure 5-14 WGSD-1020 Port Controls Web Page screen
State: provide disable or enable any port of WGSD-1020.
Auto-negotiation: allow disable or enable Auto-negotiation of any port on WGSD-1020.
Speed: allow set various speed mode of any port on WGSD-1020.
Duplex: allow to set half or full duplex mode of any port on WGSD-1020.

Flow Control: provide disable or enable flow control function.
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5.4.5 Trunking
This section displays the screen for trunking a group of ports together to speed up data transmission.

/3 PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explorer =181 x|
J File Edit ‘“iew Favorites Tools  Help | H
| «Back v = - D [ & | Qoearch [GiFavortes (BHstoy BN S - H & R
| address |@] http:/j192.168.0.1 =] @en |JLink5 i
D PLANET s e 1 : 10/700/1000Mbps
e ———— . - Intelligent Ethernet Switch
L] — N P T ———
- piAL: = -l -
: I A
#y . ; S . b
WOSD-M0 v 3 ¥ T B ¥ L w |

Trunking il

Aggregator Setting

SNMP Work Ports

|D
Security Manager
Close # == Add == |

TFTF Update Firmweare

Corfiguration Backup Remoye== |

@ P Address

@ Switeh Settings Cuch T

@ Console Portinfo kT

& Fort Controls |1

@ Trunking

@ Filter Database

@ VLan Configuration Group ID IGroup'] j == Get
anning Tre .

@ Spanning e Lacp IDISEb'E vI

@ Port Sniffer

L J

L J

Reboot

&] Done ’_|_|@ Inkernet
Figure 5-15 WGSD-1020 Trunking Web Page screen

5.4.5.1 Aggregator Setting parameters:
System Priority: A value used to identify the active LACP. The Switch with lowest value has the highest
priority and is selected as the active LACP.

Group ID: After creating a new link aggregation across two or more ports, choose the“Group ID” and
click “ Get”.

LACP: If enable LACP, the trunk group is LACP static trunking group. If disable LACP, then the trunk
group is local static trunking group. All port support LACP dynamic trunking group, if connecting
the device that also support LACP, the LACP dynamic trunking group will be create automatically.

Work Ports: the max number of ports can be aggregate at the same time. Under LACP static trunking
mode, if one of port fail, the exceed ports is standby and able to aggregate. Under local
static trunking group, the member must be the same as group ports.

Add: select the ports to join the trunking group. If enable LACP, you can configure LACP Active/ Passive
status in each ports. Click “Apply” to take effect.

Remove: select the ports to remove the trunking group. Click “Apply” to take effect.

You can click” Help” button; the IP Address Overview screen in Figure 5-16 appears.
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Tacherront E koo | ol x|

|
Link agoregation lets you group up to aight consemedse parts 000 a singla dedicated connecdan, Thes faature can espand bardsidty to 3 deslca on the
nebwark, such &s anokhar Twitch or 8 Teroer.
Teo create a link aggregation across tweo or more ports
L. From the main meng, choose the “group W™ amd click, “Gat™.
2. Limk Aggregation Central Protoced.
If emahile, the group is LACP stahic trunkeng group
1P chesds|E, S GROLE 19 Laes| SEsre trinl i Graup.
Nate: A0 peTs sUpEEET LACP dynames runking aroup - I connectng  the devics that also <upporms LACP, the LACP dynamics trunking onoip wil bs
orentad autcanatically.
2. Wark ports
Thnkmarx nurrni:llir of poets can be aggregated 2 the same Ume, IF LACP static trunking group, the exceed ports 5 standby and able to spgreate §
wirk pioets 13
if local static tnmkang group, the numbsar must be e ssme &5 goup ports
4, Select the ports to jein the renking oraep
If LACP emable, you con configere LACP Acthve fPassive stabe in sach ports
6, Click Apply,
Elome
Figure 5-16 WGSD-1020 Trunk Help Web Page screen
Click “Close” to close this screen.
5.4.5.2 Port aggregator status:
Provide the Port Aggregator information.
AMET WGSD-1020 Intelligent Gigabit Ethernet S - Microsoft Internet Ekﬁlo = |5’ |i|

J Fle Edit ‘“iew Favorites Tools Help ﬁ

J GBack = = - (3 tat | D search (G| Favorites £ #History | = % 0

J.D.ddress I@ http:/{192.168.0.1f j o “Links »

® LAY ) 10/100/1000Mbps
- Intefligent Ethernet Switch

FO00 Bas -

(JeLANeET

& o

{ T g

"B 800 0
- e e e 8

& o
WGED- R0 ¥

Trunking

Aggregator Setting Aggregator rmation

IP Address

Switch Settings
Console Portinfo The fallowing information provides a view of LACP current status.
Port Controls
Trunking NO GROUP ACTIVE
Filter Database
Wlan Configuration
Spanning Tree
Part Sniffer

SHMP

(AR R R NN NN NN

Securlty Manager

Close #
TFTF Upd=te Firrmeare
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Figure 5-17 WGSD-1020 Trunk information Web Page screen

Please check the detail description of parameters as below:
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Actor: oneself device.

Partner: link partner device.

Admin: Switch default value.

Oper: user setting and aggregating result.
Priority: System priority value.

MAC Address: Switch’s MAC Address.

Key: aggregating key:
100 serial is LACP static trunking.
60000 serial is LACP dynamic trunking. I.e:101: 100MB group 1's LACP static trunking, 102:100MB Group
2's LACP static trunking. 60010: 10MB LACP dynamic trunking.

Port Priority: always is 1.

Port State:
Active: ON: active status. OFF: passive status.
Timeout: ON: short timeout ( 30 sec.). OFF: long timeout ( 90 sec.).
Aggregation: ON: this link to be aggregating able. OFF: this link to be individual.
SYNC: ON: synchronization status, it has been allocated to the link aggregation information.
OFF: asynchronization status, it's not in the correct aggregation.
Collect: ON: enable collection of incoming frames. OFF: disable collection of incoming frames.
Distribute: ON: enable distribution of outgoing frames. OFF: disable distribution of outgoing frames.

Default: ON: in default setting value, using admin configured for the partner. OFF: the operational partner
information for receive in a LACPDU.

Expired: ON: the receive machine is in the expired state. OFF: the receive machine is not in the expired
status.

Speed: display port link speed status.

Full-duplex: display port link duplex status, LACP operation requires full-duplex mode.
LACP enable: display LACP status.

Trunk enable: display local trunk status.

Port enable: display port status.
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5.4.5.3 State Activity
Allow setting the LACP State Activity of each port.

2§ PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explorer == x|
J File Edit Yiew Favorites Tools Help |-
J gack + = - 2} fat | Q) 5earch  [GlFavarites £ #History | Ev-S-EH%L2

| Address @http:mgz.ms.u.u ~| o |JLinks »
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| WGSDAI
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Administration 3 3 7 T s = . 7 o
i N il Aggregator Setting Aggregator information State Activity

@ Switch Settings
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@® Port Controls =

@ Trunking 1 [T Active 3 ™ Active

@ Fiiter Database : .

@ Vian Configuration 2 ™ active s} 7 Active

@ Spanning Tree ; ]
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ecurity Manager
Close # Aoy | Defautt | Heln |
TFTP Upd=ate Firreare
[ [ [ internet

Figure 5-18 WGSD-1020 State Activity Web Page screen
Please check the detail description of parameters as below:
Active( enable ): the port automatically sends LACP protocol packets.

Passive ( not enable Active): the port does not automatically sends LACP protocol packets and only re-
spond when it receives LACP protocol packets from the opposite device.

Note: * A link having either two active LACP ports or one active port can perform dynamic LACP trunking.

A link has two passive LACP ports will not perform dynamic LACP trunking, because both ports are
waiting for LACP protocol packets from the opposite device.

* If the switch is active LACP’s actor, when you are select trunking port, the active status will be
created automatically.
You can click” Help” button; the following screen in Figure 5-19 appears.
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Figure 5-19 WGSD-1020 Trunk Help Web Page screen
Click “Close” to close this screen.
5.4.6 Filter database
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Figure 5-20 WGSD-1020 IGMP Snooping Web Page screen

Please check the detail description of parameters as below:

IGMP Snooping: WGSD-1020 support IP multicast and allow enable IGMP protocol on Switch setting ad-
vanced page from the web interface. This web page provide IGMP Snooping information,
you can see different multicast group, VID and member port. Please note the IP multicast
address range is from 224.0.0.0 to 239.255.255.255.
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Figure 5-21 WGSD-1020 Static MAC Address Web Page screen

Static MAC Address: when add a static MAC Address, it remains in the Switch’s address table, regardless of
whether the device is physically connected to the Switch. This function make the Switch
can relearn device’'s MAC Address when the device is disconnected or power-off and
active in the network again. The configure procedure is shown as below:

1. To add static MAC Address.
From the main menu, click “administrator” then click “Filter Database”.

3. Click “static MAC Address”. In the MAC address box. Enter the MAC address to which port should
permanently forward traffic, regardless of the device’s network activity.

4. Inthe Port Number box, select a port number.

If tag-based (IEEE 802.1Q) VLANS are set up on the Switch, static addresses are associated with individual
VLANSs. Type the VID (tag-based VLANS) to associate with the MAC address.

6. Click “add” to take effect.

You can click” Help” button; the following screen in Figure 5-22 appears.
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Figure 5-22 WGSD-1020 Adding Static MAC Address Web Page screen
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Figure 5-23 WGSD-1020 Port Security Web Page screen

Port Security: any port in security mode will be “locked” without permission of MAC address learning. Only the
incoming packets with MAC already existing in the MAC address table can be forwarded
normally. You can disable the port from learning any new MAC addresses then use the static
MAC addresses screen to define a list of MAC address that can use the secure port. Enter the
settings then click submit to apply the change on this web page.

You can click” Help” button; the following screen in Figure 5-24 appears.

-68 -



al®)x

Configuring Port Security

To semrs a port, disabls e part frome learming 2y new MW addoesses, Hean usa e Static MAC &ddresses scraen ta define a list of MAC sddrassas that
CAM LSS BE SACLIFE BERE,

Entar the sefings, then dick appdy o apply the thanges on this paie
¥ the apbions bedow are dimmed, MaC addrass leaming is anablad for the swikch

Cinse |

Figure 5-24 WGSD-1020 Configure Port Security Web Page screen
Click “Close” to close this screen.
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Figure 5-25 WGSD-1020 MAC Filtering Web Page screen

MAC filtering: MAC address filtering allows the WGSD-1020 to drop unwanted traffic. Traffic is filtered based
on the destination addresses. For example: if your network is congested because of high
utilization from one MAC address, you can filter all traffic transmitted from that MAC address.

You can click” Help” button; the following screen in Figure 5-26 appears.
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Figure 5-26 WGSD-1020 MAC address Filter Help Web Page screen

Click “Close” to close this screen.

5.4.7 VLAN Configuration

A Virtual LAN ( VLAN) is a logical network grouping that limits the broadcast domain. It allows you to
isolate network traffic so only members of the VLAN receive traffic from the same VLAN members.
Basically, creating a VLAN from WGSD-1020 is logically equivalent of reconnecting a group of network
device to another Layer 2 Switch. However, the entire network device is still plug into the same Switch
physically.

WGSD-1020 support port-based(refer to section 5.4.7.1) and protocol-based VLAN (refer to section
5.4.7.2) in web management page. In the default configuration VLAN is enable and all ports belong to the
default VLAN ( VID=1).

5.4.7.1 Port-based VLANSs ( IEEE 802.1Q VLAN)

Port-based Tagging rule VLAN is an IEEE 802.1Q standard. Therefore, it's possible to create a VLAN
across devices from different Switch venders. IEEE 802.1Q VLAN use a technique to insert a” Tag”
into the Ethernet frames. Tag contains a VLAN identifier (VID) that indicates the VLAN numbers.

Note: You can disable/enable VLAN function and choose VLAN operation Mode from Switch Settings.
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Figure 5-27 WGSD-1020 Tag-based( IEEE 802.1Q) VLAN Web Page screen

Create a new VLAN group and add tagged member ports procedure:

1
2
3.
4
5

From the main menu , click administrator —VLAN configuration. The screen in Figure 5-15 appears.
Click “Add” to create a new VLAN group.

Type a name for the new VLAN and VLAN ID (between 2- 4094). The default VLAN of each port 1.
From the available ports box, select ports to add to the Switch and click “Add”

Click “Apply” to take effect.

You can click” Help” button; the following screen in Figure 5-28 appears.
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Figure 5-28 WGSD-1020 Tag-based( IEEE 802.1Q) VLAN Help Web Page screen
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5.4.7.2 Protocol-based VLAN

In order for an end station send packets to different VLANSs. Itself has to be either capable of tagging
packets it sends with VLAN tags or attached to a VLAN-aware bridge that is capable of classifying and
tagging the packet with different VLAN ID based on default PVID and other packet information.
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Figure 5-29 WGSD-1020 Protocol VID VLAN Web Page screen
Please check the detail description of parameters as below:
1. From the main Tag-based (IEEE 802.1Q) VLAN page, click “Port VID Settings”.
2. Port VID( PVID):

Sets the port VLAN ID that will be assigned to untagged traffic on a given port. For example, if port 10’s
default PVID is 100, all untagged packets on port 10 will belong to VLAN 100. The default setting for all port
is VID 1. This feature is useful for accommodating device that you want to participate in the VLAN does not
support VLAN tagging. Only one untagged VLAN is allowed per port.

3. Ingress Filtering:

Ingress filtering lets frames belonging to a specific VLAN to be forwarded if the port belongs to that VLAN.
Please note there are two ingress filtering rule as follows:

Ingress filtering rule 1: forward only packets with VID matching per port's configured VID.
Ingress filtering rule 2: drop untagged frames.
You can click” Help” button; the following screen in Figure 5-28 appears.

Click “Close” to close this screen.
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5.4.8 Spanning Tree

The Spanning Tree Protocol (STP) is a standardized method (IEEE 802.1D) for avoiding loops in
Ethernet networks. When enable STP function, please ensure only one path at a time is active between
any two nodes on the network. You can enable Spanning Tree Protocol from the Switch setting ad-
vanced item of web interface. We are recommended you to enable STP on whole Switches for ensures
a single active path in the network.
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Figure 5-30 WGSD-1020 Spanning Tree Parameters Web Page screen

You can modify new value for STP parameter then click “Apply” button to modify.

Configure Spanning Tree Parameters

Priority {1-65535) IEETEB
Max Age (6-40) | 15
Hello Time (1-10) E
Forward_Delay_Time(4-30) |5

F‘-F'F'Wl

Figure 5-31 Configure Spanning Tree Parameters Web Page screen

Please refer to Table 5-1 for the Spanning Tree Parameters detail description.
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Parameter Description

Priority Allow changing priority value. A value used to identify the root bridge. The bridge with the
lowest value has the highest priority and is selected as the root. The priority range is 1 to 65535

Max Age, Allow changing the Max Age value. The Max Age range is 6 to 40

Hello Time  |Allow changing the Hello Time. The Hello Time range is 1 to 10.

Forward Delay|Allow changing the forward delay time. The Forward Delay Time range is 4 to 30.
Time

Table 5-1 Spanning Tree Parameters detail description

You can view the spanning tree information about Root Bridge. The screen is shown as below:

Root Bridge Information

Priority 32708
Mac Address 004063800030
Root Path_ Cost 0
Root Port we are root
Max Age 15
Hello Time 3
Forward Delay 5

Figure 5-32 Root Bridge Information Web Page screen
The following parameter can be configured of per port, after you setup completed. Please click“ Apply” button
to modify.
Configure Spanning Tree Port Parameters

Priority Path Cost
Port Number {0 - 255; {1-65535;
Default 128) Default 10}

128 l1|:|
Appl@.rl Help |

Figure 5-33 Configure Spanning Tree Parameters of each port Web Page screen
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Please refer to Table 5-2 for per port Spanning Tree Parameters detail description.

Parameter Description

Port Priority  [Allow to set port priority of per port. The priority range is 0 to 255.

Path Cost Allow to set port cost of per port. The path cost range is 1 to 65535

Table 5-2 Per port Spanning Tree Parameters detail description
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You can view spanning tree status about the Switch. The screen is shown as below:

1 10 128 DISABLED
2 10 128 DISABLED
3 10 128 FORMARDIMNG
4 10 128 DISABLED
3 10 128 DISABLED
5] 10 128 DISABLED
7 10 128 DISABLED
2 10 128 FORMARDIMG
9 10 128 DISABLED
10 10 128 DISABLED

Figure 5-34 STP Port Status Web Page screen

You can click” Help” button; the following screen in Figure 5-35 appears.
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== 11 |

Figure 5-35 Spanning Tree Management Help Web Page screen

Click “Close” to close this screen.
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5.4.9 Port Sniffer

The Port sniffer is a method for monitor traffic in WGSD-1020 networks. Traffic through ports can be
monitored by one specific port. Traffic through the in or out monitored ports will be duplicated into sniffer
port.

2} PLANET WGSD-1020 Intelligent Gigahit Ethernet Switch - Microsoft Internet Explorer 18| x|

J File Edit \iew Faworites  Tools  Help |“
J HBack » = - @ ot | @Search [Ze] Favarites @Historv | %v =h g’f - @ =2 g
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Intelligent Ethernet Switch |
00 Pawe - T e
e
-

[ 154

-
WOSD-H020°

Port Sniffer ZI
Roving Analysis State: |D|5AE|LELI
@ P Address
@ Switch Settings Analysis Port: [None 7|
@ Console Portinfo Monitor Ports Monitor RxMonitor Tx
@ Port Controls
@ Trunking : r O
@ Fiiter Database 2 | Il
@ Vian Configuration
@ Spanning Tree = r r
@ Port Sniffer 4 || [
@ sHMP
@ Security Manager 3 r O
Close # =] O O
JE b e Elmar ey 7 I & |
Qe e 3 - -
Cllssisesm
Reboot 5 I— r LI
&] Done l_l_lﬁ Internet

Figure 5-36 WGSD-1020 Port Sniffer Web Page screen
Please check the detail description of parameters as below:
Roving Analysis: provide disable or enable port sniffer function.

Analysis Port: allow seeing all monitor port traffic; you can connect sniffer port to LAN Explorer, Session Wall,
Sniffer Pro or Netxray.
Monitor RX: Monitored receive frames from specific port.

Monitor TX: Monitored send frames from specific port.

You can click” Help” button; the following screen in Figure 5-37 appears.
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Figure 5-37 WGSD-1020 Port Sniffer Help Web Page screen
Click “Close” to close this screen.

5.4.10 SNMP

Allow to management the WGSD-1020 through the Simple Network Management Protocol( SNMP)

It provides protocol that governs the transfer of information between management station (PC with
SNMP software) and agent (switches). The management Information Base (MIB) is installed correctly
on the management station.

"B PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet Explorer =81x]
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CRebeot El
&] Done [ [ |4 trternet

Figure 5-38 WGSD-1020 SNMP Management Web Page screen

Use this page to define the management stations as trap managers and key in SNMP community strings. It also
allows user to define a name, location and contact person for the WGSD-1020. Fill in the system options data
and click “Apply” to update the change of this page.
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System Options

Mame :|

Location : |

Contact :|

Applyl Help |

Figure 5-39 System Options Web Page screen
Please check the detail description of parameters as below:
Name: enter the system name for this Switch.
Location: enter the location of this Switch.

Contact: enter the name of system administrator. Then click “ Apply” to take effect.

Community strings serve as password and can be entered as following screen:

Community Strings
Current Strings : MNew Community String :

public__ RO == Add == | String :
Remove | @ RO O RW

Figure 5-40 Community Strings Web Page screen

Please check the detail description of parameters as below:
RO / Read Only: enables requests accompanied by this string to display MIB-object information.

RW / Read Write: enables requests accompanied by this string to display MIB-object information and set MIB
objects.

Trap Manager
A Trap manager is a management station that receives traps, the system alerts generated by the Switch.
If Trap manager is not defined then there is no trap issued. Create a Trap manager by enter the IP address of

the station and community name.
Trap Managers

Current .
Managers : MNew Manager :

(nane; =< Add == | IP Address : |
E— | Community :|

Figure 5-41 Trap Managers Web Page screen

You can click” Help” button; the following screen in Figure 5-42 appears.
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Figure 5-42 SNMP Management Help Web Page screen
Click “Close” to close this screen.
5.4.11 Security Manager
Allow user to modify the User Name and Password of WGSD-1020.
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Figure 5-43 WGSD-1020 Security Manager Web Page screen
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1.
2.
3.
4.

5.5 TFTP Update Firmware

The following menu options provide some system control functions to allow user to update latest firmware
and remotely reboot WGSD-1020 system.

Input the new user name.
Input the new password.
Re-input the new password.

Click “Apply” button to modify.

2} PLANET WGSD-1020 Intelligent Gigabit Ethernet Switch - Microsoft Internet E: 18] x|

J File Edit “iew Favorites Tools Help ﬁ

CDPLANET & @ & # v 1 = 10/100/1000Mbps [
"‘)"‘"""_"" *w - Intelligent Ethernet Switch

- : iid —_— e F
{ - .s g - .o o [
Metwarking & Communication | ; -y 4 [
st | e . - o .
: - " . (1.
v ] ™

-9
WOSDEN 3 8

TFTP Download New Image

TFTP Server IP Address ([152.168.223.89
Firmware File Name Iimage.hin

Apply | Help |

&1 Done [ [ % mnternet
Figure 5-44 WGSD-1020 TFTP Download New Image Web Page screen

Firmware update requirements:

1. The latest firmware version of WGSD-1020.

2. WGSD-1020.

3. ATFTP server

Firmware update procedure:

1. Install TFTP server in your PC.

2. Download the firmware file and put the file to the TFTP download directory.

3. Enter the IP address of PC with TFTP server and the firmware name.

4. Click “Apply” to update the firmware.

You can click” Help” button; the following screen in Figure 5-45 appears.
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Figure 5-45 WGSD-1020 TFTP Help Web Page screen

Click “Close” to close this screen.

5.6 Configuration Backup
This option allows you to backup the WGSD-1020's configuration into a file.
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s

Administration

TFTP Restore Configuration TFTP Backup Configuration

Resetsygtem """""""" TFTP Server IP Address  [|192.158.223.99
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Applyl Help |

&] Done l_l_lﬂ Internet
Figure 5-46 WGSD-1020 TFTP Configuration Web Page screen

TFTP Restore Configuration:

TFTP Configuration

TFTP Restore Configuration ETP Backup Configuration

TFTP Server IP Address  [[192.165.0.99

Backup File Name [nash.dat

Help |

Figure 5-47 WGSD-1020 TFTP Restore Configuration Web Page screen
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Purpose: allow user restore the EEPROM value from this function.
Usage: enter the TFTP Server IP Address and Backup File Name.
Click “Apply” to restore EEPROM value.

Note: you must put the backup image file (backup by TFTP Backup Configuration) in TFTP server then

download the backup image file to the WGSD-1020.

You can click” Help” button; the following screen in Figure 5-45 appears.

Click “Close” to close this screen.

TFTP Backup Configuration:

TFTP Configuration

TETP Restore Configuration TFTP Backup Configuration

“TFTP Server IP Address  [192.166.0[99
T, ="'

Help |

Figure 5-48 WGSD-1020 TFTP Backup Configuration Web Page screen
Purpose: allow user save the EEPROM value from this function.
Usage: Enter the TFTP Server IP Address and Backup File Name.
Click “Apply” to save current EEPROM value.

You can click” Help” button; the following screen in Figure 5-45 appears.

Click “Close” to close this screen.
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5.7 Reset System

This function provides reset the Switch to factory default mode.
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Figure 5-49 WGSD-1020 Reset Switch Web Page screen
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5.8 Reboot System
This function allows reboot the WGSD-1020.
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Figure 5-50 WGSD-1020 Reboot Switch Web Page screen

You can click” Help” button; the following screen in Figure 5-51 appears.

Remote Boot System Help

Ramoba Baat 15 used to reset whida switch sy shanm
IF same netwark prablem happen o same settng value take effect aftar mboot, vou can rebook 5ysbam,

Cloze |

Figure 5-51 WGSD-1020 Reboot Switch Help Web Page

Click “Close” to close this screen.
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5.9 View the State, Link Activity and detail packet information
To view the current state, link, and detail packet information for the WGSD-1020, click the RJ-45 jacks on
the switch shown in your Browser’s screen. The LED Panel screen in Figure 5-52 appears.

R Port 1 Statnz - Network Ports Dnfomms .. ;_I_I_- [=] i[

209601

Figure 5-52 View the State, Link, detail packet information Web Page screen
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6. SWITCH OPERATION

6.1 Address Table

The Giga Switch is implemented with an address table. This address table composed of many entries.
Each entry is used to store the address information of some node in network, including MAC address, port
no, etc. This information comes from the learning process of Ethernet Switch.

6.2 Learning

When one packet comes in from any port. The Giga Switch will record the source address, port no. and the
other related information in address table. This information will be used to decide either forwarding or fil-
tering for future packets.

6.3 Forwarding & Filtering

When one packet comes from some port of the Ethernet Switching, it will also check the destination ad-
dress besides the source address learning. The Ethernet Switching will lookup the address-table for the
destination address. If not found, this packet will be forwarded to all the other ports except the port which
this packet comes in. And these ports will transmit this packet to the network it connected. If found, and the
destination address is located at different port from this packet comes in, the Ethernet Switching will
forward this packet to the port where this destination address is located according to the information from
address table. But, if the destination address is located at the same port with this packet comes in, then this
packet will be filtered. Thereby increasing the network throughput and availability

6.4 Store-and-Forward

Store-and-Forward is one type of packet-forwarding techniques. A Store-and Forward Ethernet Switching
stores the incoming frame in an internal buffer, do the complete error checking before transmis-
sion. Therefore, no error packets occurrence, it is the best choice when a network needs efficiency and
stability.

The Ethernet Switch scans the destination address from the packet-header, searches the routing table
provided for the incoming port and forwards the packet, only if required. The fast forwarding makes the
switch attractive for connecting servers directly to the network, thereby increasing throughput and avail-
ability. However, the switch is most commonly used to segment existing hubs, which nearly always
improves overall performance. A Ethernet Switching can be easily configured in any Ethernet network
environment to significantly boost bandwidth using conventional cabling and adapters.

Due to the learning function of the Ethernet switching, the source address and corresponding port number
of each incoming and outgoing packet are stored in a routing table. This information is subsequently used
to filter packets whose destination address is on the same segment as the source address. This confines
network traffic to its respective domain, reducing the overall load on the network.

The Giga Switch performs "Store and forward" therefore, no error packets occur. More reliably, it re-
duces the re-transmission rate. No packet loss will occur.

6.5 Auto-Negotiation

The STP ports on the WGSD-1020 switch have built-in "Auto-negotiation". This technology automatically
sets the best possible bandwidth when a connection is established with another network device (usually at
Power On or Reset). This is done by detecting the modes and speeds at the second of both device is
connected and capable of, Both 10Base-T and 100Base-TX devices can connect with the port in either
Half- or Full-duplex mode. 1000Base-T can only connected in Full-duplex mode.
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7. TROUBLESHOOTING

This chapter contains information to help you solve problems. If Giga Switch is not functioning properly, make
sure the Ethernet Switch was set up according to instructions in this manual.

The Link LED is not lit
Solution:
Check the cable connection and remove duplex mode of the Giga Switch

Some stations can not talk to other stations located on the other port

Solution:
Please check the VLAN, port trunking and Port Sniffer function which may introduce this kind of problem..

Performance is bad

Solution:

Check the full duplex status of the Ethernet Switch. If the Ethernet Switch is set to full duplex and the
partner is set to half duplex, then the performance will be poor.
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APPENDIX A NETWORKING CONNECTION

A.1 Switch's RJ-45 Pin Assignments
1000Mbps,1000Base T

Contact | MDI MDI-X
1 Bl_DA+ Bl_DB+
2 BI_DA- Bl_DB-
3 Bl DB+ BI_DA+
4 BI_DC+ BI_DD+
5 BI_DC- BI_DD-
6 BI_DB- Bl_DA-
7 BI_DD+ Bl DC+
8 BI_DD- BI_DC-

Implicit implementation of the crossover function within a twisted-pair cable, or at a wiring panel, while not
expressly forbidden, is beyond the scope of this standard.

A.2 10/100Mbps, 10/100Base-TX

Contact MDI | MDI-X |
1 1 3
2 2 6
3 3 1
6 6 2

A.3 RJ-45 cable pin assignment

&

There are 8 wires on a standard UTP/STP cable and each wire is color-coded. The following shows the pin allocation and color of
straight cable and crossover cable connection:
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Straight Cable SIDE 1 SIDE 2

1234567 8SIDE1  1=whitelOrange 1 = White/Orange
2= Orange 2= QOrange
3= White/Green 3 = White/Green
4= Blue 4 = Blue
& = White/Blue 5 = White/Blue
12345678S8IDE2 g=Green 6= Green
T = White/Brown T = White/Brown
8= Brown B8 = Brown

Cross Over Cable

SIDE 1 SIDE 2
12346567 8 SIDE 1 1 = White/Orange 1 = White/Green
2= Q0range 2 = Green
3 = White/Green 3 = White/Orange
4 = Blue 4 = Blue
e 5 = White/Blue § = White/Blue
1234567 8 SIDE 2 6 = Green 6 = Drange
7 = White/Brown 7 = WhiteBrown
8 = Brown 8 = Brown

Figure A-1: Straight-Through and Crossover Cable

Please make sure your connected cables are with same pin assignment and color as above picture before deploying the cables into your
network.
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APPENDIX B TECHNICAL SPECIFICATIONS

WGSD-1020 10/100/1000Mbps Intelligent Ethernet Switch

Hardware Specification

Ports

Eight 10/ 100Base-TX , two 1000Base-T RJ-45 Auto-MDI/MDI-X ports

Switch Fabric

5.6Gbps

Switch Processing Scheme

Store-and-forward

Throughput (packet per second)  4.16Mpps
Address Table 8K entries
Queue Buffer 128Kbytes

Flow Control

Back pressure for half duplex, IEEE 802.3x PAUSE Frame for full duplex

Broadcast Storm Control

Runt and CRC Filtering eliminates erroneous packets to optimize the network
bandwidth

Dimensions

217x 135x 43 mm (D x W x H)

Weight

1kg

Power Requirement

100~240 VAC, 50-60 Hz

Power Consumption / Dissipation

17 Watts maximum / 58 BTU/hr maximum

Temperature

Operating: 0~50°C, Storage -10~70°C

Humidity

Operating: 10% to 90%, Storage: 5% to 90% (Non-condensing)

Standards Conformance

Regulation Compliance

FCC Part 15 Class A, C

Standards Compliance

IEEE:

IEEE 802.3 (Ethernet)

IEEE 802.3u (Fast Ethernet)

IEEE 802.3ab (Gigabit Ethernet)
IEEE 802.3x (flow control)

IEEE 802.1d Spanning Tree

IEEE 802.1Q VLAN

IEEE 802.1p port priority

IEEE 802.3ad port trunking (with LACP)
RFC:

RFC 783 TFTP

RFC 791 IP

RFC 792 ICMP

RFC 854 Telnet

RFC 1157 SNMP

RFC 1213 MIB II

RFC 1757 RMON (group 1, 2, 3, 9)
RFC 2068 HTTP
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