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1. Introduction

The PLANET WGSW-2402 switch is a flexible, high-speed, state-of-the-art routing switch that offers a combination of Ethernet, Fast Ethernet, and Gigabit Ethernet solutions. 

This chapter introduce you the key features of the Switch and some basic concepts of how the WGSW-2402 works.
1.1 Using This User’s Manual

This User’s Manual contains all the information you need to install, configure, and troubleshoot the Switch.

In the following sections and Chapter, the term “Switch”, will indicates the WGSW-2402, “WebSwitch” shows PLANET range of Web Switch family, and “switch” for third party switches.

1.2 Package Contents

The WGSW-2402, routing switch package contains the followings:

· The WGSW-2402 

· One Power Cord

· One Null modem Cable

· One User’s Manual 

· One Quick Installation Guide

· Two Rack-mount brackets and 6 screws

If any of the above items missed, please contact with your local dealer immediately!

1.3 Product Features

The WGSW-2402 Switch provides the following key features.

· Layer-2 switching:

- 6.54 Mpps maximum forwarding rate per system

- 148800pps on all Fast Ethernet ports

- 1488000pps on both Gigabit ports

- 2 K internal cache MAC address table

· Full-duplex (802.3X) and half-duplex (back pressure) flow control

· VLAN support:

- Port-based VLAN

- 802.1Q tagged VLAN

· Hardware-based RMON counters

· Flooding/broadcast storm control

· Packet filtering of source and destination MAC addresses

· Port security

- Limit number of MAC addresses learned per port

- Static MAC addresses stay in the filtering table

· IEEE802.1p support

- Two queues per output port

- Classification of packet priority can be based on either a VLAN tag on packet or a user-definable port priority

· Port trunking (link aggregation)

- Supports four groups total, maximum of eight ports per group

- Load sharing based on source and destination MAC 

addresses

· Port mirroring provided through dedicated port, Port 1, or Port 13

· Network management:

- Bridging: - 802.1D Spanning Tree

- 802.1P/Q - GARP/GVRP

- Routing: -RIP

- RIP-2

- DHCP-Relay

- ICMP Router Discovery Message

- IP Multicast: - IGMP Snooping

- IP Multicast Packet Filtering

- Maximum of 256 VLANs and IP multicast sessions

- SNMP agent: -MIB-2

- Bridge MIB (RFC1286)

- RMON MIB (RFC1757) -statistics, history, alarms, and events

- VLAN MIB (802.1Q)

- Java applet-based MIB browser

· One RS-232 port as local control console

· Telnet remote control console

· Web browser support based on HTTP server and CGI parser

· TFTP/Kermit software-upgrade capability

1.4 Physical Ports

The WGSW-2402 Switch supports 10Base-T/100Base-TX, and 1000Base-FX/1000Base-T ports. The twenty-four port in the front is 10/100Base-TX ports. And the rear module sots support two types of module, 1000Base optic-fiber and copper.

1.4.1 10Base-T/100Base-TX Ports

The 10Base-T/100Base-TX ports use RJ-45 connectors and can operate in the following modes:

· 10Base-T full-duplex mode

· 10Base-T half-duplex mode

· 100 Base-TX full-duplex mode

· 100Base-TX half-duplex mode

· Auto-sensing mode

Half-duplex mode uses back-pressure flow control to prevent the receiving buffer from being overrun by data from a source node. Full-duplex mode uses the 802.3X flow control standard to prevent fast data traffic from over-running slow data traffic. 

Auto-sensing mode automatically determines whether full-duplex or half-duplex mode is used after auto-negotiating with the other end of the link.

· When configured for 10Base-T operation, the ports are ideal for connection to single end-stations, 10Base-T hubs, or any 10Base-T compatible device that uses standard 10Base-T adapters and wiring. 10Base-T ports are configured as MDIX and provide a full 10Mbps bandwidth to attached devices. Maximum segment length is 100 meters (328 feet) over grade 3, 4 or 5 twisted-pair cable.

· When configured for 100Base-TX operation, the ports are ideal for connection to server or network backbones. 100Base-TX ports are configured as MDIX and provide 100Mbps bandwidth to attached devices. Maximum segment length is 100 meters (328 feet) over grade 5 twisted-pair cable.

1.4.2 1000Base-FX Ports

1000Base-FX ports use fiber connections to provide links to high-speed network segments or individual workstations. Auto mode and Full-duplex mode supported for the fiber optic port. 

When AUTO mode enabled, the port will detect the transfer mode automatically. Please refer to the module’s guide for the details.

1.4.3 1000Base-T Ports

1000Base-T ports use RJ-45 connections to provide links to high-speed network segments or individual workstations. The accepted wiring is 4-pair Category 5 or above UTP/STP cable, please refers to the module’s guide for the details.

1.5 Basic Functions of Layer-2 Switching

If the <Destination MAC Address, Source MAC Address> of a receiving frame exists in the switch’s Distributed Flow Cache (DFC), the incoming frame is switched to the output port. Otherwise, the switch is responsible for switching both VLAN tagged and untagged frames

from a receiving port to one or more transmitting ports. 

During the switching process, the switch performs multiple steps, including:

· VLAN classification

· Learning

· Filtering

· Forwarding

· Aging

The following sections provide additional information about the tasks that the switch performs during unicast and multicast switching.

1.5.1 Unicast Switching

The following sections describe VLAN classification, learning, filtering, and forwarding for unicast switching.

1.5.1.1 VLAN Classification

When the switch receives a frame, it classifies the frame in one of two ways:

· If the frame is untagged, the switch classifies the frame to an associated VLAN.

· If the frame is tagged, the switch uses the tagged VLAN ID to identify the broadcasting domain of the frame.

1.5.1.2 Learning

After VLAN classification, the switch checks the <source MAC address, VLAN> pair in the switching database (SDB) to see whether the <source MAC address, VLAN> pair is known.

· If it is unknown, the switch inserts the <source MAC address, VLAN> into the SDB and learns the <source MAC address, VLAN>.

· If it is known, the switch checks the <source MAC address, VLAN> pair for a mismatched port ID. If the port ID associated with the <source MAC address, VLAN> pair in the SDB is different than the receiving port, the switch modifies the port ID in the SDB and modifies its management database (MDB) accordingly.

1.5.1.3 Filtering

After learning the address, the switch checks:

· Whether the source port or the destination port is in the forwarding state.

· The source MAC address or destination MAC address to be filtered.

· That the source port ID is the same as destination port ID. If any of these conditions are met, the switch drops the receiving. Otherwise, it continues with the forwarding process described below.

1.5.1.4 Forwarding

During the forwarding process, the switch checks whether the <destination MAC address, VLAN> pair is unknown.

· If it is unknown, the switch floods the receiving frame to all ports in the VLAN, excluding the source port.

· If it is known, the switch forwards the receiving frame to the port associated with the <destination MAC address, VLAN> pair. At the same time, the switch ascertains the individual port's VLAN tagging /un-tagging configuration and corresponding VLAN ID to render the appropriate frame-tagging decisions when the frame is ready to be transmitted.

1.5.2 Multicast Switching

For a multicast switching, the switch checks whether the received frame is a BPDU. If a BPDU is received, the switch forwards the frame to for processing by the spanning tree protocol. Otherwise, the switch performs the following processes:

· VLAN classification, the same as for VLAN classification above. 

· Learning, the same as for section above

· Filtering, after learning, the switch checks:

- Whether the source port or destination port is not in the for-warding state.

- The source MAC address is to be filtered.

- The source port ID is the same as destination port ID.

If any of these conditions are met, the switch drops the receiving frame. Otherwise, the switch performs the forwarding process.

· Forwarding, the switch floods the received multicast frame to all ports within the VLAN, excluding the source port. At the same time, the switch ascertains the individual port's VLAN tagging /untaggging configuration and corresponding VLAN ID to render the appropriate frame-tagging decisions when the frame is ready to be transmitted.

· Ageing, the switch performs the aging process for the <MAC ad-dresses, VLAN> pair in the switching database. Once a < MAC address, VLAN> pair is aged out, the SDB is modified.

· Spanning Tree, the switch supports one Spanning Tree per bridged network.

1.6 VLAN

Virtual LANs (VLANs) are logical, independent workgroups within a network. These workgroups communicate as if they had a physical connection to the network. However, VLANs are not limited by the hardware constraints that physically connect traditional LAN segments to a network. As a result, VLANs can define a network into various logical configurations. 

For example, VLANs can define a network by application. For instance, a company might create one VLAN for multimedia users and another for e-mail users. VLANs can also define a network by department.

For example, a company might have one VLAN for its Engineering Department, another for its Marketing Department, and another for its Accounts Payable Department. 

VLANs can also be set up according to the organization structure within a company. For example, the company president might have his own VLAN, his executive staff might have a different VLAN, and the remaining employees might have yet a different VLAN.

As these examples show, VLANs offer unparalleled flexibility. The following sections describe how deploying VLANs can benefit organizations and reduce administration costs.

1.6.1 Broadcast Containment

In traditional networks, traffic broadcasts to all network devices, whether they are the intended recipients or not. However, VLANs can be set up to contain only those devices that need to communicate with each other. As a result, VLANs significantly reduce network congestion.

In addition, VLANs prevent broadcast storms from causing a network meltdown due to volumes of traffic.

1.6.2 Multicast-Based Multimedia Applications

Multimedia applications, such as interactive training, video conferencing, and news-video transmissions, require large amounts of bandwidth. These applications are also extremely sensitive to variable delays, which are unavoidable on a shared Ethernet network. By defining a VLAN based on the IP multicast address for all subscribing members on the VLAN, sufficient bandwidth will be available for these applications, providing true multimedia on Ethernet.

1.6.3 Enhanced Security

Because VLANs are self-contained, only the devices within the same VLAN can communicate with each other. If a device in one VLAN wants to communicate with a device in another VLAN, the traffic must go through a router.

1.6.4 VLAN Membership

The WGSW-2402 VLAN implementation allows:

· Up to 256 VLANs in one switch.

· VLANs across multiple switches by using explicit or implicit tagging and the GARP/GVRP protocol defined in IEEE 802.1p and 802.1Q.

· An end station’s network interface card to belong to multiple VLANs.

· A switch port to be associated with multiple VLANs.

1.6.4.1 Definitions of VLAN Membership

WGSW-2402 VLAN implementation allows VLAN membership to be defined based on ports. That means, physical port numbers organizes port-based VLAN. For example, switch ports 1, 2, 4, and 6 can be one VLAN, while ports 3, 5, 7, and 8 can be another VLAN. Broadcasts from serves within each group would only go to the members of its own VLAN. This ensures that broadcast storms cannot cause a network meltdown due to volumes of traffic.

1.6.4.2 VLAN Membership Learning

Port-based VLAN is defined using a static binding between a VLAN and its associated ports. The Switch’s forwarding decision is based on the destination MAC address and its associated port ID. Therefore, to make valid forwarding and flooding decisions, the Switch learns the relationship of the MAC address to its related port -- and thus to the VLAN -- at run-time.

1.6.4.3 Remote VLAN Learning

In addition to providing network management tools that allow network administrators to statically add and delete VLAN member ports, the Switch also supports GVRP (GARP VLAN Registration Protocol). GVRP allows for dynamic registration of VLAN port members within a switch and across multiple switches.

In addition to supporting the dynamic updating of registration entries in a switch, GVRP is used to communicate VLAN registration information to other VLAN-aware switches, so that a VLAN member can cover a wide span of switches in a network.

GVRP allows both VLAN-aware workstations and the Switches to issue and revoke VLAN memberships. VLAN-aware WebSwitches register and propagate VLAN membership to all ports that belong to the active topology of the VLAN.

1.6.5 VLAN Configuration

PLANET currently provides a Local/Remote Management Console Interface for VLAN configuration and management. An SNMP-based VLAN MIB is also provided.

1.6.6 Intra-VLAN Communication

The Switch supports intra-VLAN communication using ASIC, as described in section 1.3
1.6.7 Inter-VLAN Communication

The Switch supports inter-VLAN communication using CPU-based routing software.

1.7 IEEE802.1p Support

The Switch provides two transmit queues on each port, with a “weighted round-robin” scheme. These functions can be used to provide independent priorities for various types of data including real-time video, real-time voice, and best-effort data.

Priority assignment to a packet in the Switch is accomplished through explicit assignment by end stations, which have applications that require a higher priority than best-effort data. This mechanism utilizes the IEEE 802.1p and 802.1Q tag structure, which the switch uses to decide priority assignments for the received packets. 

1.8 GVRP

In addition to network management tools that allow network administrators to statically add and delete VLAN member ports, the Routing Switch supports GARP VLAN Registration Protocol (GVRP).

GVRP supports the dynamic registration of VLAN port members within a switch and across multiple switches. In addition to dynamically updating registration entries within a switch, GVRP is used to communicate VLAN registration information to other VLAN-aware switches, so that members of a VLAN can cover a wide span of switches in a network.

GVRP allows both VLAN-aware workstations and the Switch to issue and revoke VLAN memberships. VLAN-aware Switches register and propagate VLAN membership to all ports that are part of the active topology of the VLAN.

.

1.9 IGMP Snooping and IP Multicast Filtering

The Internet Group Management Protocol (IGMP) runs between hosts and their immediately neighboring multicast routers. The protocol’s mechanisms allow a host to inform its local router that it wants to receive transmissions addressed to a specific multicast group.

Routers periodically query the LAN to determine if known group members are still active. If there is more than one router on the LAN performing IP multicasting, one of the routers is elected “querier” and assumes the responsibility of querying the LAN for group members. Based on the group membership information learned from the IGMP, a router can determine which (if any) multicast traffic needs to be for-warded to each of its “leaf” subnetworks. Multicast routers use this information, along with a multicast routing protocol, to support IP multicasting across the Internet.

IGMP provides the final step in an IP multicast packet delivery service since it is only concerned with the forwarding of multicast traffic from the local router to group members on directly attached subnetworks. The Switch support IP Multicast Filtering by: 

· Passively snooping on the IGMP Query and IGMP Report packets transferred between IP Multicast Routers and IP Multicast host groups to learn IP Multicast group members, and

· Actively sending IGMP Query messages to solicit IP Multicast group members.

The purpose of IP multicast filtering is to optimize a switched network's performance, so multicast packets will only be forwarded to those ports containing multicast group hosts members and routers instead of flooding to all ports in the subnet (VLAN).

The Switch with IP multicast filtering/switching capability not only passively monitor IGMP Query and Report messages, DVMRP Probe messages, PIM, and MOSPF Hello messages; they also actively send IGMP Query messages to learn locations of multi-cast routers and member hosts in multicast groups within each VLAN.

Note, however, IGMP neither alters nor routes any IP multicast packets. Since IGMP is not concerned with the delivery of IP multicast packets across subnets, an external IP multicast router is needed if IP multicast packets have to be routed across different subnets.

2. Installation

This chapter describes how to install the Switch. Topics include:

· Front and back views 

· Pre-installation considerations

· Rack-mount installation instructions

· Wall-mounting installation instructions

· Powering on the Switch

2.1 Front and Back Views

The front panel and the back panel is as the following:

2.1.1 Front Panel

Figure 2-1 shows the front panel of the Switch. 


[image: image1.wmf]
Figure 2-1. Switch Front View

24 STP ports in the front panel with 3 LED indicators for each port. And port #20 with push button for MDI-X/ MDI selection.
2.1.2 LED Indication

	Printing 
	Status
	Description

	System

	Power
	Stead Green
	The Switch is powered, pass the POST and successfully connected to a network

	DIAG
	Blinking Green
	The LED blink when management functions are being performed

	Per TP port 

	U (Upper row)

10/100 Link
	Steady Green

Steady Orange
	The port is get a good link and operating at 100Mbps

The port is get a good link and operating at 10Mbps

	M (Middle row)

Activity
	Blinking Green

Blinking Orange
	The port is transmitting data

The port is receiving data

	L (Lower row)

FDX/COL
	Steady Green

Blinking Orange
	The port is operating in Full-duplex mode

The port is operating in Half-duplex mode and a network collision is being occurred

	Per GbE slot

	LINK
	Steady Green
	The module is installed and get a good link

	ACT
	Blinking Green
	The port is transmitting/receiving data

	FDX
	Steady Green
	The port is operating in Full-duplex mode


2.1.2 Rear Panel

Figure 2-2 shows the back panel.

[image: image2.wmf]
Figure 2-2. Switch Back View

There are 2 slots reserved for optional 1000Base-T or 1000Base-SX Gigabit Ethernet module installation. For more about the module, please refer to the installation guide of the module.

One DB-9 RS-232 console ports for terminal management. 

One power inlet for 90~250V AC. 50~60Hz power supply.

One FAN for cooling the system.

2.2 Pre-installation Considerations

Before you install the Switch, observe the pre-installation considerations in the following sections.

2.2.1 Fast Ethernet Topology Considerations

If you will be using the Switch for Fast Ethernet (100Mbps) operation, observe the following guidelines:

· The maximum unshielded twisted-pair (UTP) cable length is 100 meters (328 feet) over Category 5 cable.

2.2.2 Full-Duplex Considerations

The Switch provides full-duplex support for its Fast Ethernet ports. Full-duplex operation allows frames to be sent and received simultaneously, doubling a link’s potential data throughput.

If you will be using the Switch in full-duplex mode, the maximum UTP cable length is 100 meters (328 feet) over Category 5 cable.

2.2.3 Positioning the Switch

The Switch is designed for office use, where it can be free standing, wall-mounted, or mounted in most standard 19-inch equipment racks. If you prefer, you can rack-mount the Switch in a wiring closet or equipment room using two mounting brackets and six screws.

When choosing a location for the Switch, observe the following guidelines:

· Make sure the Switch is accessible and that the cables can be connected easily

· Keep cabling away from sources of electrical noise such as radios, transmitters, and broadband amplifiers as well as power lines and fluorescent lighting fixtures.

· Prevent water or moisture from entering the Switch case

· Make sure there are no obstructions to restrict air-flow around the Switch. We recommend that you provide a minimum of 25-millimeter (1-inch) clearance.

· Do not place liquids or other objects on top of the Switch.

· If Switches are for desktop placement, do not stack more than four Switches on top of one another or more than 20 kilograms.

2.3 Rack-Mount Installation Instructions

The following procedure describes how to install the Switch in a standard 19-inch rack.

2.3.1 Prerequisites

· Disconnect all cables from the Switch.

· Remove all adhesive pads from the bottom of the Switch.

2.3.2 Installation Instructions

1. Place the Switch right side up on a hard flat surface, with the front panel facing you.

2. Locate a mounting bracket over the mounting holes on one side of the Switch (see Figure 2-3).

3. Insert three screws and use a screwdriver to secure.

4. Repeat the two previous steps for the other side of the Switch.

5. Insert the Switch into the 19-inch rack and secure with suitable screws. Make sure the ventilation holes on the Switch are not obstructed.

6. Connect the cables to the back of the Switch.

[image: image3.jpg]



Figure 2-3. Locating a Mounting Bracket

2.4 Wall Mounting Installation Instructions

A single WGSW-2402 Switch can be mounted on a wall, using the following procedure.

2.4.1 Prerequisites

· Make sure the wall to which the Switch will be mounted is smooth, flat, dry and sturdy. If necessary, attach a piece of plywood, approximately 305 x 510 x 12 millimeters (12 x 20 x 0.5 inches) securely to the wall and mount the Switch to the plywood.

· Disconnect any cables from the back of the Switch.

· If the bottom of the Switch has adhesive pads, remove the pads.
2.4.2 Installation Instructions

1. Place the Switch right side up on a hard, flat surface, with the front panel facing you.

2. Locate a mounting bracket over the mounting holes on one side of the Switch 

3. Insert two screws and use a screwdriver to secure.

4. Repeat steps 2 and 3 for the other side of the Switch.

5. Position the base of the Switch against the wall or plywood and mark the position of the screw holes in both wall brackets.

6. Drill the four holes where the positions appear on the wall or plywood.

7. Use suitable fixings and screws to attach the Switch securely to the wall or plywood.

8. Connect the cables to the back of the Switch.

2.5 Powering On the Switch

When you power-on the Switch, the Switch performs its Power-On Self Test (POST). During the POST, the Switch performs a series of diagnostic procedures to make sure the basic system is functioning with integrity. After the POST, the power LED will turns on steady, the related port will then work as they are. The accepted power range is 100V~250VAC, 50~60Hz, auto-sensing.

Note: The device is a power-required device, it means, it will not work till it is powered. If your networks should active all the time, please consider use an UPS (Uninterrupted Power Supply) for your device. It will prevent you from data loss or network downtime.

Note: In some area, installing a surge suppression device may also help to protect your Switch from being damaged by unregulated surge or current to the Switch or the power adapter.
3. Switch Management

This chapter describes how to manage the Switch. Topics include:

· Overview 

· Management methods 

· Assigning an IP address to the Switch 

· Logging on to the Switch 

3.1 Overview

The Switch provides a user-friendly, menu driven console interface. Using this interface, you can perform various switch configuration and management activities, including:

· Configuring system and port parameters.

· Assigning an IP address.

· Configuring routing.

· Configuring ARP.

· Configuring DHCP relay.

· Setting up VLAN policy.

· Setting up packet filters.

· Configuring STP and SNMP parameters.

· Upgrading software.

Please refer to the following or Chapter 4 Configure the Switch for the details.

3.2 Management Methods

There are three ways to manage the Switch:

· Local Console Management via the Switch serial port.

· Remote Console Management via a network or dial-up connection.

· Using an SNMP Network Management Station.

3.2.1 Local Console Management

You can manage the Switch locally by connecting a VT100 terminal, or a personal computer or workstation with terminal emulation software, to the Switch serial port. The terminal or workstation connects to the Switch serial port using a null modem cable that has the appropriate connectors on each end.

This management method is ideal when:

· The network is unreliable

· The Network Manager does not have direct network connection

· A Network Manager does not support SNMP

The serial port of the Switch default setting is set to 115,200 baud using a character format of 8 data bits, no parity, and 1 stop bit. 

Therefore, configure the terminal or workstation to use these settings before you log on to the Switch. You can change this default setting, if desired, after you log on.

3.2.2 Remote Console Management

You can manage the Switch remotely by having a remote host establish a Telnet connection to the Switch via an Ethernet or modem link.

Using this management method:

· The host must run a SLIP protocol if a modem is used.

· The Switch must have an Internet Protocol (IP) address

The Remote Console Management interface is identical in appearance and functionality to the Local Console Management interface described in the previous section.

3.2.3 SNMP Management

You can manage the Switch across a LAN using an SNMP Network Management Station with a graphical user interface.

This management method lets you monitor statistical counters and set switch parameters from the remote Network Management Station.

Using this management method:

· The network must run the IP protocol.

· The Switch must have an IP address 

3.3 Assigning an IP Address to the Switch

To manage the Switch remotely through the console port or with an SNMP Management Station, you must assign an IP ad-dress to the Switch.

You assign IP address through the IP Settings screen. This procedure is described in Chapter 4, Section IP Networking. It is strongly recommends you assign an IP address to the default VLAN (VLAN ID = 1) for Remote Console Management and SNMP Network Management.

3.4 Logging on to the Switch

When you log on to the Switch console port for the first time, a sign-on string appears and you are prompted for a console login name and password. 

PLANET Web Switch WGSW-2402

System name: Switch

Login: admin

Password: ******
The factory default login name is admin and password is 123456. If you desire, you can change this password after you log on.

4. Configuring the Switch

The Switch provides a menu-driven console interface for configuration purposes. The switch can be configured either locally through its RS-232 port or remotely via a Telnet session. This chapter describes how to use the console interface to configure the Switch.

4.1 Logging on to the Switch

To log on to the Switch:

1. At the screen prompt:

PLANET WebSwitch Switch 

System Name: Switch

Console Login: admin

Password:******

Enter the console interface factory default console name (admin) and password (123456) or user-defined password if you changed the default password using the instructions in Section 4.3.3 Console port configuration. The Switch Management screen in Figure 4-1 appears, with the Basic option highlighted.

Note: Only one console and three “telnet” users can log on to the Switch concurrently. However, it is not recommended that multiple users modify the configuration at the same time.

Note: The Telnet session will disconnect after 5 minutes automatically if there is no any manager’s activity in the session.
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Figure 4-1 Switch Console Main Screen

· To perform basic management activities, please refer to Section 4.3, 

· To perform advanced management activities, please refer to Section 4.4

· To save current settings, highlight Save Settings and press Enter.

· To restore the factory default settings, highlight Restore Default Settings and press Enter.

· To reboot, highlight Reboot and press Enter.

· To log out, highlight Logout and press Enter.

4.2 Navigating Through the Console Interface

The main console banner as following shows the information:
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The console interface consists of a series of menu boxes. Each menu box has several options, which are listed vertically. A highlight in each box lets you select the option you wish to choose; pressing the Enter key activates the highlighted option. Table 4-1 shows the keys used for navigating through the console interface.

Table 4-1. Navigating Through the Console Interface

	To... 
	Press This Key...

	Move the highlight one line up in a menu box.
	Up arrow or K

	Move the highlight one line down in a menu box.
	Down arrow or J

	Move the highlight between screens. 
	Tab

	Select the highlighted option. 
	Enter

	Move to the previous menu. 
	Escape


Note: The modification in the console will take effect immediately. However, to make the device runs more stable, or if you would like to reset the Switch, please “Save the settings” before you log out or Power off the Switch.

4.3 Performing Basic Management Activities

Basic management activities consist of General, LAN port, and console port tasks. To perform basic management activities:

1. From the Switch Management screen (see Figure 4-1), highlight Basic Management and press Enter. The Basic Management screen in Figure 4-2 appears.
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Figure 4-2. Basic Management Screen

2. From the Basic Management screen, highlight the desired option and press the Enter key:

· General -- lets you change the system name, location, administration and guest passwords, statistics collection, reboot-on-error, and remote Telnet login. Please refer to section 4.3.1

· LAN Port -- lets you configure speed and flow control, link type, and physical address. Please reer to section 4.3.2

· Console Port --lets you change the console baud rate, flow control method, modem control, and setup string; enable or disable SLIP; and configure the SLIP address and SLIP subnet mask. Please refer to section 4.3.3

4.3.1 General Management Configuration

If you select General from the Basic Management screen (see Figure 4-2), the General screen in Figure 4-3 appears, with the System Name value highlighted.
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Figure 4-3. General Screen

Use the following procedure to configure the general management options.

4.3.1.1 Changing the System Name

To change the system name:

1. From the General screen, highlight System Name and press the Enter key. The Enter System Name screen appears.
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2. Enter a system name. If you make a mistake, use the Backspace key to delete the error.

3. Press Enter to return to the General screen.

4.3.1.2 Changing the Location

To change the location:

1. Press the Down Arrow key to highlight Location and press the Enter key. The following screen appears.
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2. Enter a location name. If you make a mistake, use the Backspace key to delete the error.

3. Press Enter to return to the General screen.

4.3.1.3 Changing the Administration/Guest Password

To change the administration password:

1. Use the Down Arrow key to highlight admin Password and press the Enter key. The Enter Old Password screen appears.

2. Enter the current password. Each character you type appears as an asterisk (*). If you make a mistake, use the Backspace key to delete the error.

3. Press Enter. The Enter New Password screen appears.

4. Enter the new password. For security, each password character you type appears as an asterisk (*).

5. Press Enter. A screen prompts you to reenter the new password.
6. Reenter the new password you typed in step 4 and press Enter. The “Password changed” message appears, confirming that the new password is in effect.
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7. Press Enter to remove the message and return to the General screen. The admin password appears as asterisks in the Admin Password field.

Note: If the confirmation message does not appear, you may have typed the new password differently in steps 4 and 6. In this case, your new password did not take effect. Repeat this procedure, making sure to type the same new password in steps 4 and 6.

Note: the guest account in the Switch only support basic browse capability, you can check the status of the switch without any privilege to make the change to the Switch. No password for this account in default.

4.3.1.3 Statistic Collection

To enable or disable Statistic Collection to the Switch:

1. From the General screen, highlight Statistic Collection and press the Enter key. The following screen appears.
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2. Highlight one of the following choices: 

· Disabled -- prevents statistic collection to the Switch.

· Enabled -- allows statistic collection to the Switch.

Default: Disabled

3. Press Enter to return to the General screen.

4.3.1.4 Reboot-On-Error

To enable or disable Reboot-On-Error to the Switch:

1. From the General screen, highlight Reboot-On-Error and press the Enter key. The following screen appears.
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2. Highlight one of the following choices: 

· Disabled --prevents the Switch to automatically reset when a fatal error is detected. This setting is useful when a persistent problem needs to be reported.

· Enabled -- allows the Switch to automatically reset when a fatal error is detected.

Default: Disabled

3. Press Enter to return to the General screen.

4.3.1.5 Telnet Logins

To enable or disable Telnet logins to the Switch:

1. From the General screen, highlight Remote Telnet Login and press the Enter key. The following screen appears.
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2. Highlight one of the following choices:

· Disabled -- prevents remote Telnet logins to the Switch.

· Enabled -- allows remote Telnet logins to the Switch. 

Default: Enabled

2. Press Enter to return to the General screen.

4.3.1.6 Returning to the Basic Management Screen

After completing the general management activities, press the Esc key to exit the General screen and return to the Basic Management screen in Figure 4-2. Select another option from the Basic Management screen or press Esc to return to the Switch Management screen.

4.3.2 LAN Port Configuration

If you select LAN Port from the Basic Management screen (see Figure 4-2), the LAN Port Configurations screen in Figure 4-4 appears, with Speed & Flow Control highlighted.
[image: image14.png]PLANET WehSuitch WGSU-2402 suitch

/Suitch Management/Basic Management/LAN Port Configurations adnin

kpeed & Flow Control

tPhysical Address

<UpArrow><Dounfirrowdtove <Enter>Select <ESC>Previous




Figure 4-4. LAN Port Configurations Screen

Use the procedures in the following sections to configure the LAN port configuration options for one or more ports:

· Speed & Flow Control, please refer to section 4.3.2.1
· Physical Address, please refer to section 4.3.2. 
4.3.2.1 Changing the Speed and Flow Control

To change the line speed and flow control for one or more ports:

1. From the LAN Port Configurations screen, highlight Speed & Flow Control and press the Enter key. A screen similar to the following shows the current line speed settings for all ports.[image: image15.png]PLANET WehSuitch WGSU-2402 suitch
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Note: If there are more ports below the bottom one shown in a screen, a v appears next to the bottom port in the screen (Port 11, for example). To view these ports, scroll the highlight to the bottom port shown and press the Down Arrow key.

2. Configure each port individually or all ports at one time:

· To configure an individual port, highlight it and press Enter. An asterisk appears next to each port you select. (To deselect it, press Enter again to remove the asterisk.)

· To configure all ports, highlight All Ports (the top option in the previous screen) and press Enter.
Note: If there are Gigabit Ethernet module(s) installed, the option “All 1000M Port” and the “Port G2”, in the example figure, will appeared for port setup.

[image: image16.png]PLANET WehSuitch WGSU-2402 suitch

~ic Management/LAN Port Configurations/Line Speed & Flow Control adnin

Line Speed & Flow Control

1AL 10/108M Ports: Speed-Auto FC-0n
A1l 108N Ports: Speed-Auto FC-0n

Port G2 <180OM>: Specd-Auto FC-0n (Doun>
Port 1 <18/100m>: YT FC-0n Doun))
Port 2 <18/180M>: Speed-Auto FC-0n Doun>
Port 3 <18/180M>: Speed-Auto FC-0n Doun>
Port 4 <18/180M>: Speed-Auto FC-0n Doun>
Port 5 <18/180M>: Speed-Auto FC-0n Doun>
Port 6 <18/180M>: Speed-Auto FC-0n Doun>
Port 7 <18/180M>: Speed-Auto FC-0n Doun>
Port 8 <18/180M>: Speed-Auto FC-0n Doun>
Port 9 <18/180M>: Speed-Auto FC-0n Doun>
Port 18 <18/180M>: Speed-Auto FC-0n Doun>
Port 11 <18/100M>: Speed-Auto FC-0n Doun>

<UpArrou><DounArrowdMove <Enter>Modify <ESC>Previous





The Speed & Flow Cntl Options screen appears.
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3. Proceed to the appropriate section:

· To set the line speed, go to the following section 4.3.2.2
· To set the flow control, go to the section 4.3.2.3
4.3.2.2 Setting the Line Speed

To change the line speed:

1. Press Enter with the Line Speed value highlighted, as in the figure on the previous page. The following Speed Options menu appears.
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2. Highlight the line speed option you want to select for the port. 

· Auto -- allows the Switch to automatically ascertain the line speed and duplex mode.

· All the other selections force the Switch to use a specific line speed and duplex mode.
3. Press Enter. You return to the Speed & Flow Cntl Options screen and the line speed setting you selected appears next to Line Speed.

4. To configure the flow control for this port, proceed to the following section.

Note: In the Speed Options screen, HD denotes half-duplex and FD denotes full duplex.
5. To configure the line speed for additional ports, press Esc to remove the Speed & Flow Control Options screen. Then highlight the port whose line speed you want to configure and repeat steps 1 through 4.

6. When you finish, press the Esc key from the Line Speed & Flow Control screen to return to the LAN Port Configurations screen.
4.3.2.3 Change the Flow Control

To change the flow control setting:

1. With the Speed & Flow Control Options screen displayed, press the Down Arrow key to highlight Flow Control and press Enter. The Flow Control Options screen appears.
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2. Highlight the flow control option you want to select for the port.

· Auto -- allows the Switch to automatically ascertain whether or not to use flow control.

· On -- enable flow control at all times. 

· Off -- disable flow control at all times.
3. Press Enter. You return to the Speed & Flow Cntl Options screen and the flow control setting you selected appears next to Flow Control.

4. To configure the flow control for additional ports, press Esc to remove the Speed & Flow Cntl Options screen. Then repeat steps 1 through 3.

5. When you finish, press the Esc key from the Line Speed & Flow Control screen to return to the LAN Port Configurations screen.
4.3.2.4 Displaying Physical Port Address

The following procedure describes how to display the physical port address. 
1. From the LAN Port Configurations screen, highlight Physical Address and press the Enter key. A screen similar to the following appears.
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4.3.3 Console Port Configuration

If you select Console Port from the Basic Management screen (see Figure 4-2), the Console Port Configurations screen in Figure 4-5 appears, with the Baud Rate value highlighted. 
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 Figure 4-5. Console Port Configurations Screen

Use the procedures in the following sections to configure the Console Port Configuration options for one or more ports:

· To change the console baud rate, refer to the following section
· To change the console flow control setting, refer to section 4.3.3.2

· To enable or disable a console modem connection, refer to section 4.3.3.3
· To specify a modem setup string, refer to section 4.3.3.4
· To enable or disable SLIP, refer to section 4.3.3.5
· To specify a SLIP address, refer to section 4.3.3.6
· To specify a SLIP subnet mask, refer to section 4.3.3.7
Note: the Console port of the Switch supports console interface connectivity or modem connectivity, you can either use null modem cable and terminal program to manage the Switch or connect a external modem to the console port for Out-of-Band management.

4.3.3.1Changing the Console Baud Rate

To change the console baud rate:

1. From the Console Port Configurations screen, highlight Baud Rate and press the Enter key. A screen shows the current console baud rate.

2. Highlight the baud rate you want to select for the console:
· Auto -- allows the Switch to autobaud between 9600bps and 115,200bps. If you choose this selection, choose the rest of your configuration selections. Then, when you exit the configuration program, press the Enter key one or more times until the prompt PLANET Web Switch Login/ Password appears on your computer screen.

· All the other selections force a specific console baud rate.

Default: 115200 baud

3. Press Enter. You return to the Console Port Configurations screen and the console port baud rate you selected appears in the Baud Rate field.
4.3.3.2 Selecting a Flow Control Method

To change the console flow control used:

1. From the Console Port Configurations screen, highlight Flow Control and press the Enter key. A screen shows the current console flow control method.
2. Highlight the flow control method you want to select for the console and press Enter. You return to the Console Port Configurations screen and the console port flow control method you selected appears in the Flow Control field.
Default: Disabled

4.3.3.3 Enabling or Disabling Modem Control Options

To enable or disable modem control options for the console port:
1. From the Console Port Configurations screen, highlight Modem Control and press the Enter key. A screen shows whether a console modem connection is enabled or disabled.

2. Highlight whether you want to enable or disable a modem connection to the console port.

3. Press Enter. You return to the Console Port Configurations screen and the modem control option you selected appears in the Modem Control field.

Note: If you enable a modem connection, proceed to the following section to specify the appropriate modem setup string.

4.3.3.4 Specifying a Modem Setup String

If you enabled a modem connection to the console port, use the following procedure to specify a modem setup string:

1. From the Console Port Configurations screen, highlight Modem Setup String and press the Enter key. A screen shows the current modem setup string option.
2. Highlight whether you want to use the default setup string or a custom setup string.

3. Press the Enter key.

· If you highlight Default Setup String, you return to the Console Port Configurations screen and the default modem string appears in the Modem Setup String field.

· If you highlight Custom Setup String, enter the custom string in the Enter Modem Setup String screen and press Enter again. You return to the Console Port Configurations screen and the custom setup string appears in the Modem Setup String field.
Default: Default Setup String

Note: The default modem setup string configures the modem to auto answer. It works for all Hayes compatible modems. 
4.3.3.5Enabling or Disabling SLIP

To enable or disable SLIP:

1. From the Console Port Configurations screen, highlight SLIP and press the Enter key. A screen similar to the following shows the current SLIP setting.
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2. Highlight whether you want SLIP enabled or disabled and press Enter. You return to the Console Port Configurations screen and the SLIP option you selected appears in the SLIP field. 

Default : Disabled

Note: If you enable SLIP, a message tells you that the console port becomes accessible only through the SLIP protocol after you logout from the current console screen. 
Note: If you enable SLIP, proceed section 4.3.3.6 “Specifying a SLIP Address” to specify a SLIP address and section 4.3.3.7 “Specifying a SLIP Subnet Mask” to specify a SLIP subnet mask.
4.3.3.6 Specifying a SLIP Address

If you enabled SLIP, use the following procedure to enter an address that has a network part different than the network address of the Switch. (For more information, contact your network administrator)

1. From the Console Port Configurations screen, highlight SLIP Address and press Enter. The following screen appears.
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2. Enter the SLIP address. The address consists of numbers separated by periods. For example: 192.168.0.57

3. After you enter the SLIP address, press the Enter key. You return to the Console Port Configurations screen and your entry appears in the SLIP Address field.
4.3.3.7 Specifying a SLIP Subnet Mask

If you are using SLIP, enter a suitable SLIP subnet mask. 

1. From the Console Port Configurations screen, highlight SLIP Subnet Mask and press Enter. The Enter IP Subnet Mask screen appears.
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2. Enter the SLIP subnet mask. The subnet mask consists of numbers separated by periods. For example: 255.255.255.0

3. After you enter the SLIP subnet mask, press the Enter key. You return to the Console Port Configurations screen and your entry appears in the SLIP Subnet Mask field.
4.4 Performing Advanced Management Activities

Advanced management activities consist of the L2 switching database, L3 IP networking, bridging, static filtering, spanning tree, SNMP, other protocols (GVRP and IGMP), port trunking, port mirroring, and software upgrade. To perform advanced management activities:

1. From the Switch Management screen (see Figure 4-1), highlight Advanced Management and press Enter. The Advanced Management screen in Figure 4-6 appears.
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Figure 4-6. Advanced Management Screen

2. From the Advanced Management screen, highlight the desired option and press the Enter key:
The following options are available, please refer to the related section for the details:

· L2 Switching DataBase -- Lets you view and change VLAN, MAC address, IP multicast group, and port perspectives. Please refer to section 4.5
· IP Networking — Lets you view or change IP settings, ARP and routing table parameters, RIP parameters, DHCP gateway set-tings, and ping settings. Please refer to section 4.6
· Bridging -- Lets you view and change the aging period for a MAC address. Please refer to section 4.7
· Static Filtering -- Lets you view, add, delete, or search all source or destination addresses to be filtered. Please refer to section 4.8
· Spanning Tree -- Lets you view and change parameters relating to the spanning tree protocol. Please refer to section 4.9
· SNMP -- Lets you view and change all SNMP related information. Please refer to section 4.10
· Other Protocols — Lets you view and change GVRP and IGMP settings. Please refer to section 4.11
· Port Trunking — Lets you assign a range of ports to trunking groups. Please refer to section 4.12
· Port Mirroring — Lets you mirror one port to another. Please refer to section 4.13
· Software Upgrade .lets you upgrade the Switch software. Please reer to section 4.14
4.5 L2 Switching Database

If you select L2 Switching DataBase from the Advanced Management screen (see Figure 4-6), the L2 Switching DataBase screen in Figure 4-7 appears, with VLAN Perspective highlighted.
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Figure 4-7. L2 Switching Database Screen

The Switch can be viewed from the four perspectives in the L2 Switching Database screen:

· VLAN Perspective 
· IP Multicast Group Perspective 
· MAC Address Perspective 
· Port Perspective 
These four views allow a network administrator to manage and monitor VLANs and their associated MAC addresses and ports effectively from different views.
4.5.1 VLAN Perspective

The following sections describe the default VLAN and how to obtain a VLAN perspective.

4.5.1.1 Default VLAN

The IEEE 802.1Q standard defines VLAN ID #1 as the default VLAN. The default VLAN includes all the ports as the factory default. The default VLAN’s egress rule restricts the ports to be all untagged, so it can, by default, be easily used as a simple 802.1D bridging domain.

The default VLAN’s domain shrinks as untagged ports are defined in other VLANs.

4.5.1.2 Obtaining a VLAN Perspective

The following procedure describes how to obtain a VLAN perspective.

For convenience, the VLAN ID appears as both decimal and hexadecimal values side by side in the VLAN perspective screen.
1. From the L2 Switching Database screen, highlight VLAN Perspective and press the Enter key. A VLAN perspective screen similar to the one in Figure 4-8 appears.
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Figure 4-8. VLAN Perspective Screen
2. From this screen you can:

· Create a new VLAN.
· Delete a VLAN ID

· View VLAN activities

· View or change a VLAN configuration 

To Return to the L2 Switching Database screen in Figure 4-7 by pressing Esc.

4.5.1.3 Creating a New VLAN

To create a new VLAN:

1. From the VLAN Perspective screen in Figure 4-8, hold down the Shift key and press the + key. The New VLAN Settings screen appears.

2. With the highlight in the VLAN ID field, press the Enter key. The Enter New VLAN ID screen appears.
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3. Enter a new VLAN ID as either a 12-bit decimal or hexadecimal ID value. For example, 3.

4. Press Enter. The VLAN ID appears next to VLAN ID in the New VLAN Settings screen. 

Note: “Remote” is appended to the VLAN ID automatically if the VLAN is learned from a remote switch. 
5. To enter an optional VLAN name, perform the following steps. Note that the VLAN name is used to identify the VLAN at the local Switch.

a Press the Down Arrow key to move to VLAN Name.

b Press Enter. The Enter New VLAN Name screen appears.

c Enter a name for the new VLAN.

d Press Enter. The VLAN name appears next to VLAN Name in the New VLAN Settings screen.
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6. Press the Esc key. A screen similar to the following appears.
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This screen lets you:

· Add switch ports to a VLAN 

· Delete switch ports from a VLAN 

4.5.1.4 Adding New Switch Ports

To add new switch ports to the newly created VLAN:

1. Hold down the Shift key and press + to display the Port Options screen.

2. In the Port Options screen, highlight either Untagged Ports or Tagged Port s and press the Enter key. If you highlight Untagged Ports, the screen window reads Select Untagged Ports, as in the following figure.
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3. In the Select Untagged Ports or Select Tagged Ports screen, use the Up Arrow and Down Arrow keys to highlight an individual port.
4. Press Enter. An asterisk appears to the right of the port to show it is selected, as in the figure above. Repeat this step for each new port you want to add.

5. After selecting the new ports you want to add, press Esc. A screen shows the ports you selected and whether they are tagged or untagged. For example: port 4, 5 as untaged port

Note: As a convenience, you can highlight All Ports to select multiple ports at one time. 
6. If you added untagged ports and wants to now add tagged ports, or vice versa, repeat steps 1 through 4 and in step 2 select the appropriate port option.

[image: image32.png]PLANET WehSuitch WGSU-2402 suitch

~spective/Create ULAN/ULAN 3 (@x@03) CEngineering Dept> Settings adnin

untagged

t untagged

<UpArrou><Dounfirrou>(Tab>Move <+>Add <(->Delete <ESC>Previous





Note: To delete a switch port in the screen following step 5 on the previous page, highlight the port and press the “-“ (hyphen) key. A precautionary prompt does not appear before you delete a switch port, so be sure you do not need the port before you delete it. You can also hold down the Shift key and press “+” to add ports.

7. Press Esc to return to the VLAN Perspective screen in Figure 4-8. Select another option from the VLAN Perspective screen or press Esc to return to the L2 Switching Database screen in Figure 4-7.

The VLAN IDs and names you added appear in the VLAN Perspective screen. In the following example, the VLAN2 and “Engineering Dept” VLAN have been added.
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4.5.1.5 Deleting a VLAN ID

To delete a VLAN ID from the VLAN Perspective screen above:

1. Use the Up Arrow and Down Arrow keys to highlight the VLAN ID you want to delete.

2. Press the - (hyphen) key. A message asks whether you are sure you want to delete the VLAN ID.
3. With Yes highlighted, press the Enter key to delete the VLAN ID. Or to retain it, press the Esc key or highlight No and press Enter.
4.5.1.6 Viewing VLAN Activities

The following procedure describes how to use the VLAN Perspective screen to view activities for a particular VLAN. Using this procedure, you can view:

· Active ports.

· Active MAC addresses associated with a VLAN.

· A transient address, if any.

· Filtering and port information.

To view VLAN activities:

1. From the VLAN Perspective screen in Figure 4-8, highlight an existing VLAN and press the Enter key. The VLAN Info screen appears, with the highlight on VLAN Activities.
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2. Press the Enter key. Screens similar to the following appear.
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These screens show all active MAC addresses and VLAN domains for the VLAN you selected.

· MAC addresses are those that have been sending frames from this VLAN to the switch within the last aging period.

· VLAN domain shows the domains in this VLAN from which active MAC addresses have been learned within the last aging period.

You can use the Tab key to move between the MAC Addresses and VLAN Domain screens.

Searching for MAC Addresses

To search for MAC addresses:

1. In the VLAN MAC Address screen, press S. The Enter MAC Addr To Search screen appears.
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2. Enter a MAC address in the Enter MAC Addr To Search screen and press the Enter key. If the address is found, it is highlighted in the MAC Addresses screen.
Obtaining Additional Information

To obtain additional information about an active MAC address:

1. In the MAC Addresses screen, scroll to the address about which you want more information.

2. Press the Enter key. A VLAN/IP Multicast Group Membership screen similar to the following appears.
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3. Press Esc to remove the VLAN/IP Multicast Group Membership screen.

Scrolling Through Domains

When the VLAN Domain screen is active, you can use the Up Arrow and Down Arrow keys to scroll through the list of domains associated with the selected VLAN.

Exiting the VLAN Screens

When you finish performing VLAN activities, press the Esc key until you return to the desired screen.
4.5.1.7Viewing VLAN Settings 

Using the VLAN Configuration screen, you can view VLAN settings.

1. From the VLAN Perspective screen in Figure 4-8, highlight an existing VLAN and press the Enter key. A screen similar to the following appears, with the highlight on VLAN Activities.

2. Press the Up or Down Arrow key to highlight VLAN Settings.

3. Press Enter. A screen similar to the following appears.
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4. From this screen, you can add switch ports to or delete them from any VLAN except the default VLAN. The controls for adding and deleting ports do not display for the default VLAN.

Adding Ports

To add ports to a VLAN:

1. From the screen above, hold down the Shift key and press +. The Port Options screen appears.

2. Select either untagged or tagged ports.

To select untagged ports:

a. Highlight Untagged Ports and press Enter. The Select Untagged Ports screen appears, with a list of the untagged ports that are not in use. Initially, there are 16 untagged ports you can select; this number decreases as you use untagged ports in your VLANs. 

b. To configure an individual port, highlight it and press Enter. An asterisk appears next to each port you select. (To deselect it, press Enter again to remove the asterisk.) To configure all ports, highlight All Ports and press Enter.

c. Press Esc. The port(s) you selected appear in the previous screen.

To select tagged ports:

a. Highlight Tagged Ports and press Enter. The Select Tagged Ports screen appears, with a list of the tagged ports.

b. To configure an individual port, highlight it and press Enter. An asterisk appears next to each port you select. (To deselect it, press Enter again to remove the asterisk.) To configure all ports, highlight All Ports and press Enter. 

c. Press Esc. The port(s) you selected appear in the previous screen.

3. When you finish, press Esc until you return to the desired screen.

Deleting Ports

The following procedure describes how to delete ports from a VLAN. There is no precautionary message that appears before you delete a VLAN port. Therefore, be sure you want to delete the port before doing so.
4.5.2 IP Multicast Group Perspective

The IP multicast group perspective provides information associated with an IP multicast group. To obtain an IP multicast group perspective:

1. From the L2 Switching Database screen in Figure 4-7, highlight IP Multicast Group Perspective and press the Enter key. A screen similar to the following appears.
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2. To obtain an IP multicast group perspective for one of the addresses in the screen above, use the Up and Down Arrow keys to highlight an address and press the Enter key. A screen similar to the following appears.
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3. To view the VLAN and IP multicast group addresses associated with the MAC address, highlight a host in the Hosts screen and press Enter. A VLAN/IP Multicast Group Membership screen similar to the following appears.
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4. Use the Up and Down Arrow keys to scroll through the VLAN/IP Multicast Group Membership screen.

5. When you finish, press Esc until you return to the desired screen.
4.5.3 MAC Address Perspective

The MAC address perspective lets you view all characteristics associated with a MAC address, corresponded VLANs, and corresponding ports in the switching database.

To obtain a MAC address perspective:

1. From the L2 Switching DataBase screen in Figure 4-7, highlight MAC Address Perspective and press the Enter key. You are prompted for a MAC address.

2. Enter the MAC address whose characteristics, corresponding VLANs, and corresponding ports you want to view.

3. Press Enter. A screen similar to the following appears.
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4. Use the Up and Down Arrow keys to scroll through the VLAN/IP Multicast Group Membership screen (if exist IGMP IP group settins). 

5. When you finish, press the Esc key to return to the desired screen.
4.5.4 Port Perspective

The port perspective lets you view VLAN activities and RMON statistics.

To obtain a port perspective:

1. From the L2 Switching DataBase screen in Figure 4-7, highlight Port Perspective and press the Enter key. The following Port Perspective screen appears.
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2. To view per-port VLAN activities, highlight Per Port VLAN Activities, press the Enter key, and proceed to the following section.

3. To view per-port statistics, highlight Per Port Statistics, press the Enter key, and proceed to section 4.5.4.2

4.5.4.1 Per Port VLAN Activities

If you select Per Port VLAN Activities from the Port Perspective screen, a screen similar to the following Per Port VLAN Activities appears. 
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1. Use the Up Arrow and Down Arrow keys to highlight the port number whose corresponding VLANs activities you want to view.

2. Press the Enter key. A screen similar to the following appears, with a list of the MAC addresses for the selected VLAN and the corresponding VLAN memberships.
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Scrolling Through MAC Addresses

To scroll through the list of active MAC addresses corresponding to the selected port:

1. If the MAC Addresses screen is not the current screen, press the Tab key until it becomes the current screen.

2. Use the Up Arrow and Down Arrow key to scroll through the list of active MAC addresses for the selected port.

3. To search for a MAC address, press S. When the search prompt appears, enter a MAC address in the Enter MAC Address to Search screen and press the Enter key. If the address is found, it is highlighted in the Port MAC Addresses screen.

4. To obtain additional information about a particular MAC address, scroll to the address in the Port MAC Address screen and press the Enter key. Screens similar to the following appear, showing detailed information about the selected MAC address.
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4.5.4.2 Per Port Statistics

If you select Per Port Statistics from the Port Perspective screen, a screen similar to the following Per Port VLAN Activities appears.

[image: image47.png]<UpArrou>Dounfirroudtove <Enter>Uiew (R>Reset Counters





1. To reset counters for all ports, press R. Then, when the pop up screen appears, highlight Yes and press Enter to reset the counters or highlight No and press Enter to not reset them.

2. To view statistics for the port, use the Up and Down Arrow keys to highlight the desired port.

3. Press the Enter key. A screen similar to the following appears, showing the statistics for the port you selected.
[image: image48.png]Bytes Received: ETTINEEY
Packets Received: 28,107

Broadcast Packets Received: 2,552
CRC/Alignment Exrors Received: 8

Undersize Packets Received: ©
OQuersize Packets Received: 8
Collisians: 24

64-byte Packets Received: 11,103

65 to 127-byte Packets Received: 5,766
128 to 255-byte Packets Receive:

256 to 511-byte Packets Received: 663
512 to 1623-byte Packets Received: 288
1.8 to 1.5-kbyte Packets Received: 9,844
Bjtes Transmitted: 495,978

<UpArrou><DounfirrowdHove <R>Reset Counters

<ESC>Previous





4. To reset counters for the port in the screen above, press R. The popup screen appears highlights YES. Press Enter to confirm and highlight NO and Enter to keep the statistics.

5. After reviewing this information, press the Esc key until you return to the desired screen.
4.6 IP Networking

If you select IP Networking from the Advanced Management screen (see Figure 4-6), the IP Networking screen in Figure 4-9 appears.
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Figure 4-9. IP Networking Screen

From the IP networking screen, you can view or change:

· IP and RIP settings 

· ARP Table

· Routing Table

· DHCP Gateway settings 

· Ping settings
4.6.1 IP and RIP Settings

If you select IP & RIP Settings from the Layer 3 IP Networking screen in Figure 4-9, an IP Settings screen similar to the following appears, with a list of the VLAN IDs, IP addresses, subnet masks, and frame types currently defined.

Note: Before you can define a VLAN’s IP settings, you must first create a VLAN as described under “Creating a New VLAN”.
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To modify the settings shown:

1.Use the Down Arrow key to highlight the row that contains the parameters you want to change, then press Enter. A screen similar to the following appears, with the highlight in the IP Address field.
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2. Review the settings. To change a setting, highlight it, press the Enter key, select or key in the desired setting, and press Esc.

3. To delete a setting, highlight the setting and press the - (hyphen) key. When a message asks you to confirm the deletion, highlight Yes and press Enter to delete it, or press Esc or highlight No and press Enter to retain it.

4. When you finish, press the Esc key until you return to the desired screen.
4.6.2 ARP Table

If you select ARP Table from the Layer 3 IP Networking screen in Figure 4-9, an ARP Table  screen similar to the following appears, with a list of the VLAN IDs, IP addresses, physical MAC address and types currently obtained in the Switch.
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The ARP table records the Internet Address and the physical MAC address in the Switch for packet conversion. You can add, remove or search by pressing “+” , “-”, “s”. After click on “+” to add a new entry, the screens as below displayed.
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Press ECS, the IP address and physical MAC address will displayed as “static” type.

4.6.3 Routing Table

If you select Routing Table from the Layer 3 IP Networking screen in Figure 4-9, Routing Table screen similar to the following appears, with a list of the Network, Mask, Gateway VLAN, etc, information currently obtained in the Switch.
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The routing table allows you to view, add, delete, or search a particular routing path. To Add a new entry or delete an entry, press “+” or “-” to have further setup.

Information is displayed in the followings columns:

· Network: The IP Sub network address to which the Switch can route packets

· Mask: The related IP subnetwork mask to which the Switch can route packets.

· Gateway: The IP address of the router at the next hop

· Metric: The number of hops needed between ths Switch and the destination network.

· VLAN: The VLAN within which the gateway or destination resides.

· Type: The IP route type for the IP subnetwork. There are six route types:

· Direct: A directly connected subnetwork

· Remote: A remote IP subnetwork or host address

· Myself: A switch IP address on a specific IP subnetowrk

· Bcase: A subnetwork broadcast address

· Martian: An illegal IP address to be filtered

· Protocol: Indicates one of the followings

· Local: A manually configured routing entry

· NetMgmt: A routing entry set via SNMP

· ICMP: A routing entry obtained via ICMP redirect

· RIP: A routing entry learned via the RIP protocol

· Other: A protocol other than one of the other four listed above.

4.6.4 DHCP Gateway Settings

If you select DHCP Gateway Settings from the Layer 3 IP Networking screen in Figure 4-9, Table screen similar to the following appears, the DHCP gateway helps to allocate the IP address to the network users through the Switch
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In the screen, the following details are displayed:

· VLNA ID: Shows the ID of the VLAN that have been defined

· IP Address: Shows the corresponding IP address of the VLANs

· DHCP Relay: Shows whether the DHCP relay is enabled or disabled

· Max Hops: Shows the maximum number of hops that a SHCP request broadcast can be relayed along the DHCP relay path from the DHCP client to the DHCP server

· Delay:  Shows the number of seconds that must elapse before a DHCP request broadcast is relayed to the next IP subnetwork

· Servers: Shows any preferred servers that have been defined

· Relays: shows the outbound IP subnetwork for relaying a DHCP request broadcast

After enter the information, the screen as below displayed as a result of the Switch.
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To add a outbound relay, in the setting screen, click on the “+”, the popup screen will prompt the available VLANs or outbound relay. 

Enter the preferred server for the servers providing DHCP services.s

4.6.5 Ping Settings

If you select Ping from the L3 IP Networking screen in Figure 4-9, a Ping screen similar to the following appears, with the highlight in the Host field.
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To change the ping settings:

1. Press Enter. The Enter IP Address screen appears.
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2. Type the IP address of the server you want to ping. The address consists of numbers separated by periods. For example: 192.168.0.5

3. Press Enter.

4. Use the Down Arrow key to move to Count and press Enter. The Enter Packet Count screen appears.
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5. Type a packet count number from 1 to 999, or type 0 for an infinite packet count. Press Enter.

6. Move to Size <mbytes> and press Enter. The Enter Packet Size screen appears.
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7. Type the packet size, from 0 to 1500, then press Enter.

8. Move to Timeout <sec> and press Enter. The Enter Timeout screen appears.
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9. Type a timeout value, from 0 to 999, and press Enter.  

10. When you finish specifying the ping parameters, press Esc start pinging a remote IP address.
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11. Press Esc again to return to the L3 IP Networking screen in Figure 4-9 appears.

4.7 Bridging

If you select Bridging from the Advanced Management screen (see Figure 4-6), the following Bridging Parameters screen appears.
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To change the aging time, highlight Aging Time <seconds> and press Enter. The following prompt asks you to enter a bridge aging period, in seconds. Enter a new aging period and press the Enter key. Enter 0 for no aging. Default: 300 seconds (5 minutes)
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2. To change the flood limit for all ports, highlight Flood Limit for All ports <packets/sec>, the following prompt asks you to enter the flood limit, in packets per second. Enter a new flood limit and press the Enter key (Range: 150~2400, or unlimited, and “0” for no flooding). Default: 468 packet/second.
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3. Press the Esc key until you return to the desired screen.

Note: the rate for flooding limit is controlled by the switch’s controller, any number to the Switch will converted to the optimal value according to the status of the Switch.

Note: It is recommend keep the value as default. Unlimited or non-flooding will affect the overall Switch performance as a result in some case. Please refer to the section 1.5.2 for more.

4.8 Static Filtering 

If you select Static Filtering from the Advanced Management screen (see Figure 4-6), the following Static Filtering screen appears, with Source MAC Address highlighted.
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From the Static Filtering screen, you can select source MAC addresses or destination MAC addresses for static filtering by highlighting one of these options and pressing the Enter key.

· If you select Source MAC Address and press Enter, the SRC MAC Filter screen appears.

· If you select Destination MAC Address and press Enter, the DST MAC Filter screen appears.

From either of these screens, you can:

· Hold down the Shift key and press + to add a specific MAC address to be filtered.

· Press - (hyphen) to delete a specific MAC address from being filtered. There is no precautionary message that appears before you delete a MAC address.

Therefore, be sure you want to delete the address before doing so.

· Press S to search through the list of MAC addresses in the static filtering database. The static filtering database maximum capacity is 64.

When you finish, press the Esc key until you return to the desired screen.

　4.9 Spanning Tree Functions

If you select Spanning Tree from the Advanced Management screen (see Figure 4-6), the Spanning Tree Protocol screen in Figure 4-10 appears.
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Figure 4-10. Spanning Tree Protocol Screen

4.9.1 Spanning Tree Protocol Configurations

If you highlight Spanning Tree Configurations in the Spanning Tree Protocol screen (see Figure 4-10) and press the Enter key, a Spanning Tree Protocol Configuration screen similar to the following appears. 
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The top half of this screen displays read-only values.

The bottom half, starting with Spanning Tree Protocol, is user configurable. Use the Up and Down Arrow keys to highlight a field, then press Enter to change the value. When you finish, press the Esc key until you return to the desired screen.

To modify the selections shown:

1. With the highlight in the Spanning Tree Protocol field, press Enter. The following choices appear.
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2. Select either Disabled or Enabled and press Enter. Your selection appears next to Spanning Tree Protocol. 

3. Use the Down Arrow key to move to Bridge Priority and press Enter. The Enter Bridge Priority screen appears.
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4. Type a decimal number for the bridge priority and press Enter. The decimal value you typed appears next to Bridge Priority.

5. Use the Down Arrow key to move to Hello Time <sec> and press Enter. The Enter Hello Time screen appears.
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6. Type a decimal number for the hello time and press Enter. The decimal value you typed appears next to Hello Time.

7. Press the Esc key to return to the Spanning Tree Protocol screen.

4.9.2 Spanning Tree Port States

If you highlight Spanning Tree Port States in the Spanning Tree Protocol screen (see Figure 4-10) and press the Enter key, a Spanning Tree Port States screen similar to the following appears.
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This screen displays read-only values. When you finish, press the Esc key until you return to the desired screen.

To change the administration status:

1. Use the Up and Down Arrow keys to highlight the port whose selections you want to change.

2. Press the Enter key. The Admin Status Options screen appears. 
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3. Enable or disable the selected port:

· To manually enable the selected port, highlight Up and press Esc.

· To manually disable the selected port, highlight or Down and press Esc. (To re-enable the port, repeat steps 1 through 3 and select Up in step 3) Your selection appears next to the selected port.

4. To change the administration status options for other ports, repeat steps 1 through 3.5. When you finish, press Esc.　
4.9.3 Spanning Tree Path Costs

 If you highlight Spanning Tree Path Costs in the Spanning Tree Protocol screen (see Figure 4-10) and press the Enter key, a Spanning Tree Path Costs screen similar to the following appears.
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To change the costs in the Spanning Tree Path Costs screen:

1. Use the Up Arrow and Down Arrow keys to highlight the port whose Spanning Tree path costs you want to change or highlight All Ports..

2. Press the Enter key. The Enter Path Cost screen appears.
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3. Enter a new path cost, then press Enter. The new Spanning Tree path cost appears next to the selected port. 

4. Repeat steps 1 through 3 to change the Spanning Tree path costs for other ports.

5. When you finish, press the Esc key until you return to the desired screen.　
4.9.4 Spanning Tree Port Priorities

If you highlight Spanning Tree Port Priorities in the Spanning Tree Protocol screen (see Figure 4-10) and press the Enter key, a Spanning Tree Port Priorities screen similar to the following appears.
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To modify the settings in the Spanning Tree Port Priorities screen:

1. Use the Up and Down Arrow keys to highlight a port whose priority level you want to change or highlight All Ports.

2. Press Enter. The Enter Port Priority screen appears.
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3. Type a port priority, from 0 to 255, and press Enter. A low value gives the port a greater likelihood of becoming a Root port.

4. To change the priorities of other ports, repeat steps 1 through 3.5. When you finish, press the Esc key until you return to the desired screen.

4.10 SNMP Functions

If you select SNMP from the Advanced Management screen (see Figure 4-6), the following SNMP Configurations screen appears, with the SNMP value highlighted.
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The SNMP Configurations screen lets you view all SNMP-related information. As this screen shows, the factory-default SNMP value is Enabled and the factory-default Community Name value is public.

To change a value:

1. With the SNMP field highlighted, press the Enter key. The following SNMP options appear.
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2. Select Disabled or Enabled and press Enter. Your selection appears next to SNMP.

3. Use the Down Arrow key to move to Get Community Name and press Enter. The Enter Get Community Name screen appears.
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4. Type a get community name and press Enter. The get community name you typed appears next to Get Community Name.

5. Use the Down Arrow key to move to Set Community Name and press Enter. The Enter Set Community Name screen appears.

[image: image81.png]Enter Set Community Nang





6. Type a set community name and press Enter. The set community name you typed appears next to Set Community Name.

7. Use the Down Arrow key to move to Trap Community Name and press Enter. The Enter Trap Community Name screen appears.
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8. Type a trap community name and press Enter. The set community name you typed appears next to Trap Community Name.

9. To specify up to three additional trap community names, repeat steps 7 and 8.

10. To specify a trap host IP address, use the Down Arrow key to move to Trap Host 1 IP Address and press Enter. The Enter Trap Host 1 IP Address screen appears.
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11. Type an IP address for trap host 1. The address consists of numbers separated by periods. For example: 192.168.0.5

12. Press Enter. The IP address you typed appears next to Trap Host 1 IP Address.

13. To specify up to two additional trap community names, repeat steps 10 through 12.

14. To change the cold start trap setting, press the Down Arrow key to move to Cold Start Trap and press Enter. The Trap Options screen appears.
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15. Select Disabled or Enabled and press Enter. Your selection appears next to Cold Start Trap.

16. Press the Down Arrow key to move to Warm Start Trap and press the Enter key. The Trap Options screen appears.
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17. Select Disabled or Enabled and press Enter. Your selection appears next to Warm Start Trap.

18. Press the Down Arrow key to move to Link Down Trap and press the Enter key. The Trap Options screen appears as above.

19. Select Disabled or Enabled and press Enter. Your selection appears next to Link Down Trap.

20. When you finish, press the Esc key until you return to the desired screen.

　
4.11 Other Protocols

If you highlight Other Protocols from the Advanced Management screen (see Figure 4-6) and press the Enter key, the Other Protocol Settings screen in Figure 4-11appears, with the GVRP value highlighted.
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Figure 4-11. Other Protocol Settings Screen

1. To change the GVRP setting, press Enter with GVRP highlighted. When the following screen appears, highlight the desired setting and press Enter.
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2. To change the IGMP setting, highlight IGMP and press Enter. When the following screen appears, highlight the desired setting and press Enter.
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3. When you finish, press the Esc key until you return to the desired screen.

　
Note: To understand the IGMP options Passive Mode and Active Mode, refer to “IGMP Snooping and IP Multicast Filtering.

4.12 Port Trunking

Using Port Trunking from the Advanced Management screen (see Figure 4-6), you can associate ports with trunk groups.

1. From the Advanced Management screen, highlight Port Trunking and press the Enter key. The screen in Figure 4-12 appears.
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Figure 4-12. Port Trunking Screen

2. Highlight the trunk group to which you want the ports assigned, then press Enter. A screen similar to the following appears.
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3. Highlight the range of ports you want to associate with the trunk group, then press Enter. The port range appears next to the selected trunk group. For example:
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4. For each trunk port you want to select, highlight it and press Enter. An asterisk appears next to the port to show that it has been selected, as in the following example. (If you change your mind, highlight the port and press Enter again to deselect it and remove the asterisk.) Maximum 4 ports are allowed for each group.

5. When you finish selecting ports, press Esc. A screen similar to the following appears, showing the ports associated with the trunk group.
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6. To associate additional ports with trunk groups, repeat steps 2 through 5.

7. When you finish, press the Esc key until you return to the desired screen.

Note: The trunking must not violate the VLAN port group setting, i.e. the ports in trunking group can not belong to different VLANs at the same time. For example, port 1 owns VLAN 1, while port 2 belong to VLAN2. It is recommend setup trunk group first and set up the VLAN according to Trunk Group

4.13 Port Mirroring

Using Port Mirroring from the Advanced Management screen (see Figure 4-6), you can mirror one port to another, one port can be monitored at a time.

1. From the Advanced Management screen, highlight Port Mirroring and press the Enter key. The screen in Figure 4-13 appears. There are two ports support monitoring, port#1 and port#13. Where port 1 accepts port 2 to port 12, and port 13 accepts port 14 to port 24.

[image: image93.png]Mirror To Mirror From  Mode

<UpArrow><Dounfirrowdhove <EnterSelect <ESC>Previous





Figure 4-13. Port Mirroring Screen

2. Highlight the port you want to mirror to, then press Enter. The Port Mirroring Options screen appears.

[image: image94.png]Port Mirroring Options

Mirror To  Mirror From+-





3. With the highlight in Mirror From, press the Enter key. A “Mirror From”Options screen appears, listing the ports that can be mirrored from. 
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4. Highlight the port you want to mirror from and press Enter. You return to the Port Mirroring Options Screen and your selection appears next to Mirror From.

5. Press the Down Arrow key to highlight Mirror Mode and press Enter. The Mode Options screen appears.
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6. Highlight whether the port to be mirrored from will be receiving or transmitting, then press Enter. Your selection appears next to Mirror Mode in the Port Mirroring Options screen.

7. Press Esc. Your selections appear in the screen shown below.
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8. When you finish, press the Esc key until you return to the desired screen.

4.14 Upgrading Software

If you select File Transfer from the Advanced Management screen (see Figure 4-6), the following Software Upgrade screen appears, with the File Name value highlighted. 
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To change a value:

1. Press the Enter key. The Enter File Name screen appears.

2. Type a name for the software upgrade file and press Enter. The name you typed appears next to File Name.

3. Use the Down Arrow key to move to IP Address, then press Enter. The Enter IP Address screen appears.

[image: image99.png]Receive File Uia TFTP





4. Type the IP address from where the software upgrade will be obtained. The address consists of numbers separated by periods. For example: 192.168.0.5

5. Press Enter. The IP address appears next to IP Address.
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6. When you finish, press the Esc key. A prompt asks whether you want to upgrade your software now.

7. Highlight Yes and press Enter to upgrade the software now, or press the Esc key or highlight No and press Enter to not upgrade at this time.

Note: The TFTP protocol is used to download upgraded software to the switch. A VLAN with the proper IP address and routing path to the TFTP server must be configured for the switch to access the specified TFTP server.

5. Web Management 

This chapter describes how to manage the Switch through the at-hand browser like Internet Browser, IE5.0 or Netscape Communicator 4.x or above. Please check the JAVA applet is enabled in your browser’s option or preference.

5.1 Login in to the Switch

Start up the Web Browser and in the address field, key in the IP address of the Switch as described in the Quick Installation Guide or Section 4.6.1. Your browser will start up JAVA applet and shows the screen as below:
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Figure 5-1 Login Screen

Key in the User Name and password setup described in section 4.3.1 or use the default one: admin and 123456. You may also login as “guest” without password (default) in browse mode.

The browser will show as below and with the following section:
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· Menu bar: The Tab for management function

· Information section: The related information after click on the tab.

· Command button: The button to confirm command execution. There are “Apply”, “Cancel” and “Help”

· Apply: To make the modification take effect

· Cancel: To cancel the modification and set the parameters back to original

· Help: Display the related information about the tab.

Note: In default, all the switch port is in the same VLAN, i.e. VLAN 1, you can direct going to the Web screen by key in the IP address of the VLAN1. However, if you already setup another VLANs, please check and use the coordinated VLAN IP address to go into the Web screen.

5.2 General Menu
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Figure 5-2 General Menu bar

The General Menu contains the basic management of the Switch and they are:

	General
	The general information about the Switch like switch name, system contact and its location.

	User
	The login name of the Switch and password modification

	Network
	The default IP address of the Switch and the gateway, subnet mask setup

	SNMP
	The basic information about SNMP interface

	Bridging
	The bridging parameters setup

	Logout
	Logout the system

	Help
	Help information

	Advanced
	Advanced Tab described in section 5.3.


5.2.1 General Information Tab

As soon as login to the Switch, the General tab will show as below:
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The system information of the Switch, as like its hardware/software and firmware version and the physical address.

The following is available for modify:

· System Name: The name of the Switch

· System Location: The location of the Switch that can help to locate the Switch

· System Contact: The contact person of the Switch manager

5.2.2 User Tab

This tab helps to modify the login password of the Switch.
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Select the User Name and key in the old/new password and verify the new password. Click on “Apply” to make the change take effect.

Click on “Guest Permission” the following screen appeared:
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In default, the Switch will display the same Tab options for both user “admin” and “guest”. The only difference is user “guest” can not make any change to the configuration. With this option, the administrator can restrict the Web option for the user “guest”

For example, click on “Bridging” select-button and Apply, guest will never find the tab “Bridging” from the Web browser in next time login.

5.2.3 Network Tab

Click on the Network tab, the information field will displayed as following:
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The Network tab shows the IP address of the Switch (VLAN 1, the Default VLAN), subnet Mask and its default gateway.

To change the Switch’s IP address (VLAN 1 IP address), direct modify it and click on “Apply” to make the change take effect.

The screen as below appeared to confirm the change:
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Click on “Yes” to confirm the change and the Switch will reboot to make the change take effect. Please wait for the Switch boot up and click on “Refresh” or “Reload” to login in to the Switch or retype the new IP address of the Switch.

5.2.4 Port Tab

Click on Port Tab, the following screen appeared:
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The information field shows the current port status.

5.2.4.1 Port Status

To click on “Change” button, you can setup the port speed and flow control as the following screen.
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To click on the section-button “All port in the same setting” will force all the ports to run follow the setting. 

Speed menu will help to have the available speed/mode of the port
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For 10/100Base-TX port: Auto, 100Mbps Full-duplex, 100Mbps Half-duplex, 10Mbps Full-duplex & 10Mbps Half-duplex. Default: Auto
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Flow-Control will help to setup the flow-control of the port. Default: On
Click on “Apply” to make the port(s) take effect. And “Close” to close the Applet Window and make the modification take effect immediately.

5.2.4.2 Port Statistic

To click on “Statistic” will show you the statistics of the port as the following screen.
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Click on “Refresh”, the window will update the information from the Switch.

Click on “Reset”, the counter will reset to “0”

5.2.5 SNMP

Click on the “SNMP” tab, the screen below displayed:
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· SNMP: To enable or disable the SNMP function

· Get Community Name: the community to GET the SNMP trap information from the Switch. Default: public

· Set Community Name: the community to SET the SNMP trap information to the Switch. Default: public.

· Trap Configuration: the host of SNMP manager who will need to receive/set the Trap information from/to the Switch.

5.2.6 Bridging

Click on “Bridging” tab, the following screen will displayed as below:
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· The Ageing help to flash/update the MAC address of the Switch. Default: Enabled

· The flood limit help to control the flood pack for each port. Default: 468. (0 for no-flooding, 2422 for no-limitation)

Please refer to section 4.7 for more about bridging.

5.3 Advanced Menu

Click on “Advanced” tab on the right side of the tab menu, the advanced menu will displaced as below:
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Figure 5-3 Advanced Menu bar

The available options in “Advanced menu” are:

	Console
	 Setup the console interface for either in-band or out-of-band management

	Spanning Tree
	 The Spanning Tree Setup Screen

	VLAN
	 The VLAN setup screen for Virtual LAN setup

	Filter
	 Filter setup screen to help setup the MAC address to be filtered

	Trunking
	 Parallel increases the bandwidth between the Switch and other switches.

	Mirror
	 Help to sniff the switching port with a Network probe application or tools.

	Reboot
	 Force to restart the Switch


5.3.1 Console

After click on the “Advanced” the following screen will displayed to show the “Console” setup. [image: image117.jpg]Baud Rate:
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· Baud Rate: The rate for the console connection. Default: 115200bps

· Flow Control: Flow control of the console port. Default, Disabled
· Modem control/ setup flag: Configures the Switch so a modem can be used to manage the Switch through the console port. Default: Disable

Note: Enable the modem control, please continue the setups below to setup the correct dial in parameters.

· Modem Setup String: The AT command string of the modem that is going to attach to the Switch

· SLIP: SLIP enable/disable for the Switch and remote control device. Default: Disable

· SLIP Address: The IP address for the switch for SLIP connection

· SLIP Subnet Mask: The network mask for SLIP connection.

5.3.2 Spanning Tree

The Spanning Tree Screen as below helps to setup the networks’ spanning tree capability. The main screen shows the latest setup of each port on the Switch.[image: image118.jpg]AN s000:0000008ARA00
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· Spanning Tree Protocol: To enable/disable the Spanning Tree capability of the Switch

· Bridge Priority: Priority of the bridge: (the two most significant bytes) 32768 by default, from 0 (high) to 65535 (low). Default: 32768

· Max Age: The maximum age that a message may have, once stored, without being updated, after which it should be discarded: 20 seconds recommended, value of from 6 to 40 seconds imposed by the root bridge.
· Hello Time: Minimum interval for periodic transmission of information from the root: 2 seconds recommended, from 1 to 10 seconds.
· Forward Delay: Delay serving as timer between the stages of listening and learning and then of forwarding and also as the age of aging during the changeover phase, value imposed by the root bridge: 15 seconds recommended, from 4 to 30 seconds.
To click on the “Spanning Tree Port Configuration” the following screen as below will displayed to shows the port’s SPT setting.
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To modify the setting, click on the port you desired to modify, for example, port#22 as the figure below
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The available parameters are:

· Ajll Port: To force all port follow the parameters below

· Path Cost: Cost of the path to the root: from 1 to 65535. Recommended value to be used = the sum of 1000Mbps/speed of networks crossed.
· Priority: Priority of the port

Click on Apply to make the parameters take effect.

5.3.3 VLAN

The Switch supports up to 256 port based VLAN itself, to create the VLAN, click on VLAN tab from the Advanced Menu, the following screen displayed as below:
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In default, all ports of the Switch belong to VLAN 1 of the Switch. The IP address represents the IP address of VLAN 1. That can be used to connect to the Switch.

5.3.3.1 Create a New VLAN

To Add a new VLAN, please follow the followings.

1.Click on the “Add Group” button and the screen like following displayed.
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2. Fill the VLAN ID (range from 2~4096) and the group name. The IP address and Subnet Mask is a option field for your VLAN

Key in the IP and Subnet mask to this VLAN will need the VLAN group member follow the IP domain and subnet mask for network IP routing.
3. Click on “Apply” button, the screen as below shows to a new VLAN created.
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4. Click on the VLAN you just created, the popup screen as point 1 displayed with the field about the information of the VLAN turns gray. Click on “Add” the popup screen as below shows.
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5. Select the “Tag” and “Untagged” port as your network plan.

6. Click on “Apply”, the VLAN configuration as below displayed.
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7. Click on “Apply” again to confirm the VLAN setting.

5.3.3.2 Remove port from VLAN

1. To remove ports from the VLAN group, select the VLAN from the VLAN screen.
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2. Click on “Remove” button to remove the ports.
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3. Click on “Apply” to confirm the change.

5.3.4 Filter

Click on the “Filter” tab from the “Advanced” Menu, the screen as below displayed.
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The two groups for filtering are:

· Source MAC Address: Sets the Switch to block all packets coming from a specific MAC address.
· Destination MAC Address: Sets the Switch to block all packets going to a specific MAC address.
The example is as following:
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The packets from “00-30-4f-12-34-56” and “57” will never forward any packets to any address in the Switch.

And the packets from “00-30-4f-12-34-58” will never receive packets forward from the Switch since it is filtered by the Switch..

5.3.5 Trunking

The trunking support of the Switch can be supported on the 10/100Base-TX TP ports with up to four groups where up to four ports can form a trunk group.

Click on “Trunking” tab from the “Advanced” menu, the screen as below shows:
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5.3.5.1 Add Trunk

To add a trunk group, click on the group port field, for example, group 1. Then click on the desired port, for example, port 1 and port 2.

Click on “Change”, the screen as below will displayed.
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Click on “Apply” to make the change take effect.

Note: Each Trunk group can be any port in the same port color. I.e. port#1 to port#12, and port 13 to port 24. It is not allowed to have a trunk in different color.

Note: The Switch will automatically allocate the ports follow the trunk groups, please check your VLAN setting after you have make any changes to the trunking. Or, it is recommended to setup the trunk before setup your VLAN ports.

To create another group, say, group 2, click on group 2 filed and select the port. Then click “Change” and “Apply”.
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5.3.5.2 Remove Trunk group

To remove the Trunks, click on the Group field, for example t Group 2, the port selection button will being activated. Select the port(s) you want to remove to disable the selection button. Then click on “Change”. The group filed will change as the selection button field.

Click on “Apply” to make the change take effect.

5.3.6 Mirror

A switching port of a Layer 2 switch is a dedicated bandwidth. The rest switching port of the switch will have no chance to receive the packets from the port unless there is packets need to forward to another switching port.

Base the operation, the network manager will have no chance to probe the switching port unless the probe is in the switching domain. 

The Switch with mirror function will help the manger to detect the switching port by the assigned monitor port. Port 1 can be used to monitor port 2 to port 12 while port 13 can be used to monitor port 14 to port 24. One port can be monitored at a time.

The following figure shows the screen in “Monitor” tab
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The monitor mode can be used to adjust the monitor mode:

· Receive: Used to watch the activity of the switch segment. The default value.

· Transmit: Monitor the packets received from other switching ports.

Note: As soon as mirroring enabled, the source port, i.e. port 1 or port 13 will disable its filtering/forwarding capability and only act follow the destination port.

5.3.7 Reboot

To reboot the Switch, click on “Reboot” tab and the following screen displayed.
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Click on “Reboot The Switch” button, the popup screen will ask to confirm the action. Click on “Yes” to confirm the reboot process. And it will take about 30 seconds to reboot the system and re-connect to the Switch by the “Refresh” or “Reload” icon of your browser.

5.4 Logout

to logout from the Switch, click on “Logout” from the General Menu, and click on the button “Logout” to leave the Switch management interface.
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5.5 Help

The “Help” button in the “General” menu, shows the brief description about the Switch, the following screen show you the whole help information by topic. You can also find the “Help” button in the tab as well.

[image: image136.jpg]JPLANET

This is Help information

Jser General

0rt Management * System Name

Name of the computer system

le Managen

* System Location;

Location of the computer system

unking ' System Contact

Person Responsible for the computer system





6. Appendix B Specification

HARDWARE SPECIFICATIONS

Ports
24-port 100Base-TX, RJ-45 – front


2-slot – rear


1-RS-232 Male DB-9 DTE

Speed per port
10/20, 100/200Mbps, auto-negotiation for RJ-45 ports


1000Mbps for rear slots

LED Indicators
Two for system Power/ Diagnostic


3 for 100Base-TX per port: Link/Act, FDX, Speed 


3 for 1000Base per port: Link, Act, FDX, 

Dimensions
440 mm x 230 mm x 66 mm (W,D,H)

Rack Mount
1.5U, 19” Rack mount

SWITCHING SPECIFICATIONS

Architecture
High Performance Store & Forward Switching Architecture

Switching fabric
6.4Gbps

MAC address Table
4K-entry per device

Forwarding/filtering rate
Layer 2 Wired speed forwarding

Error Checking
Runt & CRC on all network packets

Environment Specification

Cabling
10Mbps: UTP Category 3, 4, 5, 100 metres maximum


100Mbps: UTP Category 5, 100 metres maximum


100Mbps: multi-mode 62.5/125(m, 2 km maximum


1000Mbps (TP):  Category 5/5e 4 pair, 100meters maximum


1000Mbps (SX): multi-mode 62.5/50(m, 220/550 meters maximum 

Temperature
0~55 degree C operating

Humidity
0~90% non-condensing

AC Power
90~240V AC, 50/60Hz auto-sensing

Power Consumption
60Watt maximum

Heat Dissipation/Hour
154 BTU/hr

Emission
FCC class A, EN55022/CISPR-22 class A

Communication

Protocol Compatibility
Transparent to higher layer protocols


IP (Internet Protocol) for layer 3 or above

Network Management

IEEE802.1D Spanning Tree Protocol, IEEE802.1Q VLAN, Port Trunking,  SNMP MIB II, RFC 1213, RFC 1516, Bridge RFC 1286 Port Mirroring

7. Appendix C. Wiring information & RJ-45 Pin assignment

C.1 Wiring Information

The wiring details are as below for the wiring reference

10/100Base-TX (IEEE802.3/802.3u):

Cables:

Category 5 /5e UTP, STP AWG-24~26, 2 pair

Distance:
100 meters max.

1000Base-T (IEEE802.3ab)

Cables:

Category 5 /5e UTP, STP AWG-24~26, 4 pair (or above)

Distance:
100 meters max.

1000Base-SX/LX (IEEE802.3z)

Cables:

	Standard
	Fiber Type
	Cable Specification

	1000Base-SX

(850nm)
	Multi-mode
	50/125μm or 62.5/125μm

	1000Base-LX

(1300nm)
	Multi-mode
	50/125μm or 62.5/125μm

	
	Single-mode
	9/125μm


Wiring Distances:

	Standard
	Fiber
	Diameter

(micron)
	Modal Bandwidth

(MHz * km)
	Max. Distance

(meters)

	1000Base-SX
	MM
	62.5

62.5

50

50
	100

200

400

500
	220

275

500

550

	1000Base-LX
	MM
	62.5

50

50
	5

4

5
	550



	
	SM
	9
	N/A
	5000*


C.2 Pin Assignment

xe "J-45PinSpecification”"When connecting your 10/100Mbps Ethernet Switch to another switch, a bridge or a hub, a modified crossover cable is necessary.  Please review these products for matching cable pin assignment.

The following diagram and tables show the standard RJ-45 receptacle/connector and their pin assignments for the switch-to-network adapter card connection, and the straight / crossover cable for the Switch-to-switch/hub/bridge connection.

	RJ-45 Connector pin assignment

	Contact
	Media Direct Interface Signal

	1
	TX + (transmit)

	2
	TX - (transmit)

	3
	Rx + (receive)

	4
	Reserved

	5
	Reserved

	6
	Rx - (receive)

	7
	Reserved

	8
	Reserved


The standard cable, RJ-45 pin assignment for 10/100Mbps

	


	Straight Through Cable
	Crossove Cable

	
	Pin 1 (( Pin 1
Pin 2 (( Pin 2
Pin 3 (( Pin 3
Pin 6 (( Pin 6
	Pin 1 (( Pin 3

Pin 2 (( Pin 6
Pin 3 (( Pin 1
Pin 6 (( Pin 2


The following shows straight cablexe "traightcable”" and crossover cable connectionxe "rossovercable”":
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Straight cable for Switch (uplink MDI-II port) to switch/Hub or other devices connection


[image: image138.wmf]
Crossover cable for Switch (MDI-X port) to switch/hub or other network devices (MDI-X port) connection

_1028530977.doc



_1028546836.doc
[image: image1.png]PLANET WehSuitch WGSU-2402 suitch
/Suitch Management/Basic Management/LAN Port Configurations adnin







Login Name







Device Name







Current Console menu location












_1029677807.doc
[image: image1.png]Receive File Uia TFTP








_943961088

_1028385194.doc



_981271655.doc



_928955582.doc
������������������������������������������������������������������������������������������������������������



6







3







1







2







6







3







2







1







6







3







1







2
















