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Preface

About this manual

This manual provides information regarding the quick installation and hardware features
of the NAS system. This document also describes how to use the storage management
software. Information contained in the manual has been reviewed for accuracy, but not
for product warranty because of the various environment/OS/settings. Information and
specifications will be changed without further notice.

This manual uses section numbering for every topics being discussed for easy and
convenient way of finding information in accordance with the user’s needs. The following
icons are being used for some details and information to be considered in going through
with this manual:

P NOTES:
N\ These are notes that contain useful information and tips
<4 that the user must give attention to in going through with

the subsystem operation.

IMPORTANT!
These are the important information that the user must
remember.

WARNING!

These are the warnings that the user must follow to avoid
unnecessary errors and bodily injury during hardware and
software operation of the subsystem.

CAUTION:
These are the cautions that user must be aware of to
prevent damage to the equipment and its components.

Copyright

No part of this publication may be reproduced, stored in a retrieval system, or
transmitted in any form or by any means, electronic, mechanical, photocopying,
recording or otherwise, without the prior written consent.

Trademarks

All products and trade names used in this document are trademarks or registered
trademarks of their respective owners.

Changes

The material in this document is for information only and is subject to change without
notice.

NOTE: Some screen shots may differ from actual NAS system model.
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Before You Begin

Before going through with this manual, you should read and focus to the following safety
guidelines. Notes about the subsystem product packaging and delivery are also included.

Safety Guidelines

To provide reasonable protection against any harm on the part of the user and to obtain
maximum performance, user is advised to be aware of the following safety guidelines
particularly in handling hardware components:

™

™

™

™

™

™

™

™

Upon receiving of the product:

Place the product in its proper location.

To avoid unnecessary dropping out, make sure that somebody is around for
immediate assistance.

It should be handled with care to avoid dropping that may cause damage to the
product. Always use the correct lifting procedures.

Upon installing of the product:

Ambient temperature is very important for the installation site. It must not exceed
30°C. Due to seasonal climate changes; regulate the installation site temperature
making it not to exceed the allowed ambient temperature.

Before plugging-in any power cords, cables and connectors, make sure that the
power switches are turned off. Disconnect first any power connection if the power
supply module is being removed from the enclosure.

Outlets must be accessible to the equipment.

All external connections should be made using shielded cables and as much as
possible should not be performed by bare hand. Using anti-static hand gloves is
recommended.

In installing components, secure all the mounting screws and locks. Make sure that
all screws are fully tightened. Follow correctly all the listed procedures in this manual
for reliable performance.

Packaging, Shipment and Delivery

™

™

™

™

Before removing the subsystem from the shipping carton, you should visually inspect
the physical condition of the shipping carton.

Unpack and verify that the contents of the shipping carton are complete and in good
condition.

Exterior damage to the shipping carton may indicate that the contents of the carton
are damaged.

If any damage is found, do not remove the components; contact the dealer where
you purchased the subsystem for further instructions.
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Chapter 1 Introduction

The NAS System

Storage networks become more and more complex. If you need to easily expand storage
capacity while providing uninterrupted high-performance data access across your LAN, you
may want to consider a NAS (Network Attached Storage) appliance. When budgets are tight
and a quick fix is required, a NAS appliance is a low-cost, efficient solution to dodge that
network-to-storage logjam. That's why more and more users select NAS architecture as
their storage networking.

The SAS/SATA NAS System is a reliable, cost-effective way to add storage to the network.
It comes with 8 drive trays accommodating 3.5" SAS/SATA drives while SCA II single
connector architecture enables true hot swap capability. Built-in Intel Celeron 1.6G CPU (or
above), up to 4GB DDR2-667MHz SDRAM and two Gigabit Ethernet ports offers high
performance NAS platform. Linux based embedded OS design within Disk on Module for
guarantee reliability and boot quickly. The NAS System is managed and configured by Flex /
Ruby browser based software, including pre-configure disk capacity, users setting, volume
management, quick installed on popular network platform, Multi-protocol support, etc. It is
equipped with RAID function to offer fault tolerant data protection. It is a full featured data
protection system supporting RAID levels 0, 1, 5, 6, 10, and Linear (JBOD).

User Manual



| NAS System

1.1 Key Features

™ Configurable to 19” rack-mountable 2U chassis

™ Supports up to Eight (8) 1” hot-swappable SAS/SATA hard drives

™ Supports RAID levels 0, 1, 5, 6, 10, and Linear (JBOD)

™ Smart-function LCD panel for RAID setting & status (Option)

™ Supports hot spare and automatic hot rebuild

™ Linux based embedded OS design

™  Provides file access services to multiple users over the LAN, the intranet and / or the
internet

™ Multi protocol support (TCP / IP, DHCP, Apple Talk, Mac zone, SMB, NFS, CIFS, AFP
over TCP / IP)




1.2 Technical Specifications

NAS System

Hardware Platform Macintosh Support
f Intel Celeron 1.6G CPU (or f AFP over AppleTalk
above) f AFP over TCP/IP
f Cache memory: 1GB ~ 4GB f Mac Zone
DDR2-667MHz f iTunes service
f Supports 8 SAS/SATA hard
drives
f Two Gigabit Ethernet port
f Environmental monitoring
unit
Storage Connectivity
f Equipped with software RAID f SMB over TCP / IP
function to offer fault tolerant f NFS over UDP / IP
data protection f CIFS over TCP / IP
f Supports RAID levels 0O, 1, 5, f NAT
6, 10, Linear f DHCP
f Volume Management f FTP
f Disk usage statistics f Internet Server
f Hot spare capability f Unit acts as a DHCP server
f Unit act as a master browser
f Share level security
f User ID security for NFS
General System Management
f Supports Volume as iSCSI f Windows and Macintosh
Target Client Discover Utility Tool
f File Server Independent f Automatic IP address
f Localized language support configuration
f With Quick Setup function f Management through Web
f Supports trunking / load browser
balance / fail over / f Flash upgradeable unit
LACP(802.3ad) f Supports Microsoft ADS/PDC
f Support UPS management and Unix NIS accounts import
f Supports USB print server f Fail-free online firmware
f Support BT download upgrade
f Support U-Share f Unicode support
Backup / Restore Support Power Requirements
f Backup Solution f Two (2) 400W PSU with PFC
f 100V ~ 240V AC Full Range
(50/60Hz)
Environmental Physical Dimensions
Relative Humidity: 10% ~ 85% 88 (H) x 482 (W) x 500 (D)
Non-condensing
Operating Temp: 10°C ~ 40°C
(50°F ~ 104°F)




| NAS System

Chapter 2 Installation

2.1 Unpacking the NAS System

The package contains the following items:
e System unit
e Two power cords
e Two Ethernet LAN cables

¢ Installation Reference Guide

If any of these items are missing or damaged, please contact your dealer or sales
representative for assistance.
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2.2 ldentifying Parts of the NAS System

The illustrations below identify the various parts of the NAS system.

2.2.1 Front View

Disk Trays LCD Display
Power On LED

Fan1 Fault LED
Fan2 Fault LED
Power On/Off Switch
Power On LED

Power LED - LED is green when the NAS system in on.
Fanl, Fan2 Fault LED - LED is red when Fanl or Fan2 fails.

Power On/Off Switch - Use this switch to power on or power off the NAS system.

weomemel

—§9.15 &,

~Slotd » | Slot3 ¢« |- % Slof]

“Slots » | Slot? © | -Siot6 *
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2.2.2 Rear View

Power On/Fail LED COM1
AC Power Input Socket —— LANO
Power On LED — LAN1

2 af Eaxasasiiuolifas

Mute Alarm = Line In
Power Supply _| Line Out

Mouse Port ————— USB 2.0 Ports
Keyboard Port —— VGA Port

LANO, LAN1 - The NAS system has 2 Ethernet Gigabit LAN ports.
Power Supply - The NAS system has 2 power supplies.
AC Power Input Socket - This is where the power cord is connected.

Power On/Fail LED - Shows the status of the power supply. A green LED means power
supply works fine. LED is off when power supply is not working or failed.

Mute Alarm - Use this button to mute the power supply alarm buzzer. The buzzer will
alarm when a power supply fails.

COM1 - The NAS system has one serial port.
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2.2.3 Disk Tray

The Disk Tray houses a 3.5 inch hard disk drive. It is designed for maximum airflow
and incorporates a carrier locking mechanism to prevent unauthorized access to the
HDD.

2.2.3.1 Disk Drive Status Indicator

Every Disk Tray has 2 status indicator lights. The Disk Status Indicator light is for
Power On/Error status. When this light is GREEN the disk drive’s power is on and
everything is functioning normally. When the light is RED, a disk error or failure has
happened that requires the user’s attention. When disk is in rebuilding status, the LED
is blinking RED.

The other status indicator light is the hard disk drive access light. Access LED will light
up blue if the SAS HD is installed. Access LED will not light up if the SATA HD is
installed. When the hard disk drive is being accessed, this light will flash BLUE.

In addition, both indicator lights are viewable within a 170° arc.

Status Light
Indicator

e neies caski’ Disk
Activity
Indicator

Disk Status
Indicator
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2.2.3.2 Lock Indicator

Every Disk Tray is lockable and is fitted with a lock indicator to indicate whether or not
the disk tray is locked into the chassis. Each tray is also fitted with an ergonomic
handle for easy carrier removal.

Drive Carrier
is Unlocked

Drive
Carrier is
locked

2.2.4 LCD Panel

Parts Function
Power LED Green LED indicates power is on.
Up and Down P} Use _the Up or Down arrow keys to go _through
the information on the LCD screen. This is also
Arrow buttons W

used to move between each menu.

This is used to enter the option you have

Select button WV
selected.

Exit button EXIT Press this button to return to the previous menu.
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2.2.5 LCD Menu Diagram

—— ethD IP —— Seteth0 IP
—— Network Information — 172.16.000.001

| eth0 Netmask —— Set eth0 Netmask
255.255.000.000
eth1 IP —— Seteth1IP

- 000.000.000.000

| eth1 Netmask —— Seteth1 Netmask
000.000.000.000

—— Gateway: —— Set Gateway
172.016.000.001

S 001 *0* 31C
S 002 *0* 31C
Disk Status —

ID:001-008 . S00370" 30C

004 *X* 27C

wmw

Model Name
172.16.000.001 e an e
S 005 "X" 26 C
S 006 *X* 35C
—— S5 007 *X* 36 C
S 008 *X* 35C

Fan Status
OK

FAN: 2556 RPM

RAID Level : 5
Select RAID Set Capacity : 6520 GB
RAID_00

—— RAID Information

RAID Set Status

Normal
New Password:

00000000

—— Change Password
Submit Password

Setting (Yes/No)

NAS Version:
2.0.XX

Disk Status Information:
S 001 - means slot number 1
*O* - means disk drive in slot is Online or detected
*X* - means no disk drive in slot or disk drive not detected
*¥R* - means the disk drive is rebuilding
*¥F* - means the disk drive is failed
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2.3 Getting Started with the NAS System

2.3.1 NAS Hardware Setup

1. Attach network cable to LANO Ethernet port. Connect the other end of network cable
to your network hub or switch. You may also connect the other Ethernet ports if
needed.

2. Plug in the power cord into the AC Power Input Socket located at the rear of the
subsystem.

3. To turn on the NAS, press the Power On/Off Switch.

The Power LED on the front panel will turn green.

2.3.2 Installing Hard Drives

This section describes the location of the hard drives in the NAS system and gives
instructions on installing a hard drive. The system supports hot-swapping allowing you
to install or replace a hard drive while the system is running.

a. Make sure the lock indicator is in unlocked position. To pull out a disk tray, press
the Lock Indicator Button. Pull the handle outwards to remove the disk tray from

the enclosure.
/

b. Place the hard drive in the disk tray. Make sure the holes of the disk tray align with
the holes of the hard drive.
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c. Install the mounting screws on the bottom part to secure the drive in the disk tray.

%

d. Slide the tray into a slot and push the Lock Indicator Button.

e. Press the handle until you hear the latch click into place. The HDD status LED will
turn green if subsystem is on.

User Manual
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2.3.3 Connecting to NAS Management GUI

1. Setup network setting of your host system (computer that will be used to manage
the NAS) to enable connection to NAS default IP 172.16.0.1. Refer to Table below.

Open web browser and type in the address bar http://172.16.0.1:3000.
The proNAS Login Page will be displayed.

4. Enter the Login Name account and Password. Refer to the default settings in the

table below.
Entity Default Value
LANO (eth0) IP address 172.16.0.1
TCP port 3000
Net Mask 255.255.0.0
Hostname NAS
Login Name admin
Password 00000000

NAS Default Settings

.)\ . NOTE: When the system initially has no NAS configuration (Unit is
new and drives have just been used and inserted in the disk slots),
after login to GUI, the Quick Setup option will be displayed.

i"\{".-
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5. A warning message will be displayed. Select “Yes” to configure the NAS for the first
time using Quick Setup (see next Section how to configure with Quick Setup).

It seems your first time to initialize NAS,
would you like to configure with quick

setup?

ves J[ No |

6. If you select "No” in the message shown in item #5 (no existing NAS configuration,
or NAS system has been configured already, after login, the proNAS Manager GUI
will be displayed.

rﬁmmmm

Infarmatinn 152, Boct/shutdown Upgrodz Lcg Motification Syctom Tools

System nfomat on

Host Mamz
Slnk

Comarfwarksrous  Workgroup

Verson | 2.0,02 led2usb test ZiE

Time  £6/20/2009, Asia/Tainci Alnka

Model  EM 22004 €M Hinka

CPU Tnlel Culeon 420 @ LECGH: sinks

Muenory(KE) 1025016 ntts

Kwnel Vel 3.5.26.7
slnk s

Lanudyes [ Enlicht |=

Sloey

Skin [ Heasu sulucl g slvle |=

1 nzhle timeart [ POl an 148 REM

PU lemp +00.0 2

/B Temp +34.0 °C

activity in the proNAS Manager GUI, admin will be automatically
logged out after 15 minutes. To disable timeout, remove check mark
in Enable Timeout.

@ M. NOTE: Enable Timeout is enabled by default. When there is no
A

*if _ N NOTE: The Language options supports: English, Chinese, Japanese,
3 <. Korean, and Spanish.
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2.3.4 Quick Setup

& “. The Quick Setup provides a quick and easy way to setup the basic NAS

\ | configuration. This function will create the NASVG, which is a Volume

“ Group that holds the NAS configurations and must be created or
initialized the first time the NAS is used. The Quick Setup will make
use of all available disk drives in the NAS.

The Quick Setup options are listed below:

1. RAID
This is used for selecting the RAID Level.

2. Storage/Share
This shows the default Home share capacity which can be changed. It also shows
default share named “share” which can be renamed and whose size can be changed.

3. Network Adapter
This is for configuring the primary Ethernet interface LANO (ethO) network settings.
After changing the settings, admin need to login using the new IP address.

4. Service
This is for enabling the basic file sharing Services provided by proNAS. Windows
(Samba) service is enabled by default.

The Quick Setup Steps:
1. Configure the software RAID by selecting the RAID Level.

The RAID Level options are:
(@) Max. Capacity (RAIDO)
(b) Clone Data (RAID1)
(c) Max. Security (RAIDS5)

Without initializing - This will create the Raid storage device without
initialization.

RAID

The software RAID device will join the Storage automatically.

Disk Mumber : & Avaliable Size(MB): 6673408
L] without initializing.

RAID Level [ Max. Security(RAIDS) | v]
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Configure the Storage/Share.
a. Change the “home” size default capacity if needed.
b. Rename the default share if necessary.
NOTE: The share folder name does not allow space in-between
characters.
c. Change the size of the default share if needed.

Storage/Share

Home Size (MB) 512

Share Name  sharel

Share Size (MB) 500000

Configure the Network Adaptor settings.
a. Enter the new NAS Host Name in the Host Name box.
b. Enter the new IP address.
c. Edit the Subnet Mask and Gateway.

Network Adaptor
The section is for sething up
Host Name  MNAS the primary ethernet.
P 172.16.0.5 After guicksetup, yvou will need
to use this IP to connect to
Gateway 172.16.0.1 MNAS.
Subnet Mask  255.255.0.0

The configuration options in Network Adaptor:

Host Name
The Host Name is the NetBIOS name of NAS system. This nhame should be unique.
IP

This is the IP address of primary Ethernet port LANO (eth0) used for NAS
management or share folder access. If not set, it will use the default IP 172.16.0.1.

Subnet Mask

The Subnet Mask used. If not set, it will use the default Subnet Mask 255.255.0.0.
Gateway

The Gateway used. If not set, it will use the default Gateway 172.16.0.1.
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4. Configure the Service options.

a. Enable the Services provided by proNAS as needed.

] Windows(Samba)
[¥] Unix/Linux(NFS)
L] Mac(Appletalk)

5. Click the “Execute” button.

Welcome ta setup -> Caonfiquration (Step 1/3)

| 1his guicksatu guide vou ko se < 5ysbem €as . 102 process nduces e storaga, 5 and nstwors
| corfiguraticn 0L SO Ete te ¥ e ready for use after a couale minutas,

Thee silerari RAID dusice vl guir Lie SLorage aulone iy, Same: Gier M3 517

Shae Mo | sbones
Sed M s £ Aualclle Swee(M3) RETIMNE
LI Wtk sy, Shune: Giec (WA}

~he sactior is or 3attng up = Wl (St
=0t tha prmzry ethernst. e -
astiams prm= # Uniz/Linusrs)
S VIR TR ) Al ke g, o vl ol = M A
o use this IF ko cornack ko

Gateway 1/241G01 HAS.

Subnet Mask 285255000
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6. The configurations will be set.

Wulcome Lo Quicksclup > Conliguration = Excoule (Slep 2/2)

he exzcubon w take a few mirutes, please wato.

CurrentProgress 1 1%

7. A warning message will be displayed. Select “Yes” to reboot the NAS and free some
memory used by the system.

Reboot to free memory now? (suggest
yes]

8. A message will be displayed. Click “"OK".

The system will reboot after 10 sec.

9. The NAS will restart. Wait for about 3 to 4 minutes then login again. If IP address
was changed in Network Adapter settings, re-login to proNAS administration page
using the new IP address.
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2.4 Overview of the NAS Setup Phases

The Setup Phases include configuring proNAS components with proNAS Manager. The basic
steps are:

z Create RAID Disk from Hard Disk Drives

z Join RAID Disk to Volume Group’s Storage Pool

=z Setup the Network Environment

z Enable Services for Windows clients, Linux/UNIX clients, and MAC clients
=z Create and Setup Logical Volume and Share Folder.

z Create Accounts or Groups or Join ADS/NIS Domain and assign Share Folder

Permission
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Chapter 3 proNAS Manager

There are five management functions used to configure or manage the NAS.
< Network

System

Storage/Share

Account

Data Backup

A A A A

3.1 Storage/Share

3.1.1 RAID / Disk Information

Click the Storage/Share icon then select RAID / Disk Information tab. The RAID
Configuration and Disk Information window will be displayed.

micizashs)

Share/Security Retrezh

Tulal Siee{GE)

| treats hew kAW | [

Disk{=lat) Size{Gl) Model
1 231513 WRCWDNDNFYPS-0 LIN_LISFD
£31.513 WDCWD10D0FYPS-0 UM_USED
22L513 WOCWDLODORYPS 0 ur UZED
2A1.517 WRCWDNDNTYPS-0 LN_LImrn
£31.513 WOCWD1002FEYS-0 UN_USED
53L513 WODCWDLOD2FEY5-0 ur USED
U3Lb12 WLUWDLULEREYS U UP_U=ED
231013 WRCWDND2PFRYS-0 LIN_LISFD

] [ Set spare ] [ Lelctesparc

a . NOTE: The Storage/Share /A RAID function is normally used when
\ ) creating a customized RAID configuration. This can be used when the
[t Quick Setup has not been done yet, or Quick Setup has already been
done but the RAID will be expanded using new disk drives.
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RAID Configuration Screen:
Name - The RAID disk name. This defaults to “"RAID_00" if this is the first RAID disk
created.
LEVEL - The RAID level used by the RAID disk.
Disk Used - The hard disk drives (slots) joined to the RAID disk.
Total Size (GB) - The capacity size of the RAID disk.
Status - The current status of the RAID disk. Status can be active, degraded,
rebuilding, or failed.
RAID Configuration Options:
Create New RAID - Use to create a RAID disk using the hard disk drives.
Edit RAID - Used to edit an existing RAID disk.

Disk Information Screen:
Disk(Slot) - The hard disk drive slot number.
Size (GB) - The capacity size of the hard disk drive.
Model - The hard disk drive model name.
Status - The current status of the hard disk drive. Status can be "RAID_MEMBER”,
“UN_USED"”, or “SPARE".

Disk Information Options:
Umount - Used to un-mount a disk.
Set Spare - Used to set a selected hard disk drive as a Spare Disk.
Delete Spare - Used to remove a Spare Disk setting on a hard disk drive.
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3.1.1.1 Create New RAID and Join Disk to Storage Pool

Steps to Create a New RAID and Join Disk to Storage Pool:
1. Click “Create New RAID”".

2. Set the RAID Level and Stripe size, and select the hard disk drives to be included in
the RAID disk.

RAID Configuration
[ without initializing.

RAID Level | RAIDS B

Stripe B |+

Select  Disk(Slot) Size(GB) Model Status
[ 1 931.513 WDCWD1000FYPS-0 UN_USED
[ 2 931.513 WDCWD1000FYPS-0 UN_USED
[ 3 931.513 WDCWD1000FYPS-0 UN_USED
[ 4 931.513 WDCWD1000FYPS-0 UN_USED
[+ 3 931.513 WDCWD1002FBYS5-0 UN_USED
[ 5 931.513 WDCWD1002FBYS-0 UN_USED
1 7 931.513 WDCWD1002FBYS-0 UN_USED
= 8 931.513 WDCWD1002FBYS-0 UN_USED

[ Create ] [ Cancel ]

RAID Configuration Options:
Without initializing - This will create the Raid storage device without initialization.
RAID Level - Select the RAID Level you want for the RAID configuration. Available
options, depending on number of disk drives, are: JBOD, 0, 1, 5, 6, and 10.
Stripe - Set the size of the stripe (block size or chunk size) written to each disk
drive. Default is 64KB. Other options are: 128KB, 256KB, 512KB and 1024KB.

'\ NOTE: A large stripe size produces better read performance if the NAS
does mostly sequential reads. If the NAS will do mostly random
reads, small stripe size is recommended.

-

User Manual
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3. A message will be displayed. A warning message is also displayed. Click "OK” to
close the warning message.

I e e e e e e e e e e e e o]
Creating RAID...Please wait

Craste New

everal minutes or hours to
e RAID depend on the disk

Sire{GRB) be patient

4. The RAID disk will be initialized. Verify in the Status information the current
initialization process.

| Volume | Share/Securily

RAID_0D 5 sdaiSlot1),sdbiSlot2),sdc(Slotd),sdd(Slot4),sde(5] I725.736 rebuilding.0.0% finish=276.2min,speed=S0000K/:

[ createmewram [

9il.213 WOOWDIUUURYRS-U HALD_MEMBER
931.513 WNCWDNNAFYRS-0 RATN_MFMRFR

LU

921,213 WOOWDIUUURYS U HALL_MEMBER
931.313 WRCWD NN0FYRS-1 RATN_MFMRFR
921,213 WOOWDIUUZHBYS U HAILD MEMBER
931.513 WODCWD1002FBYS-0 Uh_USED
931,513 WDCOWD1002FBYS 0 Uk USED
931.513 WODCWD1002FBYS-0 Uh_USED

[T T

Umount )l set sparc ][ volctespare |
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5. While the RAID logical disk in initializing, the status will show active and the Disk
Information will show "UN_USED”. The RAID disk can be joined to NASVG in Volume
tab using “Create Storage Pool” button. Click “Create Storage Pool”.

RAIN / Disk Infarmation | | ShareiSerurity

Create storage ool | DatamView | Grid View

6. Select the RAID logical disk that will be added to storage pool. Click "OK” when done.

C - »

4
5
5]
7

8
RAID_0DO

HOOC

RAID_MEMBEF
RAID_MEMBEF
UN_USED
UN_USED
UN_USED
UN_USED

931.513 &
931.513
931.513
931.513
931.513

3725.736 lLJ

Home Size(MB) 512

NOTE: NASVG, which is a Volume Group that holds the NAS
configurations, will be created when at least one disk (RAID disk) is
joined to Storage Pool. At the same time, the default Home volume is
also created. The Home volume holds the individual share folders of
all user accounts. The default Home volume size is 512MB. If
necessary, change the Home size to a larger size.
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7. A warning message will be displayed. Select “Yes” to proceed.

Join disk operation will erase all of the
data on the disk, continue?

8. A message will be displayed.

[

Creating Storage Fool....FPlease wait

9. When warning message is displayed, select “Yes” to reboot the NAS system to free
some memory used by the system.

Would vou want to reboo
now?

10. The NAS system will reboot.

The System is Rebooting....
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11. Re-login to the system after about 3 minutes, and then select Storage/Share A
Volume. The NASVG and the default Home volume are created.

RAID / Disk Information | | Share/Security

Deadail View | Grid View
Hame  RASVG

siza(Gl)  3/25.500 Mame  home [

Siee(WB)  512.00 Ui Sigu: 0.78%

lsed Siee(MR) 4.7 Celete

Fraa Size: Usaed sza:
3719GE - b.o0UGHE
099.83% 0.1/44%

Tnvin Disk ][ Create Veolome ]

NOTE: After NASVG is initialized, the Storage Information screen will
show a pie chart with amount of Free Size and Used Size. Volumes
can be created from the NASVG.

12. After the RAID disk is joined to NASVG, the RAID status in Disk Information will
show “IN_USED".

| Wnlnime: Share'Sarurity | nefresh |

RAID 00 5 sdb{5Slot2),5dci Slot3), sddiSlot4 ), sde(Siots ) sdal sl 3725756 rebulding,1.2% st =297, 1min,speed=S4102K/:

[ create vewRamn |

o Dskse  sizee®) o Medel St

E WDCWD0D0FVPS-0 RAID_MEMBER
WNCWDINDNFYPS-0 RAIT_MFMRFR
WDCWDI000YPS-0 HALL_MEMBER.
WNCWDINDNFYPS-0 RAIT_MFMRFR
WDCWDI0U2BYS O HALL MeMBER
WNCWDIND?FRYS-0 LIN_ ISFTy
WDCWD10CD2FBYS 0 LN USED
WDCWDI0D2FBYS-0 LUN_USED

J725.738 IN UZCD

] [ Set Spare | DeleteSpare
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3.1.1.2 Set a Spare Disk

Steps to Set a Spare Disk:
1. Select the hard disk drive to be made a spare disk and click “Set Spare”.

| Wnlnime: Share'Sarurity

HAID Oy sdbisloti),sdeislot3) sddislot4) sdelsloty i sdalsl 3725,/ 50 rebuilding, .04 finish—20/. 8min,spoed—5 1E0BKST

[ creale NewRarD |

£31.513 WDCWDI0D0FYPS-0 AAID_MEMBER.
5£31.513 WDCWD10D0TYPS-0 RAIC MCMDCR
231513 WO WO IDD0FYPS-0 RAID_MEMBER.
5£31.513 WDCWD10D0TYPS-0 RAID_MCMDCR
531.513 WDCWDI0D2FBYS-0 RAID_MEMBER
£31.512 WDCWD10C2TDY5-0 LN_USCD
531.513 WDCWDI0D2FBYS-0 UM_USED
3 531.513 WDCWD1002FBYS-0 LN_USED
RAID_0D 3725.738 IN_UZED

] [ set Spare Uelotespare

2. The selected hard disk drive will become a Spare Disk. The Status in Disk
Information will show “"SPARE".

Volume | Share/Security

HALL_ U b sdbislotd) sdc(Slot), sdd(Slota), sdo(Slota), sdals] S/dh./30 rebuilding,2.5% finish—28 LUmincpoed—4 LhnL ke

[ createn=wram [

937.513 WROWN T NONFYES-N RATN_MFMRFR
941,513 WLOWDI000RTS HAIL_MEMBER
937.513 WROWN T NONFYES-N RATN_MFMRFR
941,513 WLOWDI000RTS HAIL_MEMBER
937.513 WROWN T NNPFRYS-N RATN_MFMRFR
931,513 WLOWNDI002RBYS SI'ARs
937.513 WROWN T NNPFRYS-N LIN_LISFD
941,513 WLOWD1002HBYS U UN_UsED
37?0730 TH_LISFN

] [ ] [ DialeleSpare
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3.1.2 Volume

Click the Volume tab. The Volume Configuration screen will be displayed.

RAIN i Nisk Information | | Share/Security

Delail View | Grid View
Farne

Sire(GR)  3AFFEA0ON Namre  home

Lisk HalL_uo Size(MB)  5.2.00
Lsey Siea(MB) 4.2

Free S7e
3719GE
So.APY

| Juiry Dise L Disale Velupne J

Storage Information Screen:
Name - The NAS Volume Group default name “NASVG”.
Size (GB) - The total capacity of the NASVG
Disk - The list of RAID disk(s) joined to the NASVG.

Storage Information Options:
Join Disk - Used to join a RAID disk to the NASVG.
Create Volume - Used to create a new Volume. A Volume is storage space which is
shared by several Share Folders (several Share Folders can be created under
a single Volume).

Volume List Screen:

There are two types of view provided to display the Volume information: Detail View and
Grid View.

Detail View: has Delete, Extend, and iSCSI buttons
Name - The Volume name.
Size (MB) - The total Volume capacity in MB.
Used (MB) - The Volume used capacity in MB.
Used Size - The Volume used capacity as a percentage of the total Volume capacity.
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Grid View: displays Volume List in table format
Name - The Volume name.
Size (MB) - The total Volume capacity in MB.
Used Size (MB) - The Volume used capacity in MB.

Volume List Options:
Delete - Used to erase the Volume.
Extend - Used to extend the total Volume capacity.
iSCSI - Used to setup the Volume as iSCSI target.

3.1.2.1 Join a Disk to Storage Pool

Steps to Join a Disk to Storage Pool:

1. Click “Join Disk”.

2. A dialog box will be displayed. Select a RAID logical disk (an unused/newly created
RAID disk) to be joined to the Storage Pool of NASVG. Click "OK” when done.

7

Join Disk to Storage Pool
Select Disk(Slot) Status Size

4 RAID_MEMEBEF 931.513

5 RAID_MEMEEF 931.513

5] SPARE 931.513

7 UMN_USED 931.513

| 8 UN_USED 931.513
RAID_00 IN_USED 3725.736

3. The RAID logical disk will be joined to the NASVG.

-\ . NOTE: If a new RAID logical disk has not been created yet, create first

the RAID disk using the available free physical disk drives.

@ " NOTE: An un-used physical disk drive can be used to join to the
\ Storage Pool of NASVG but it is not recommended because the

“ physical disk drive does not have RAID Level nor provide data

redundancy. Select only a RAID logical disk to add into the Storage

Pool for better data security.
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3.1.2.2 Create a Volume

Steps to Create a Volume:

1. Click “Create Volume”.

2. In the Create New Volume dialog box, enter the Volume Name and Size in MB. The
Free NASVG capacity will show the available capacity that can be used. Click “"OK”

when done.

.
"=

N

e
\ \ NOTE: The volume name does not allow space in-between characters.
|4.; |

“

Name wvoll

Size(MB) ‘ 50000 |

Free Size(MB) 3808256

Cancel

3. A message will be displayed.

E

T e e e e e e e e e e e
Please wait..
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4. The new Volume will be created.

RAID | Nisk Information | | ShareiSecurity

Detall View Grid Viaw
Name

Szo(Ga) Mama

Lisk Size[ME) Lsad Size: 0.78%

Used Size(MB) 4. ((pelete [ Foend

Name  vell |
Siee{MR)  301TACO e Sies: 0.01%
Used SizalMR) 4.7 (scot ][ pelete || Cizenc

fres Size:

:EE_EOE';E' Usid Sigs:

_qsfﬁ% - 55.500G8
- L.482%

[ Crezle Vuluimne

User Manual
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3.1.2.3 Delete a Volume

Steps to Delete a Volume:

WARNING! Be careful when using this function. Make sure the data in
the volume and all its share folders are no longer needed or a backup
has been made before deleting the volume.

1. Click the “Delete” button of the Volume to be deleted.

2. A warning message will be displayed. Click “Yes” to proceed with deletion.

Confirm option, All the share folders
which belongs to the volume will be

delete as welll!

3. A message window will be displayed.

E

Please wait..

4. The Volume will be deleted.

User Manual
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3.1.2.4 Extend a Volume Capacity

Steps to Extend a Volume:

1. Click the “Extend” button of the Volume to be extended.

2. A dialog box will be displayed. Enter the additional capacity that will be added to the
Volume in the “Size(MB)” box. Click "OK” when done.

Extend Volume

Mame  woll

Size(MB)  B0000

Free(MB) 99328

3. A message will be displayed.

F |

Please wait..

4. The total Volume capacity will be increased.




NAS System

3.1.2.5 Setup Volume as iSCSI Target

Steps to Setup Volume as iSCSI Target:

1. Click the “iSCSI” button of the Volume to be setup.

2. A dialog box will be displayed. Tick the “iSCSI Enable” option to enable iSCSI
function. Enter the Target name. To enable write cache, tick the option “Enable write
cache”. To enable authentication, tick the “Enable” box in CHAP Authentication then
enter an Account name. Enter the password in Password box and Password Confirm

box. Click "OK” when done.

- - -

|¥] i5CSI Enable

Name wvoll

Size(MB) 50176.00

Target Name  datal
IQM  ign.2009-6.nas.iscsi.voll:datal
L Enable Write cache
CHAP Authentication || Enable

Account

Password

Password Confirm

[OK ][ Cancel]

3;\ {f‘.\ NOTE: When CHAP Authentication is used, the same Account and
Password must also be used in iSCSI initiator to successfully connect

i"x{ ]
2 to the NAS iSCSI device. Password length must be 12 to 16 characters.

3. A warning message will be displayed. Select “Yes” to proceed.

5]

Create ISCSI?

[ves J(_no ]
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4. Another warning message will be displayed. Select “Yes” to proceed.

Confirm option, All the share folders
which belongs to the volume will be

delete as well!!

5. A message will be displayed.

Please wait..

6. The iSCSI Volume is ready.

RAID { Nisk Information | | ShareiSerurity

frec Size: = .
267068 R
90.51% - aE0e

Mame
Siz=(MB)
Usad Sie=(MB)

Uil Sigu: 0.78%

Neets Fatend ‘

Narme

Sizz(MB]

13C31 Enalle
Tewye. Hanne

CIIAP Authenticatior

Dt )] veem ||

aue
Jdalat

falze

Extend

;,J
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7. Connect to iSCSI Target Volume from host computer with iSCSI Initiator. Log on to
target device. Use the CHAP account and password if set in iSCSI Configuration.

Faworite Targets

I Volumes and Devices | RADIUS

General

I Discovery | Targets

To access storage d
Log on,

dick Details.

Targets:

evices for a target, select the target and then dick

To see information about sessions, connections, and devices for a target,

Mame

Status

ign. 2009-6.nas.iscsi:datal

Detals | | legon.. | [  Refresh

[ ok || cencel || aopy

8. After successful connection, the iSCSI device will be shown in Disk Drives list.

& Computer Managem

File Action View Help

&= |2E HE

;Eil Computer Management (Local | =g GERRY-MB

Fi m System Tools
[ @ Taszk Scheduler

J& Batteries
-1 Computer

[+ @ Event Viewer =- =k driyes

& g2l Shared Folders
[ @ Reliability and Performz
g Device Manager
Fi g Storage
= Disk Management

=g IET VIRTUAL-DISK SC3I Disk Device

u TUSTIBE TFLD37 GoR
- B, Display adapters
7t DVD/CD-ROM drives
]% Hurnan Interface Devices

o O e OO O |

[ _-:.l;ﬂ-* Services and Applications

H-Lgg IDE ATA/ATAPT controllers
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3.1.2.6 Disable iSCSI Configuration in a Volume

Steps to Disable the iSCSI Configuration in a Volume:

1. Select the Volume with iSCSI Configuration and click the “iSCSI” button. Remove the
check mark on the “iSCSI Enable” box. Click "OK” when done.

- |

|| iscsI Enable

Name  woll

Size(MB) 50176.00

Target Name  datal
IQN iqn.2009-6.nas.iscsi.voll:datal i |

|| Enable write cache
CHAP Authentication | | Enable

Account

Password

Password Confirm

[ Restoretovolume ][ ok ][ cancel |

2. A warning message will be displayed. Select “Yes” to proceed.

Confirm option, Disalbe ISCSI?

3. A message will be displayed.

|

Please wait..

4. The iSCSI function of the Volume will be disabled.
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3.1.2.7 Remove iSCSI Configuration and Restore to NAS Volume

Steps to Remove iSCSI Configuration and Restore to NAS Volume:

WARNING: When iSCSI Configuration is removed and volume is
restored as basic NAS volume, all the data in the volume previously
configured as iSCSI Target are deleted.

NOTE: The iSCSI Configuration must be disabled first before the
Volume can be restored as basic NAS volume. See previous Section on
how to disable iSCSI configuration.

1. Select the Volume with iSCSI Configuration and click the “iSCSI” button. Click the
“Restore to Volume” button.

= - I I_ I

-

|| i5CSI Enable

Name  wvoll

Size(MB) 50176.00

Target Name  datal
IQN  ign.2009-6.nas.iscsi.voll:datal i |
|| Enable Write cache
CHAP Authentication | | Enable

Account

Password !

Password Confirm

[ Restoretovolume | ok || cancel |

2. A warning message will be displayed.

G o =]

Confirm option, all the data will be

lostll
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3. A message will be displayed.

F

T e e e e e e e e e e ]
Please wait..

4. The iSCSI Configuration will be removed and the volume is restored as basic NAS
volume.

RAID | Disk W fuimalion | Sha e Securily

Uetaill View | Gnd View

Size!50) Name

isk Sza(MB) Uzed Size: 0.78%

Lsad Sza(ME) . Dl el Exleid

are  woll |

Se=(MR) SMTFA.O0 Llsen] B 0.01%
lsed S7a(MR] .7 [izcs1 )7 pee=

Mree Size
J670CD
9E.51%

Usey Sige:
-5Z.500CB
1.4893%

][ Creal = Vishames ]
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3.1.3 Share/Security

Click the Share/Security tab. The Share and Security Configuration window will be displayed.

RAID | Disk Infonmztion | Volwne |

Windows(Samba)  Unix/Linme(NFs)  Mac{Applctalk)

Share/Security Information Screen:

Share Folder - Displays the share folder name. Share folders are the folders that
are made accessible to clients via network.

Volume - Shows the volume name where the share was created.

Windows (Samba) - Shows the status if Samba / CIFS protocol is enabled (Yes) or
not (No) in the share folder.

UNIX/Linux (NFS) - Shows the status if NFS protocol is enabled (Yes) or not (No)
in the share folder.

Mac (AppleTalk) - Shows the status if AppleTalk protocol is enabled (Yes) or not
(No) in the share folder.

Rsync - Shows the status if Rsync is enabled (Yes) or not (No) in the share folder.

Share/Security Options:
Create Share Folder - Used to create a new share folder.
Edit Share Folder - Used to edit settings of an existing share folder.
Refresh - Used to update the information displayed in the screen.
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3.1.3.1 Create New Share Folder

Steps to Create New Share Folder:

1. Click “Create Share Folder”.

2. The Share Folder Basic Configuration screen will be displayed. Configure the
necessary options.

RAID { Nisk Information | Volime: |

Dasic

thzre Namc  sharcl

Valens | wolt | = [¥] Fnahle Samha Sharing

Cwner | admin | = [ Case zerstive

[71 e Degin with Dots

Vac conncefion (O

LnoilinmMH:]
VacADEICtls)
Hs¥nz

Share Configuration Options:

Share Name - Enter the share folder name.

|\\\
\ NOTE: The share folder name does not allow space in-between
| %4 | characters.

Volume - Select the Volume where the share folder will be created.
Owner - Set the owner of the share folder. By default, admin owns all share

folders.
Public - When enabled (checked), the share folder is accessible to all users.
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In the Protocol Setting window, setup the Windows (Samba) protocol options.

Windows (Samba) Configuration Options:

Enable Samba Sharing - Used to enable Samba protocol. When checked,
the share folder can be accessed via Samba protocol.

Case Sensitive - This controls whether filenames are case sensitive or not.
Default is disabled.

Files Begin with Dots - This controls whether files that begin with a dot will
become hidden files. Default is disabled.

Max connection - This option limits the number of simultaneous connections
at a certain time. A value of zero (default) means an unlimited number
of connections will be possible in this share.

Select “Unix/Linux(NFS)” option in Protocol Setting window. The NFS protocol
configuration screen is displayed. If share will be accessed by UNIX/Linux clients,
setup the necessary options.

RAID  Nisk nformation | Volime

Share Info
_——

Casic

- -
Sharc kamc  sharel Windows(Eambz)

| UniwlnasFS)

voume | vall | =

. [¥] Frahle NF= Sharing
Owner | admin | =

[ syrchronzs Wrik= Operation
[71 allow Roct Access

[ Irsecurs

[ subtrec credk

User Manual
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Unix/Linux (NFS) Configuration Options:

Enable NFS Sharing - Used to enable or disable NFS protocol. When
enabled (checked), the share folder can be accessed via NFS protocol.

Synchronize Write Operation - Use this option to enable or disable write
caching.

Allow Root Access - Use this option to allow or disallow access by root
super-user account.

Insecure - This option provides higher security. If this option is enabled, only
the ports under 1024 are allowed access to the share folder.

Subtree Check - Use this option to enable or disable subtree checking. A
subtree check happens if a subdirectory of a filesystem is exported but
the whole filesystem isn't, then whenever a NFS request arrives the
server must check not only that the accessed file is in the appropriate
filesystem (which is easy) but also that it is in the exported tree
(which is harder).

5. Select "Mac(Appletalk)” option in Protocol Setting window. The AppleTalk protocol
configuration screen is displayed. If share will be accessed by Mac clients, setup the
necessary options.

RAID | Disk lnfoimalion  Volume |

Share Name  =harel Windows{Samba)

- o
volumz | vo'L | = it auiES)

Qwrer | adiin | =]

|| =nzble apolstalk skarng

e i)

[ eutslie:

Mac (AppleTalk) Configuration Options:
Enable AppleTalk Sharing - Used to enable or disable AppleTalk protocol.
When enabled, the share folder can be accessed via AppleTalk protocol.
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6. Select “Rsync” option in Protocol Setting window. The Rsync configuration screen is
displayed. If share will be used for Rsync, setup the necessary options.

RAIN [ Misk Information  Valume |

Dasc

' Protocol Setfing

Wir dows{Samba)

; o
volume | vo'L | = Hrm:rl'm'.mih.l.—f)

Rs

Share Name  zharel

Qwrer | A | =]

L Eneble 2wy
Waximum conrecdons 10

#uzer-ame:psasword
El puli admn:00000010

Rsync Configuration Options:

Enable Rsync - Used to enable or disable Rsync Server function on this
share folder. When enabled (checked), an Rsync client can connect to
this share folder and upload or download files via Rsync.

Read Only - When checked, all files within this share will be read only to any
Rsync client.

Anonymous - When checked, anonymous connections will be accepted.

Maximum connections - This specifies the maximum number of Rsync
client that can connect to this share at a certain time.

#username:password - Use this option to edit Rsync account and
password list. These accounts are the accounts that will be supplied by the
Rsync client when connecting to this server.
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7. Click “Save” when done. Then Share Folder will be created.

RAID / Disk Infvymialion Volume |

sharel
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3.1.3.2 Assign Permission to Share

Steps to Assign User or Group Account Permission to the Share Folder:

'\ -™ NOTE: User or Group Accounts must have been created or NAS must
‘;--\{; have been joined to Windows AD or NIS domain.

1. Select (highlight) the share folder then click “Edit Share Folder”, or double-click the
share folder name.

Select the Privilege tab. In the Account option, select the user accounts that will be
given access permission to the share folder, then click “>>".The accounts will appear
on the right screen. Set the Write and Quota(MB) options as needed.

.\ ™. NOTE: Use the “<<"” to remove an account from share folder privilege.

Select the account then click “"<<”. The account will be removed from

(- the right column.

RAID | Disk nfunmation | Volwme |

Privilege |

rull Kame
Administrator

userl

[ Dizlste

Account Privilege Options:

Write - By default, this option is checked and the account is given Read and
Write permission to the share folder. To assign Read-Only permission,
remove the check mark.

Quota(MB) - This option is used to assign user account quota to the share
folder. Default is zero and no quota.
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3. Click the Group option. Select the groups that will be given access permission to the
share folder, then click “>>".The groups will appear on the right screen. Set the
Write and Quota(MB) options as needed.

@ ., NOTE: Use the “<<” to remove a group from share folder privilege.

\'\ "] Select the group then click “<<”. The group will be removed from the
e right column.

RAID | Misk Information | Volime

Prislege

Becourt  Mame = Type Write OQuota{MB)
admin Account B u

users Croup E

[T —

e n 4

aroup L

Group Privilege Options:

Write - By default, this option is checked and the group is given Read and
Write permission to the share folder. To assign Read-Only permission,
remove the check mark.
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4. Click the IP option. Set up the IP address or addresses that will be allowed
connections to the share folder, then click “*>>".The IP address will appear on the

right screen.

RAIN | Disk Information

Valume |

Account

Name

Group

[

admin

P 172167*
=
| wnze

usare

=
=

Type  Write
Acwunt | ]

Grouc E
bl [}

& . NOTE: This option allows setting certain range of hosts to have an
\ " | access to the NAS. By default, NAS will accept connections from any
[ g host (*.*.*.*), To allow connections only from certain IP address,

remove *.*¥.* * then add the IP address/range. For example, add

192.168.100.*. This will only allow connections from your private
network 192.168.100 and all other connection will be refused.

@ M
\ Note: To remove an IP address from share folder privilege, select the
g IP address then click “<<”.

IP Privilege Setup Options:
Read - This option allows Read access from the specified IP address or

address range.

Write -This option allows Write access from the specified IP address or

address range.

IP Privilege Edit Option:

Write - By default, this option is checked and the IP address or range of IP
address is given Read and Write permission to the share folder. To
assign Read-Only permission, remove the check mark.

5. Click "Save” when done. The permissions will be set in the share folder.
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3.1.3.3 Edit Share Folder

Steps to Edit Share Folder:

1. Select the share folder name then click “Edit Share Folder”.

2. Change the necessary options. Click “"Save” when done.

ﬂ‘%‘% NOTE: The Share Name cannot be modified.

o 5y
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3.1.3.4 Delete Share Folder

Steps to Delete Share Folder:
1. Select the share folder name then click “Edit Share Folder”.
RAIN i Nisk Informadion | Walume |

Dasic

swarstome [ ——————

volume vcll ¥ Eable Sanbs Shaiing

e Atlmin [ case Sensilives
[ Fil=s Regin wth Nos

Max conneclior 0

[ pubilic

InHLINUHNES]
acfpp etalk)
Heync

Cancel |

2. Click “Delete”. A warning message will be displayed. Select “Yes” to proceed. The
share folder will be deleted.

All data will be deleted, are you sure to
do delete this Share

WARNING! Be careful when using the “"Delete” button. Make sure
your data in the share is no longer needed or a backup has been made
before deleting the share folder.
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3.2 Network

3.2.1 Device Configuration

Click the Network icon to display the Network Device Configuration screen.

[¥] B abl= on 2ol
1 mynamie TRIOOTEYICE)

172.16.0.C
¥ Petzuls Getewsy

Latewsy L/2.16.0.1
Subrnel Mack  255.355.0.0

M 1507 =

YACZ zddrezs ODED 400967 IED Apuly |

cthl [ Erable on 2uel
¥ mynamic TPROCTEMHCE)
[ neszul Getew=y
Lateway

Subnet Mazk
N1l 15040

MAL Zddrezs  UDiED AL YDb s isE

| rreabe Trunsing

Device Configuration Options:

Host Name - The NetBIOS name of NAS. It should be unique.

Domain - Enter the Windows domain name or workgroup name. For example:
MYDOMAIN. Default is “Workgroup”.

DNS Suffix - The DNS suffix is the name appended to server name to
complete the server’'s FQDN. For example: MYDOMAIN.LOCAL

DNS Server - Enter the DNS Server IP address. DNS server is responsible
for mapping the machine name and IP address.

WINS Server - Enter the WINS Server IP address. WINS Server is
responsible for the setting NetBIOS name resolution.

Edit Hosts Table - Use this button to edit machine name and IP address
mapping in the Hosts table. This is optional.

Edit LmHost Table - Use this button to define the resolution of NetBIOS in
the Lmhosts table. This is optional.

Reset - Use this button to undo or clear any changes made.

Apply - Use this button to save the changes made.
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Network Adaptor Configuration Options:

Device - Shows the network device name. ethO is the device name for LANO
gigabit port.

IP - Shows the current IP address of the network device. Configure the IP
address as necessary.

Gateway - Show the current IP address of the Gateway. To edit, enter the
Gateway IP address.

Subnet Mask - Shows the current subnet mask setting. To edit, type in the
new subnet mask number.

MTU - The MTU size (Maximum Transmission Unit) in bytes. To modify the
MTU size for this interface, enter the new MTU size.

MAC address - Shows the MAC address of network device.

Enable on Boot - If enabled, this adapter will be active when proNAS starts
up.

Dynamic IP (BOOTP/DHCP) - If checked, this specifies that this network
device will dynamically obtain an IP address from a Dynamic Host
Configuration Protocol (DHCP) server or from a Bootstrap Protocol
(BOOTP) server.

Default Gateway - If checked, the default gateway will be enabled in this
adapter. A default gateway is a local IP router that is used to forward
packets to destination beyond the local network. Only one default
gateway can be enabled in a certain time.

Reset - Use this button to undo or clear any changes made.

Apply - Use this button to save the changes made.

Create Trunking - Use this button to configure network trunking.
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3.2.1.1 Configure Network Trunking

Steps to Configure Trunking Function:

ﬂ\\, ™ NOTE: It is necessary that the network switch supports the type of
< trunking mode that will be used. Otherwise, the network connections
may become unstable.

1. In Network /& Device Configuration screen, click “"Create Trunking”.

2. The Create Trunking Dialog window will be displayed. Configure the necessary
options.

Gisaledomidon Dinlony

[] pynamic IP(BOOTP/DHCP)
[¥ Enable on Boct
] pefault Gateway

Target Device | atho
ethi

IP  10.21.23.90

Gateway 10.21.23.1

Subnet Mask | 255.255.255.0] |

MTU 1500
Mode [ Fault Tolerance | v]

Create Trunking Configuration Options:

Target Device - Shows the network device names that can be included in
Trunking. To select, press the “"Ctrl” key and at the same time click the
network device names.

Mode - Select the Trunking Mode that will be used.
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Trunking Mode Options:

< Fault Tolerance - Active-Backup policy: If the active Ethernet port fails, the
standby Ethernet port will become active. This enhances the availability of access
to the NAS.

< Load Balance / Fault Tolerance - XOR policy: Transmit based on source MAC
address XOR with destination MAC address. This selects the same slave for each
destination MAC address. This mode provides load balance and fault tolerance.

< Dynamic Link Aggregation - 802.3ad policy: Combines multiple physical
network links into a single logical link for increased performance. Transmits and
receives on all slaves in the active aggregator. Pre-requisite: the network switch
must support IEEE 802.3ad.

< Load Balance - ALB (Adaptive Load Balancing) policy: The receive load
balancing is achieved by ARP negotiation and does not require special switch
support.

3. Click "OK” when done. A warning message will be displayed. Click “Yes” to proceed.

VWarning

[ ies ] [ N.n ]

T

= S e
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4. The Trunking function is configured. The member network devices will be shown as
deactivated and cannot be configured. A new network device name “bond0”, which is
the Trunking device, will be shown.

revice  ethO ¥| Enable or -
P 5 Dynamic IP(BOOTR/DHCE)
o P
_| Default Gateway
Gatewa
Subnet Mask H
MTU 1500 ( |
MAC address  00:03:1D:05:44:08 | Apply |
Device ethil
s P/DHCP)
b IP
Subnet Mask
MTU 1500 ( |
MAC address | 00:03:1D:05:44:08 [ |
Device  bondO [¥| Enable on Boot
"\ il I — L] bynamic IP{BOOTP/DHCP) Lz
Create Trunking
Device  bond0 [¥| Enable on Boot
N | pynamic IP(BOOTP/DHCP
' 1P 10.21.23.90 oy ( / )

[] pefault Gateway

Gateway  10.21.23.1

Subnet Mask 255.255.255.0 [ Cancel T ing J
MTU 1500 [ R J
MAC address  Fault Tolerance [ Apply J
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3.2.1.2 Cancel Network Trunking

Steps to Cancel Trunking Function:

1. Find the device name “bond0” then click “"Cancel Trunking”.

Device
Y
1P
Gateway
Subnet Mask
MTU

MAC address

bondo

10.21.23.90

10.21.23.1

255.255.255.0

1500

Fault Tolerance

[¥| Enable on Boot
] bynamic IP(BOOTP/DHCP)
] pefault Gateway

[ Cancel Trunking ]

[ Reset ]
( Apply J

2. A warning message will be displayed. Click “Yes” to proceed.

Confirm cancel trunking?

3. The Trunking function will be cancelled. The network device ethO will be
automatically configured and get the IP address previously assigned to the Trunking

device.

Device

J‘-._
’ P
Gateway
Subnet Mask
MTU

MAC address

eth0

10.21.23.90

10.21.23.1

255.255.255.0

1500

00:03:1D:05:44:08

[¥| Enable on Boot
] pynamic IP(BOOTR/DHCP)
] pefault Gateway

Reset
( Apply )

Device

-
’ P
Gateway
Subnet Mask
MTU

MAC address

ethi

1500

00:03:10:05:44:09

[ ] Enable on Boot
[¥] Dynamic IP(BOOTP/DHCP)
[] pefault Gateway

[ Reset ]
( Apply )
54
Create Trunking
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3.2.2 ADS/NIS

Windows ADS/PDC or NIS domain accounts can be imported and integrated into the NAS.

@, . NOTE:

Some network settings required in configuring the Windows

Domain Authentication option must have been configured in Network

i-"-‘q“;I

T Device Configuration, such as Domain/Workgroup name, DNS Suffix,

and DNS Server.

Lewvice Conhguration |

| UHCPUnternat Gateway) | H2v

HosL Ware
MrenmAi Wik Gronp
NN= S

Moman Server TR

Logon Administrator
Zassword

2DCIADS Mode

[ Enable Domain Authentication [ Enable NIS Authcnzcabon

Mas M1s5 Lormain

Wik o MIS Searwves

[ Auta Tekect Demain 12
administrator

[ ADS (windews 2000/2003 Server) | v

[ Enable NTLMyZ Authenlicalo:
[ Cnable Client Channel
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3.2.2.1 Join NAS to Windows AD Domain

Steps to Join NAS in the Windows AD Domain:

1. Select Network A Device Configuration. Enter the Domain Name and DNS Suffix. A
DNS Server IP can also be entered if necessary. Refer to Section 3.2.1 for the Device
Configuration options.

ADSNIS DHCHinternet Gateway) | HapP

=thn [¥] Crasle on Doct
T ] bynamic 1(BUU IR/LHIP)
MYDOMAIN.LOCAL [ vefault ataway
Gateway | 10.2L.23..
158.95.1.1 £
subnot Mask | d52.255,255.0

MTL 1500 Rosat

MAC address 00 03:1D:C5 44:08 i Apply ]

Davizz  ethl [l crasle on Doct

-
\"' » T ¥ Lynamic ILELUIRPLOHCP)
[ pefault Gataway

Gateway

subnat Mask

MTU 1500 [ ke )
MAC address 00 -02:1D:C5 44:09 i apply ]

2. A warning message will be displayed. Select “Yes” to apply new settings.

Apply the new setting?

3. Select Network A& ADS/NIS tab.
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4,

In Windows screen, check the “Enable Domain Authentication” option. Configure the
necessary options.

a.

If Domain Server IP is automatically detected, the Domain Server IP will be
displayed. If you want to join NAS to a specific Domain Server IP, remove the
check mark in “"Auto Detect Domain IP” and manually enter the Domain Server
IP address.

Enter the Domain Administrator account.

Enter the Domain Administrator’s password.

Select the PDC/ADS mode.

Device Configuration | DilCPiint=met Cateway) | P2P

Windows HIS

[¥] Frahle tomain A thentcation [ Frasle NIS Zuthentication

HOStNZme  NASSL KIS Domsin

Jomain/Worksroup  MYDCHALN 15 Server

DS Suffic MYDCHAINLCCAL

Duomait Serves 1P || Zule Deled Domzin IP

10.21.23.50

Logor Admimigtrator  adrunistrstor

Posoword | Aeeessess

POC/ADS Mode [ A0S (Winsows Z000/2003 Sever) |']

] Enabla vmmyz Authentication
[¥] Frahle Client Channel

Windows Domain Authentication Options:

Enable Domain Authentication - Use this option to enable or disable
Windows Domain Authentication.

Host Name - Indicates the NetBIOS name of NAS as configured in Network
/E Device Configuration tab.

Domain/Workgroup - Shows the domain/workgroup name as configured in
Network A Device Configuration tab.

DNS Suffix - Shows the DNS Suffix as configured in Network A Device
Configuration tab.

Domain Server IP - Shows the IP address of the domain server which is
automatically detected when “Auto Detect Domain IP” option is
enabled. If “Auto Detect Domain IP” option is disabled, manually type
the domain server IP address.

Logon Administrator - Enter the administrator’s logon account in the
domain server.

Password - Enter the password of administrator’s logon account in the
domain server.
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PDC/ADS Mode - Select the mode type of the domain server. This can be
“ADS Windows 2000/2003 Server)” or “"PDC (Windows NT Server)”.

Enable NTLMv2 Authentication - This parameter determines whether or
not smbclient will attempt to authenticate itself using the NTLMv2
encrypted password. If enabled, NAS will only sent NTLMv2 and LMv2
responses. NTLMv2 authentication protocol is available only on
WindowsNT4 with SP4 and Windows 2000 or later. Default is disabled.

Enable Client Channel - This controls whether the client offers or even
demands the use of the netlogon schannel. Default is auto, means it
offers the schannel but does not enforce it.

Reset - Use this button to undo or clear any changes made.

Save - Use this button to save the changes made.

Click “Save” when done.

NOTE: When NAS is successfully joined to the Windows domain, the
domain user accounts will appear in Account list.

NOTE: The NAS cannot be joined to the Windows domain if NASVG
does not exist (NASVG is not yet initialized).
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3.2.2.2 Join NAS to NIS Domain

Steps to Join NAS in the NIS Domain:
1. Select Network A& ADS/NIS tab.

2. In NIS screen, check the “Enable NIS Authentication” option. Configure the
necessary options.
a. Enter the NIS Domain name.
b. Enter the NIS Server IP address.

3. Click “Save” when done.

NIS Authentication Options:

Enable NIS Authentication - Use this option to enable or disable NIS
Domain Authentication.

NIS Domain - Enter the NIS domain name.

NIS Server - Enter the IP Address of NIS server.

Reset - Use this button to undo or clear any changes made.

Save - Use this button to save the changes made.

@, [ NOTE: When NAS is successfully joined to the NIS domain, the
: domain user accounts will appear in Account list.
<, NOTE: The NAS cannot be joined to the NIS domain if NASVG does not

exist (NASVG is not yet initialized).

v
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3.2.3 DHCP (Internet Gateway)

NAS provides Internet gateway function for administrator to easily enable and disable the
Internet access for users. This function integrates with DHCP service, routing and NAT.

DHCP (Internet Gateway) Options:
IP range starting from - Means the starting address of range of private IP
addresses for DHCP.
IP range ending with - Means the ending address of range of private IP
address for DHCP.
Private Net - The network device connected to the private network.
WAN - The network device connected to the Internet / WAN.

NOTE: This function must be configured in System I Service tab.
Select DHCP service.

Davice Conflguration | ADSMIS |

Plense configure this function in System --:- Service

User Manual
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3.2.4 P2P

The NAS system supports P2P (peer-to-peer) file sharing protocol.

\_ NOTE: Enable the P2P Service (System T Service). Also setup the P2P
'\ Service ‘Download file location’ (System I P2P I Edit I Quick Setup).

';---.{: Refer to Section 3.3.2 Service.

NOTE: DNS settings must be configured first before starting P2P
service.




NAS System

3.2.4.1 Status

This screen will show current download or upload connections.

Device Configuration  ADSIMIS | DHCPintcmet Gateway) |

Slalus T ptinn Shars
pewnload | Wew dewnload ] [ Remove [ Pause ] | Resume ]
55 s P S ez RS
Upload
v} User Flle Mame Upleaded Downloaded | IP ADDRESS | Port
Options:

New download - Use this button to add download item. Then select either
download link or torrent file.

Lk

Fleaseinnmirk

Ok

O Taent

viaarl

Remove - Use this button to remove a selected download item.
Pause - Use this to pause the downloading of selected item.
Resume - Use this to resume downloading of selected item.
Refresh - use this to refresh current download status.
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3.2.4.2 Server

This screen allows connection to and disconnection from server.

Nevice Configurafion | ANSKIS | DHCP(nfernst Gateway)

servcr
m Narme TP ADDRFSS Purl Tolal Hsers Tulal Files Slalus
1 [ Macter Server 11 H2.223.50.247 [ 4500 22345 29858/ 7 MiA =
& Masle: Server 10 A3.233.30.248 43500 £A5N87 G79R578 Cooane e ingg
E Macter 5erver b SE[VS Wy 4500 bUBZ: 40802 1 blodker
4 w1 seN=XT L 2 A 237 15572 Al 1nNOnN7 7 1779193 e =il
o Macter Servor b H2.223.50. 126 4500 o093 v4219u4 ' blodkeo
& Real Sharing NuZ 200,123 43500 20333 2150637 Mia =
7 Macter Server © 20,240 43500 35263 4158018 M/A "
g Masler: Soiver 2 .30.98 43500 104783 14219917 IF blocke:
L, StormShare 3 .191.162 | 4300 21930 2687675 M/A
i SlonmShare 2 191.161 43500 24403 2870915 Mia
11 Macter Server 1 55 43500 272210 8043290 I blodker
12 Masler Soiver 7 83233 30.128 43500 63145 9333117 IF blocke:
1z Real Shanng Mol 04,23.200.122 43500 26260 2406421
14 Masler Soiver 3 832233 30.103 43500 63817 8671110
15 StormSharc 4 82.140.191.163 | 4300 28430 3360076
16 SlunmShare 1 83.140.191.150 4500 231096 2816626
Options:

Connect - Use this button to connect to a selected server.
Disconnect - Use this button to disconnect to a selected server.
Refresh - Use this to refresh current connection status.
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3.2.4.3 Options

Use this screen to configure download options.

Device Comfiguialion  ADSMIS | DHCP{lnlernel Galeway) |

STITUS

Kazimin downlnad -umber

Kazimn downlnad -=tekKhyhes/s) a0

Iaximun upload numbcr 2

Iaximun upload rate(kbytes/c] i
Options:

Maximum download number - Use this option to set the maximum
number of download connections.

Maximum download rate - Use this option to set the maximum download
transfer rate.

Maximum upload number - Use this option to set the maximum number of
upload connections.

Maximum upload rate - Use this option to set the maximum upload
transfer rate.

Reset - Use this button undo any changes made and load previously saved
setting.

Apply - Use this button to save changes made.
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3.2.4.4 Shares

This screen displays the list of files downloaded or being downloaded in the target share.

Device Confiquration | ADSINIS  DHCM{internet Gateway) |

Stahis Earver T

File Name
MZA_LIVE_US HAITHED
{ AP HOP) Hshien - Yoo make we wanna - (Tioeanp3
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3.2.4.5 Example of Download from Link and Torrent

1. Click “New download”.

Devive Configuration | ADSMIS DHC P{lmLe1 el Galeway)

Stakus Upton

o=l [New downiozd ] [ Femove ] Pause ] [ Resume ]

|0 | user | Hilc Mame | uUploaded | Dowmnloaded | 11" AUDRESS | I'ort |

2. To download using link, enter the download link or paste the link in the box provided.
Click “OK".

(® Link

Please input link

J ed2k://|file|[2008-08-22][192Kbps VBR][Aca=] §6 "h-8 -im=£iA§*lin.rar|49291087 |44FCFE578B56BBB53950F¢ [

O Torrent

selact torrent file
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3. To download from another link, enter the link or paste the link in the box then click
\\OKII.

(® Link

Please input link

I led2k://|file|{ HIP HOP) Usher - You make me wanna - (Timbaland remix).mpB\42960621:\002312}!.(32366365{)8![

O Torrent

safedt torrent file

4. Two items will be displayed under Download.

Device Confiquration | ADSINIS  DHCP{interned Gateway)

fipfinn

Downlozd [ MNew download J [ Remove : i Pause ] [ Resume ] Retresh
1 [2003-08-22][192kKEops VBR [Acew] 58 h-8 -Ima£lad _rar 0B 47 .OMB o/0
2 LHIP IOF} Usher - You make me wanna - (Tim....mpJ oo 4.1MD 3f3

Upload

m | lser | Fite HAme [ vploaded Dowmlonded | T8 ADDRESS | Part
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5. To download using torrent, click "New download” then select “Torrent” option. Click
“select torrent file”.

O Link

Please input link

) Torrent

6. Select the torrent file. Click “Open”.

Look in: I L bt Ll = e Er

=) Name Date modif.. Type Size

R Places I_| [2000Ft.lH][NE‘tSh_UW?-T]NBA_LNE_O@-H,..
| [2000Fun]pdst+ AsGUsA®SHOW. torrent

-I || [2000Fun]s|os+isdisAipoe.torrent |
Deskdop || [2000Fun]sO%FigslinG- torrent
E || [PCIIT;ati+5+ Gtéisiap- ftéésfi-TO+ 5.,
i
gglile
LY
Computer
.
o
| Network
File name: |12000Fun]Net ShowETINEA_Live_DS-HATREL ~ | pen |
Files of type: ITorrem LI Cancel I
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7. The download item will be added in the Download list.

Nevire Configuration | ANSHNIS

NHCP(Intemet Gatewnay) |

Staus optdon
Nawnoad [ Mew downiosd ] [ Reroyve Pause ] [ Resome
2 WOA_Lrve_C8-IATRCD
il [2003-03-22][192kKbps VBR][Acw] 58 h-B -ime£1ad__rz
2 LHIP IOF ] Usher - You make me wanna - (Tim....mp3J
uUpload
D User [ File Name Uploaded | Downloaded | IN ADDRESS | Port
& 118160106 2. 26| NBA_Live_ 05-HATRED o 1032192 118.160.106.0| 24658
37 124.165.76.105:40| NDBA Liwve 0I-IATRCD ] 425984 124.165.75.10| 4041

8. To remove an item, select the item and click "Remove”.
9. To pause downloading, select an item and click “Pause”.

10. To resume downloading, select a paused item then click "Resume”.
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3.3 System

The System function is used to configure different NAS system settings and services, such
as: Service configurations, Date and Time Zone setting, Serial Port setting, NAS Firmware
Upgrade, Reboot and Shutdown functions, Log Information, Event Notification via email, and
various System Tools.

3.3.1 System Information

= TurmzLion

Hot Mamr o
. Lot
Do =i Meork3uop Workyuop -
Sul2

WErsizn 2 UJ<Nina -testh
Sorz

Tire  1C/L6/2209, Asiz,Taipei
fnk4

Mnd=al  SH-FRONA-TM-3
Suls

cry Inzzl CoeiTHIE Duo E1300 @& 24IGkR:
Elali=]
VMenowikB) 1026154
Snk?

Lzr-elver, 2oy s
Sulg 34 2C

_aryL Yy s “E yl =h

LHUL En U P

Ak n PrAazrsRlRT A stv R CRUT scoer
ZPLI Temz +30.0°0

F-able “marit ]
ME Ta-ip +27.0°0C

Tan zood

The System Information screen shows the following:
Host Name - Indicates the NetBIOS name of NAS as configured in Network A
Device Configuration.

Domain/Workgroup - Shows the domain/workgroup name as configured in
Network A Device Configuration.

Version - Shows the NAS firmware version.

Time - Shows the NAS system time and time zone.

Model - Shows the NAS system model.

CPU - Shows the NAS system processor type.

Memory (KB) - Shows the amount of NAS system memory (RAM) in KB.
Kernel Ver. - Shows the NAS kernel version.

User Manual



NAS System

Languages - Choose the preferred language from available options: English,
Chinese, Japanese, Korean, and Spanish

Skin - Shows the color schemes available as skin color. Current options are:
Black, Blue (default), and Green.

Enable Timeout - This is enabled by default. When there is no activity in the
proNAS Manager GUI, admin will be automatically logged out after 15
minutes. To disable timeout, remove check mark in Enable Timeout.

Device - Shows the device information such as Slot number, system fan, CPU
fan, CPU temperature, and motherboard temperature.

Status - Shows the current status of each device, such as slot temperature,
CPU fan speed in RPM, and CPU and motherboard temperature reading.

The System Information screen also shows the number of disk drives detected by the
NAS system. The device icon is green when device is in good condition,
and shows red when device is failed.
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3.3.2 Service

The administrator can manage and enable/disable the various NAS system services. At the
same time, some service can be configured in the Service tab.

Sevive

m
&
=4
T

MNarme Slarl vn Bowl
Samba Il

MNFE

Apolctalk
Fi
Talnat
rsync
55H
iTunes
F?F
WFR
NHCE
DLMNA
Photo

Printer

v
=
E
=
=
L]
L]
=
I
[
=
e
]
=

I X DNDNIE X DN DE

Provices CIMS/SMI Fle sharing, Microscft Windows need to erable this to access proNAS shares.

Service Name:

Samba - Provides CIFS/SMB file sharing. MS Windows users need this
service to access the NAS share folders.

NFS - Provides NFS file sharing. UNIX and UNIX-like OS users need to enable
this to access the NAS share folders.

AppleTalk - Provides AppleTalk sharing, Mac OS users need this to access
the NAS share folders.

FTP - Provides users with access to NAS using FTP.

Telnet - Provides users with remote access to NAS using Telnet.

Rsync - Provides Rsync process or system to which Rsync client connects.
SSH - Provides remote access to NAS using SSH with more secure level.

iTunes — Enable music files in the NAS share to be directly accessed by
iTunes programs in the network.

P2P - Provides P2P (peer-to-peer) client program. This also supports sancho
as its P2P GUI on a Windows computer in the network.

WEB - Provide web server program. Need to be enabled if photo service is to
be used.

DHCP - Provides DHCP service, and make proNAS act as DHCP server.
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DLNA - Provides proNAS DLNA multimedia File Server. Allow proNAS to
share files to Sony PlayStation3 and XBOX360.

Photo - Provide easy to use Photo gallery service. This service requires Web
service enabled.

Printer - Provide print server service. It allows a printer installed in proNAS
to be shared by computers on the network.

Service Options:
Enable - Allows you to enable/disable the selected service.

NOTE: You cannot enable a selected service if VG does not exist
(NASVG is not yet initialized).

Name - Shows the service name.
Start on Boot - Allows the service to auto-start when the NAS starts.

Configuration - This contains basic configuration options which can be set
by clicking the “Edit” button.

Edit - Click this button to configure the service.

Configuration:

AppleTalk Option:
Languages - Select the AppleTalk Language option.

-

Appletalk

Quick Setup

Languages| UTFS
-UTFS
MaAC_CENTRALEUROPE
MaC_CHIMESE_TRAD
MaC_ CHIMESE_SIMP
MAC_CYRILLIC |-

4

L3
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FTP Option:
Port - Use this option to set the FTP port number. Default FTP port
used by the NAS is 21.
Max. connection - Specify the maximum number of allowed
connections. Default is 5.

Quick Setup

port 21

Max. connection 5

[ oK ][ Cancel ]

Telnet Option:
Port - Use this option to set the Telnet port number. Default Telnet
port used by the NAS is 23.
Max. connection - Specify the maximum number of allowed
connections. Default is 5.

Telnet

Quick Setup

Port 23

Max. connection 5

[ oK ][ Cancel ]
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SSH Option:
Enable sftp - Use this option to enable or disable SFTP in SSH. SFTP
(Secure FTP) provides secure file transfer.

SSH

Quick Setup

¥ Enable sftp

iTunes Option:
Set Share as iTunes Library - Select the share folder name that will
be used as iTunes library from the list.

iTunes

Quick Setup

Set Share as iTunes Library sharel |«

P2P Option:
Target Share - Select the share folder name or USB device that will
be used as download location.

P2p

Quick Setup

Target Share

[ OK ][ Cancel ]
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WEB Options:
Target Share - Select the share folder name that will be used as
target location.
Enable SSL - Tick the box to enable SSL option.

WEB

Quick Setup

Target Share | testsh |»

Enable 55L  [¥]

DHCP Options:

IP range starting from - Means the starting address of range of
private IP addresses for DHCP.

IP range ending with - Means the ending address of range of
private IP addresses for DHCP.

Private Net - The network device connected to the private network.
For example: ethO

WAN - The network device connected to the Internet / WAN. For
example: ethl

DHCP

Quick Setup

IP range starting from  192.168.110.100

IP range ending with | 192,168,110.150

Private Met
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DLNA Options:
Target Share - Select the share folder where DLNA service will be
enabled.
Please select LAN device - Select the network device for use with
DLNA service.

DLNA

Quick Setup

Target Share

please select lan device

[ oK ][ Cancel ]

Photo Options:
Target Share - Select the share folder that will be used as target
location of photo/images.

Photo

Quick Setup

Target Share | testsh |«
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3.3.2.1 Photo

To use the Photo service:

1. Enable the Photo Service, if not yet enabled, by selecting Photo service in System
/E Service tab. Click “Edit” and select the target share. Enable the Photo service
by selecting the “Enable” check box on the left of the service name.

2. Open web browser and type hitp://200¢Cxxx.xxx,.xxx/photo/ where
XXX. XXX.XXX.XXX is the NAS IP address. The LinPHA Photo Archive page will be
displayed.

(€ g
(e[ [ st s o | et % P T
L LinPHA | =
b humne | swurch slialuss = alouleliong
Welcome
Ui i e o sl e Mhzts Al v
Tenn 5 @ rrrer Breeched Made O L RET



http://xxx.xxx.xxx.xxx/photo/

NAS System

3. Click the “login” link in the upper right side then login as admin and enter
admin’s password.

Usurmarme §
— c Login page

— 1o g cdii
— %y 7l

i poun cdnin wctow L
1 2an medidy year prracal sotieg hom

e 5 @ e | Brached Uade T 1w ‘
4. The Photo Archive home page will be displayed.
i Elmemswseeendee = a]a e £~
- “.-.-al_‘lwl-m g

The Photo Archive

Welcome admin

Fi, thiz i t=n =ame of *The Phots Anchae .

I 5 0 rrene et | Broracked Made e i v B |
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5. To view photos and images, select the folder links under “My Photo Archive”.

e~ B

AR | RAVES JPD

Faressinn

Frarican: o ars1ma

Fragn fes Turtlednn

Furpkars Waakita

w5 Fr

s Arhe onEinn

e F AR RE L6 e e

FOOZ.FECF, -
Hiwn v

5 0 rrene et | Broracted Uade e

oy

yr M. NOTE: The picture files must be saved in the NAS share designated as
\ target location of Photo service and must be inside a subfolder. For
example: sharel\Photo\Samples, where sharel is the share name,

Photo is the folder created by Photo service, and Samples is the

subfolder containing photos or images.

6. Select the "admin” tab to configure settings and options.

Boem-

W Lyt seting s
# Faatues settings
W partnimance sattings

= usar

e

[n}s:ﬂ_ i |

stz calzalsting ..

GRnAmI

i~ of zhema alom

< bemwe hi=nk mnouse te defruk =anes
« aet ok T 1 e

= il Manageement

3 rhaans == there aqim
7 Gronp Managemant Thumbnall View:
eatagory MARAQAMENT |y ke cpndoees oo dispEy g o, SN OF SEUMREALE 75 PSRy
= Rurrbzs of rows be Szplav: 3 oz i, rows of Tumbrais 5= cispay
Chanqz srumbrail 522 122 piee & ssE e trumnsil sizs 1 p
& Thumbmails EXIT/PTC Ihurminz | berder sizz npx 3 = ¥2tza Ubo dozhlz, Safauk b
Tharisne | b wlor [

¢ Permissiun
- Rolder Manayenent

O e Unernlneds by

Fremame = -

e el wrtder wl Uisinis Ly ez o dale)

3
&
L]
i
[
(]
i s vele s | 63
(]
L
)
(1]
]
W

Lol st lilesiames o off stz Ly st Dl airs nder Ui
Frak e/ msane naagshe = aar EETIET! ) e FTH@SRE FRE A AN B3ran toa fhisikaa s sanes
gl b e L sl nn G & st o sl in sl o
Limuye View:

See ol selaled pliulu new Gondl Bz = 312 el sul sk
S7aof catsiled photn viee theinr 4 - 380 (rlafsiin s7e)
heeretfmrainis hitns i3 08 tass e rediim <ee e o if many uears hawe low hardwicss| 6%

- Calflplus
Frabajrizanta & FAC 3 ppart =n @ off | r-- anabie/nsaka 1aE ob I'\m";anxnl (1]

show sl irformztiza by defzalt

wn A

o zneale 2 s sl infe 2w ddaul:| [}

5 0 rrene et |Froracted Uade T

Flws -
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7. Select "my settings” to configure account details.

The Photo Archive

Aceonnt Conflguration

| T @ rremet |Eroracted Made Cr 1w v

8. Select “search” tab for search options.

1

)

L

7]
(/]

T

m
T
M 7
]
|
ke

=

| | T2 @ st |Forncted Unde fir Hiwx v |

9. Click the “logout” link to logout.
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3.3.3 Miscellaneous (Time and Serial Port)

The system time, date, time zone, NTP option, and Serial ports can be configured here.

Time

“Trformabon Doot/Shutdown Upgrade

Time

Time |12 _ﬂ 0 %
Dzte | 07/CLf20C% i

Time Zone [ AsizfTaipei

serial I'ort oml

-
LI Service [ UPS

_' time.nist.gov | v | 7] Auto Update UPS Vencor | N/A

Update how able Modcl [

ShuLduwrn Delay(Mon)

19423044, 18

L isl o

| Resel | apply

To set Time, press up/down arrow in the hour and seconds boxes. To set Date, click the
calendar icon on the right side and select the preferred date. To set Time Zone, click the
down arrow and select the preferred time zone.

NTP Option

To select the NTP server, click the down arrow and select the preferred NTP server.

To immediately synchronize the system time from NTP server, press the “Update Now”
button. To enable automatic update of system time from NTP server, check the “Auto
Update” option.

Update Now - Use this button to manually update the system time and
synchronize from NTP server.

Auto Update - Check this option to enable automatic update of system time
from NTP server.

Add - Use this button to add an NTP server. Enter the NTP server IP address
in the box provided then click this button.

Remove - Use this button to remove an NTP server. Select the NTP server
from the list then click this button.

Reset - Use this button to undo or clear any changes made. (Reset button is
located in Serial Port screen)

Apply - Use this button to save the changes made. (Apply button is located

in Serial Port screen)
User Manual m
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Serial Port

UPS
Enable - Use the option to enable or disable UPS support for serial port.

Serial Port - Use this option to select serial port option (com1 or USB).
Note: In NAS models with com2 serial port, com2 is reserved for SES
use.

Service - Use this option to select the type of UPS, whether UPS (smart) or
Dumb UPS.

UPS Vendor - Use this option to select the UPS vendor. Currently, only APC
and Beam-Tech UPS models are supported.

Cable Model - Use this option to select the UPS cable type. Options are:
simple, smart, ether, and usb.

Shutdown Delay (Min) - Use this option to set the delay time in minutes
before UPS shutdown.

Reset - Use this button to undo or clear any changes made.

Apply - Use this button to save the changes made.
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3.3.4 Boot/Shutdown

The NAS can be restarted or shutdown manually or based on schedule.

Motficagon Syeiem Toole

Chutcown Schedule Reboot

Reboot:

Reboot - Use the button to immediately reboot the NAS. If needed, you can
also enable “Do Filesystem Check” option to perform filesystem check
after reboot.

Confirm option, reboot the system ?

[l po Filesystem Check

(o J( cancel )

Shutdown - Use this button to immediately shutdown the NAS. When a
warning message is displayed, select “Yes” to shutdown the system.

Confirm option, shutdown the system?

[ ves J( o ]
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Reboot to Default:
Reboot to Default - Use this button to reboot the NAS and restore to

default configuration.

Confirm option, reboot to default?

L] All data will be lostil
[ ] [ Cancel J

WARNING! Use the “"Reboot to Default” function with care. Resetting
the NAS to default configuration will delete the current NAS settings

and erase all existing data.

Schedule:
Use the options here to boot, shutdown, or reboot the NAS based on schedule.

Boot
Boot - Use the button to enable or disable scheduled boot of NAS.
Set the time (hour and minutes) in the up/down arrow boxes.
Select the day or days when the scheduled boot will happen.

[ | Skhctdown - Schcdulz Fcboct

Doot

[ oot
b E b B
[ sun 1 men O Tua
[ wed [ Thu L Fri
[ sar

Resel Apply




Shutdown

NAS System

Shutdown - Use the button to enable or disable scheduled shutdown of NAS.
Set the time (hour and minutes) in the up/down arrow boxes.

Select the day or days when the scheduled shutdown will happen.

Schedule

shutdowr

[#] shuzdown

0 B" 0 @

 sur [ mon O Tue
1 wad [ thu [ bri
sat

Sehed 18 ReRoar

Schedule Reboot

Schedule Reboot - Use the button to enable or disable scheduled reboot of

NAS.

Set the time (hour and minutes) in the up/down arrow boxes.
Select the day or days when the scheduled reboot will happen.

[ schedule Reboot

o E b B

[ sun 1 Mon O Tue
[ wed | Thu [ Fri
[ sat

Schedule Rebool |

Reset - Use this button to undo or clear any changes made.
Apply - Use this button to save the changes made.
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3.3.5 Upgrade

The NAS firmware can be upgraded remotely from FTP server or manually from local
directory.

3.3.5.1 Remote Upgrade

Remote

To upgrade remotely, press the “"Check Updates” button. The available NAS firmware
version will be listed. Select the firmware version then click the “Upgrade” button. The
NAS firmware version will be updated. NAS will restart to load the updates.

Thfcrmaton . ™az. foot Chutdawn lngrads= 1] Mottication “Hystam Tools

Vergor  2.0.00

Relrased Take 200811015 16:531

Resnil e Lol

Uzgrsde Site

[ CheckUpdates | [ Uparade |
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3.3.5.2 Local Upgrade

Local

To upgrade locally, the NAS firmware must have been downloaded from vendor’s FTP
site and saved into local directory. Click the “Upgrade” button, select the NAS upgrade
file (tar file), and click Open. The NAS firmware version will be updated. NAS will restart
to load the updates.

TROTTaaon Senic icC. Eoct/Stutdown Lpgrade og Motifcator System Tocle

Verson  2.0.00

Holeascd Lato 2008/11/1%8 16021

Remote _ocal
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3.3.6 Log

NAS logs can be viewed in this tab.

fAfarmation T T Rarfcation System Trols

Drale Type
2005/07,01 11:21:08 Azcount Created zccount: userl
2008/07/01 11:21:59 Aocount Crezted group: groupl
2005/07,01 11:26:37 Share There Mocdibed: shzrel
2005/05/30 11:6:0L Systam Ucdste system Tme setting
200S/08/30 11:56:51 Storage Create RAID: /devi/mdC:RAIDS:/ dev/ada,/dev/adb./cevisdo./cev/sdd./davis:
2005/05/30 12:17:36 Storage Create Disk successfully
2005/0C/30 12:17:36 Storage E initalising rootfs....
2UDG/0E/30 121 130s Storage ] ttorage initialized
FONSN0/3A0 17:13:05 System Starting SMR services: [ 0K ]
AUUSOE/30 12: 100 Systom Heboot systocm
PO0S/00/30 172908 Starage Fn=hle spars device for saftware RATD
200570830 14:08:32 Storage LUrecte Volumc @ voll size: 50000
PO0S05/30 14:14:15 shinAge TSCSI Sl woll
2002/06,30 14:21:07 storage F ISCSI Sct voll
2008/05/30 14:21:23 sloraye ISCSI Sel woll
2005/0&/30 14:21:09 storage ISCSI Set voll

vate [Past 7 Days [*] rype Al Loval [ A -] “Eport

et

Log Options:

Date - Shows the date and time when the particular log happened. Use the
down arrow to select the day or days that will be used to display the log.
Options are: Today, Past 7 Days, Past 14 Days, Past 30 Days, and All.

Type - Shows the type of log. Use the down arrow to select the type of log to
display. Options are: All, System, Storage, Share, and Account.

Level - Shows the log level. Use the down arrow to select the level of log to
display. Options are: All, DEBUG, INFO, WARN, and ERROR.

Message - Shows information about the log.

Export - Use this button to save the log file to local directory. The log file
must be given “.zip” or “.tar” extension name.

Refresh - Use this button to update the log information displayed.
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3.3.7 Notification

3.3.7.1 Event Option
Use this function to enable event notification via email.

Ir forination s Bool/Shuldown Upgrade UL Motifcat on Evulem Tuols

E Mal Setting

Volume Full

EIEL SMTP Seryer
Power kil
= : Port
Misk Fail

KAl kil Accourt

]
=
=
=
C
=

Terpsarature Fai Passwor L

Sender Address  acmin@nas.com

[Appl'p Al =5 ][ Apily ] [ Ressiel ]

Event Option

Enable - Check the event that will be included in list of events that will be
monitored. Once the selected event happened, the email recipient(s)
will receive a notification mail.
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3.3.7.2 Email Setting

Email Setting Options:
SMTP Server - Use this option to enter the SMTP server IP address.
Port - Use this option to set the SMTP port number. Default is port 25.
Account - Use this option to enter a valid email account in the SMTP

server.

Password - Use this option to enter the password of the email
account.

Sender Address - Use this option to specify the sender’s email
address.

Recipients Options:
Add - Use this button to add a recipient email address in the list of
recipients. Type in the text box the recipient email address.
Remove - Use this button to remove an email address from the list of
recipients. Select first the email address then click "Remove”.

Apply and test — Use this button to save and test the changes made.
Apply - Use this button to save the changes made.

Reset - Use this button to undo or clear any changes made.

T Infarmation Doot/Shutdown Upgrade 0 Motification System Tool3

C-Mail Setting

Rativiznls

E

nab|
=
=
=
=
=
=

Wolurme Full
Far kail
Puwer Fail
Uicle Fai admin@nzs.com
RATM Fail

lompcrature Foi

[ Aspyvandzost ) [ Apply | | Reser ]




3.3.8 System Tools

NAS System

NAS provides various system tools which help the administrator monitor the system.

Information SEMCE g Cocty/Srutcown

Conraction

nelslzl

NoTtmcation System Trols

Connection - Use this button to display information about client active connections.

Tnfarmation I Foct/Shrtows

- proMAS Connections List:
 connecion | \y2g1uil : 12:26:34 =T 2008

@ FTP Connectinns:

E PTT  UND l=emams Fullname

| nginbme 12

top |

of | Taliel Conmzclicns:

dimesg | PID UID Username Fullnizme

Loginibimee [2

[ pme |

ApplaTak Connections:

PID UID Usamame Fullname

Logindme [=

SEH Connections

L} Ul Usomame Fullname

szmba Connectons:

Szmba vercicn 3.0.21
PID  Uszermams  Group Machne

Logingme L

Nomficatinn Syslem Tuos
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netstat - Use this button to display network connections

Tnfarmation

1 |Adtive Intemet connedtions (w/o servers)

thmeeg

png |

ps - Use this button to display current running processes.

Intormzticn

Connection
nelslal

Foct/Shrtows

Proto Recv-Q Send-0 Local Address Forzign Address Ctate

tcp 0 0172,10.0,5:3000 172.10.0.199:39217  ESTABLISHED
tcp .10.0.3:3000 172.10.C.199.39210  ESTABLISHED
Achve LINTY dom=in sockebs (wic servess)

Prota Refint Flags Typ= State I-“ace Path

urix NGRAM 3697 foewlng

urix NGRAM SR79

urix NGRAM 618

i NGRAM 3605

Doot/Shutdown Upgrade

MIDTTY  STAT TIME COMMAND
17 0:01init |2

2 0 |kthreadd|
3? 2:00 Imigration/0
47 0:0D Lksoforaz/0]
57 0:0D0 Levents/0,
67 0 Lkhelzer]
707 0:00 [kblockd/0]
797 0:00 [kacpid]

807 0:00 [kacpi_natify]
1597 : 0:00 [cqueue]
1637 53¢ 0:00 [ak=/0]
164 7 S 0:00 [ab=_=ux]
i S 0:00 [ksusmerd_nshAd]
0:00 [krwnad]
0:00 [k=serind]
0:00 [pedllosh]
:00 [pedllosh]
0:00 [kswapdd]
0:00 [ain/C]

0:00 [nlsiod]
0:00 [uilsoplockd]
0:00 [eilsdnalifyd]
0:00 [xfslogd/C]
0:00 [¥scatzdfa]
0:00 [xs_mru_cacha]

RS

-1

'
eI RN TR RERg

[ T e e e S e S S R R

1
1
PE
31
21
2
2
2
2
2
2
2
B
El

=IO i

0:00 [scsi_en_T]

and statistics information.

Notficatinon Syslem Tuos

System Tocls
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top - Use this button to display current running processes and system usage
information.

Intormzticn Doot/Zhitdown Upgrzde

= top 12:28:1Zup 1:53, 0 ucers, load average: 0.26, 0.52, 0.47

[ fSaaanring : Tacks: 77 total. 3 runmwma, 72 sleeping, Dctoopod, T zombie

[E Couls): 8.7%us, 7.0%ay, 0.0%m, 00.8%Wic, 2.2%ws, 0.4%m, 0.0%s), 0.0%st
Mem: 102601Ektotal, 5052508k used, 6748k ree, 120060k butters
Swap: 1040560k total, Ckuszec, 1040560ktree, 194036% cached

Yobhization System Toals

PID USCR PR NI WIRT RCS SIHRS

WCPU "WMIM - TIMC+ COMMAND
23747 roct

20 0 25061324 1004 R 4.0 0.1 0:00.02 basn
20 0 1712 604 506C [.0 0.1 0:01.24init
1] 05 0.0 0.0 0:0C.00kthreadd
05 0.0 0.0 0:00.00 migrstion/D
03 00 0.0 0:00.90 ksafrge/n
05 00 0.0 0:00.40events/n
035 00 0.0 0:00.00khslze-
05 0.0 00 00070 khiloced/0
05 0.0 0.0 00000 kacpid
05 0.0 00 0000 kacpi_noliTy
08 0.0 0.0 00000 ciprene
05 0.0 0.0 0:C0.00 al=/0
0% 0.0 0.0 0:C0.00 al=_=ux
05 0.0 0.0 0:00.00 ksuspend_usbd
05 0.0 0.0 00000 khwsd
05 0.0 0.0 0:00.00 kseivd
IS 0.0 0.0 0:00.00 pdfiush
IS 0.0 0.0 0:00.38 pdfiush
05 0.0 0.0 MC0.00 kswapdo
05 0.0 0.0 0:00.00 3io/0
05 0.0 0.0 0:00.00 nfsiod

Bl
[ERER= AT

Scoooio

1
1
1

A0 ronal
159 1ol
163 ool

TETET L

i R "
im0

sooe
coonnooocooo222

cooooooocooo22d

df — Use this button to display disk free information or the amount of available disk
space in mounted file systems.

Tnfarmation Zact/ahutdown lpgrade Netificaton Syslem Tock
1 [Tilzsy=tem 1K-blocks  Used Available Use% Mounked on
[ Conneston | 4y inazva/NAcvC-NaSRCOT

= 5160576 396792 4501640 9%/
([ |, 1.2

91347 ISGS3E 29693 GG% /DOM
Jdzv/mapper/NASVE-home

519488 4292 510190 1% /mrt/NAShome
| ddevimapperNASYE-vall
X o

355136 4270 G1RE086G0 7 % fmrtNAS e
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dmesg - Use this button to display NAS boot up messages.

“Tnfarmation Service = a.n.-ta'.’-i'huh'fn'n'n “rJ:II'FII".F‘ ] o i Swslem Tuols

- |Cmzsk Dx0 SAck 0x0 SCor 0x0 action 0x6 frozen
( connestion | 227 00: cmd bofds:01-09:4f:c2/00:00:00:00:00/00 tag 0 sic 512 i
[E res 40/00:00:0C:47 c2/00:00:00:00:00/C0 Cmask 0x< (timsout)
ata7.00: status: { CRDY }
ata?: hard rezezng lins
atar: 547A link up 3.0 Gbps [S5tatus 123 5Control 302]
ata7.00: co~figured for LINMA/ 33
7: FH camplete
0:0 [sdg] 1853575168 517 -hyte hardware sectors (7000705 MR)
£ [sdg] Wote Protect s of
© N0 3= 00 00
RET: By enahled, read cache: 2nzhler, fossn's supmo= NP o~ FA
L [AlAf.00: eeelion Frnass Sarl Dxi SFr N0 Aclion Oxé Tosen
ALARLO0: ceed w0701 O0:0N:0000:00: 7 00000 Lag O pin 577 in
res 000000047 c 20000 :0M:00:00/00 Finask 0«2 (limsool)
4Laf.00: slalos: { DROY ¥
atat: hard 1eseling line
alat: SATA link up 3.0 Gbps {55Lalus 123 SConbrol 202
ALaf.00: cofiguied fu UDMA/133
dLaf: EH cormplele
0:0° [sdl] 1953525168 512-Lvle bardwars seclors (1000205 ME)
D:0° [sdf] Virite Srotact is of
0:0° [sdf] Mode Sense: Z0 33 02 00
1000 [sdf] Wiite c=che enanlzd, rezd cachs: enabled, doesr't support DPO or 7U4
3Ta7.00: exception Emas« Tx0 SACC T Err 0x0 action 0x6 frozen
3a7.00: emd bo/d5 01 01:ARCZ/00:00:00:00:00/00 Tag O Diz 512 in
res A0,/00:00:00:47 c2/00:00:00:00:00/C0 Emask 0% (timaout)
3Ta7.00: status: { CROY ¥
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ping - Use this option to test whether a particular host is reachable or to check

connectivity to a particular IP address.

%

P | 172.16.0.1] |

Counter |1 |=

[ OK ][ Cancel J

Options:
IP - Enter the host IP address
Counter - Enter the number of echo requests to send.

Tnfarmatinn Annt/Shutdown lpgrade Nottcaton Swslem Tuols

.16.0.1): 56 data ovtes

- |PING 172.16.0.1 (172.1
2.16.0.1: seq=C t=-64 ime=0.646 ms

[ Connes=on | g4 byzes from 172.

(Cnewssx 172.16.0.1 ping statistes -

[ = : 1 packets tramsmitted, 1 packets received, 0% packet loss
round-trip minfzva/max - 0.626/0.646/0.040 ms
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3.4 Account

Using the Account function, the administrator can create and administer local user and
group accounts, as well as import large humber of accounts.

3.4.1 Account

Full Name Quola(ME) Usaye{MB) Enable
AdminisTazor 0 0 7

TS| ETEETS G TS| G

Account Information and Options:
Delete - Used to option to delete the selected account. After checking this option,
click the “Delete” button.
Account Name - Shows the user account name.
UID - Shows the user account ID number.
Full Name - Shows the user account full name.
Type - Shows the type of account, which can be local, Windows or NIS.
Quota (MB) - Shows the quota of user account’s home folder.
Usage (MB) - Shows the user account’s current usage of home folder.

Enable - Use this option to enable or disable an account. When an account is
disabled, the account is prohibited to access the NAS.

Create Account - Use this button to create a user account.
Create Group - Use this button to create a group account.

Delete - Use this button to delete the selected user account or group account.
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Import - Use this option to import large number of accounts instead of adding an
account one by one. The administrator can type multiple user accounts in the
Import Account input box.

Refresh - Use this button to update the information displayed in the Account and
Group list.

3.4.1.1 Create Account

Steps to Create Account:

1. Click “Create Account” button.
2. A dialog box will be displayed. Enter the necessary information.

Create/Edit Account

Marme usera

Type Account

Full Mame nasuser3

uix 0

Quota(MB) 20

Password | HEREEEE

Password Confimmny | ok ssk

Create/Edit Account Options:
Name - Used this option to enter the user account name. It should be unique.

~ NOTE: The account name does not allow space in-between characters.
N Duplicate account name is also not allowed. Names used by the
system, such as root, nobody, mail, adm, etc., are reserved names
and cannot be used as account name.

Type - Displays the type. Shows Account for user account.

Full Name - Use this option to enter user account full name.

UID - Use this option to manually assign a UID for the account. Use a valid
UID starting from 500. If this option is not set (UID is 0), the system
will automatically assign UID starting from 500. Domain accounts will
have UID from 10000 to 30000.

Quota (MB) - Use this option to assign quota to the user account’s home
folder. Default quota is 10 MB.

Password - Enter the user account’s password.

Password Confirm - Enter again the user account’s password.
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3. Click "OK” when done. The new user account will added to the Account list.

NOTE: If you try to create an Account without an existing VG, a
warning message will be displayed.

Please initialize VG first

3.4.1.2 Delete Account

Steps to Delete Account:

1. In the Account list, check the “Delete” option for the account to be deleted.

ad istrator

: L 0 [V
O useri 501 nas useri 10 5 ¥
= user2 502 has user? 10 0 4
™ usera 503 nas user 3 20 0 v

2. Click the “Delete” button.

3. A warning message will be displayed. Select “Yes” to proceed. The account will be
deleted.

Delete confirm?
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3.4.1.3 Edit Account

Steps to Edit Account:

1. Double-click the Account name in the Account List.

2. Edit the necessary options.
2 NOTE: Only the Full Name, Quota, Password, and Password Confirm
< can be changed. Account Name cannot be changed.

Create/Edit Account.

Mame user3

Type  Account

Full Mame  uu3

Ui 503

Quota(MB) 35

Passworg — esksE

Passwiord Confirm | ##sws |

oK Cancel

3. Click “"OK” when done. The account will be updated with the changes made.

User Manual
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3.4.1.4 Import Account

Steps to Import Account:

1. Click “Import” button.

2. An input box will displayed. Type the account information using the following format:
UID,Name,Password,FullName,Quota. Click "OK” when done.

Import from

# example:uid,name,passwd,fullname,quota
610,userld,mypassword,user account 10,20
611,userll,mypassword,user account 11,20

ok J [ Cancel ]

3. The new accounts will appear in the Account list.

Administrotor

FiAS HserT
ras uscr2

ds user 3

user account 10

usel aoounl 11
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3.4.2 Group

Account |

Group Name Members
users adrun;userl;user2;userZ;userll uzerll
adii =dlinin

grounl

Group Information and Options:

Delete - Used to option to delete the selected group. After checking this option,
click the “Delete” button.

Group Name - Shows the group account name.

GID - Shows the group ID number.

Members - Shows the group’s user account members.

Create Account - Use this button to create a user account.

Create Group - Use this button to create a group account.

Delete - Use this button to delete the selected user account or group account.

Import - Use this option to import large number of accounts instead of adding an
account one by one. The administrator can type multiple user accounts in the
Import Account input box.

Refresh - Use this button to update the information displayed in the Account and
Group list.
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3.4.2.1 Create Group

Steps to Create Group:

1. Click the “Create Group” button.

2. A dialog box will be displayed. Enter the necessary information.

Mdine YoLuaz

Type  Group

GLC 612

acrrin
(==
usetz

LSEEE

Adrriristrazor

nes userl
Nzs USers

Lu3

LsSErZ

Full Name
aas Lsar2

Create/Edit Group Options:
Name - Used this option to enter the group account name. It should be

f/\ I:\\

[

unique.

[o14 Cancal

NOTE: The group name does not allow space in-between characters.
Duplicate group name is not allowed. Names used by the system,
such as root, nobody, mail, adm, etc., are reserved names and cannot

be used as account name.

Type - Displays the account type; shows Group for group account.
GID - Use this option to manually assign a GID for the group. Use a valid GID
starting from 500. If this option is not set (GID is 0), the system will

automatically assign GID starting from 500.

3. Select the account that will become member of the group from the Account List.
Then click the “>>" button. The selected account will be displayed in the Group
Members list.

4. Click "OK” when done. The group will be created.

[

Please initialize VG first

. A NOTE: If you try to create a Group without an existing VG, a warning
\ message will be displayed.
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3.4.2.2 Delete Group

Steps to Delete Group:

1. In the Group list, check the “Delete” option for the group to be deleted.

Account |

aroup3
testgroup s02

RIMOLC

2. Click the “Delete” button.

3. A warning message will be displayed. Select “Yes” to proceed. The group will be
deleted.

Delete confirm?

.; I I 53 . II“I
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3.4.2.3 Edit Group

Steps to Edit Group:

1. Double-click the Group name in the Group List.
2. Edit the necessary options.

\4 NOTE: Only the Group Name and Group Members can be changed.

A4

Create/Edit Group
Hame gwety
Iype  Group
GID a0z
count Li Group Members
Login Mame: Full Name: 1 ngin Name Full Name
admn Admin strator users uu3
st nas aserl Lisers nas Lser2
user2 nas Jser
3 | [ ]
User ud e

3. Click “"OK"” when done. The group will be updated with the changes made.
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3.5 Data Backup

The administrator can backup NAS data to remote destination or to local disk drive.

3.5.1 Backup List
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3.5.1.1 Create Backup Plan

Steps to Create a Backup Plan:

1. Click the “Create” button. The screen below will be shown.

| Sehedule

L] share
B Tar

ros to baockup

Nestination

Frotceol

path jj.0.21.33.39,/backl

Arrount acmin

Tassword  EeEmss=m

chzaral
zharez
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Create Backup Options:

Name - Used this option to enter the backup name.

NOTE: Duplicate backup name is not allowed.

Type - Select the type of backup source; for example: Share.

Backup Method - Select the backup method that will be used, such as Tar

or Rsync.

Select Shares to backup - Select from the list the share folders that will be

backed up.

Tar Options:

Destination - Select the destination option for the backup. Options
can be: Local Disk or Remote. Local Disk is an un-used disk drive.
Remote is a remote CIFS/Samba share or NFS file system.

Destination | Local Disk | »

Local Disk: Disk [/dev/zdd |
Destingtion | Rematz |+
Prctccol | Sambz | v
Remote: ol

MFS I —
ACCOUrT  —

Fassword

NOTE: When a local disk is selected as backup destination, the
disk status in Storage/Share I RAID screen will be shown as

“"BACKUP".

Disk Information
Size(GB) Model Status
931.513 WDCWD1000FYPS-0 BACKUP

Protocol - Select the type of protocol to be used for backup. Options
are: Samba and NFS.

NOTE: For NFS, it will be assumed that the root account will be
used. Please verify that root account can access the remote
NFS file system.
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Path - Type the path for the remote destination.

Format for Samba:
//remote-IP/remote-share

Example:
//172.16.0.211 /backupfolder

Format for NFS:
remote-IP:/Path-to-Remote-NFS-file-system

Example:
172.16.0.9/mnt/proNAS/volume/share

Account - Type the account name with access to the remote share.
Password - Type the password for the account with access to the
remote share.

Rsync Options (Client Options):
IP - Type here the IP address of the remote Rsync server.
Remote Path - Type here the share name on the remote Rsync
server.
Account - Type here the account name that will be required by the
Rsync server for authentication.
Password - Type here the password of the account.
Mode - Select the mode of file transfer, whether to upload to Rsync
server or to download from Rsync server.
More Options - Specify here the Rsync options to be used. For more
information about Rsync options, please visit
http://samba.org/ftp/rsync/rsync.html.

Rsync Options

(=) Client

Cliert Options.

P 172.16.0.110

Remote Path | sharel

Account  admin

PEISSWDr'd EEE Lt L

Mode Download |«

Maore Optiohs  -vIHpogDt --progress

[ Save ][ Cancel ]

Delete - Use this button to delete the current backup plan.
Save - Use this button to apply the changes made.
Cancel - Use this button to undo or clear any changes made.



http://samba.org/ftp/rsync/rsync.html
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3. Click the “Save” button. The backup plan will be created and shown in the Backup
List.

Mzmwe testbak
Type/Methcd  Share/Tar/Remota
Zackus Ikems  snarz.[Share), csharez(Shars)
Suhetue Undefined

Slalus Mo ackiv Ly

Backup List Options:

Name - Shows the list of backup plans. When a backup plan is selected,
information about the backup plan will be displayed, such as name of
backup plan, type/method of backup, backup items, schedule (Enabled
or Undefined), and completed backups.

Select - Use this option to select a completed backup then delete or restore
the backup.

Name - Show the backup name.

Status - Shows the status of the particular backup. Status can be:
Incomplete or Complete.

Log - Use this option to view the detailed information about the completed
backup. Click the “...” button.

Confirm... — Use this button to restore a selected backup.
Delete - Use this button to delete the selected backup.
Create - Use this button to create a new backup plan.

Edit - Use this to button edit or delete a selected backup plan.
Backup - Use this button to perform immediate backup.

User Manual
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3.5.1.2 Create Immediate Backup

Steps to Create Immediate Backup:

1. Select the particular backup plan from the Backup List. Click the “Backup” button.

| Sehedule

Nome  Zestbax
Twoe/Melhod  Sharg/TaRerele
Dackup Items  skareliShzre), share2(Share)
Schedule  Undefined

o activity

s )
=

stmpjtar Eoctbak 2C008MNovi3C7384€.000 Comolote

2. A message will be displayed. The backup is completed and a backup name will be
added to the log list.

backup finish
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3.5.1.3 Delete Backup Plan

Steps to Delete a Backup Plan:

Select the particular backup plan from the Backup List.
Click the “Edit” button.
Click the “Delete” button.

A warning message will be displayed. Select “Yes” to delete the backup plan.

W

Delete confirm?

3.5.1.4 Edit Backup Plan

Steps to Edit a Backup Plan:

1. Select the particular backup plan from the Backup List.
2. Click the “Edit” button.

3. Change the necessary options. Click “"Save” when done.

NOTE: A backup plan cannot be modified if a backup log exists.

Can not modify, backup log exists.
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3.5.1.5 Delete a Backup Log

Steps to Delete a Backup Log:

1. Select (check) the backup log to be deleted from the log List.

2. Click the “Delete” button. A warning message will be displayed.

Delete confirm?

3. The backup will be deleted from backup destination and removed from log list.

3.5.1.6 Restore a Backup

Steps to Restore a Backup:

1. Select (check) the particular backup from the log List.

2. Click the “Confirm...” button. A warning message will be displayed. Select “Yes” to
restore backup.

Confirm option, Restore?

3. The original data will be restored.
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3.5.2 Schedule

A backup plan can be run based on schedule. Select the Schedule tab. This will show a
graphical view of the scheduled backup tasks.

Each row shows the day of the week. Each column shows the time in very 30 minutes
interval.

12:004M 12:30AM 1:C0AM 1:004M 2:00AM 2:30AM 3:00AM 3:208M

[ — n

Rowsa

Rackup | ist
|

Schedule Options:
Now - Use this option to display available backup tasks on the current time.

Selected - Use this button to edit a scheduled backup task. Select first the
scheduled backup task then click this button.
New - Used this button to create a new scheduled backup task.

NOTE: It is not allowed to have duplicated or overlapping backup time.
Only one backup process can be running at a time. A scheduled
backup is set to run within 30 minutes time frame. Scheduling
another backup within a scheduled time is not allowed.
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3.5.2.1 Setup Scheduled Backup Task

Steps to Setup Scheduled Backup:

1. Select the “Schedule” tab then click the “New"” button.

2. Edit the options in Schedule Setting.

Backup List

e —

[ testbak/Tar

o

16 @

115 |j

[ sun [¥| mon [ Tue
v wed [ thu ¥ Fri
[ sat

Schedule Setting Options:
Backup List - Select the backup plan from the list.
Time - Set the hour and minutes when the backup will be run.
Day - Select the day or days when the backup will be run.

OK - Use this button to save the backup settings. The backup schedule will
be automatically enabled.

Cancel - Use this button to clear or undo any changes made.

3. The backup task will appear in the schedule.

5:00PM 7:00PM
]

A20PM 5:00PM
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3.5.2.2 Edit Scheduled Backup Task

Steps to Edit Scheduled Backup Task:

1. Move the scroll bar then locate the scheduled backup task to be changed, or click
“Now"” to see current scheduled backup.

Backup List |

Fows 4:00°M 4:30PY E5:00FM 3:30PM 6:00PM

2. Select the backup task to edit. The backup task will be highlighted.

Eackup List |

| Rows 4:00FM 5:00PM 5:30PM 5:30PM 7:00PM 7:00°M

T e ———— et TR
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3. Click the “Selected” button. Edit the necessary options.

-\ ™. NOTE:

|'~4\“'

Backup List

[ testbak/Tar | = ]

ECHEERS
[ sun ¥ Mon L] Tue
¥ wed [ Thu (] Fri

[ sat
(o) (G

It is not allowed to have duplicated or overlapping backup time.
Only one backup process can be running at a time. A scheduled
backup is set to run within 30 minutes time frame. Scheduling

another backup within a scheduled time is not allowed.

4. Click "OK" to save the changes made.




