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Preface

About this manual

This manual provides information regarding the quick installation and hardware features
of the NAS system. This document also describes how to use the storage management
software. Information contained in the manual has been reviewed for accuracy, but not
for product warranty because of the various environment/OS/settings. Information and
specifications will be changed without further notice.

This manual uses section numbering for every topics being discussed for easy and
convenient way of finding information in accordance with the user’s needs. The following
icons are being used for some details and information to be considered in going through
with this manual:

o NOTES:
% These are notes that contain useful information and tips
4 that the user must give attention to in going through with

the subsystem operation.

IMPORTANT!

These are the important information that the user must
remember.

WARNING!

These are the warnings that the user must follow to avoid
unnecessary errors and bodily injury during hardware and
software operation of the subsystem.

CAUTION:
These are the cautions that user must be aware to prevent
damage to the equipment and its components.

Copyright

No part of this publication may be reproduced, stored in a retrieval system, or
transmitted in any form or by any means, electronic, mechanical, photocopying,
recording or otherwise, without the prior written consent.

Trademarks

All products and trade names used in this document are trademarks or registered
trademarks of their respective owners.

Changes

The material in this document is for information only and is subject to change without
notice.

NOTE: Some screen shots may differ from actual NAS system model.
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Before You Begin

Before going through with this manual, you should read and focus to the following safety
guidelines. Notes about the subsystem product packaging and delivery are also included.

Safety Guidelines

To provide reasonable protection against any harm on the part of the user and to obtain
maximum performance, user is advised to be aware of the following safety guidelines
particularly in handling hardware components:

00

(o]}

00 (o]}

(o]}

Upon receiving of the product:

Place the product in its proper location.

To avoid unnecessary dropping out, make sure that somebody is around for
immediate assistance.

It should be handled with care to avoid dropping that may cause damage to the
product. Always use the correct lifting procedures.

Upon installing of the product:

Ambient temperature is very important for the installation site. It must not exceed
30°C. Due to seasonal climate changes; regulate the installation site temperature
making it not to exceed the allowed ambient temperature.

Before plugging-in any power cords, cables and connectors, make sure that the
power switches are turned off. Disconnect first any power connection if the power
supply module is being removed from the enclosure.

Outlets must be accessible to the equipment.

All external connections should be made using shielded cables and as much as
possible should not be performed by bare hand. Using anti-static hand gloves is
recommended.

In installing components, secure all the mounting screws and locks. Make sure that
all screws are fully tightened. Follow correctly all the listed procedures in this manual
for reliable performance.

Packaging, Shipment and Delivery

o

(o]}

(o]}

(o]}

Before removing the subsystem from the shipping carton, you should visually inspect
the physical condition of the shipping carton.

Unpack the subsystem and verify that the contents of the shipping carton are all
there and in good condition.

Exterior damage to the shipping carton may indicate that the contents of the carton
are damaged.

If any damage is found, do not remove the components; contact the dealer where
you purchased the subsystem for further instructions.
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Chapter 1 Introduction

The NAS System

Storage networks become more and more complex. If you need to easily expand storage
capacity while providing uninterrupted high-performance data access across your LAN, you
may want to consider a NAS (Network Attached Storage) appliance. When budgets are tight
and a quick fix is required, a NAS appliance is a low-cost, efficient solution to dodge that
network-to-storage logjam. That's why more and more users select NAS architecture as
their storage networking.

The NAS system is a reliable, cost-effective way to add storage to the network. It comes
with 5 drive trays accommodating 3.5" SATA Il drives while SCA-Il single connector
architecture enables true hot swap capability. Built-in Intel Celeron 1.6GHz CPU (or above),
up to 2GB DDR2-667MHz SDRAM and two Gigabit Ethernet ports offers high performance
NAS platform. With Linux-based embedded OS design, it can boot without HDD, FDD or CD-
ROM to guarantee reliability and quick boot. The NAS system is managed and configured by
Flex/Ruby browser-based software, and some features include pre-configure disk capacity,
users setting, volume management, quick installation on popular network platform, and
multi-protocol support. It is equipped with software RAID to offer fault tolerant data
protection. It offers full featured data protection supporting RAID levels O, 1, 5, 6, 10,
Linear.

System reliability is ensured by an environmental monitoring unit, which tracks the
enclosure temperature as well as individual disk temperatures. If any irregularity in the
system occurs, the monitoring unit alerts the administrator.
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1.1 Key Features

Supports up to five hot-swappable SATA Il hard drives
Equipped with software RAID function and supports RAID levels 0, 1, 5, 6, 10, Linear
Linux-based embedded OS design

m- rm- m- ms

Provides file access services to multiple users over the LAN, the intranet and / or the
internet

E  Multi-protocol support (TCP/IP, DHCP, AppleTalk, Mac Zone, SMB, NFS, CIFS, AFP
over TCP/IP, HTTP)
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1.2 Technical Specifications

NAS SYSTEM

Hardware Platform Macintosh Support
E Intel Celeron 1.6G CPU (or E AFP over AppleTalk
above) E AFP over TCP/IP
E Cache memory: 1GB ~ 2GB E  Mac Zone
DDR2-667MHz E iTunes service
E Supports 5 SATA Il hard
drives
E Two Gigabit Ethernet port
E Environmental monitoring
unit
E 270W power supply with PFC
Storage Connectivity
E Equipped with software RAID E SMB over TCP/ IP
function to offer fault tolerant E NFS over UDP / IP
data protection E CIFS over TCP/ IP
E Supports RAID levels 0, 1, 5, E NAT
6, 10, Linear E DHCP
E  Volume Management E FTP
E Disk usage statistics E Internet Server
E Hot spare capability E Unit acts as a DHCP server
E Unit act as a master browser
E Share level security
E User ID security for NFS
General System Management
E Supports Volume as iSCSI E Automatic IP address
Target configuration
E File Server Independent E Self-contained unit; no extras
E Peer-to-peer operation needed
E Localized language support E Management through Web
E  With Quick Setup function browser
E Supports trunking / load E Flash upgradeable unit
balance / fail over / E Supports Microsoft ADS/PDC
LACP(802.3ad) and Unix NIS accounts import
E Support UPS monitoring E Fail-free online firmware
upgrade
E  Unicode support
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Chapter 2 Installation

2.1 Packaging, Shipment and Delivery

O Before removing the system from the shipping carton, you should visually inspect
the physical condition of the shipping carton.

& Unpack the system and verify that the contents of the shipping carton are all there
and in good condition.

O Exterior damage to the shipping carton may indicate that the contents of the carton
are damaged.

6 If any damage is found, do not remove the components; contact the dealer where

you purchased the system for further instructions.

2.2 Unpacking the NAS System

The package contains the following items:
« System unit
« One power cord
= Two Ethernet LAN cables

« |nstallation Reference Guide

If any of these items are missing or damaged, please contact your dealer or sales
representative for assistance.
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2.3 ldentifying Parts of the NAS System

The illustrations below identify the various parts of the NAS system.

2.3.1 Front View

HDD Status LEDs

Voltage Warning LED Q —
Over Temperature LED Drive Tray
Fan Fail LED
Drive Tray Lock
= - F a F

Power LED — = Power On/Off Switch
Busy LED I_ =2 R LCD Display

Slot 3

Slot 2 Slot 4

Slot 1 ® L i Slot 5
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2.3.2 Rear View

Power Supply

Fan

LANO Gigabit Port LAN1 Gigabit Port

eSATA Expansion Port

COMA1
Audio
I'E’ Line In
{@i Line Qut
USB 2.0 Ports i -

2.3.3 HDD Status LEDs

u (4] EJ

Green LED indicates power is on and the hard disk drive status is good for this slot.
Blinking Orange and Green LED indicates the hard disk drive is in rebuilding state.
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2.3.4 Environmental Status LEDs

Over Temperature LED

Voltage Warning LED O o Fan Fail LED
- o,
Parts Function

An alarm will sound warning of a voltage

Voltage Warning LED abnormality and this LED will turn red.

) When fan fails, this LED will turn red and
Fan Fail LED an alarm will sound.

If temperature irregularities in the
Over Temperature LED system occurs (HDD slot temperature
= over 55°C), this LED will turn RED and
alarm will sound.

2.3.5 Lock Indicator

Every Drive Carrier is lockable and is fitted with a lock indicator to indicate whether or
not the carrier is locked into the chassis. Each carrier is also fitted with an ergonomic
handle for easy carrier removal.

Drive Tray is Locked

Drive Tray Is Unlocked
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2.3.6 Front Panel

Power LED =
wwio — N ()
-
OO @ b
- e, -t EXT
Down Button Exit Button
Up Button Select Button
PARTS FUNCTION
Power LED Green LED indicates power is on.
Busy LED Orange blinking indicates system is busy or data

is being accessed.

Up and Down A

Arrow buttons W Use the Up or Down arrow keys to go through

the information on the LCD screen. This is also
used to move between each menu when you
configure the subsystem.

This is used to enter the option you have

Select button v/
selected.

Exit button EXIT Press this button to return to the previous menu.
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2.3.7 LCD Menu Diagram

—— ethO IP
172.16.000.001

| ethO Netmask
255.255.000.000

eth1 IP
[ 000.000.000.000

—— Network Information —

| eth1 Netmask
000.000.000.000

L Gateway_0

172.016.000.001

S 001 *0* 31C
S 002 *0* 31C

o
MODEL NAME S 004 *X* 27C
172.016.000.001 *yek
S 005 *X* 26 C
(MAIN MENU)
Fan Status FAN: 2556 RPM
L RAID Level : 5
Capacity : 153 GB
. Select RAID Set P
—— RAID Information — RAID_00
RAID Set Status
Normal
Buzzer Status Disable Buzzer

Enabled Enable Buzzer

New Password:
00000000

—— Change Password .
Submit Password

Setting (Yes/No)

NAS Version:
2.0.XX

Disk Status Information:
S 001 - means slot number 1
*0O* - means disk drive in slot is Online or detected
*X* - means no disk drive in slot or disk drive not detected
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2.4 Getting Started with the NAS System

2.4.1 NAS Hardware Setup

1. Attach network cable to LANO Ethernet port. Connect the other end of network cable
to your network hub or switch. You may also connect the other Ethernet ports if
needed.

2. Plug in the power cord into the AC Power Input Socket located at the rear of the
subsystem.

To turn on the NAS, press the Power On/Off Switch.

The Power LED on the front panel will turn green.

2.4.2 Installing Hard Drives

This section describes the location of the hard drives in the NAS system and gives
instructions on installing a hard drive. The system supports hot-swapping allowing you
to install or replace a hard drive while the system is running.

a. Make sure the lock indicator is in unlocked position. To pull out a disk tray, press
the Lock Indicator Button. Pull the handle outwards to remove the disk tray from
the enclosure.

b. Place the hard drive in the disk tray.
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c. Make sure the holes of the disk tray align with the holes of the hard drive. Install
the mounting screws on the bottom part to secure the drive in the disk tray.

v
1
i
1
i
i
1
1
|
1
i

d. Slide the tray into a slot and push the Lock Indicator Button.

e. Press the handle until you hear the latch click into place. The HDD status LED will
turn green if subsystem is on.
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2.4.3 Connecting to NAS Management GUI

1. Setup network setting of your host system (computer that will be used to manage
the NAS) to enable connection to NAS default IP 172.16.0.1. Refer to Table below.

2. Open web browser and type in the address bar http://172.16.0.1:3000.

3. The proNAS Login Page will be displayed.

Address [&] Fttpi/f172.16.0.1:3000] Tl Bs |tnks @

4. Enter the Login Name account and Password. Refer to the default settings in the
table below.

Entity Default Value
LANO (ethO) IP address 172.16.0.1
TCP port 3000

Net Mask 255.255.0.0
Hostname NAS

Login Name admin
Password 00000000

NAS Default Settings

in the login page. Refer to the Quick Setup information in the next

’? j NOTE: To use the Quick Setup function, check the “Quick Setup” box
(‘ section.
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5. A message will be displayed.

¥

Please wait..

6. The proNAS Manager GUI will be displayed.

NOTE: Enable Timeout is enabled by default. When there is no
activity in the proNAS Manager GUI, admin will be automatically
logged out after 15 minutes. To disable timeout, remove check mark
in Enable Timeout.

Information | Boot/Shutdown Uparade’

System Information

Host Name  NAS

Domain/WorkGroup  Workgroup

Version | 2.0.01-rc2-pres

Time  11/20/2008, Asia/Taipei 5 IFE

Model  NAS-Model-Name 37

CPU  Intel Pentium Dual E2180 @ 3 WBC

Memory(KB) 1024920 Fan 2556 REM

Kernel Ver. |2.6.26.7
CPU Fan 4470 RPM

Languages [ English

CPU Temp +57.0C

Skin [ Please select a style

CIEECEEIY

Enable Timeout  [¥] M/B Temp +38.0C
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2.4.4 Quick Setup

The Quick Setup provides quick and easy setup of the basic NAS configuration.

The Quick Setup options are listed below:

1. RAID
This is used for selecting the Storage Mode (RAID Level).

2. Storage/Share
This shows the default Home share capacity which can be changed. It also shows
default share named “share” which can be renamed and whose size can be changed.

3. Network Adapter
This is for configuring the primary Ethernet interface LANO (ethO) network settings.
After changing the settings, admin need to login using the new IP address.

4. Service
This is for enabling the basic Services provided by proNAS. Windows (Samba) service
is enabled by default.

The Quick Setup Steps:
1. Configure the software RAID by selecting the Storage Mode.
The Storage Mode options are:
(a) Max. Capacity (RAIDO)

(b) Clone Data (RAID1)
(c) Max. Security (RAID5)

RAID

The software RAID device will join the Storage
automatically.

Disk Number : 3 Avaliable Size(MB): 952320

Storage Mode [ Max. Security(RAIDS) | v]

2. Configure the Storage/Share.
a. Change the “home” size default capacity if needed.
b. Rename the default share if necessary.
NOTE: The share folder name does not allow space in-between
characters.
c. Change the size of the default share if needed.

Storage/Share

Home Size (MB) 20000

Share Mame  sharefolder

Share Size (MB) 20000
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3. Configure the Network Adaptor settings.
a. Enter the new NAS Host Name in the Host Name box.
b. Enter the new IP address.
c. Edit the Subnet Mask and Gateway.

Network Adaptor

The section is for setting up

Host Mame  proMAS the primary ethernet,
IP  192.168.220.73 After guicksetup, you will need
to use this [P to connect to
Subnet Mask | 255,.255,.255.0 MAS,

Gateway  192.168.220.234

The configuration options in Network Adaptor:

0 Host Name
The Host Name is the NetBIOS name of NAS system. This name should be unique.

o IP
This is the IP address of primary Ethernet port LANO (ethO) used for NAS
management or share folder access. If not set, it will use the default IP 172.16.0.1.

0 Subnet Mask
The Subnet Mask used. If not set, it will use the default Subnet Mask 255.255.0.0.

0 Gateway
The Gateway used. If not set, it will use the default Gateway 172.16.0.1.

4. Configure the Service options.
a. Enable the Services provided by proNAS as needed.

r R

Service

[¥] windows{Samba)
[¥] Uniz/Linus{NFS)
[ | mactappletalk)
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5. Click the “Execute” button.

Welcome to Quicksetup -> Configuration (Step 1/2)

This quicksetup vwil.gulde you to setup the system easily. The process includes the storage, service and network
configuration . Once you complete the setup, the system will be ready for use after a couple minutes.

Quick Setup w

The software RAID device will join the Storage
automatically.

Home Size (MB) 20000

5 Share Name  sharefolder
Disk Number : 3 Avaliable Size(MB): 952320

Share Size (MB) 30000

Storage Mode [ Max. Security(RAIDS) | v]

|The section is for setting up ¥ windows(Samba)
th i th . s
Host Name  NAS e primary ethernet ] Unix/Linux(NFS)

1P 192.168.220.73 |After quicksetup, you will need ] Mac(appletalk)
e — to use this IP to connect to
Subnet Mask  255.255.255.0 NAS.

Gateway | 192.168.220.254|

6. The configurations will be set.

Welcome to Quicksetup - Configuration -= Execute (Step 2/2)

@- The execution will take a few minutes, please wait. ...

Quick Setup

CurrentProgress 40%

7. A warning message will be displayed. Select “Yes” to reboot the NAS and free some
memory used by the system.

Reboot to free memory now? (suggest
yes)
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8. A message will be displayed. Click “OK”.

The system will reboot after 10 sec.

9. The NAS will restart. If IP address was changed in Network Adapter settings, re-login
to proNAS administration page using the new IP address.
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2.5 Overview of the NAS Setup Phases

The Setup Phases include configuring proNAS components with proNAS Manager. The basic
steps are:

z Create RAID Disk from Hard Disk Drives

z Join RAID Disk to Volume Group’s Storage Pool

z Setup the Network Environment

z Enable Services for Windows clients, Linux/UNIX clients, and MAC clients

z Create and Setup Logical Volume and Share Folder.

z Create Accounts or Groups or Join ADS/NIS Domain and assign Share Folder

Permission
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NAS SYSTEM

There are five management functions used to configure or manage the NAS.

Network
System
Storage/Share
Account

Data Backup

I o By

3.1 Storage/Share

3.1.1 RAID

Click the Storage/Share icon then select RAID tab. The RAID Configuration and Disk

Information window will be displayed.

[ p—

FroNAS
;'_\' ‘_Uf _e' _},_ﬁ—'! | /

T ol
MANAGER

| Volume | ShareiSecurity

Total Size(GB)

[ createNewrad | [ Edit RAID ]

Jdev/sda
Jdev/sdb
Jdev/sdc
Jdev/sdd

RAID Configuration Screen:

Size(GB)
465.762
931.513
931.513
931.513

Model
HDS725050KLA360
WDCWD1000FYPS-0
WDCWD1000FYPS-0
WDCWD1000FYPS-0

UN_USED
UM_USED
UN_USED
UM_USED

[ Set Spare

] [ DeleteSpare J

Name — The RAID disk name. This defaults to “RAID_00” if this is the first RAID disk

created.

LEVEL — The RAID level used by the RAID disk.
Disk Used — The hard disk drives (slots) joined to the RAID disk.
Total Size (GB) — The capacity size of the RAID disk.
Status — The current status of the RAID disk. Status can be active, degraded,

rebuilding, or failed.
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RAID Configuration Options:
Create New RAID — Use to create a RAID disk using the hard disk drives.
Edit RAID — Used to edit an existing RAID disk.

Disk Information Screen:
Slot — The hard disk drive slot number.
Disk — The hard disk drive device name. The first disk drive is named “/dev/sda”.
Size (GB) — The capacity size of the hard disk drive.
Model — The hard disk drive model name.

Status — The current status of the hard disk drive. Status can be “RAID_MEMBER”,
“UN_USED”, or “SPARE".

Disk Information Options:
Set Spare — Used to set a selected hard disk drive as a Spare Disk.
Delete Spare — Used to remove a Spare Disk setting on a hard disk drive.

3.1.1.1 Create New RAID and Join Disk to Storage Pool

Steps to Create a New RAID and Join Disk to Storage Pool:
1. Click “Create New RAID”.

2. Set the RAID Level and Stripe size, and select the hard disk drives to be included in
the RAID disk.

RAID Configuration

RAID Level [ RAIDS

Stripe [ 64 v]
Select Slot Disk Size{GB) Model Status
™ 1 Jdev/sda 465.762 HDS5725050KLA360 UN_USED
™ 2 Jdev/sdb 931.513 WDCWD1000FYPS-0 UN_USED
¥ 05 Jdev/sdc 931.513 WDCWD1000FYPS-0 UN_USED
| 4 Jdev/sdd 831.513 WDCWD1000FYPS-0 UN_USED
[ Create ] [ Cancel ]

RAID Configuration Options:
RAID Level — Select the RAID Level you want for the RAID configuration. Available
options, depending on number of disk drives, are: JBOD, O, 1, 5, 6, and 10.
Stripe Size — Set the size of the stripe (block size or chunk size) written to each
disk drive. Default is 64KB. Other options are: 128KB, 256KB, 512KB and
1024KB.

NOTE: A large stripe size produces better read performance if the NAS
does mostly sequential reads. If the NAS will do mostly random

- reads, small stripe size is recommended.
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3. A message will be displayed.

Creating RAID...Please wait

4. The RAID disk will be initialized. Verify in the Status information the current
initialization process.

sda(Slot1),sdb(Slot2),sdc(Slot3) 931.365 active,0.4% finish=363.2min,speed=22300K/sec

[ Create New RAID ]{

Jdev/sda 5 HDS725050KLA360 RAID_MEMBER
Jdev/sdb 931.513 WDCWD 1000FYPS-0 RAID_MEMBER
fdev/sdc 931.513 WDCWD 1000FYPS-0 RAID_MEMBER

Jdev/sdd 931.513 WDCWD 1000FYPS-0 UN_USED
RAID_00 931.365 UN_USED
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5. While the RAID disk in initializing, the status will show active and the Disk
Information will show “UN_USED”. The RAID disk can be joined to NASVG in Volume
tab using “Create Storage Pool” button. Click “Create Storage Pool”.

E ion
SRRl Detail View | Grid View

6. Select the disk (must be RAID disk) that will be added to storage pool. Click “OK”
when done.

=i

1 Jdev/sda | RAID_MEMBE 465.762
2 jdev/sdb | RAID MEMBE 931.513
3 jdev/sdc | RAID_MEMBE ©31.513
4 Jdev/sdd UN_USED & 931.513

RAID_00 UN_USED  931.365

(<] I |

Home Size(MB) 512

Cancel

NOTE: NASVG, which is a Volume Group that holds the NAS

configurations, will be created when at least one disk (RAID disk) is

N joined to Storage Pool. At the same time, the default Home volume is

(e also created. The Home volume holds the individual share folders of

E— all user accounts. The default Home volume size is 512MB. If
necessary, change the Home size to a larger size.

S
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7. A warning message will be displayed. Select “Yes” to proceed.

1 Jdev/sda

RAID MEMBE

465.762

data on the disk, continue?

Join disk operation will erase all of the

Home Size(MB) 512

8. A message will be displayed.

Creating Storage Poaol....Please wait

9. When warning message is displayed, select “Yes” to free some memory used by the

system. The NAS system will reboot.

Would you like to reboot system now

for free more memory?
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10. Re-login to the system then select Storage/Share. The NASVG and the default Home
volume are created.

| SharelSecurity

Detail View Grid View
Name  NASVG

Size(GB)  931.000 Name home |

Disk Size(MB) 512.00 Used Size: 0.78%

et 42

Free Size: Used Size:
024.5GB 6.500GB
99.30% 0.698%

Join Disk ] [ Create Volume ]

@\ ~~ NOTE: After NASVG is initialized, the Storage Information screen will
g show a pie chart with amount of Free Size and Used Size. Volumes
can be created from the NASVG.

11. After the RAID disk is joined to NASVG, the RAID status in Disk Information will
show “IN_USED".

sdbi(Slot2),sde(Slot), sda(Slat 1)

[ Create New RAID ] [

Jdev/sda 465.762 HDS725050KLA360 RAID_MEMBER

Jdev/sdb 931.513 WDCWD1000FYPS-0 RAID_MEMBER
Jdev/sdc 931.513 WDCWD1000FYPS-0 RAID_MEMBER
Jdev/sdd 931.513 WDCWD1000FYPS-0 UN_USED
RAID_00O 931.365 IN_USED

J [ DeleteSpare ]
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3.1.1.2 Set a Spare Disk

Steps to Set a Spare Disk:

1. Select the hard disk drive to be made a spare disk and click “Set Spare”.

931.365 active,29.0%,finish=279.9min,speed=20622K/sec|

[ Createnewran ) [ Edit RAID

ev/sda i |
Jdev/sd 465.762 HDS725050KLA360 RAID_MEMBER
ev/s 931.513 WDCWD1000FYPS-0 RAID_MEMBER
ds db
ev/sdc ; 8 |
'd i 931.513 WDCWD1000FYPS-0 RAID_MEMBER
— o s e i 9
d dd 931.513 WDCWD1000FYPS-0 UN_USED
RAID_00 931.365 IN_USED

Set Spare J [ DeleteSpare

2. The selected hard disk drive will become a Spare Disk. The Status in Disk
Information will show “SPARE”.

sdb(Slot2),sdc(Slot3),sda(Slot1),sdd(Slotd) 931.365 acnve,as.ﬁ%,ﬁnish=260.6min,speed=2OOEEK/sec|

(createnewram | (

fdev/sda 465.762 HD5725050KLA360 RAID_MEMBER

/dev/sdb 931.513 WDCWD1000FYPS-0 RAID_MEMBER
Jdevfsdc 931.513 WDCWD 1000FYPS-0 RAID_MEMBER
/dev/sdd 931.513 WDCWD1000FYPS-0 SPARE
RAID_00 931.365 IN_USED

] [ DeleteSpare
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3.1.2 Volume

Click the Volume tab. The Volume Configuration screen will be displayed.

| ShareiSecurity

Detail View  Grid View

Size(GB) 931.000 Name home T
Disk Size(MB) 512.00 Used Size; 0.78%

o) 42

Free Size: Used Size:
924.5GB -6.500GB
99.30% 0.698%

Join Disk ] [ Create Volume ]

Storage Information Screen:
Name — The NAS Volume Group default name “NASVG”.
Size (GB) — The total capacity of the NASVG
Disk — The list of RAID disk(s) joined to the NASVG.

Storage Information Options:
Join Disk — Used to join a RAID disk to the NASVG.
Create Volume — Used to create a new Volume. A Volume is storage space which is
shared by several Share Folders (several Share Folders can be created under

a single Volume).

Volume List Screen:
There are two types of view provided to display the Volume information: Detail View and

Grid View.
Detail View: has Delete, Extend, and iSCSI buttons

Name — The Volume name.

Size (MB) — The total Volume capacity in MB.

Used (MB) — The Volume used capacity in MB.

Used Size — The Volume used capacity as a percentage of the total Volume capacity.
Grid View: displays Volume List in table format

Name — The Volume name.

Size (MB) — The total Volume capacity in MB.

Used Size (MB) — The Volume used capacity in MB.
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Volume List Options:
Delete — Used to erase the Volume.
Extend — Used to extend the total Volume capacity.
iSCSI — Used to setup the Volume as iSCSI target.

3.1.2.1 Join a Disk to Storage Pool

Steps to Join a Disk to Storage Pool:

1. Click “Join Disk”.

2. A dialog box will be displayed. Select a RAID disk to be joined to the Storage Pool of
NASVG. Click “OK” when done.

fdev/sda RAID_MEMBE 465.762
fdev/sdb RAID MEMBE 931.513
Jdev/sdc RAID_MEMBE 931.513

/dev/sdd SPARE 931.513

RAID_00 IN_USED 931.365

3. The RAID disk will be joined to the NASVG.

NOTE: An un-used physical disk drive can be used to join to the
Storage Pool of NASVG but it is not recommended because the
physical disk drive does not have RAID Level nor provide data

redundancy. Select only a RAID disk to add into the Storage Pool for
better data security.
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3.1.2.2 Create a Volume

Steps to Create a Volume:

1. Click “Create Volume”.
2. In the Create New Volume dialog box, enter the Volume Name and Size in MB. The
Free NASVG capacity will show the available capacity that can be used. Click “OK”

when done.

NOTE: The volume name does not allow space in-between characters.

Mame |voE1

Size(MB) 50000
Free(MB) 946176

3. A message will be displayed.

E

Please wait..

4. The new Volume will be created.

Detail View = Grid View
Name  NASVG

Size(GB)  931.000 Name I

Disk Size(MB) Used Size: 0.78%

T——

Name voll [
Size(MB) 50176.00 Used Size: 0.01%
Used(MB) 4.2 ((iscst ] [ pelete |  Extend ]

Free Size:
873.5GB. —

04.03% Used Size:

—55.500GB
5.961%

J[ Create Volume ]
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3.1.2.3 Delete a Volume

Steps to Delete a Volume:

WARNING! Be careful when using this function. Make sure the data in
the volume and all its share folders are no longer needed or a backup
has been made before deleting the volume.

1. Click the “Delete” button of the Volume to be deleted.
2. A warning message will be displayed. Click “Yes” to proceed with deletion.

e

Confirm option, 4ll the share folders
which belonas to the valume will be

delete as well!!

- .. . =

3. A message window will be displayed.

E

Please wait..

4. The Volume will be deleted.

3.1.2.4 Extend a Volume Capacity

Steps to Extend a Volume:

1. Click the “Extend” button of the Volume to be extended.
2. A dialog box will be displayed. Enter the additional capacity that will be added to the
Volume in the “Size(MB)” box. Click “OK” when done.

-

Mame  wvoll

Size(MB) | 60000 |

Fres(MB) 99325
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3. A message will be displayed.

-

Please wait..

4. The total Volume capacity will be increased.

3.1.2.5 Setup Volume as iSCSI Target

Steps to Setup Volume as iSCSI Target:

1. Click the “iSCSI” button of the Volume to be setup.

2. A dialog box will be displayed. Tick the “iSCSI Enable” option to enable iSCSI
function. Enter the Target name. To enable authentication, tick the “Enable” box in
Authentication then enter an Account name. Enter the password in Password box and
Password Confirm box. Click “OK” when done.

Y

iSCSiConfiguration

[¥] iscsI Enable

Name  test

Size(MB)  100352.00

Target Name | datai|

IQM  ign.2008-11.nas.iscsi.testidatal

CHAP Authentication [_| Enable

Account

Password

Password Confirm

[ oK ][ Cancel ]

-\ .. NOTE: When Authentication is used, the same Account and Password
' | must also be used in iSCSI initiator to successfully connect to the NAS
T ‘ iSCSI device. Password length must be 12 to 16 characters.
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3. A warning message will be displayed. Select “Yes” to proceed.

" ]

Create ISCS5I?

4. Another warning message will be displayed. Select “Yes” to proceed.

Confirm option, All the share folders
which belongs to the volume will be

delete as welll!

5. A message will be displayed.

B 2

Please wait..

6. The Volume iSCSI function is ready.

| Share/Security

Name NASVG
Size(GB) 931.000 Name ‘

Disk /dev/sda(Slot1) Size(MB) Used Size: 0.78%

Used Size(Mg) 4.

ISCSI Enable true
Name test

Target Name  datai
Free Size: SEE(MB) 100352.00 CHAP Authentication false
720568 (Liscst )((pelete ) Bdtend ]|
78.24% : -

Used Size:
202.500GB
21.75%

JoinbDisk ] [ Create Volume ]
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7. Connect to iSCSI Target Volume from host computer with iSCSI Initiator. Log on to

target device. Use the account and password if set in iSCSI Configuration.

iSCSI Initiator Properties 5
Favorite Targets I Volumes and Devices I RADIUS |
General I Discovery | Targets

Log on.

To see information abou
dick Details.

Targets:

To access storage devices for a target, select the target and then dick

t sessions, connections, and devices for a target,

Mame

ign. 2008-11.nas.iscsi:datal

Status

Inactive

Log on... Refresh

Apply

8. After successful connection, the

& Computer Managemert Jf [

iSCSI device will be shown in Disk Drives list.

File  Action

s 2B HE &

View Help

gl Computer Management (Local
4 ]}7’% Systern Tools
B @ Task Scheduler
s @ Event Viewer
b gl Shared Folders
» @ Reliability and Performz
s Device Manager
E.’-_; Storage
=¥ Disk Managernent
f’.:v{g Services and Applications

EI& GERRY-NB
ﬁ Batteries

g Bluetooth Radios
1% Computer

bvice

u IET VIRTUAL-DISK SCSI Disk D

" Display adapters

ée.? DVD/CD-ROM drives

% Human Interface Devices
L* IDE ATASATAPI controllers
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3.1.2.6 Disable iSCSI Configuration in a Volume

Steps to Disable the iSCSI Configuration in a Volume:

1. Select the Volume with iSCSI Configuration and click the “iSCSI” button. Remove the
check mark on the “iSCSI Enable” box. Click “OK” when done.

[] iscst Enable

Name  test

Size(MB)  100352.00

Target Name  datal

IQN  ign.2008-1i.nas.iscsi.test:datal E

CHAP Authentication [ | Enable

Account E

Password

Password Confirm

( Restoretovolume ][ ok ][ cCancel | !

2. A warning message will be displayed. Select “Yes” to proceed.

Confirm option, Disalbe 1SCSI?

3. A message will be displayed.

&

Please wait..

4. The iSCSI function of the Volume will be disabled.
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3.1.2.7 Remove iSCSI Configuration and Restore to NAS Volume

Steps to Remove iSCSI Configuration and Restore to NAS Volume:

WARNING: When iSCSI Configuration is removed and volume is

restored as basic NAS volume, all the data in the volume previously
configured as iSCSI Target are deleted.

1. Select the Volume with iSCSI Configuration and click the “iSCSI” button. Click the
“Restore to Volume” button.

[] iscs1 Enable

Name test

Size(MB)  100352.00

Target Name  datal

IQN iqn.2008-11.nas.iscsi.test:datal E

CHAP Authentication [ | Enable

Account |

Password

Password Confirm

( RestoretoVolume ][ oKk ][ cancel ] E

2. A warning message will be displayed.

P

Confirm option, All the data will be
fost!l

3. A message will be displayed.

E

Please wait..
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4. The iSCSI Configuration will be removed and the volume is restored as basic NAS

volume.

| Share/Security

Name  NASVG

Size(GB) 931.000

Disk Jdev/sdaiSlotl)

Free Size:
728.5GB
78.24%

Used Size:
202.500GB
21.75%

] ([ Create Volume |

Detail View Grid View

Name
Size(MB)
Used Size(MB)

Name
Size(MB)
Used Size(MB)

test
100352.00
4.2

Used Size: 0.78%

Used Size: 0.00%
((iscst [ pelete [
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3.1.3 Share/Security

Click the Share/Security tab. The Share and Security Configuration window will be displayed.

RAID | Volume |

Share/Security Information Screen:

Share Folder — Displays the share folder name.

Volume — Shows the volume name where the share was created.

Windows (Samba) — Shows the status if Samba / CIFS protocol is enabled (Yes) or
not (No) in the share folder.

UNIX/Linux (NFS) — Shows the status if NFS protocol is enabled (Yes) or not (No)
in the share folder.

Mac (AppleTalk) — Shows the status if AppleTalk protocol is enabled (Yes) or not
(No) in the share folder.

Rsync — Shows the status if Rsync is enabled (Yes) or not (No) in the share folder.

Share/Security Options:
Create Share Folder — Used to create a new share folder.
Edit Share Folder — Used to edit settings of an existing share folder.
Refresh — Used to update the information displayed in the screen.
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3.1.3.1 Create New Share Folder

Steps to Create New Share Folder:

1. Click “Create Share Folder”.
2. The Share Folder Basic Configuration screen will be displayed. Configure the

necessary options.

Share Name  sharel

[¥| Enable Samba Sharing
[ case sensitive
LI Files Beqin with Dots

Max. connection 0

L] Public

UnigLinux(NFS)
Mac{Appletalk)
Rsync

[ Delete ] [ Save ] [ Cancel ]

Share Configuration Options:
Share Name — Enter the share folder name.
al A
& )
\ 1 NOTE: The share folder name does not allow space in-between
‘4

characters.

Volume — Select the Volume where the share folder will be created.
Owner — Set the owner of the share folder. By default, admin owns all share

folders.
Public — When enabled (checked), the share folder is accessible to all users.

3. In the Protocol Setting window, setup the Windows (Samba) protocol options.

Windows (Samba) Configuration Options:
Enable Samba Sharing — Used to enable Samba protocol. When checked,

the share folder can be accessed via Samba protocol.
Case Sensitive — This controls whether filenames are case sensitive or not.

Default is disabled.
Files Begin with Dots — This controls whether files that begin with a dot will

become hidden files. Default is disabled.

Max connection - This option limits the number of simultaneous connections
at a certain time. A value of zero (default) means an unlimited number
of connections will be possible in this share.
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4. Select “Unix/Linux(NFS)” option in Protocol Setting window. The NFS protocol

configuration screen is displayed. If share will be accessed by UNIX/Linux clients,
setup the necessary options.

Share Name  sharel

Windows(Samba)

[¥] Enable NFS Sharing

D Synchronize Write Operation
] allow Root Access

[ 1nsecure

[ public [] subtree Check

Mac(Appletalk)
Rsync

[ Delete ] [ Save ] [ Cancel ]

Unix/Linux (NFS) Configuration Options:

Enable NFS Sharing — Used to enable or disable NFS protocol. When
enabled (checked), the share folder can be accessed via NFS protocol.

Synchronize Write Operation - Use this option to enable or disable write
caching.

Allow Root Access — Use this option to allow or disallow access by root
super-user account.

Insecure - This option provides higher security. If this option is enabled, only
the ports under 1024 are allowed access to the share folder.

Subtree Check - Use this option to enable or disable subtree checking. A
subtree check happens if a subdirectory of a filesystem is exported but
the whole filesystem isn't, then whenever a NFS request arrives the
server must check not only that the accessed file is in the appropriate

filesystem (which is easy) but also that it is in the exported tree
(which is harder).
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5. Select “Mac(Appletalk)” option in Protocol Setting window. The AppleTalk protocol
configuration screen is displayed. If share will be accessed by Mac clients, setup the
necessary options.

RAID | Volume |

Share Name  sharel

Owner | admin | =

[ public

UnigLinux(MF3)

Windows(Samba)

| Mac(Appletalk).

[ Enable Appletalk Sharing

Mac (AppleTalk) Configuration Options:

Enable AppleTalk Sharing — Used to enable or disable AppleTalk protocol.
When enabled, the share folder can be accessed via AppleTalk protocol.

6. Select “Rsync” option in Protocol Setting window. The Rsync configuration screen is
displayed. If share will be used for Rsync, setup the necessary options.

RAID | Volume |

Share Name  sharel

volume | vall |+
owner | admin | =

[ public

Windows(Samba)
Unix/Linux(NFS)

MaciAppletalk)

Rsvnc.

] Enable Rsync |

Maximium connections

#username:password
admin:00000000

10
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Rsync Configuration Options:

Enable Rsync — Used to enable or disable Rsync Server function on this
share folder. When enabled (checked), an Rsync client can connect to
this share folder and upload or download files via Rsync.

Read Only - When checked, all files within this share will be read only to any
Rsync client.

Anonymous — When checked, anonymous connections will be accepted.

Maximum connections - This specifies the maximum number of Rsync
client that can connect to this share at a certain time.

#username:password — Use this option to edit Rsync account and
password list. These accounts are the accounts that will be supplied by the
Rsync client when connecting to this server.

7. Click “Save” when done. Then Share Folder will be created.

voll Yes No No

Installation and Configuration Manual



NAS SYSTEM

3.1.3.2 Assign Permission to Share

Steps to Assign User or Group Account Permission to the Share Folder:

M
'\ 1 NOTE: User or Group Accounts must have been created or NAS must

Ny have been joined to Windows AD or NIS domain.

1. Select (highlight) the share folder then click “Edit Share Folder”, or double-click the
share folder name.

2. Select the Privilege tab. In the Account option, select the user accounts that will be
given access permission to the share folder, then click “>>".The accounts will appear
on the right screen. Set the Write and Quota(MB) options as needed.

@ . NOTE: Use the “<<” to remove an account from share folder privilege.
i \ 1 Select the account then click “<<”. The account will be removed from

u the right column.

Privilege W

Type  write
Full Name Account
Administrator Group

userl == P

[ Delete ] [ Save ] [ Cancel

Account Privilege Options:
Write — By default, this option is checked and the account is given Read and
Write permission to the share folder. To assign Read-Only permission,
remove the check mark.
Quota(MB) — This option is used to assign user account quota to the share
folder. Default is zero and no quota.

3. Click the Group option. Select the groups that will be given access permission to the
share folder, then click “>>".The groups will appear on the right screen. Set the

Write and Quota(MB) options as needed.
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a NOTE: Use the “<<” to remove a group from share folder privilege.

\ Select the group then click “<<”. The group will be removed from the
V) right column.

Account

Gr

Account | [ 0

Group E]
P [

Group Privilege Options:

Write — By default, this option is checked and the group is given Read and
Write permission to the share folder. To assign Read-Only permission,

remove the check mark.

4. Click the IP option. Set up the IP address or addresses that will be allowed
connections to the share folder, then click “>>".The IP address will appear on the

right screen.

RAID | Volume |

Account

Group
|4

S —

¥ Read

¥ write

| Account| B |
Group E
P [
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_ NOTE: This option allows setting certain range of hosts to have an
CAN access to the NAS. By default, NAS will accept connections from any
. host (*.*.*.*). To allow connections only from certain IP address,
- remove *.*.* * then add the IP address/range. For example, add

~192.168.100.*. This will only allow connections from your private
network 192.168.100 and all other connection will be refused.

Note: To remove an IP address from share folder privilege, select the
< IP address then click “<<”.

IP Privilege Setup Options:
Read — This option allows Read access from the specified IP address or
address range.
Write —This option allows Write access from the specified IP address or
address range.

IP Privilege Edit Option:
Write — By default, this option is checked and the IP address or range of IP
address is given Read and Write permission to the share folder. To
assign Read-Only permission, remove the check mark.

5. Click “Save” when done. The permissions will be set in the share folder.

3.1.3.3 Edit Share Folder

Steps to Edit Share Folder:

1. Select the share folder name then click “Edit Share Folder”.
2. Change the necessary options. Click “Save” when done.

o NOTE: The Share Name cannot be modified.
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3.1.3.4 Delete Share Folder

Steps to Delete Share Folder:

1. Select the share folder name then click “Edit Share Folder”.

RAID | Volume |

Share Name e [ Windows(S:
Volume | tests | [¥| Enable Samba Sharing

Owner admin [ case Sensitive

[T Files Begin with Dots

Max. connection 0

[ public

Unix/Linux(NFS)
Mac(Appletalk)

[ Delete

2. Click “Delete”. A warning message will be displayed. Select “Yes” to proceed. The
share folder will be deleted.

all data _wiﬂ be deleted, are you sure to
do delete this Share

WARNING! Be careful when using the “Delete” button. Make sure
your data in the share is no longer needed or a backup has been made
before deleting the share folder.
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3.2 Network

3.2.1 Device Configuration

Click the Network icon to display the Network Device Configuration screen.

| el
MANAGER

Device  etho [¥ Enable on Boot

-
W, T namic IP(BOOTP/DHCP

' P 10.21.23.89 Loy ( IRHER)

[¥] Default Gateway
Gateway 10.21.23.1
Subnet Mask  255.255.255.0
MTU 1500

MAC address  00:03:1D:05:44:08 Ap

Device  ethl [C] Enable on Boot
i ' v TR [¥ Dynamic IP{BOGTR/DHCR)
|| Default Gateway
Gateway
Subnet Mask
MTU 1500

MAC address  00:03:1D:05:44:09

Create Trunking

Device Configuration Options:

Host Name — The NetBIOS name of NAS. It should be unique.

Domain — Enter the Windows domain name or workgroup name. For example:
MYDOMAIN. Default is “Workgroup”.

DNS Suffix — The DNS suffix is the name appended to server name to
complete the server’'s FQDN. For example: MYDOMAIN.LOCAL

DNS Server — Enter the DNS Server IP address. DNS server is responsible
for mapping the machine name and IP address.

WINS Server — Enter the WINS Server IP address. WINS Server is
responsible for the setting NetBIOS name resolution.

Edit Hosts Table - Use this button to edit machine name and IP address
mapping in the Hosts table. This is optional.

Edit LmHost Table - Use this button to define the resolution of NetBIOS in
the Lmhosts table. This is optional.

Reset — Use this button to undo or clear any changes made.

Apply — Use this button to save the changes made.
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Network Adaptor Configuration Options:

Device — Shows the network device name. ethO is the device name for LANO
gigabit port.

IP - Shows the current IP address of the network device. Configure the IP
address as necessary.

Gateway — Show the current IP address of the Gateway. To edit, enter the
Gateway IP address.

Subnet Mask - Shows the current subnet mask setting. To edit, type in the
new subnet mask number.

MTU - The MTU size (Maximum Transmission Unit) in bytes. To modify the
MTU size for this interface, enter the new MTU size.

MAC address — Shows the MAC address of network device.

Enable on Boot - If enabled, this adapter will be active when proNAS starts
up.

Dynamic IP (BOOTP/DHCP) - If checked, this specifies that this network
device will dynamically obtain an IP address from a Dynamic Host
Configuration Protocol (DHCP) server or from a Bootstrap Protocol
(BOOTP) server.

Default Gateway - If checked, the default gateway will be enabled in this
adapter. A default gateway is a local IP router that is used to forward
packets to destination beyond the local network. Only one default
gateway can be enabled in a certain time.

Reset — Use this button to undo or clear any changes made.

Apply — Use this button to save the changes made.

Create Trunking — Use this button to configure network trunking.
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3.2.1.1 Configure Network Trunking

Steps to Configure Trunking Function:

o

NOTE: It is necessary that the network switch supports the type of
trunking mode that will be used. Otherwise, the network connections
may become unstable.

1. In Network A& Device Configuration screen, click “Create Trunking”.
2. The Create Trunking Dialog window will be displayed. Configure the necessary
options.

Create Trunking Dialog

[[] bynamic P(BOOTP/DHCP)
[¥| Enable on Boot
| pefault Gateway

Target Device | atho
ethl

IP  10.21.23.90

Gateway 10.21.23.1

Subnet Mask | 255.255.255.0/

MTU 1500
Made [ Fault Tolerance | v]

Create Trunking Configuration Options:

Target Device — Shows the network device names that can be included in
Trunking. To select, press the “Ctrl” key and at the same time click the
network device names.

Mode — Select the Trunking Mode that will be used.

Trunking Mode Options:

0

Fault Tolerance — Active-Backup policy: If the active Ethernet port fails, the
standby Ethernet port will become active. This enhances the availability of access
to the NAS.

Load Balance / Fault Tolerance - XOR policy: Transmit based on source MAC
address XOR with destination MAC address. This selects the same slave for each
destination MAC address. This mode provides load balance and fault tolerance.
Dynamic Link Aggregation - 802.3ad policy: Combines multiple physical
network links into a single logical link for increased performance. Transmits and
receives on all slaves in the active aggregator. Pre-requisite: the network switch
must support IEEE 802.3ad.

Load Balance - ALB (Adaptive Load Balancing) policy: The receive load
balancing is achieved by ARP negotiation and does not require special switch

support.
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3. Click “OK” when done. A warning message will be displayed. Click “Yes” to proceed.

Apply the new setting?

4. The Trunking function is configured. The member network devices will be shown as
deactivated and cannot be configured. A new network device name “bond0”, which is
the Trunking device, will be shown.

¥ Enable on Boot aila

Device  ethO
m{o‘ LI Dynamic IP(BOOTP/DHCP)

|| Default Gateway
Gateway

Subnet Mask

MTU 1500 [ Resat )

MAC address  00:03:1D:05:44:08 (

Apply J

[«

Device  ethl Enable on Boot

Subnet Mask
MTU

MAC address

255.255.255.0

1500

'Fault Tolerance

‘(‘3‘ % [| Dynamic IP(BOOTR/DHCR)
[ | pefault Gateway
Gateway
Subnet Mask
MTU 1500 [ T !
MAC address  00:03;10:05:44:08 [ Apply J
Device  bond0d [¥ Enable on Boot il
b} . -
N s | Dynamic IP(BOOTP/DHCP) L=
runking
Device  bond0 [ Enable on Boot
if" 1
\ [ | pynamic IP(BOOTR/DHCP
' IP 10.21.23.90 oy ( ! )
[ ] Default Gateway
Gateway 10.21.23.1

[ cancel Trunking |

[ Reset

( Apply
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3.2.1.2 Cancel Network Trunking

Steps to Cancel Trunking Function:

NAS SYSTEM

1. Find the device name “bond0” then click “Cancel Trunking”.

i Device
Gateway

Subnet Mask

MTU

MAC address

bond0

10.21.23.90

10.21.23.1

255.255.255.0

1500

Fault Tolerance

[¥] Enable on Boot
] bynamic IP(BOOTR/DHCR)
[ ] Default Gateway

[ Cancel Trunking ]

[ Reset ]
( Apply )

2. A warning message will be displayed. Click “Yes” to proceed.

3. The Trunking function will be cancelled. The network device ethO will be
automatically configured and get the IP address previously assigned to the Trunking

device.

Device

?.\
' Ip
Gateway
Subnet Mask
MTU

MAC address

eth0

10.21.23.90

10.21.23.1

255.255.255.0

1500

00:03:1D:05:44:08

[¥| Enable on Boot
] pynamic IP(BOOTP/DHCP)
[ ] Default Gateway

( Reset ]
( Apply )

Device

»’._
' P
Gateway
Subnet Mask
MTU

MAC address

eth1

1500

00:03:1D:05:44:09

[[] Enable on Boot
[¥| Dynamic IP(BOOTP/DHCP)
[ ] Default Gateway

( Reset ]
( Apply )
541
Create Trunking
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3.2.2 ADS/NIS

Windows ADS/PDC or NIS domain accounts can be imported and integrated into the NAS.

and DNS Server.

Device Configuration |

NOTE: Some network settings required in configuring the Windows
Domain Authentication option must have been configured in Network
TDevice Configuration, such as Domain/Workgroup name, DNS Suffix,

MANAGER

| DHCP(nternet Gateway)

Host Mame
DomainfWorkGroup
DNS Suffix

Domain Server 1P

Logon Administrator
Password

PDC/ADS Mode

L] Enable Domain Authentication
MBS MIS Domain

wWorkgroup NIS Server

¥ Auto Detect Domain 1P

admiristrator

[ ADS (Windows 2000/2003 Server) | v ]

|| Enable NTLMv2 Authentication
¥ Enable Client Channel

L] Enable MIS Authentication
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3.2.2.1 Join NAS to Windows AD Domain

Steps to Join NAS in the Windows AD Domain:

NAS SYSTEM

1. Select Network A& Device Configuration. Enter the Domain Name and DNS Suffix. A
DNS Server IP can also be entered if necessary. Refer to Section 3.2.1 for the Device

Configuration options.

| ADSMIS | DHCP(internetGateway) | P2P

NASE9
MYDOMAIN

MYDOMAIN.LOCAL|

168.95.1.1

Gateway

Subnet Mask

MTU

MAC address

ethD

10.21.23.90

10.21.23.1

1255.255.255.0

1500

00:03:1D:05:44:08

[¥] Enable on Boot
["] Dynamic IP(BOOTP/DHCP)
[ Default Gateway

‘ Device
-

1P

Gateway

Subnet Mask

MTU

MAC address

ethl

1500

00:03:1D:05:44:09

L] Enable on Boot
[¥| Dynamic IP(BOOTR/DHCP)
|| Default Gateway

2. A warning message will be displayed. Select “Yes” to apply new settings.

Apply the new setting?

3. Select Network £ ADS/NIS tab.
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4. In Windows screen, check the “Enable Domain Authentication” option. Configure the

necessary options.

a. If Domain Server IP is automatically detected, the Domain Server IP will be
displayed. If you want to join NAS to a specific Domain Server IP, remove the
check mark in “Auto Detect Domain IP” and manually enter the Domain

Server IP address.
b. Enter the Domain Administrator account.
c. Enter the Domain Administrator’s password.
d. Select the PDC/ADS mode.

Device Configuration | | DHCP(internet Gateway) | P2P

[¥] Enable Domain Authentication ] Enable NIS Authentication

Host Name  NASB9 NIS Domain
Domain/WorkGroup  MYDOMAIN NIS Server
DNMS Suffix  MYDOMAIN.LOCAL
Domain Server IP ] Auto Detect Domain IP
10.21.23.50

Logon Administrator  administrator

password [ |

PDC/ADS Mode [ ADS (Windows 2000/2003 Server) \ v]

[ Enable NTLMv2 Authentication
[¥ Enable Client Channel

Windows Domain Authentication Options:

Enable Domain Authentication — Use this option to enable or disable

Windows Domain Authentication.

Host Name — Indicates the NetBIOS name of NAS as configured in Network

/£ Device Configuration tab.

Domain/Workgroup — Shows the domain/workgroup name as configured in

Network £ Device Configuration tab.

DNS Suffix — Shows the DNS Suffix as configured in Network & Device

Configuration tab.

Domain Server IP — Shows the IP address of the domain server which is
automatically detected when “Auto Detect Domain IP” option is
enabled. If “Auto Detect Domain IP” option is disabled, manually type

the domain server IP address.

Logon Administrator — Enter the administrator’s logon account in the

domain server.

Password — Enter the password of administrator’'s logon account in the

domain server.

PDC/ADS Mode — Select the mode type of the domain server. This can be
“ADS Windows 2000/2003 Server)” or “PDC (Windows NT Server)”.
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Enable NTLMv2 Authentication — This parameter determines whether or
not smbclient will attempt to authenticate itself using the NTLMv2
encrypted password. If enabled, NAS will only sent NTLMv2 and LMv2
responses. NTLMv2 authentication protocol is available only on
WindowsNT4 with SP4 and Windows 2000 or later. Default is disabled.

Enable Client Channel - This controls whether the client offers or even
demands the use of the netlogon schannel. Default is auto, means it
offers the schannel but does not enforce it.

Reset — Use this button to undo or clear any changes made.

Save — Use this button to save the changes made.

5. Click “Save” when done.

A NOTE: When NAS is successfully joined to the Windows domain, the
domain user accounts will appear in Account list.
< NOTE: The NAS cannot be joined to the Windows domain if NASVG
does not exist (NASVG is not yet initialized).

3.2.2.2 Join NAS to NIS Domain

Steps to Join NAS in the NIS Domain:

1. Select Network £ ADS/NIS tab.
2. In NIS screen, check the “Enable NIS Authentication” option. Configure the
necessary options.
a. Enter the NIS Domain name.
b. Enter the NIS Server IP address.
3. Click “Save” when done.

NIS Authentication Options:
Enable NIS Authentication — Use this option to enable or disable NIS
Domain Authentication.
NIS Domain — Enter the NIS domain name.
NIS Server — Enter the IP Address of NIS server.
Reset — Use this button to undo or clear any changes made.
Save — Use this button to save the changes made.

NOTE: When NAS is successfully joined to the NIS domain, the

< domain user accounts will appear in Account list.
NOTE: The NAS cannot be joined to the NIS domain if NASVG does not
exist (NASVG is not yet initialized).
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3.2.3 DHCP (Internet Gateway)

NAS provides Internet gateway function for administrator to easily enable and disable the
Internet access for users. This function integrates with DHCP service, routing and NAT.

DHCP (Internet Gateway) Options:
IP range starting from — Means the starting address of range of private IP
addresses for DHCP.
IP range ending with — Means the ending address of range of private IP

address for DHCP.
Private Net — The network device connected to the private network.
WAN — The network device connected to the Internet / WAN.

NOTE: This function must be configured in System T Service tab.
Select DHCP service.

Device Configuration | ADSMNIS |

Please config this function in "System’->"Service"
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3.2.4 P2P

The NAS system supports P2P (peer-to-peer) file sharing protocol.
- NOTE: Enable the P2P Service (System T Service). Also setup the P2P
0 . Service ‘Download file location’ (System T P2P T Edit T Quick Setup).
N Refer to Section 3.3.2 Service.
(M

NOTE: DNS settings must be configured first before starting P2P
service.

3.2.4.1 Status

This screen will show current download or upload connections.

Device Configuration | ADS/NIS | DHCP{internet Gateway) |

Status Option

Download [ New download ] [ Remove ] [ Pause ] [ Resume ]

(0] File Name Downloaded Size Active Status(kb/s)

File Name Uploaded Downloaded | IP ADDRESS | Port

Options:
New download — Use this button to add download item. Then select either
download link or torrent file.

@ Link

Please input link

O Torrent
(Ceeatrerne )
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Remove — Use this button to remove a selected download item.
Pause — Use this to pause the downloading of selected item.
Resume — Use this to resume downloading of selected item.
Refresh — use this to refresh current download status.

3.2.4.2 Server

This screen allows connection to and disconnection from server.

Device Configuration | ADS/NIS | DHCP(internetGateway) |

Status

o) pﬁc n

Disconnect Refresh

D Name IP ADDRESS Port Total Users Total Files Status

il Sharing Kingdom 2 £9.248.172.50 4500 63552 10186603 1P blocked

2 TVU DonkeyServer Nol - Now On New Hardware 89.248.174.84 6543 145537 12865502 Connected

3 Sharing Kingdom 3 £89.248.172.86 4500 76279 11289366 1P blocked

4 eDonkeyServer Nol 77.247.178.244 4242 643283 93346168 Connected

< Sharing Kingdom' 1 £9.248.172.54 4500 58944 10166785 1P blocked

5] 1l Saugstube |1 81.171.1258 4242 40921 4123419 MN/A

¥ Sharing Kingdom 4 £9.248.172.90 4500 55711 8955159 1P blocked

8 nol.eserver.emule.org.cn 222.73.207.86 8080 69954 219940 1P blocked

g eDonkeyServer No2 77.247.178.245 4242 283823 44038604 Connected

10 --- DonkeyServer NoX -—- 91.121.1.37 4242 2447 3739197 1P blocked

11 www.UseNeXT.to 87.230.83.44 4681 185854 3067843 Connected

12 PEERATES.NET 88.191.81.111 1111 48484 9404 /A

2 7PP2P?7? 61.174.18.254 8080 324046 11385116 N/A

14 # eMule Serverlist Nr.3 # Russian 92.241.164.21 4242 25020 4700308 N/A

15, # gMule Serverlist Nr.1 # 81.171.35.10 4242 52348 7579383 N/A
Options:

Connect — Use this button to connect to a selected server.
Disconnect — Use this button to disconnect to a selected server.
Refresh — Use this to refresh current connection status.
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3.2.4.3 Options

Use this screen to configure download options.

Device Configuration | ADSINIS | DHCP{internet Gateway) |

Status | Serve Option

Maximun download number
Maximun download rate(kKbytes/s)
Maximun upload number

Maximun upload rate(Kbytes/s)

sosh

Options:

Maximum download number — Use this option to set the maximum
number of download connections.

Maximum download rate — Use this option to set the maximum download
transfer rate.

Maximum upload number — Use this option to set the maximum number of
upload connections.

Maximum upload rate — Use this option to set the maximum upload
transfer rate.

Reset — Use this button undo any changes made and load previously saved
setting.

Apply — Use this button to save changes made.
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3.2.4.4 Example of Download from Link and Torrent

1. Click “New download”.

Device Configuration | ADS/NIS | DHCP{internet Gateway) |

Gptiun

Status

Download [ New download ] [ Remove ] [ Pause ] [ Resume ]
(0] File Name Downloaded Size Active Status(kb/s)
Up\uad {

User File Name Uploaded | Downloaded | IP ADDRESS | Port

2. To download using link, enter the download link or paste the link in the box provided.
Click “OK”.

(*) Link

Please input link

| edz2k://|file|[2008-08-22][192Kbps VBR][Acx=] 58" h-8 -im=£iAg*in.rar|49291087|44FCFES7 8B56BBB53950F¢ [

O Tarrent

Cancel
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3. To download from another link, enter the link or paste the link in the box then click
“OK”.

@) Link

Please input link

]bdzk:ﬁ'lﬁiel( HIP HOP) Usher - You make me wanna - (Timbaland remix).mp?,|4296062|A002812AC236636508Fl

O Torrent

4. Two items will be displayed under Download.

Device Configuration | ADS/NIS | DHCP{internet Gateway) |

Gptiun

Status

Download [ New download ] [ Remove ] [ Pause } [ Resume } Refresh

(0] | File Name | Downloaded | Size Active | status(kb/s)
2 il { HIP HOP) Usher - You make me wanna - (Tim....mp3 1l 180.0KB 1l 4.1MB 47[51 [ FF D
i 3 [2008-08-22][192Kbps VBR][Acxx] §8 h-8 -im=£iAA....rar 240.0KB 47.0MB 9/71 2.1
|
|
|
‘in!uad

[ File Name Uploaded | Downloaded | IP ADDRESS [ Port

5. To download using torrent, click “New download” then select “Torrent” option. Click
“select torrent file”.

O Link

Please input link

(=) Torrent
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6. Select the torrent file. Click “Open”.

Date modif...

x| e @k Er

Type Size

i [2000Fun][MNetShowBT]NBA_Live 08-H... :

Look in: I kbt
2 Name
e
Recent Places

|| [2000Fun]pi«t+AsiUsASSHOW torrent

File name:

Files of type:

|| [2000Fun]slas+isdisAipde.torrent

|| [2000Fun]sO¥FiCs!iuG - torrent

r || [PC]IT;Bti+ 5+ Otdisiiap- ftéésfi-TO+5..
B

|12000Fun][Net ShowB TINEA_Live_08-HATREL v |

Open I

ITorrent

LI Cancel I

7. The download item will be added in the Download list.

Device Configuration | ADS/NIS | DHCP{internet Gateway) |

Gptiun

Status

Download [ New download ] [ Remove ] [ Pause } [ Resume ]

D File Name Downloaded Size Active Status(kb/s)
2 [ HIP HOP) Usher - You make me wanna - (Tim....mp3 180.0KB 4.1MB 47[51 2.7

1 [2008-08-22][192Kbps VBR][Ackx] 56 h-6 -im=£iAA....rar 240.0KB 47.0MB 9/71 iE

3 NBA_Live_08-HATRED 0B 3.5GB 0/0
Upload [

D User File Name uploaded Downloaded | IP ADDRESS | Port

8. To remove an item, select the item and click “Remove”.

9. To pause downloading, select an item and click “Pause”.

10. To resume downloading, select a paused item then click “Resume”.
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3.3 System

The System function is used to configure different NAS system settings and services, such
as: Service configurations, Date and Time Zone setting, Serial Port setting, NAS Firmware
Upgrade, Reboot and Shutdown functions, Log Information, Event Notification via email, and

various System Tools.

3.3.1 System Information

el
MANAGER

System Information

Host Name

Domain/WorkGroup  Warkaroup

Version 2.0.01-rc2-pres

Time  11/20/2008, Asia/Taipei

Model  NAS-Medel-Name

CPU  Intel Pentium Dual E2180 @ 2 W®C

Memory{KB) 1024820 Fan 3556 RPM

Kernel Ver,  2.6.26.7
CPU Fan 4470 RPM

Languages [ English

CPU Temp +57.0C

Skin [ Please select a style
= 1
™ M/B Temp +38.0C

Enable Timeout

The System Information screen shows the following:

Host Name — Indicates the NetBIOS name of NAS as configured in Network A&
Device Configuration.

Domain/Workgroup — Shows the domain/workgroup name as configured in
Network £ Device Configuration.

Version — Shows the NAS firmware version.

Time — Shows the NAS system time and time zone.

Model — Shows the NAS system model.

CPU - Shows the NAS system processor type.

Memory (KB) — Shows the amount of NAS system memory (RAM) in KB.

Kernel Ver. — Shows the NAS kernel version.

Languages — Shows the language options available. Currently, only English and
Chinese are supported.

Skin — Shows the color schemes available as skin color. Current options are:
Black, Blue (default), and Green.

Enable Timeout — This is enabled by default. When there is no activity in the
proNAS Manager GUI, admin will be automatically logged out after 15
minutes. To disable timeout, remove check mark in Enable Timeout.
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Device — Shows the device information such as Slot number, system fan, CPU
fan, CPU temperature, and motherboard temperature.

Status — Shows the current status of each device, such as slot temperature,
system fan and CPU fan speed in RPM, and CPU and motherboard
temperature reading.

The System Information screen also shows the number of disk drives detected by the
NAS system.

3.3.2 Service

The administrator can manage and enable/disable the various NAS system services. At the
same time, some service can be configured in the Service tab.

Tnformation Service Misc. "“Boot/shutdown — Upgrade Log “Notification | System Tools

Appletalk
FTP
Telnet
rsync
S5H
iTunes
P2p
WEB
DHCP
DLNA
Photo

|
[
|
|
|
[
O
O
O
O
|
O
O

Printer

Samball!

Service Name:

Samba — Provides CIFS file sharing. MS Windows users need this service to
access the NAS share folders.

NFS - Provides NFS file sharing. UNIX/Linux users need this to access the
NAS share folders.

AppleTalk - Provides AppleTalk sharing, Mac OS users need this to access
the NAS share folders.

FTP — Provides users with access to NAS using FTP.

Telnet — Provides users with access to NAS using Telnet.

Rsync - Provides Rsync Server process to which Rsync client connects. SSH —

Provides remote management connection with more secure level. iTunes —

Provides iTunes service to clients by setting a share folder as iTunes
library.

P2P — Provides service for P2P (peer-to-peer) file sharing protocol.

WEB — Provides Web service with SSL option.
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DHCP — Provides DHCP and Internet Gateway service to client computers in

the network. A range of private IP address can access the internet or
WAN.

DLNA — Provides DLNA service to DLNA-capable clients such as Sony PS3.
When share folder is set as DLNA library, the share folder is accessible
from the DLNA client.

Note: Currently only MPEG and AVI files and VOD services are
supported.

Photo — Provides service for photo/image archive/album/gallery.
Printer — NAS supports HP Deskjet F4280 printer. Enable this service.
Connect USB cable from printer to USB port of NAS.

Service Options:

Enable — Allows you to enable/disable the selected service.
NOTE: You cannot enable a selected service if VG does not exist
(NASVG is not yet initialized).

Name — Shows the service name.

Start on Boot — Allows the service to auto-start when the NAS starts.

Configuration — This contains basic configuration options which can be set
by clicking the “Edit” button.

Edit — Click this button to configure the service.

Configuration:

AppleTalk Option:
Languages — Select the AppleTalk Language option.

-

Appletalk

Quick Setup

Languages, UTFS v
UTFS =
MAC_CEMTRALEUROPE
MAC_CHINESE_TRAD
MAC_CHINESE_SIMP
MAC_CYRILLIC -
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FTP Option:
Port — Use this option to set the FTP port number. Default FTP port
used by the NAS is 21.

[ -

S

Quick Setup

Port 21

[ ok ][ cancel ]

Telnet Option:
Port — Use this option to set the Telnet port number. Default Telnet
port used by the NAS is 23.

[ .

Telnet

Quick Setup

Port 23

( ok ][ cancel |
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SSH Option:
Enable sftp — Use this option to enable or disable SFTP in SSH. SFTP
(Secure FTP) provides secure file transfer.

SSH

Quick Setup

| Enahble sftp

iTunes Option:
Set Share as iTunes Library — Select the share folder name that will
be used as iTunes library from the list.

iTunes

Quick Setup

Set Share as Tunes Library sharel | =

P2P Option:
Target Share — Select the share folder name that will be used as
download location.

P2P

Quick Setup

Target Share

[ OK ][ Cancel ]
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WEB Options:
Target Share — Select the share folder name that will be used as
target location.
Enable SSL — Tick the box to enable SSL option.

WEB

Quick Setup

Target Share | testsh |«

Enable 55 [¥]

DHCP Options:

IP range starting from — Means the starting address of range of
private IP addresses for DHCP.

IP range ending with — Means the ending address of range of
private IP addresses for DHCP.

Private Net — The network device connected to the private network.
For example: ethO

WAN — The network device connected to the Internet / WAN. For
example: ethl

DHCP

Quick Setup

IP range starting from 192.168.110.100

IP range ending with 192.168.110.150

Private Met
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DLNA Options:
Target Share — Select the share folder where DLNA service will be
enabled.
Please select LAN device — Select the network device for use with
DLNA service.

DLHNA

Quick Setup

Target Share

please select lan device

[ OK ][ Cancel ]

Photo Options:
Target Share — Select the share folder that will be used as target
location of photo/images.

Photo

Quick Setup

Target Share | testsh | =
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3.3.2.1 Photo

To use the Photo service:

1. Enable the Photo Service, if not yet enabled, by selecting Photo service in System
/£ Service tab. Click “Edit” and select the target share. Enable the Photo service
by selecting the “Enable” check box on the left of the service name.

2. Open web browser and type Qitp //XxXX XXX XXX . xxx/photo/ where

XXX XXX XXX. XXX is the NAS IP address. The LinPHA Photo Archive page will be

Hi, this = the home of "The Photo Archive®.

2002-2008 ~
C# @ Iternct | Pretected Mode On HU0% -

Done

3. Click the “login” link in the upper right side then login as admin and enter
admin’s password.

[ o i
(- B b 190.1683004 35 photesogin.php byl x -rch 2.
e de =8 @ L % 5= B - & - Bage (3 Task -

usEs |
photos: calculating...
(AL
Usernamae H
admin e Login page
__ Password
sessnny + To perfarm adminstrative tasks logn with your admin account
+ 1f yeu akeady have 3 “friend” account, you can modify your personal settng here
| Autologin 4F + To requast a new account: Contact the Admnisiator
0023008
Dune & B Iaeenet | Protected Mode: On H10E -
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4. The Photo Archive home page will be displayed.

I
@Q. B hip/ /152 168,100 125/ phote/indexphp |4y | x | Love Search =
W | The Photo fsckive - LinBkA Lo B - o [hBage (Tesk=
'.-'.‘-.\ . =t g
ﬂ settings | search photos: 15
E Mew images ==
Welcome admin
Hi, this i the heme of "The Phote Archive.
AGGT-2008 -
[# @ Ioternet | Prodecied Mode: On 0% -

5. To view photos and images, select the folder links under “My Photo Archive”.

@O. B hitpy 152164300 125/p = [ 4p | 2 W Live Searen
W | The Photo fuckive - LinBHA Lpw B - o [hBage (Tesk=
Liooout)
phatos: 15

B samples

1 2

AGGT-J008 -
[# @ Iternet | Prodecied Mode: On 0% -

NOTE: The picture files must be saved in the NAS share designated as
target location of Photo service and must be inside a subfolder. For
example: sharel\Photo\Samples, where sharel is the share name,
Photo is the folder created by Photo service, and Samples is the
subfolder containing photos or images.
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6. Select the “admin” tab to configure settings and options.

Accwunt Confiquration
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8. Select “search” tab for search options.

9. Click the “logout” link to logout.
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3.3.3 Miscellaneous (Time and Serial Port)
The system time, date, time zone, NTP option, and Serial ports can be configured here.

Boot/Shutdown Upgrade Log Notification System Tools

Information Service

Time 5—% 57 ]

Date 11/19/2008

Time Zone [ Asia/Taipei ] Enable

[ time.nist.gov | '} [ Auto Update

Service ups

UPS Vendor /A

Update Now =
Cable Model |

Shutdown Delay(Min) 0

192.43.244.18

time.nist.gov

Time

To set Time, press up/down arrow in the hour and seconds boxes. To set Date, click the
calendar icon on the right side and select the preferred date. To set Time Zone, click the

down arrow and select the preferred time zone.

NTP Option

To select the NTP server, click the down arrow and select the preferred NTP server.

To immediately synchronize the system time from NTP server, press the “Update Now”
button. To enable automatic update of system time from NTP server, check the “Auto

Update” option.

Update Now — Use this button to manually update the system time and

synchronize from NTP server.
Auto Update — Check this option to enable automatic update of system time

from NTP server.
Add — Use this button to add an NTP server. Enter the NTP server IP address

in the box provided then click this button.

Remove — Use this button to remove an NTP server. Select the NTP server
from the list then click this button.

Reset — Use this button to undo or clear any changes made. (Reset button is
located in Serial Port screen)

Apply — Use this button to save the changes made. (Apply button is located

in Serial Port screen)
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UPS

NAS SYSTEM

Enable — Use the option to enable or disable UPS support for serial port.

Serial Port — Use this option to select serial port option (com1 or USB).
Note: In NAS models with com2 serial port, com2 is reserved for SES
use.

Service — Use this option to select the type of UPS, whether UPS (smart) or
Dumb UPS.

UPS Vendor — Use this option to select the UPS vendor. Currently, only APC
and Beam-Tech UPS models are supported.

Cable Model — Use this option to select the UPS cable type. Options are:
simple, smart, ether, and usb.

Shutdown Delay (Min) — Use this option to set the delay time in minutes
before UPS shutdown.

Reset — Use this button to undo or clear any changes made.

Apply — Use this button to save the changes made.

3.3.4 Boot/Shutdown

The NAS can be restarted or shutdown manually or based on schedule.

“information | Gervice Bl Soot/shutdown g

Jfeboot

Reboot

Shutdown

Reboot to Default
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Reboot:

Reboot — Use the button to immediately reboot the NAS. If needed, you can
also enable “Do Filesystem Check” option to perform filesystem check
after reboot.

Confirm option, reboot the system ?

[] Do Filesystem Check

[Lok ) ( cancel ]

Shutdown — Use this button to immediately shutdown the NAS. When a
warning message is displayed, select “Yes” to shutdown the system.

Confirm option, shutdown the system?

Reboot to Default:

Reboot to Default — Use this button to reboot the NAS and restore to
default configuration.

Confirm option, reboot to default?
L] All data will be lostil!

[0 ) cancel ]

WARNING! Use the “Reboot to Default” function with care. Resetting
the NAS to default configuration will delete the current NAS settings
and erase all existing data.
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Use the options here to boot, shutdown, or reboot the NAS based on schedule.

Boot — Use the button to enable or disable scheduled boot of NAS.
Set the time (hour and minutes) in the up/down arrow boxes.
Select the day or days when the scheduled boot will happen.

Shutdown

7 E'
1 Mon O Tue
[l Thu [ Fri

Schedulz Reboot |

oo

Boot
Boot

@ Boot
‘EU =
D Sun
] wed
[ sat

Shutdown

Shutdown — Use the button to enable or disable scheduled shutdown of NAS.

Set the time (hour and minutes) in the up/down arrow boxes.
Select the day or days when the scheduled shutdown will happen.

Shutdown

[ soot |
¥ shutdown
o B [ B
[ sun 1 Mon O Tue
[[] wed [ Thu [ Fri
[ sat

Schedule Reboot

oo
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Schedule Reboot

Schedule Reboot — Use the button to enable or disable scheduled reboot of
NAS.

Set the time (hour and minutes) in the up/down arrow boxes.

Select the day or days when the scheduled reboot will happen.

Schedule Reboot |

[¥ schedule Reboot

B B
L[] sun L] Mon [ Tue
] wed ] Thu L Fri
[ sat

[ Reset ][ Apply ]

Reset — Use this button to undo or clear any changes made.
Apply — Use this button to save the changes made.
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3.3.5 Upgrade

The NAS firmware can be upgraded remotely from FTP server or manually from local
directory.

3.3.5.1 Remote Upgrade

Remote

To upgrade remotely, press the “Check Updates” button. The available NAS firmware
version will be listed. Select the firmware version then click the “Upgrade” button. The
NAS firmware version will be updated. NAS will restart to load the updates.

“Information . ks lisc. Boot/Shutdown Upgrade og ‘Notification “System Tools

Version  2.0.00

Released Date  2008/11/18 16:31

Upgrade Site ftp://

[ Check Updates ] [ Upgrade ]
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3.3.5.2 Local Upgrade

Local

To upgrade locally, the NAS firmware must have been downloaded from vendor’'s FTP
site and saved into local directory. Click the “Upgrade” button, select the NAS upgrade
file (tar file), and click Open. The NAS firmware version will be updated. NAS will restart

to load the updates.

Information Boot/Shutdown Upgrade a Notification | System Taols

“

Version 2.0.00

Released Date  2008/11/18 16:31

Local
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3.3.6 Log

NAS logs can be viewed in this tab.

“Information
Date
2008/09/23 18:56:56
2008/09/23 18:58:20
2008/09/23 18:58:20
2008/09/23 18:58:45
2008/09/23 18:58:45
2008/09/23 18:58:46
2008/09/23 19:00:23
2008/09/23 19:05:22
2008/09/23 19:05:20
2008/09/23 19:05:27
2008/09/23 19:05:30
2008/09/23 19:12:54
2008/09/23 19:13:09
2008/09/23 19:14:19

Service

Type
Storage
Storage
Storage
Storage
Storage
System
System
System
System
System
System
Storage

Share
System

Boot/Shutdown
Level
INFO
INFO
DEBUG
INFO
DEBUG
INFO
INFO
INFO
INFO
INFO
INFO
INFO
INFO
INFO

Uparade

" Notification
Message
Create software RAID device: /dev/md0
Create Disk successfully
initialising rootfs....
Create Volume Successfully: home
Storage initialized
Starting SMB services: [ OK ]
Reboot system
Start Printer service: [ OK ]
Stop Printer service: [ OK ]
Start Printer service: [ OK ]
Stop Printer service: [ OK ]
Create Volume Successfully: voll
Share Created: sharel

Start Photo service: Starting LinPHA:

Date [Todav

[ =] Type (A

| '] Lavel { All

Log Options:

NAS SYSTEM

System Tools

o)

Date — Shows the date and time when the particular log happened. Use the

down arrow to select the day or days that will be used to display the log.

Options are: Today, Past 7 Days, Past 14 Days, Past 30 Days, and All.

Type — Shows the type of log. Use the down arrow to select the type of log to

display. Options are: All, System, Storage, Share, and Account.

Level — Shows the log level. Use the down arrow to select the level of log to

display. Options are: All, DEBUG, INFO, WARN, and ERROR.

Message — Shows information about the log.

Export — Use this button to save the log file to local directory. The log file
must be given “.zip” or “.tar” extension name.

Refresh — Use this button to update the log information displayed.
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3.3.7 Notification

3.3.7.1 Event Option

Use this function to enable event notification via email.

Boot/Shutdown Uparade

E-Mail Setting GG

volume Full

SMTP Server

Port 25

Account  admin

Password

Sender Address  admin@nas.com

Event Option

Enable - Check the event that will be included in list of events that will be
monitored. Once the selected event happened, the email recipient(s)
will receive a notification mail.
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3.3.7.2 Email Setting

Email Setting Options:

SMTP Server — Use this option to enter the SMTP server IP address.
Port — Use this option to set the SMTP port number. Default is port 25.
Account — Use this option to enter a valid email account in the SMTP

server.

Password — Use this option to enter the password of the email
account.

Sender Address — Use this option to specify the sender’'s email
address.

Recipients Options:

Add — Use this button to add a recipient email address in the list of
recipients. Type in the text box the recipient email address.

Remove — Use this button to remove an email address from the list of
recipients. Select first the email address then click “Remove”.

Apply — Use this button to save the changes made.
Reset — Use this button to undo or clear any changes made.

“Information Service Misc. ~ "Boot/Shutdown  Upgrade

Tog Notification  ESECLRGTICES

Elial Seting,

Recipients \

Volume Full

admin@nas.com
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3.3.8 System Tools

NAS provides various system tools which help the administrator monitor the system.

Cannection

netstat

Connection — Use this button to display information about client active connections.

System Tools
= proM&s Connections List: -~
‘Wwed May 28 10024104 C5T 2008

FTP Connections:

PID  UID  Username Fullname Logintime IF

Telnet Connections;

dmesg PID  UID  Username Fullname Logintime IP

AppleTalk Connections;

PID UID  Username Fullname Logintime IP

55H Connections:

PID UID  Username Fullname Logintime IF

Samba Connections:

Samba version 2.0.283
PID Username  Group Machine
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netstat — Use this button to display network connections and statistics information.

System Tools

Active Internet connections {w/o servers)

Prota Recy-0 Send-0 Local Address Faoreign Addrass State

tep o 0 172.16.0.110:3000 172.16.0.211:1112 ESTABLISHED
£8 tep 0 0172.16,0.1:microsoft-ds 172,16.0.222:3645 ESTAELISHED

tep a 0172.16.0,110:3000 172.16.0.211:1108 ESTABLISHED

Active UNIX domain sockets (w/fo servers)

Proto RefCnt Flags Type State 1-Mode Path

unix 5 [1 DGRAM 340455 fdev/log

unix 2 [] DGRAM 1610840

unix 2 [] DGRAM 343412

: 0

dmesg unix DGRAM 241080

ps — Use this button to display current running processes.

System Tools

— PID TTY STAT TIME COMMAMD -
17 Ss 001 init[2]
27 S<  0:00 [kthreadd]
37 S< 003 [migration/0]
+? S< 005 [ksoftirgd/0]
57 S<  0:11 [migration/1]

67 S< 0:07 [ksoftirgd/1)

Fit S< 001 [events 0]
87 S< 0:02 [eventsfl]
Lol S< 0:00 [khelpar] w
dmesg 722 S<  0:00 [kblockd/0] |
807 S« 0:00 [kblockd/1]
B2 7 S¢  0:00 [kacpid]
337 S 0:00 [kacpi_notify]
1717 S< 0100 [cqueuefo]
1727 S<  0:00 [equeus/i]
1762 S« 000 [ataf0]
1777 S« 0:00 [ataf1]
178 7 S<  0:00 [ata_aux]
1797 S<  0:00 [ksuspend_ushd]
1857 S« 0:00 [khubd]
188 7 S<  0:00 [kseriod]
230 7 5 0:00 [pdflush]
2317 S 0:02 [pdflush]
| 2327 S<  0:00 [kswapd0]
2337 S<  0:00 [8i0/0]
2347 S< 00 [aiof1]
| 2357 S< 000 [cifsoplockd]
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top — Use this button to display current

running processes and system usage
information.

- top - 10:29:07 up 17:31, 0 users, load average: 0.26, 0.2, 0.32

Tasks: 77 total, 2running, 75 sleeping, O stopped, 0 zombie
Cpu(s): 3.7%us, 7.1%sy, 00%ni, 87 9%id, 1.2%wa, 0.0%hi, 0.0%si, 0.0%st
Mem: 1024580k total, 531132k used, 493548k free, 158996k buffers

Swap: 1048568k total, Ok used, 1048568k free, 260600k cached "
top PID USER PR N1 VIRT RES SHR S %CPU %MEM '_I'I_ME+ COMMAND
iroot 20 0 1732 604 5365 0 0.1 0:01.54init
2ropt 15 -5 0 0 05 000 0:00.00kthreadd i
Jrogt RT -5 0 O 0S 0 0.0 0:03.66migration/0
dmesg 4root 15 S

05 000 0:05.38 ksoftirgd/0
05 0 0.0 0:11.66 migration/1
0S 0 00 0:07.12 ksoftirgdf1
05 0 00 0:01.58 events/0
0S5 0 00 0:02.42 events/l
05 0 0.0 0:00.00 khelper
05 0 0.0 0:00,10 kbiockd/0
0S5 0 0.0 0:00.08 kblockd/1
05 0 0.0 0:00.00kacpid

o
Sroot  RT -5 0
a
[u]
a
u]
a
o
a
0 O0S 0 0.0 0:00.00 kacpi_notify
[t}
a
i}
0
i}
1]
a
[1}

o

]

6 root 15 -5 0
Froot 15 5 0
8 root 15 -3 0
Qrogt 15 5 O
79root 15 5 O
80 root 155 0
82root 15 -5 O
o

0

0

0

0

o

0

(e}

0

B3 root 15 -5
7lroot 15 5
172root 15 5
176 root 15 -5
177root 15 5
178 root 13 -5
179root 15 5
185 root 155
l28root 15 5

0S5 000 0:0000cqueus/o

05 000 0:0000cqueuefl

05 0 0,0 0:0000ata/0

05 0 0.0 0:0000ata/1

05 0 0.0 0:0000ata_aux

05 000 0:0000ksuspend_usbd
05 0 0.0 0:00.00khubd

05 0 00 0:0000kseriod

ld

df — Use this button to display disk free information or the amount of available disk
space in mounted file systems.

) System Tools
- ﬁlésyst@m 1K-blocks Used Available Use% Mounted on
Jdev/ram1 121947 60059 55638 52% /

Jdev/hdaz 91347 48372 382509 56% /DOM
fdev/ram2 131703 2432 122471 2% /tmp

“ Jdev/mapper/NASYG-NASROOT
5160576 308544 4589088 7% /hasroot
Jdevi/mapper/NaSYG-home
519438 4360 515128 1% fmnt/NAS/home
Jdev/mapper/NaSyYG-voll
51355136 4356 S1350780 1% /mnt/MNasfvall
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dmesg — Use this button to display NAS boot up messages.

System Tools

-

- attached SCSI disk
=d 2:0:0:0: Attachad scsi genatic 5g2 type 0

| sesi Direct-Access  ATA Maxtor 6Y120M0 YARS PQ! 0 ANSI! 5 i
sd 3:0:0:0: [sdd) 240121728 S12-byte hardware sectors (122942 MB)
| =d 3:0:0:0: [sdd] Write Protect is off
5 : [sdd] Mode Sense: 00 2a 00 00
| top : [sdd] Write cache: enabled, read cache: enabled, dogsn't support DPO or FUA
| =d 3:0:0:0: [sdd] 240121728 S12-byte hardware sectors (122942 ME)
: [sdd] Write Protect is off
:0:0:0: [sdd] Mode Sense: 00 3a 00 00
sd 3:0:0:0: [sdd] Write cache: enabled, read cache: enabled, doesn't support DPC or FUA
sdd: unknown partition tahle
sd 3:0:0:0: [seldl] Attached SCSI disk
sd 3 : Attached scsi generic sg3 type 0
ata_| 0000:00: 1f.1: version 2,12
ACPI; PCH Interrupt 0000:00: 1f. 1[A] -> GSI 16 (level, low) -> IRQ 16 |
PCI: Unable to reserve 1/0 region # L:8@1f0 for device 0000:00:11.1
ata_piix 0000:00: 1f.1: failed to requestfiomap BARs for port 0 (errmo=-16)
PCI: Setting latency timer of device 0000:00:1f.1 to &4
scsi4 @ ata_piix
se5i5 : ata_piix
ataS: DUMBMY
atas: PATA max UDMASLO0O crd 0x170 ctl 0x376 bmdma 0xfals irg 15
atab: port disabled. ignoring.
| Fusion MPT base driver 3.04.06
Copyright (¢} 1992-2007 LSI Corporation
Fusion MPT FC Host driver 3.04.08
| Fusion MPT SAS Host driver 3,04.06 2
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ping — Use this option to test whether a particular host is reachable or to check
connectivity to a particular IP address.

- -

P 172.16.00

Counter

Options:
IP - Enter the host IP address
Counter — Enter the number of echo requests to send.

"~ Information
= PING 172,16.0.9 (172.16.0.9): 56 data bytes
64 bytes from 172.16.0.9; seq=0 ttl=64 time=0.847 ms
&< bytes from 172.16.0.9; seq=1 ttl=64 time=0.907 ms
&4 bytes from 172.16.0.2; seq=2 tt|=64 time=1.261 ms
--- 172.16.0.9 ping statistics ---

top 3 packets transmitted, 3 packets received, 0% packet loss
round-trip minfavg/max = 0.907/1.071/1.361 ms

System Tools
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3.4 Account

Using the Account function, the administrator can create and administer local user and
group accounts, as well as import large number of accounts.

3.4.1 Account

Account Name Full Name Quota{MB) Usage{MB) Enable
admin Administrator [u] 0 v

e dcoune J|_Greate Group

Account Information and Options:

Delete — Used to option to delete the selected account. After checking this option,
click the “Delete” button.

Account Name — Shows the user account name.

UID — Shows the user account ID number.

Full Name — Shows the user account full nhame.

Type — Shows the type of account, which can be local, Windows or NIS.

Quota (MB) — Shows the quota of user account’s home folder.

Usage (MB) — Shows the user account’s current usage of home folder.

Enable — Use this option to enable or disable an account. When an account is
disabled, the account is prohibited to access the NAS.

Create Account — Use this button to create a user account.

Create Group — Use this button to create a group account.

Delete — Use this button to delete the selected user account or group account.

Import — Use this option to import large number of accounts instead of adding an
account one by one. The administrator can type multiple user accounts in the
Import Account input box.

Refresh — Use this button to update the information displayed in the Account and
Group list.
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3.4.1.1 Create Account

Steps to Create Account:

1. Click “Create Account” button.
2. A dialog box will be displayed. Enter the necessary information.

Create Edit Account

Mame users

Type Account

Full Mame nasuser

Ui 0

Quota(MB) 20

Password  HEeEEs

Passwaord Confirm | H*sks*

Create/Edit Account Options:
Name — Used this option to enter the user account name. It should be unique.

NOTE: The account name does not allow space in-between characters.
N | Duplicate account name is also not allowed. Names used by the
system, such as root, nobody, mail, adm, etc., are reserved names
and cannot be used as account name.

Type — Displays the type. Shows Account for user account.

Full Name — Use this option to enter user account full name.

UID — Use this option to manually assign a UID for the account. Use a valid
UID starting from 500. If this option is not set (UID is 0), the system
will automatically assign UID starting from 500. Domain accounts will
have UID from 10000 to 30000.

Quota (MB) — Use this option to assign quota to the user account’s home
folder. Default quota is 10 MB.

Password — Enter the user account’s password.

Password Confirm — Enter again the user account’s password.

3. Click “OK” when done. The new user account will added to the Account list.

4«:;:\ ~ NOTE: If you try to create an Account without an existing VG, a
warning message will be displayed.

Warning
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3.4.1.2 Delete Account

Steps to Delete Account:

1. In the Account list, check the “Delete” option for the account to be deleted.

admin 500 Administrator Local 0

- ] v
Bl userl 501 nas userl Lacal 10 5 [
(| users2 s02 nas userz Local 10 0 4}
i user3 503 nas user 3 Local 20 i v

2. Click the “Delete” button.

3. A warning message will be displayed. Select “Yes” to proceed. The account will be
deleted.

Delete confirm?
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3.4.1.3 Edit Account

Steps to Edit Account:

1. Double-click the Account name in the Account List.

2. Edit the necessary options.

'u\?‘% 1 NOTE: Only the Full Name, Quota, Password, and Password Confirm
can be changed. Account Name cannot be changed.

Create/Edit Account

Marme Lsers

Type  Account

Full Mame  uu3

Ui 503

QuotaiMB) 35

Password R

Password Confirmn | #¥*E*

[ Ok ] [Cancel]

3. Click “OK” when done. The account will be updated with the changes made.
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3.4.1.4 Import Account

Steps to Import Account:

1. Click “Import” button.
2. An input box will displayed. Type the account information using the following format:
UID,Name,Password,FullName,Quota. Click “OK” when done.

Impott from Ihput

# example:uid,name,passwd,fullname,quota
G10,userl0proware,user account 10,20
G1ll,userll,proware,user account 11J2D

[ ok ][ cancel ]

3. The new accounts will appear in the Account list.

el
MANAGER

AccountNome  UID Full Name Type  Quota(MB)  Usage(MB)
admin Administrator 0
userl has userl
user2 nas user2
user3d userd

userd nas usersd

userld usar account 10

ENEEEEE

useril user account 11

E EEE EEC

“Creste account J[_create croup )
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3.4.2 Group

Group Name GII Members
users adminjuserl;user2;user3

groeup3 users

Crose account J_Creste Graue

Group Information and Options:

Delete — Used to option to delete the selected group. After checking this option,
click the “Delete” button.

Group Name — Shows the group account name.

GID — Shows the group ID number.

Members — Shows the group’s user account members.

Create Account — Use this button to create a user account.

Create Group — Use this button to create a group account.

Delete — Use this button to delete the selected user account or group account.

Import — Use this option to import large number of accounts instead of adding an
account one by one. The administrator can type multiple user accounts in the
Import Account input box.

Refresh — Use this button to update the information displayed in the Account and
Group list.
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3.4.2.1 Create Group

Steps to Create Group:

1. Click the “Create Group” button.
2. A dialog box will be displayed. Enter the necessary information.

Lol i Group,

Mame group?

Type Group

NAS SYSTEM

GID 612
Login Name Full Name N Full Name
admin Administratar userz nas userz
userl nas usarl
user2 nas user?
user3 L3 -
i

Create/Edit Group Options:
Name — Used this option to enter the group account name. It should be

unique.

1 NOTE: The group name does not allow space in-between characters.

1 Duplicate group name is not allowed. Names used by the system,
such as root, nobody, mail, adm, etc., are reserved names and cannot
be used as account name.

Type — Displays the account type; shows Group for group account.

GID - Use this option to manually assign a GID for the group. Use a valid GID
starting from 500. If this option is not set (GID is 0), the system will
automatically assign GID starting from 500.

3. Select the account that will become member of the group from the Account List.
Then click the “>>” button. The selected account will be displayed in the Group

Members list.

4
@

2

Click “OK” when done. The group will be created.

[ ] NOTE: If you try to create a Group without an existing VG, a warning
~ | message will be displayed.

Please inialize VG frst
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3.4.2.2 Delete Group

Steps to Delete Group:

1. In the Group list, check the “Delete” option for the group to be deleted.

Account. |

100 suser2;user3

group3 501 users
testgroup 502 user3

o funff|

2. Click the “Delete” button.

3. A warning message will be displayed. Select “Yes” to proceed. The group will be
deleted.

Delete confirm?
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3.4.2.3 Edit Group

Steps to Edit Group:

1. Double-click the Group name in the Group List.
2. Edit the necessary options.

‘\ \\
[ .(_4

NOTE: Only the Group Name and Group Members can be changed.

Create/Edit Group.
Mame  gwerty
Type  Group
GID 502
Account List Group Members.

Login Name Full Name Login Name Full Name
admin administrator users Uz
userl nas userl userz nas user2
usaerz nas userz
user3 uu3

3. Click “OK” when done. The group will be updated with the changes made.
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3.5 Data Backup

The administrator can backup NAS data to remote destination or to local disk drive.

3.5.1 Backup List

| Schedule

3.5.1.1 Create Backup Plan

Steps to Create a Backup Plan:

1. Click the “Create” button. The screen below will be shown.

| Schedule

sharel

test
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2. Configure the necessary options.

| Schedule

Destination | Remote |+
SRS
Path  //10.21.23.89/backl

Account  admin

Shares to backup Password

sharel
share2

Create Backup Options:

Name — Used this option to enter the backup name.
NOTE: Duplicate backup name is not allowed.

Type — Select the type of backup source; for example: Share.

Backup Method — Select the backup method that will be used, such as Tar
or Rsync.

Select Shares to backup — Select from the list the share folders that will be
backed up.

Tar Options:
Destination — Select the destination option for the backup. Options

can be: Local Disk or Remote. Local Disk is an un-used disk drive.
Remote is a remote CIFS/Samba share or NFS file system.

Destination | Local Disk | »
Local Disk: Disk

Destination | Remote | »
Protacol | Samba |
. Samba
Remote: FELid

MFS | ——
ACCOUNE  T—

Password

NOTE: When a local disk is selected as backup destination, the
disk status in Storage/Share T RAID screen will be shown as

“BACKUP”.

L

BACKUP

931.513 WDCWD1000FYPS-0
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Protocol - Select the type of protocol to be used for backup. Options
are: Samba and NFS.
-\ - NOTE: For NFS, it will be assumed that the root account will be
\ used. Please verify that root account can access the remote
=] NFS file system.

Path — Type the path for the remote destination.
Format for Samba:
//remote-1P/remote-share
Example:
//172.16.0.211/backupfolder
Format for NFS:
remote-1P:/Path-to-Remote-NFS-file-system
Example:
172.16.0.9/mnt/proNAS/volume/share
Account — Type the account name with access to the remote share.
Password — Type the password for the account with access to the
remote share.

Rsync Options (Client Options):
IP — Type here the IP address of the remote Rsync server.
Remote Path — Type here the share name on the remote Rsync
server.
Account — Type here the account name that will be required by the
Rsync server for authentication.
Password — Type here the password of the account.
Mode — Select the mode of file transfer, whether to upload to Rsync
server or to download from Rsync server.
More Options — Specify here the Rsync options to be used. For more
information about Rsync options, please visit
http://samba.org/ftp/rsync/rsync.html.

Rewnc Options

&) Client

Client Options.

P 172,160.110

Remote Path  sharel

Account  admin

I:'EISSWOr'd EEE Lk

Mode Download |«

More Options  -rvilHpogDt —-progress

[ Save ][ Cancel ]
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Delete — Use this button to delete the current backup plan.
Save — Use this button to apply the changes made.
Cancel — Use this button to undo or clear any changes made.

Click the “Save” button. The backup plan will be created and shown in the Backup
List.

| Schedule
testhak

Name testbak
Type/Method Share/Tar/Remote
Backup Iltems sharel(Share), share2(Share)
Schedule  Undefined
Status  No activity

Backup List Options:

Name — Shows the list of backup plans. When a backup plan is selected,
information about the backup plan will be displayed, such as name of
backup plan, type/method of backup, backup items, schedule (Enabled
or Undefined), and completed backups.

Select — Use this option to select a completed backup then delete or restore
the backup.

Name — Show the backup name.

Status — Shows the status of the particular backup. Status can be:
Incomplete or Complete.

Log — Use this option to view the detailed information about the completed
backup. Click the “...” button.

Confirm... — Use this button to restore a selected backup.
Delete — Use this button to delete the selected backup.
Create — Use this button to create a new backup plan.

Edit — Use this to button edit or delete a selected backup plan.
Backup — Use this button to perform immediate backup.
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3.5.1.2 Create Immediate Backup

Steps to Create Immediate Backup:
1. Select the particular backup plan from the Backup List. Click the “Backup” button.

| Schedule

Name testbak
Type/Method  Share/Tar/Remote
Backup Items  sharei(Share), share2(Share)
Schedule  Undefined
Status Mo activity

Jempj/tar_testbak_2008Nov18073846.log Complete E] | (peets ) -

2. A message will be displayed. The backup is completed and a backup name will be
added to the log list.

backup finish
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3.5.1.3 Delete Backup Plan

Steps to Delete a Backup Plan:

Select the particular backup plan from the Backup List.

Click the “Edit” button.

Click the “Delete” button.

A warning message will be displayed. Select “Yes” to delete the backup plan.

PN E

Delete confirm?

3.5.1.4 Edit Backup Plan

Steps to Edit a Backup Plan:
1. Select the particular backup plan from the Backup List.

2. Click the “Edit” button.
3. Change the necessary options. Click “Save” when done.

NOTE: A backup plan cannot be modified if a backup log exists.

Can not modify, backup log exists.

3.5.1.5 Delete a Backup Log

Steps to Delete a Backup Log:

1. Select (check) the backup log to be deleted from the log List.
2. Click the “Delete” button. A warning message will be displayed.

Delete confirm?

3. The backup will be deleted from backup destination and removed from log list.
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3.5.1.6 Restore a Backup

Steps to Restore a Backup:

1. Select (check) the particular backup from the log List.
2. Click the “Confirm...” button. A warning message will be displayed. Select “Yes” to
restore backup.

Confirm option, Restore?

3. The original data will be restored.

3.5.2 Schedule

A backup plan can be run based on schedule. Select the Schedule tab. This will show a
graphical view of the scheduled backup tasks.

Each row shows the day of the week. Each column shows the time in very 30 minutes
interval.

Backup List |

Rows 12:005M : i 2:00aM
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Schedule Options:
Now — Use this option to display available backup tasks on the current time.
Selected - Use this button to edit a scheduled backup task. Select first the
scheduled backup task then click this button.
New — Used this button to create a new scheduled backup task.

a NOTE: It is not allowed to have duplicated or overlapping backup time.
N\ ] Only one backup process can be running at a time. A scheduled
backup is set to run within 30 minutes time frame. Scheduling
another backup within a scheduled time is not allowed.

3.5.2.1 Setup Scheduled Backup Task

Steps to Setup Scheduled Backup:

1. Select the “Schedule” tab then click the “New” button.
2. Edit the options in Schedule Setting.

i Scheduling Setting

Backup List

[ testbak/Tar | v]

L] sun ¥ Mon [ Tue
v wed [ ] Thu ¥ Fri
[]sat

Schedule Setting Options:
Backup List — Select the backup plan from the list.
Time — Set the hour and minutes when the backup will be run.
Day — Select the day or days when the backup will be run.
OK — Use this button to save the backup settings. The backup schedule will
be automatically enabled.
Cancel — Use this button to clear or undo any changes made.
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3. The backup task will appear in the schedule.

Backup List |

3.5.2.2 Edit Scheduled Backup Task

Steps to Edit Scheduled Backup Task:

1. Move the scroll bar then locate the scheduled backup task to be changed, or click
“Now” to see current scheduled backup.

Backup List |

Rows 4:00PM 4:30PM 5:00PM 5: 6:00PM QiIUFM

L - P TR
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2. Select the backup task to edit. The backup task will be highlighted.

Backup List |

Rows 5:00PM

4:30PM

6:00PM

3. Click the “Selected” button. Edit the necessary options.

Backup List
[ testbak/Tar | v]
19 |5 oo |2
[ ] sun [+] Mon [ Tue
¥ wed L] Thu ¥ Fri
L] sat

NOTE: It is not allowed to have duplicated or overlapping backup time.

4. Click “OK” to save the changes made.

Only one backup process can be running at a time. A scheduled
backup is set to run within 30 minutes time frame. Scheduling
another backup within a scheduled time is not allowed.
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